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PREFACE

This manual describes the procedures for configuring TOPS-1# DECnet
and PSI (Packetnet Switching Interface) nodes in a network. The
procedure for installing network software includes instructions for
generating a TOPS-1# monitor that supports the network configuration.
The tools that are provided for configuring the host node, front-end
software, and for generating network links are described, as well as
verification tools for testing network communication. This manual
also contains software configuration procedures to verify DECnet
network links over Ethernet (NIA2@) circuits.

The 1installation procedures include information for configuring
front-end software for DN20 devices. You can run DECnet software on
the front end, or on PSI (X.25) software. This manual contains
instructions for installing both types of network front ends, because
you must install DECnet in order to run PSI software. To install a
DECnet MCB front end, follow all the procedures EXCEPT those in gray
shading. To install PSI software, follow all the procedures INCLUDING
those in gray shaded areas.

Intended Audience

This manual is intended to be used by the experienced TOPS-1# operator
or software specialist, It explains all the information needed to
install DECnet or PSI on the TOPS-10 KL or KS system and on the DN2#
front end (KL systems only). To perform the installation procedures
documented in this manual, you must also be familiar with the
procedure for installing the TOPS-1d monitor and the GALAXY system.

Before attempting to install TOPS-10 networks, see the TOPS-18¢
Software Installation Guide, which contains worksheets for recording
information that you must supply during the 1installation procedure.
Some of that information will be necessary during the DECnet and PSI
installation procedure as well.

This manual contains all the commands you need to restore files from
distribution tapes using the BACKUP program. This manual assumes that
you are experienced with the tape mounting and dismounting procedures
and the BACKUP program. For more information about these procedures,
see the TOPS-1@ Operator's Guide.

The DECnet network is controlled by the NCP command level within the
OPR program. To verify the network connections and correct problems,
you must know how to run OPR and use NCP commands to control network
parameters and devices. The OPR program is described in the TOPS-10
Operator's Command Language Reference Manual. To learn more about
DECnet network management and PSI network management commands, See the
TOPS—-1¢ DECnet and PSI System Manager's and Operator's Guide.
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For PSI installations, you should refer to the following reference
cards for PSI network-specific information: C '

o PSI NSI PSS Card

o PSI NSI DATANET-1 Card
o PSI NSI TRANSPAC Card
o PSI NSI TELENET Card

o PSI NSI DATEXP Card

o PSI NSI TYMNET Card

You may need the X.25 and X.3 parameters supplied by your Public
Packet Switching Network (PPSN). ’

The following lists CCITT (Consultative Committee for International
Telegraph and Telephone} recommendations relevant to users of the
TOPS-10 PSI  software and the CCITT publications in which those
recommendations are discussed, The information in this manual is
subject to change. For more information contact the CCITT.

Recommendation Document
X.3 Document AP VII-No. 6&-E
X.25 Document AP VII-No. 7
X.28,X.29 Document AP VII~No., 8

The following document contains a complete and unabridged form of the
key CCITT recommendations as they appear in Fascile VIII.2 of the
Yellow Book of the Consultative Committee for International Telegraph
and Telephone, 1981 edition.

The X.25 Protocol and Seven Other Key CCITT Recommendations:

X.1l, X.2, X.3, X.21 bis, X.28, and X.29%,
Lifetime Learning Publications, Belmont, California, 1981.
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Conventions in this Manual

The following conventions are wused in this manual in command
descriptions and examples:

Convention/Symbol Meaning

UPPERCASE PRINT indicates what you type in a command
string.

Lowercase letters indicate a type of variable (name,
number, for example) ) in a command
string for which you must supply the

actual text or number.

bInformahlon : hlghllghted with : gray
.shading ~applies to vconnguratlon~’
: _installation of PSI nodes .only. »
: areas apply to both DECnet
. _ 1nstallation,.vun1@s§ " otherwise
“noted in the text. ST LT

<ESC> means press the ESCape or ALTmode key.

<CTRL/x> ineans hold the CTRL key and press the
character "x." For example, <CTRL/C>
means hold the CTRL key while you press
the letter "c."

Unless the instructions in the manual indicate otherwise, you must end
every command by pressing RETURN.

This manual contains installation procedures for both DECnet and PSI
software for TOP53-10 systems. To install PSI software, you also must
install DECnet software on the host node.

Organization of this Manual

Chapter 1, NETWORK CONFIGURATIONS, contains descriptions of the
various hardware <configurations that are required to support DECnet
and PSI gateway software. This chapter also contains an overview of
the entire installation procedure, instructions for preparing to
install network software, and worksheets you can use tu record the
values of the numerous parameters required in the procedures. The
files required for installing DECnet and for installing PSI gateway
are also listed 1in this chapter.

If you have never installed DECnet and PSI, Chapter 1 will help you

get started. If you have installed network software before, you

should read this chapter to review changes tc the software and the
nstallation procedure.

Chapter 2, GENERATING TOPS-14, describes the procedures you must
follow to configure the host system software to prepare it to support
DECnet communications. These instructions are based on those
described in the TOPS-1@# Software Installaticn Guide.
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Chapter 3, INSTALLING DN2# NODES, contains a description of the
procedures for confijuring and generating DN28 software. TIf your
installation does not include a DN2¢, you can skip Chapter 3.

The DN2@ front end (supported by KL systems only) can run DECnet
front-end software (called the MCB) or P31 gateway software. Using
the NETGEN program, you configure the front end software hy answering
questions in a dialog and including the values of paraneters Cor the
network configuration files, NETGEN produces these configuration
files, which are processedl by a batch control file that is also
described in this chapter.

Chapter 4, CONFIGURING NETWORK NODES, describes the orocedure for
creating network support files and verification batch files for the
network software, You run the NIPGEN program to <create the NCP,CMD
file wused by OPR and the batch control files you can use to test
network connections. This chapter also contains descriptions of the
changes you must make to syster initialization files (such as
SYSJOB.INI and SYSTEM.CMD) to start up network software aatomatically
at system startugp.

To install PSI, you must also run the COMGEN program to c¢reate the PSI
initialization file for OPR, X25NM.CMD. COMGEN allows you to create
files that are wused by the batch - jobs that wverify PSI network
¢onnections, . '

Chapter 5, GENERATING PSI INITIALIZATION FILES, describes the methods
for testing network functions, and ways to correct errors or problems
you:-might find, This chapter also ¢ontains procedures for installing
PSI software on other TOPS-18 systems In the PSI network,

After you have followed the procedures in Chapters 2 through 5, the
network should be installel and running. The appendixes contain
additional information about tools wused during the installation
procedures,

Appendix A, NETGEN, lists the NETGEN commands, parameters, and errar
messages 1in detail.

Appendix B, PSITST, describes the PSITST program in detail.

Appendix T, GLOSSARY, rontains a glossary of the DECnet and PSI terms
that are used in this manual.



CHAPTER 1

NETWORK CONFIGURATIONS

TOPS-1# DECnet extends the capabilities of the DECsysten-1¢ by
supplying protocols that TOPS-18 programs use to communicate with
programs on other systems. The DECnet protocols that qgovern message
communication allow any task running under the TOPS-1@ operating
system to communicate with any other task in the network. DECnet-14
allows communications with other systems running DECnet and DN2§
communications front ends.

he TOPS-10 Packethet System Interface (PSI) Gateway provides access
Pﬁublxcv ‘Packet watchlng Networks (PPSNs) . The PSI Gateway is the
between a PPSN and a DECnet network. The Gateway Software
S with' DE’Cnet 18 software in a DN2@ as several Multifunction

5Commun1¢ationq Base (MCB) proceoses. In the network, each processor
is a node with a name and a unique identifying address. The systems
in the network that support interactive command execution are the host
nodes. All processors dedicated to input and/or output are called
front ends, or servers, because these types of nodes depend on a host
node for loading software into memory and performing software recovery
functions. The DECnet front end is based on the DN2## communications
device.

To install the network software, you must be familiar with the type of
hardware that your system includes, and you must know the names and
address numbers of nodes that will communicate with the system. You
configure your network node by identifying the nodes in the network
and describing the hardware and software characteristics of the nodes.

The TOPS-18 system runs on two different types of processors, the KS
(PECSYSTEM-2020) , or the KL (DECsystem-1f90/1491/1095). These
processors have different network configuration possibilities, which
are described separately below.

1.1 KS NETWORK CONFIGURATION

The KS system running TOPS-1@ has more limited capabilities than the
larger KL processor: the KS does not support DN2@ hardware,
Therefore, to install network software on a KS system, it 1is not
necessary to build MCB or X.25 gateway software. To use this manual
to install KS network software, follow all the instructinans except
those in Chapter 3 or those that are gray-shaded. Ignore all
procedures related to the NETGEN program, the DN2¢ front end, and PSI.
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1.2 KL NETWORK CONFIGURATIONS

TOPS-1# on a KL processor sSupperts DECnet and PSI communications.
DECnet configurations include the DN28 running MCB software, or the KI.
can communicate in the DECnet network over the FEthernet,. The KL
processor supports DN2@ front ends running PSI software as well. The
PSI network ¢onfiguration is described in Section 1.2.2.

The DN2@ processes data transferred over synchronous communizations
lines. The DN2¢ is a PDP-11 processor that runs Lhe MCQB
(Multifunction Cecmmunizations Base) operating system. You must
confiqure the MCB software wusing the NETGEN program before you can
load the DN24.

DECnet also supports the NIA2# device, which provides communication
between nodes on the same Ethernet network. Although DECnet is not
requirel for Ethernet communications, it provides methods of ensuring
data integrity, such as automatic retransmission of lost messages,

The Ethernet allows DECnet to communicate with the local area of the
network, including up to 1#24 nodes, DECnet allows up to 63 such
areas, each consisting of up to 1824 nodes. This confiqguration
requires that nodes with addresses outside of the local network area
be specified using the area numbher as well as local node address, in
the form: area.address.

1.2.1 DECnet Network Configurations

The KL and KS network configuratioans are illustrated in Table 1-1.

Table 1-1: Network Configuration Matrix

CPU Type: KL KS
Circuilts: ETH--0 KDP-3-9
DTE-8-(1-3) XDP-2-1

DTE-1-(1-3)
DTE-2-(1-3)

Node Types: Host Host
Target Adjacent
Adjacent Remote
Remote File Transfer

File Transfer
MCB-Ad jacent

Front end
Nodes: DN2¢/MCB None

Before you can generate and install network communications software,
your system manager must determine the baud rate for communications
based on the type of network controller and the number of 1lines,.
Table 1-2 lists the maximum line configurations allowed for each type
of network device and the maximum 1line speeds allowed for each
confiquration.
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Table 1-2: Maximum Line Configurations

Supported Lines Allowed
Devices At Baud Rates
On KL systems:
NIA2@ 1 per CPU
On the DN2g:
DMC11 2 lines at 19¢9@8kb, or

2
4 lines at 56kb

DMR11 2 lines over 56kb, or
4 lines at 56kb

DUP11 8 lines requiring

1 KMC-11 per 4 DUPlls,
This KMC/DUP combination
is referred to as a KDP.

On KS systems:

KDP 2 lines allowed

l.2.2 PSI Network Configurations

This section describes PS5I hardware confiqurations. If you are not
installlng PSI software, continue at Sectlon 1.3.

You must run’ TOPS-1p PSI on a DECsystem—lﬂQﬂ/lﬂ9l/lﬁ95.__ Follow_ the
same. proceduxe for all of these machines, To run TOPS-1§ PSI, the
TOPS-14 monitor, GALAXY software, and DECnet-18 'software must be
‘installed.  You may be running in either timesharing or stand-alone
mode while you configure the software, but you must reload the: system
to install the software and verify the network connevtlons. o

Network configuration files are prov1ded on two distribut1on tapes;"
SN DECnet 18 Distribution Tape . v '
TOPS~1@ PSI Distribution Tape »
The distributxon tap@s are BACKUP formatted tapes.

You ‘must creale a dirﬂctory on disk fot storage of the generation and
1nsta]1ation files. You will need to allocate 15,080 blocks for
,DECnet/PSI storaje. Consult with your system manager to be- sure you
:have enough Space before you begin the generation procedures. T‘ ‘f“

You 'mth know your hardware configuration ’,to perform thls
1nsta11atlon. The max imum numbér of each type of supported
communications device in the DN2# X.25 gateway front end is shown in
Table 1-1., For " more 1nfozmatlon, see the TOPS-19 PSI V1.8 'SPD
(Software Product Description).
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Table 1-3: Supported Devices (PSI)

Device Max imum Number
DMClls 1

DMR1lls 1

KMC-11 1

DUP11s 3

for KDP

TOPS-1¢ PSI, in a DN2@ X.25 gateway front end, supports 2 connections
to the PPSN and 1 DECnet-1# connection.

If your system supports more than 1 {one) DN2# front end, see the
DECnet-1¢, Version 3.8 SPD for a list of devices supported on the DN28
DECnet front end. The following diagram illustrates the configuration
of a typical PSI front—end node.

PPSN

DN20 ‘5:::“~ DN20
KLx m Z n KLy
: <SS
CFE l CFE
i.\AR-lS-3699-84

Figure 1-1: Configuration of a DN28/TOPS-18 PSI Node L
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1.3 OVERVIEW OF INSTALLATION PROCEDURES

To install DECnet, you must follow all the steps described in this
manual except those that are in gray shaded boxes. If you are
“installing PSI, you must follow all the steps in this manual,
; cluding those in gray shaded boxes.

The procedure for generating and installing DECnet is summarized here
for your convenience. This is only an overview of the installation
procedure. The actual installation instructions begin with Chapter 2.

’Step l: 1Initial Preparation

o Before you install network software, you must become familiar
with the procedure and the tools you will use in the
procedure. Read this manual from start to finish, and f£fill
out the worksheets provided at the end of this chapter. The
time you spend preparing to install the network software may
prevent confusion and errors during the installation process.

o Log into a directory that has access to all necessary files
for a monitor generation. In this manual, we call this your
"build directory."

o If this system has no previous version of DECnet, create a
unique directory for DECnet files. If you are installing
‘PSI1, and there is no previous version  of PSI, create a
special area for PSI files,

o Restore files from the DECnet distribution tapes to your
build directory.

o Read the beware files. Check the distribution package for a
hard copy of the beware file. The hard-copy beware file
sunersedes the on-line beware file.

o If ‘you are installing PSI, restore the files from "the PSI
*T.dlstribution tape to your build dlrectory. ' : S

*7Before 1nsta111ng pST software, read the_ PSI BWR' file. If
_there is ~a hard copy of the beware file in the distribution
'tpackage, the hard~copy supersedes the on-line beware file,

o Prepare your information using the worksheets provided at the
end of this chapter.

B Step 2: Modify MONGEN and GALGEN Procedures

Generate your TOPS-1¢ monitor using the instructions in the TOPS-10
Software 1Installation Guide. Modify the MONGEN and GALGEN procedures
to include network information. Instructions for modifying the
monitor and GALAXY generation procedures are described in Chapter 2.

o0 Generate the TOPS-10 monitor with network support.
o Generate the GALAXY software with network support.
o You can install the monitor and GALAXY now, or you can

generate the network software first, and install the entire
system later.
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’Step 3: Configure Front-end Software

For DN2¢ nodes, you must configure software that will be 1loaded
the node. For DECnet, ust install MCB softwa
the front end. #E&6Y - ' dnstall R.25 9

The following steps are applicable only to systems that include front
ends. KS systems do not support DN2@ front ends for network
communications. Therefore, if you are installing DECnet on KS, you
can skip these steps.

The following procedure is documented in Chapter 3.

o Run the NETGEN program and initiate the dialog to describe
the hardware and software characteristics of your DN28. To
generate MCB software, you choose the ption when NETGEN
starts. > r - 1D i L Aol bl oot

o After you run NETGEN, check the configuration information and
make any corrections that are required, When you are
satisfied with the <configuration information, save the
configuration files.

o Submit the batch control file that builds the front-end

software. For MCB software, this batch Jjob is called
MCBSYS.CTL. o < 8

Check the log file from the batch job for any errors 1in the
build process. If you must change any configuration
information, run NETGEN again, and use the RESTORE command to
restore the configuration file. Modify the necessary

parameters, and use the SAVE and FINISHED commands to save
the changes. Then submit the batch control file once again.

The batch control file creates a system image for the front
end as a file named nodename.SYS, where nodename is the name
of the front-end node, as you specified in the NETGEN dialog.
o Copy nodename.SYS to the SYS: area.
o Copy any other necessary files to SY¥S:.
l’Step 4: Create Network Configuration Files
Next you must create files to load network software and verify the
network connections, The NIPGEN program, described in Chapter 4,
allows you to enter the appropriate information and creates the file

you need to load and verify network software.

o Run the NIPGEN program to <create the command and control
files used to verify and load your network software.

o Copy the NCP.CMD command file, created by NIPGEN, from your
directory to the SYS: area.
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To install PSI, you must also use COMGEN to generate PSI installation
and verification control files by performing the following procedures:

1. Edit the file X25CNF.BNF and substitute vour site-specific
parameters.

2. Submit the COMGEN.CTL batch job, which produces the following
files: X25NM.CMD, PSITST.INI, and X29SRV.INI.

3. Check the log file produced by the batch job for any errors
in the building process. If there are errors in COMGEN.LOG,
correct the errcrs in X25CNF.BNF and run COMGEN again.

When the configuration procedure is finished, edit the system files
SYSJOB.INI, SYSTEM, CMD, and NCP.CMD to include <commands that
automatically start up the network software.

mp Step 5: Load and Verify Network Software

Load the monitor and front—-end software. Verify that the loading
process is complete, and verify that network connections are
activated. Procedures for accomplishing this are described in Chapter
5; a summary follows:

o Halt the frent end, then shut down and reload the TOPS-10
system.

o If the TOPS-1# monitor does not come up, load the monitor
that was running previously, and examine your procedures to
find the error.

o If TOPS-1@ v7.93 and the front end come up correctly, submit
the batch file NIPTST.CTL from NIPGEN to verify connections
to the adjacent nodes. Check NIPTST.LOG for errors before
proceeding, If there are errors in the log file, you must
run NIPGEN to correct the errors, then resubmit NIPTST until
it runs without errors.

o If the netwcrk does not come up, try to start it manually
with the following procedures:

1. Use the OPR command TAKE to take SYS:NCP.CMD.

2. For PSI installation procedures, you c¢an also wuse the
TAKE command to execute the commands in SYS:X25NM,CMD, to
define X.25 network management parameters.

3. Use the NCP command LOAD NODE to load the DN20, If the
DN2{ comes on line, resubmit the NIPTST «ontrol file.

o If there are other DECnet nodes In the network, test network
file transfer capabilities, by submitting the NIPNFT control
file. Check the log file and correct any errors before
proceeding.

1-7
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o To verify the PSI X.25 network connections, perform the
“following procedure:

1. 'Use NCP SET and LOOP LINE commands to perform a hardware
‘loop test. ’

2. Run PSITST, using the PSITST.INI script file to test X.25
,capabilities,

3. 'Check the PSITST log for errors, Correct errors and
‘repeat PSITST until it runs without errors.

In addition, you can ‘verify X.29 functions using the
- following procedure:

1. Call up your local PAD.

2., Connect to the (X.25) gateway.

3. Log in on a system through the PPSN.,
4, Log cut from the host system,

5. Return to the local PAD.

o After you have verified the connections and the software
nsing trese procedures, set up the node database for all the
nodes in your network, by editing NCP.CMD to include node

dAefinitions for each noie in the nebwork.

o When you are satisfied with TOPS-18 Versien 7.03 and the
network, copy the new monitcr to the system bootstrap tape.

o For PSI installation, you can install PSI access software on
other TOP3-1# nodes, as described in the following procedure:

1. Install the necessary gateway access files on other
TOPS~10 nodes, .

2, Modify the system startup files.
3. Restart NML on the remote system.

4., Run CPR and TAKE the X25NM command file.

If you have corrected all errors you found during the <onfiguration
nrocedure, the network software will he fully installed.

1.4 PREPARATION

If you prepare your information before performing the <«onfiguration
procedure described in this manual, the procedure will run more
smoothly., Observe the guidelines summarized hbelow before you begin to
configure network software.

n If you have never installed this version of DECnet or PSI
hefore, read this entire manual. It explains the tools and
parameters you must define to configure the network.
Hardware and software terms are defined 1in Appendix C.
PSI-specific hardware and software terms are indicated by
gray shading.
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To install DECnet software without PSI gateway software,
perform all the procedures applicable to your configuration,
ignoring the gray-shaded areas of this manual.

— " S—

® S - L o
o Fill out the worksheets provided in this chapter, using
parameters that reflect the actual hardware at the
installation. 1In many cases, you can accept default values
for hardware and software parameters, but you must make sure
that these defaults are appropriate to the installation
configuration. Some of this information may be available
only from a DIGITAL service representative.

Also, make sure that each software parameter is within the
accepted range. You may choose to accept the default
parameters supplied by the installation tools: a safe
procedure, but the default values do not necessarily produce
optimal performance.

Software parameters entered in the MONGEN monitor—-generation
dialog must be consistent with those supplied in the NETGEN
dialog. Those parameters and the tradeoffs involved 1in
selecting different values are discussed in Appendix A.

o Secure a terminal and location where you will not be
interrupted during the on-site configuration, and set aside
at least two hours for the configuration procedure. The
amount of time you will need depends on your own rate of
progress, the characteristics of your configquration, and the
response time of the system you are using. To install the
final version of your network software, you will have to shut
down the system and the front ends, then reload the system,

You begin the DECnet generation procedure by generating your monitor
and GALAXY system with network facilities enabled. Chapter 2 contains
descriptions of the specific MONGEN and GALGEN questions that pertain
to DECnet and PSI. See the TOPS-10 Software Installation Guide for a
complete description of the monitor generation and installation
procedures.

1.5 INSTALLATION WORKSHEETS

To install DECnet and PSI software, you must provide information about
the hardware and software that will be supported by the configuration.
You can use the following worksheets to record information that you
can obtain from vyour Field Service representative and the system
manager.
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DN2@ Hardware Worksheet for DECnet (KL only)
For each DN2@, record the following information:

DTE number (DTE-8-1, -2, or -3):

Number of DMClls (8 to 5):

DMC-@ cost:
DMC-1 cost:
DMC-2 cost:
DMC-3 cost:
DMC-4 cost:

Number of DMRlls (@ to 5):

DMR-@ half  or full_ _ duplex, cost:
DMR-1 half  or full _ duplex, cost:
DMR-2 half  or full __ duplex, cost:
DMR-3 half  or full = duplex, cost:
DMR-4 half  or full  duplex, cost:

Number of KDPs (@ to 2):

For KDP-@, number of DUPlls (@ to 4)

KDP-g—-0 maximum baud rate: cost:
KDP-g-1 maximum baud rate: _ cost:
KDP-@-2 maximum baud rate: cost:
KDP-@-3 maximum baud rate: cost:

For KDP-1, number of DUPlls (@ to 4):

KDP-1-0@ maximum baud rate: _ _ cost: o
KDP-1-1 maximum baud rate: __ cost:

KDP-1-2 maximum baud rate: cost: _ j
KDP-1-3 maximum baud rate: _ cost: '

For KDP-2, number of DUPlls (@ to 4):

KDP-2-0 maximum baud rate: cost:
KDP-2-1 maximum baud rate: cost:
KDP-2-2 maximum baud rate: _ cost:
KDP-2-3 maximum baud rate: _ cost:

Figure 1-2: DECnet Hardware Worksheet
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DN2¢ Hardware Worksheet for PSI (KL only)

Eor‘each_DNZQ, specify:

DTE. number (DTE-p-1, -2, or =-3):

Cost:

If there is a DMCll, specify the cost:

If there is a DMR1l, specify half or full duplex.
Cost: ’”““—

Number of KDP devices on the DN20 (# to 1):

Por KDP~-8, specify the number of DPU circuits (8 to 3):
For each KDP circuit, supply the following information:

KDP-@-8 datalink protocol type (DDCMP-DMC or LAPB):

Maximum baud rate:

[ — [

Cost (DDCMP-DMC only):

DTE address (LAFB only):

' Channel.range for this DTE (LAPB only):

fKDP*ﬂ 1 data]:nk protouo] type (DDCMP-DMC,LAPB) :
Max imuam bauvd rates ‘

- Cost (DDCMP-DMC only) :

'DTE address (LAPB only):

Channel range for this DTE (LAPB only)

KDP- B2 datal:nk protocol type (DDCMP~DMC,LAPB):

1Maximum baud rate:

- Cost (DDCMP DMC only):

DTE address (LAPB only):

Channel range for this DTE (LAPB only):

Figure 1*3:'FPSi Hardware Worksheet
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Network Software Worksheet (KS and KL)

Tapes: Disk Space Needed:

DECnet V4.0 For NIA28 only: 2003 blocks
TOPS-10 Vv7.03 For DN2@/DECnet: 18,000 blocks
cusp For PSI/DECnet: 17,5088 blocks

TOPS-1@8 PSI V1.4

The following parameters apply to DN2@ nodes for both MCB and PSI
generation procedures. Refer to Appendix A for information about
these parameters:

DN2# node name: address:
Parameter Range Default
Buffer size (299 to 576) 576
Identification (1 to 32 char's) DECNET

Varsion 3.0 Release

Inactivity timer (1 to 65535 sec's) 30
Maximum address (2 to 255%5) 255
Maximum cost (1 to 1022) 100
Max imum hops (1 to 30) 16
Maximum 1inks (3 to 23) 11
Maximum visits (16 to 255) 32
Outgoing timer (1 to 65535 sec's) 60
Retransmit factor (1 to 15) 5
Routing timer (1 to 65535 sec's) 60
Transmit password (1 to 8 char's) DECNET2d

Management user

Management account

Management password

Figure 1-4: Software Worksheet
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Network Configuration Worksheet

This worksheet lists the parameters you must supply to the NIPGEN
program, to configure the network software for your host systen.
These parameters apply to both DECnet and PSI installation procedures.
NIPGEN is described in Chapter 4.

Host Node Definition:
Host name:

Host node address:

For the NIA2#@, specify circuit names as ETH-0:

DN2# Node Definition

(Supply the following for each DN2@ node that must be down-line loaded
from the host system.)

Target node name:

Target node address:

Host's service circuit for target node:

Target node type:

Target node's service password:

Target node's Ethernet address:

Adjacent Node Definition
(Supply the following for each node directly adjacent to the host.)
Adjacent node name:

Adjacent node address:

Host node circuit to adjacent node:

DN2¢ Adjacent Node Definition
(Supply the following for each node directly adjacent to the DN24.)

Adjacent node name:

Adjacent node address:

DN2@ circuit to adjacent node:

Figure 1-5: Network Configuration Worksheet
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DN2@ Network Management Information
(Supply the following for each DN20.)

Network management user-id:

Network management account:

Network management password:

(supply the following for each remote node in the network.)

Remote node name:

Remote node address:

File Transfer Test Information
(Supply the following for each node with which you will perform
transfer tests.)

Test file transfer to node name:

File transfer node address:

User—~id for file transfer test:

Account for file transfer test:

Password for file transfer test:

Figure 1-5: Network Configuration Worksheet (Cont'd)

file
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PSI Software Worksheet

To install PSI software, you must edit the distributed copy of the
X25CNF.BNF file, providing the following information:

DN2#~-node—name:
DTE~address:
Name-of~-PPSN:
PPSN-access-password:

The following information defines the PSI frame-level characteristics,
If your PPSN subscription requires non-default values for any of the
following parameters, you can use the NETGEN program to change the

values. Otherwise, you should not change these parameters.
NETGEN CCITT Default  PPSN
Parameters Parameter Value Value

Max imum Window K 7 .

Maximum Retransmits N2 20 e
Retransmit Timer T1 3000 .
Maximum Data Max. packet size 128 o

Max imum Window Max. window size 2 -
Restart Timer(sec) T20 189 e

Call Timer ({sec) T21 200 -
Reset Timer{sec) T22 180 _

Clear Timer (sec) T23 189 -
Max imum Clears Max imum 6 o

Max imum Resets Max imum 6 .

Max imum Restarts Max imum 6

Figure 1-6:

PSI Software Worksheet
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1.6 FILES REQUIRED FOR INSTALLING NETWORK SOFTWARE

This manual assumes that TOPS-10 Version 7.83 is being installed, or
has been installed. Instructions for installing the monitor are
included in the TOPS-1¢ Software Installation Guide. You can generate
the monitor and the network software, then install them on the same
system reload. Or you can install TOPS-14 and GALAXY, then install
the network software. For the network generation procedure, the
system need not be brought up for standalone operation, but you will
have to reload the system to install the network software.

The DECnet installation procedure and the PSI installation procedure
are very similar. To install PSI software, you must also include
DECnet files. Therefore, the files described 1in this section are
important Ffor BOTH DECnet and PSI installation procedures. Section
1.7 describes files required ONLY for PSI installation. If you are
not installing PSI, you can skip Section 1.,7. 1If you are installing
PSI, you must read this section as well as Section 1.7.

All the DECnet-specific network configuration files are supplied on
the DECnet-10 Version 4.8 Distribution Tape. The monitor distribution
tape contains the BACKUP program, which you use to copy files from the
distribution tapes to the disk area., You may also use BACKUP to save
the network software after vyou have generated and installed the
network,

The DECnet distribution tape contains the following files to help you
generate and install DECnet and PSI network software:

o The documentation files associated with DECnet. These
include:

- The DECNET.BWR file contains important information about
the software and changes since the previous version. The
beware file may also be distributed in hard-copy form
with the distribution package. The hard-copy beware file
supersedes the on-line beware file.

- The .HLP files are text files that describe the network
commands.

-~ The .DOC files describe the edits made to the software
modules.

o Files needed to support the task-to-task, file transfer, and
network command terminal capabilities for your configuration.

o Software tools, including programs and batch control files
that allow vyou to configure your network software, generate
front end software, and verify network connections, These
tools are described below.

o NIPGEN.EXE, a program that enables you to generate files for
verifying and 1loading your network software. You must run
NIPGEN for both DECnet and PSI installation procedures.

You must install front-end software if you have a DN2d# communications
front end. The DN2@ can run either MCB software (for DECnet) or X.25
gateway software (for PSI). The following files allow you to generate
and install front—-end software for KL systems:

o NETGEN.EXE, a program that allows you to enter parameters for
either DECnet or PSI front-end network software. You run
NETGEN to configure DN24@ MCB software for DECnet
communications, or X.25 software for PSI communications.

1-16
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NETGEN creates the configuration files NETPAR.MAC and
CETAB.MAC, which contain the system parameters and database
for the DN2g, and NMLACC.MAC, which defines access
information that remote sites must furnish before they can
issue certain commands.

NETGEN also creates the confiquration file that you describe
in the NETGEN dialog. The dialog <creates the file
nodename ,CNF,

o DNMAC.EXE, a cross—assembler for PDP-11 macro source files,

o PDP-11 files for all modules needed for any configuration,
including object modules, symbol tables, and memory maps.

o TKB36.EXE, a program that constructs PDP-11 formatted task
images from object files.

o VNP36.EXE, a program that creates the front-end system image.

o MCBSYS.CTL, a control file for building the MCB software for
DECnet.

‘1.7 FILES REQUIRED FOR INSTALLING PSI

Ih aadition'to ‘the files listed in Section 1.6, you must al@o have the
following files i1f you are installing PSI software.' v :

o Documentation files about the installation tools.

'”fpf;TOPS -19 binary files needed for 1nsta11a*ion.'

o PDP-11 files for configuring PST ooftware, these include task
"modules, symbol tables, and memory mapw. R “ ‘

léf,TbEs*lg‘SOche files needed for PQI 1nsta11at1nn.
o Tools used for installing and verifyirg PSI‘

MCBX25.CTL is a control file for building. a DN2¢  X.25 gateway front
end for TOPS-1P# PSI systems. wWhen the commands in this file have been
executed, your build directory will contaln ‘the necesqary PSI ‘system
,image file for the DN2O. : oo

Among the binary files ave PSITST.EXE, a program that allows[ you ' to
~verify your ‘host's connection to the X.25 gateway. PSITST  is
comprised of PSITSB.EXE, a backgroundv, process that handles
communications with the X.25 PSN, and PSITST.EXE, a foreground‘
process,; which provides a wuser command interface to COhtrol the
.activxty of the background process, _’ : '.‘”'

. To make X.29 connectlops, you use another binary file, X298 RV EXE.
‘This program prov1deq X.29 network functions, and is described in the
TOPS-10 PSI User's Guide. Many of thesé files are provided: .in the
DECnet and PSI distribution packages. Others are created during the
“installation procedure. ‘ :

The instructions for installing a monitor to aupport DECnet .and PSI
‘networks are described in Chapter 2, : :






CHAPTER 2

GENERATING TOPS-10

Before you can perform the DECnet and PSI generation procedures, you
must generate a TOPS-1# monitor and GALAXY subsystem to support
network functions. Use the TOPS-10 Software Installation Guide to
install TOPS-1¢ and GALAXY. This chapter describes only those steps
you must modify to support DECnet and PSI.

Log in, using the PPN where you wish to perform the generation. The
disk area used for generating and installing software is called the
"build area." If this is the first version of DECnet to be installed
on the system, use the CREDIR program to create such a directory, to
contain the DECnet-related files. 1In the following procedures, the
[10@,200] directory 1is used. (See the TOPS-1¢ User Utilities Manual
for more information on the CREDIR program.)

2.1 RESTORING DECNET FILES

Use the BACKUP program to restore the £files from the DECnet
distribution tape to disk. (See the TOPS-10 User Utilities Manual for
more information on the BACKUP program.)

s

To restore the DECnet files, mount the DECnet distribution tape and
type the commands in the following procedure, (Use the actual
magnetic tape drive unit identifier in place of MTxn:.)

+RUN BACKUP

/TAPE MTxn:
/REWIND

/SSNAME ALL
/SUPERSEDE ALWAYS
/PROTECTION 155
/RESTORE * ,*
/UNLOAD

/EXIT

Dismount the DECnet distribution tape and verify that the DECnet files
exist in the proper directory, using the DIRECT command.

Before proceeding, read the DECnet beware file, DECNET.BWR. Note that
any hard-copy beware file supersedes the copy on the DECnet tape.
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The DECnet distribution tape contains files that you must copy to
SYs:. Use the COPY command to transfer the following files from the
build area to SYS:.

.COPY SYS:=NFT.EXE
.COPY SYS:=NML.EXE
.COPY SYS:=FAL.EXE
.COPY SYS:=CTHNRT.EXE
.COPY SYS:=NETWOR.EXE

You must also copy the NFT.HLP and CTHNRT.HLP files to the HLP: area:

.COPY HLP:=NFT.HLP
.COPY HLP:=CTHNRT.HLP

If the configuration includes a DN20 front end (KL systems only), you
must also copy the following files to SYS:.

DTEMPT.SYS
DTEMPS.SYS
DTEDMP.SYS

If you are not installing PSI, you can skip Section 2.2 and proceed
with the instructions in Section 2.3.

2.2 RESTORING PSI FILES

This section applies to PSI installations only. To install PSI
software, you must restore the DECnet distribution files as well as
the PSI distribution files. To restore the PSI files, mount the PSI
distribution tape and run BACKUP., Use the following commands to
restore the files with BACKUP:

.R BACKUP
/TAPE MTxn:
/REWIND

"/ SSNAME ALL
/SUPERSEDE ALWAYS
/PROTECTION 155
/RESTORE *.*
/UNLOAD'

/EXIT

When you are satisfied with the files‘you_have restored, dismount the
PSI tape. Read the PSI,.BWR file using the TYPE command, as shown in
the following example:

.TYPE PSI.BWR

When you have read both the DECNET.BWR and PSI.BWR files, use the
following commands to copy the required files to SY¥S:. -

.COPY SYS:=PSITST.EXE
.COPY SYS:=PSITSB.EXE
.COPY SYS:=X29SRV.EXE
.COPY SYS:=B361LB.REL
Copy the X25SYM.UNV file to the UNV: area:

«COPY UNV:=X25SYM,UNV
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~Qiﬁ@f§§mman§$fﬁo;QQPYfbe:fégnj;ed;

' ,COPY REL:=X25GAF.REL
+COPY REL:=X25GAM.REL

2.3 GENERATING THE MONITOR

The following sections describe the MONGEN program, with procedures
for supporting DECnet and PSI network software.

Follow the directions in the TOPS-10 Software Installation Guide to
generate the TOPS-1 monitor with MONGEN, and answer the questions
that are listed here with the appropriate network information.

2.3.1 Hardware Definition for KL Systems
For KL systems, MONGEN's HDW dialog asks the following questions:
# of DTEs on CPU#(1,1-4):

If you are generating a monitor for a multiple processor system, this
request is repeated for each processor,

Respond with the number of DTEs you will use. The range is 1 to 4.
Since the first DTE supports the console front end (RSX20F), specify
at least 1 DTE port.

For each DTE you specify, you will be asked:
Type of front end on DTEn (RSX20F,ANF1d¢,IBM,DECnet):

Type DEChet in response to this question for any DTE that 1is to
support communications with the DECnet or PSI front end.

In monitor generation for all TOPS-10 systems, MONGEN asks:
Decimal "symbol,value"

At this point, you may want to specify wvalues for DECnet-related
parameters. Consult your system manager before changing the values of
any of these parameters. The symbol names and the default values for
the DEChet-related parameters are 1listed below. See the TOPS-10
DECnet and PSI System Manager's and Operator's Guide for more
information about these parameters.,
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Table 2-1: Monitor Symbols for DECnet
Default
Symbol Value Parameter

$SCINT
$SCOTT

30*1000
1*60*1000

Session Control parameters:

Incoming timer value
Outgoing timer wvalue

$DLBSZ

Data link parameter

576

Maximum data links buffer size

Router parameters:

$RTB3M 3 Hello timer multiplier for broadcast
adjacencies

$RTBEA 64 Maximum number of end node adjacencies

$RTBRA 32 Max imum number of broadcast router
adjacencies

$RTBSZ 576 Buffer size (bytes)

$RTBT1 40*1000 Default maximum routing message interval
(Ethernet)

$RTCST 1 Default cost for circuit

$RTCTO 60*1000 Endnode cache timeout

$RTITM 1*60*1000 Initialization timer

$RTMX3 255 Default maximum node address for router

$RTMXC 100 Max imum line cost

$RTMXH 16 Max imum hops

$RTMXN 1923 Max imum node address

$RTMXR 16 Default maximum number of routers on an
Ethernet

$RTMXV 20 Maximum visits

$RTPRI 5 Node's priority to be the designated router

$RTT3M 2 Hello timer multiplier for non-broadcast

$RTTM1 10*60*1000 Routing timer (milliseconds)

$RTTM3 15*1000 Hello frequency timer (milliseconds)

$RTTM4 38*1000 Node listener timer (milliseconds)

LLINKS parameters:

$NSDLY 3*%16 Delay factor

$NSWGT 19 Delay weight

$NSINA 12¢ Inactivity timer

$NSRTH 10 Retransmission threshold

$NSFLR 1000 Delay floor (ms)

$NSRUF 10000 Delay roof (ms)

$NSADL 2 ACK delay in seconds

NOTE
The buffer size parameter (%$RTBSZ) is critical to

smooth operation of network communications.

The value

associated with this symbol should be the same as that
assigned to MCB nodes 1in the NETGEN program (see
Chapter 3). The buffer size parameter is discussed in
Appendix A.
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2.3.2 Hardware Definition for KS Systems

For KS systems, the HDWGEN dialog asks the following questions that
pertain to DECnet. Answer all the questions in the HDWGEN dialog as
described in the TOPS-10 Software Installation Guide, until you come
to this question:

#KMC/DUP Lines (8,0-2):
Type the number of KDP circuits on the KS system.
Type of line for KDPx(ANF1¢,DECNET,USER):
This question is repeated for each KDP (KDP@,KDPl,KDP2). You type the

word DECNET for the KDP circuit that will support DECnet
communications.

2.3.3 Specifying Network Configurations

At the end of the HDWGEN section, select the NETGEN option to
configure network support for your TOPS-18 monitor. This section is
identical for KL and KS systems.

The MONGEN section that defines your system network configuration Iis
called NET. Be sure to use the same node names and addresses to
define your host system in the following dialog and in the NIPGEN
dialog, described in Chapter 4.

After you specify the file for storing the network-related
configuration file, MONGEN asks:

Network software (Y,N)
Respond to this question with "Y."
Then MONGEN asks:
Name of central site [Six characters or less.,]:

Respond with the name of the host node, in six characters or less.
There must be at least one alphabetic character in the name.

After the network definition questions for ANF-1§, MONGEN asks:
DECnet software?(Y,N):

Respond to this question with "Yy."

Immediately following this, MONGEN asks:
DECnet area number of central site (1,1-63):

If you have multiple areas, type the area number for the TOPS-10
system. Otherwise, your area number is assumed to be 1.

DECnet node number of central site(l,1-1823):
Respond with the node number by which the TOPS-18 system will be

identified in the DECnet network. This must be a decimal number
between 1 and 1623,
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MONGEN then asks:
Ethernet software(Y,N)

If the system has a NIA2@ driver with an Ethernet ©port, answer this
question with "vy."

The rest of the monitor generation process 1is identical to the
directions in the TOPS-10 Software Installation Guide.

You MUST run the FGEN dialog, to generate the feature test
conditionals for the system. These feature test settings are stored
in F.MAC. FGEN allows you to choose between the KL feature test set
(KLFULL) and the KS feature test set (KSFULL). It is not necessary to
change the standard settings for any feature test switches to support
DECnet or PSI network communications.

After MONGEN generates F,MAC, exit from the MONGEN program by pressing
<CTRL/Z>.

2.4 GENERATING GALAXY

If your site has modified GALAXY, you must run the GALGEN program to
generate GALAXY with DECnet., The directions for running GALGEN are
given in the TOPS-1¢ Software Installation Guide.

The GALGEN dialog consists of questions and prompts to help you record
GALAXY-related parameters., The possible answers follow the question
and are enclosed in parentheses. The default answer 1is shown in
brackets, following the possible answers. To select the default
answer, press RETURN in response to the question.

NOTE
The following procedure need only be performed on
systems where one or more modules in the GALAXY system
have been modified. The distributed versions of the
GALAXY programs have DECnet facilities enabled. Note,
however, that if you make one change to any GALGEN
parameter, you must supply the answers to the entire
GALGEN dialog, and you must follow the GALAXY

generation procedures to produce the GALAXY system you
desire.

In the following procedure, you must include the answers shown here,
as well as any additional answers required by the installation:
GALGEN asks the following question:

Will you be running applications:(YES,NO) [NO] YES
GALGEN prompts:

Application name or carriage return to exit (1-20 characters) :NCP
GALGEN then asks the following question:

Table name for NCP (1-6 characters): NCPTAB
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GALGEN asks:
Internal ORION application (YES,NO) [NO]

Simply press RETURN in response to this question. NCP is not an
internal application.

Application name or carriage return to exit (1-20 characters):

Include all applications required for the system, as 1listed 1in the
TOPS-1f Software Installation Guide. Press RETURN when you have no
other applications to enter, then proceed with the dialog until you
see the following question:

Default network-type for FAL streams (ANF-10,DECnet) [ANF-10]
DECNET

Type DECNET in response to this question, if you want FAL (File Access
Listener) streams to assume NFT transfers are from DECnet nodes,
unless the FAL stream has been defined as an ANF-1# FAL stream. You
can define each FAL stream using the OPR program.

Complete the monitor and GALAXY generatlon procedures as documented in
the TOPS-10 Software Installation Guide. After the monitor Iis
compiled and loaded, vyou can start the new monitor and GALAXY
subsystem; or you can continue with the network generation procedures
described in Chapters 2 through 5, and start the monitor, GALAXY, and
network software at the same time.
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CHAPTER 3

INSTALLING DN2¢ NODES

This chapter describes a procedure for creating software configuration
files for the DN2¢ front end. This front end is not supported on KS
processors. If your configuration does not include a DN2@ front end
for network communications, skip this chapter and continue with
Chapter 4,

If your system includes any DN2# processors you must configure the
software to run on those processors. The software can support
DECnet—10 communications or DECnet and PSI communications. When you
configure the DN2@ software, you must specify the type of
communications software to support. Before you begin the
configuration procedure described below, review the information you
must provide during the procedure using the Hardware Worksheets
provided in Chapter 1. Figu -2 is provided for DECne

configuration information. EEIH 3 & Brovided for PaT

To configure communications software for the DN2@, run the NETGEN
program and specify the type of networking software (DN20/DECnet or
PSI). Using NETGEN's START dialog, you can configure the files that
are used by a supplied batch job to create image software for the
DN28. The files <created by NETGEN for both types of DN2¢
configurations are:

o NMLACC.MAC

o CETAB.MAC

o NETPAR,MAC

o node—-name .CNF

3.1 STARTING NETGEN
To start the NETGEN program, type:
.RUN NETGEN

NETGEN responds with an identifying message and then prompts for the
type of software to configure:

TOPS-1@ Network Configurator for DN2@ or X25 Version 4A(54)
Node type:

You must first specify the type of software to <configure. To

configure DN2@/DECnet software, type "DN2O." Procedures for
configuring the DECnet front-end software continue in Section 3.2.

3-1
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To configure PSI software, type “"X25." Procedures for configuring
PSI/X.25 software continue in Section 3.3, You can skip the
procedures in Section 3.2.

Initially, you describe the networking parameters by responding to the
START dialog. 1If there are existing configuration files and you want
to modify the configuration information, you can RESTORE the files as
described in Section 3.5.

If are not familiar with the parameters you must change, or the
commands you use to change them, please see Appendix A. This appendix
contains complete descriptions of all the NETGEN commands, parameters,
and error messages, and describes methods for correcting the errors.

3.2 CONFIGURING MCB SOFTWARE

The following procedure allows you to specify characteristics of the
DN2@/DECnet software. ".For the procedure to specify characteristics of
a PSI node, refer to Section 3.3.

The values used in these examples represent common values that allow
the software to run efficiently. However, you might find that an
adjustment of some parameters (for example, table sizes) can provide
more efficient network operation. For complete information about the
NETGEN parameters, commands, and error messages, refer to Appendix A.

The following steps assume that you are 1logged into the directory
where you will build your MCB software and have restored the DECnet
distribution tape into your disk area. The following examples use
[100,200] as the PPN, Replace this PPN with your actual PPN when
performing the procedures.
In the following examples, the START command activates the
configuration dialog. The answers given in these examples are
representative of typical parameter values, but vyour answers must
reflect the actual hardware on your system.
The following examples illustrate the creation of an MCB node called
NEWER. During your procedure, replace NEWER with your actual MCB node
name,

.RUN NETGEN
NETGEN responds with an identifying message:

TOPS-1@ Network Configurator for DN20 or X25 Version 4A(50)

Node type: DN2@

NETGEN>START

Node name: NEWER
Node address: 12

Transmit password:
(The text you enter for transmit password IS echoed.)

What DTE port number is used for this DN2g: 1
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The total number of DMClls and DMR1lls must not exceed 6
How many DMCll lines are on this DN2#: 1
DMC-@ Cost: 3

How many DMR11l lines are on this DN2@: 1

DMR-@ Duplex: Full
DMR-@ Cost: 3

How many KDPs are on this DN2g: 1
Number of DUPll lines on this KDP: 2

KDP-@-@ Maximum Baud Rate: 19200
KDP-0-0 Cost: 3

KDP-@~1 Maximum Baud Rate: 2400
KDP-@~1 Cost: 4

[Configuration Saved On: DSKB:NEWER.CNF[100,200]]
[Generating DSKB:NMLACC.MAC[108,200]] [OK]
[Generating DSKB:CETAB.MAC[100,208]] [OK]
[Generating DSKB:NETPAR.MAC[108,208¢]1] [OK]

[Configuration completel
Type SAVE and FINISH after any additional changes
_Type EXIT to terminate NETGEN

NETGEN>

Check the current parameters for the MCB to be sure that the
information 1is correct, If you make no changes to the information,
you can EXIT from NETGEN, because the output files have already been
saved. )

You may optionally assign management account parameters to the DN24,
thereby controlling access to the MCB software. These management
parameters are not set automatically, and there are no defaults
supplied with the configuration. If you build the MCB software
without defining these parameters, any user will be allowed to access
the MCB network management information, thus placing confidential
network information in danger of being discovered by unauthorized
users.

The network management parameters are not included when you RESTORE an
existing MCB configuration file to modify its characteristics. 1If you
RESTORE an existing MCB, you must define the management parameters
again.

To define MCB network management parameters, type the following
commands to NETGEN before you SAVE the configuration:

NETGEN>DEFINE EXECUTOR MANAGEMENT ACCOUNT acct-string
NETGEN>DEFINE EXECUTOR MANAGEMENT USER user-id
NETGEN>DEFINE EXECUTOR MANAGEMENT PASSWORD password

After you define these parameters, you use SAVE to save the
configuration, and FINISHED to save the output files.
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3.3 CONFIGURING PSI FRONT-END SOFTWARE

SRS
Eaa £ 354

To configure PSI software, answer the 'Node Type:' prompt with X25.-
You <can either use the dialog triggered by the START command, or you.
may enter your own list of commands. If you choose to combine thy
START dialogue and explicit commands, such as DEFINE or INCLUDE, u
individuasl commands only after you have concluded the START dialog.”

To accurately describe your configuration, vyou will need to enter:
parameters summarlzed in the PSI Hardware Worksheet (Figure 1-3)., You’
can obtain defaults for some parameters by pressing RETURN. after you"
type the command.

The folldwing example uses the BSTART @ command to activate the
configuration dialog.

.RUN NETGEN

TOPS-18 Network Configurator for DN2@ or X25 Version 4A(58)
Node type:X25

. NETGEN>START

- Node name: DNX25
Node address: 129

Transmit Password:
{(The text you enter for transmit paséword IS echoed.)
~ What DTE port number is used for this node: 1

The total number of DMClls and DMRlls must not exceed 6
How many DMCll lines are on this node: @

-How many DMRI11l lines are on this node: 2
'How many KDPs are on this node: 1
Mumber of DUP1l lines on this KDP: 2

KDP-@-# Data link protocol type: DDCMP-DMC
. KDP-@—~¢ Maximum Baud Rate: 9680
KDP-@-@ Cost: 10

- KDP~@~1 Data link protocol type: LAPB

. KDP-@~1 Maximum Baud Rate: 9608
KDP-@~1 DTE address: 311434300171
KDP-@-1 Channel range for this DTE: 20-1

fX.25 Network name: TELENET

X.25 Destination name: X29SRV
Destination node: 6
Destination object: 34

. Priority: 1
Call Mask: FF
Call value: #1
Subaddresses:
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i X.25 Destination name: PSITST
= Destination node: 6
“'Destination object: X25TST

- Priority: @
. Call Mask:

. 'Subaddresses:

X.25 Destination name:

. [Configuration Saved On: DSK:DNX25.CNF([188, 20011
- [Generating DSK:NMLACC.MAC[106,2061] [OK]
‘[Generating DSK:CETAB.MAC([108,200]1]1 [OK]

[Generating DSK:NETPAR.,MAC[100,2061] [OK])

:'”'{Configurataon completel
Type SAVE and FINISH after any addlticnal changes
Type EXIT to terminate NETGEN. : o

”NETGEN>‘

If you respond that ‘there are KDPs on your DN2¢,  NETGE *mmedlately'
.asks for information regarding the lines on the flrsL KDP. To include
a DECnet-18 line, specify DDCMP-DMC.to. the "Data link protogcol type' -
vprompt. LAPB, used. for PS1/X25, is the default for that prompt.. e

“To permit PSITST to run and to allow X.29 terminal access, you mustj
specify ~~ the DESTINATION parameters, ~with —the exception- of the
Destination Node parameter, which rpcuires you to specify your own "KL
‘node number. : :

LCNs (Logical Channel Nunbers) are used for outgoing calls in “the
‘order ‘in  which they are specified. Most PPSNs assign channels for
incoming calls starting with the lowest . value assigned to. you “and
proceeding - to higher values. To raduce the chance of an incoming ang
and outgoing call froem simultaneously .attempting to wuse the’ samé
vchannel, you should aefzne your chanhel range in descendlng order.; :

;3 3 l Defining the X25-8Server Access Password,

fYou can definn the access password for the X.25  server module % )
the  NETGEN. program. If you have previously created a PSI gat way
image, including the access password, then RESTORE the 1mage us1ng the
RESTORE command to NETGEN, the access password is not included in the
reétored'image. Therefore, if you are reconfiguring an existing . :
node, ~you myst use the DEFINE MODULE X25-SERVER ACCESS PPSSWOR
“command to redefine the access password, then use SAVE and FINISHED to
retaln the chdngnq. S : ' S

“To defin& the password that the users will be required to supply
~access  the . X.25 gateway node, type DEFINE MODULE X25-SERVER ACCESS
TPASSWORD followed by the password 'itself. S oo
NOTE
Remeinber that all parameters, including vour passwotd,
~must be typed in uppercase letters.

" NETGEN>DEFINE MODULE X25-SERVER ACCESS PASSWORD password’

Remember to use SAVE and FINISHED to save the configuration
“information. ol
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}3 3.2 Adjusting Lxecutor Parametets

If your configuration contains a DMC/DMR w1th the DNZ@ processor, you
‘must- define the EXECUTOR MAXIMUM ADDRESS to 148 or less, and the
QEXECUTOR BUFFER S]ZE to 29%. Type the following commands'

NETGEN)DEFINF EXECUTOR MAXIMUM ADDRESS 14@

NETGEN)DEFINF EXECUTOR BUFFER SIZE 29@

If you have a network with less than 148 nodeg, and your installation
.does not use a DMC/DMR device for a DECnet 1line, it is still
lrecommended to define the EXECUTOR MAXIMUM ADDRESS to 148 and EXECUTOR
BUFFER SIZE to 298 to achieve better performance. These parameters
must have the same value on every node in the network (see Table A-1).

émember”Hto  use_ SAVE and FINISHED to save the, vronfiguration
Zinformation,

3.4 CHECKING NETGEN PARAMETER VALUES

Before saving the NETGEN parameters, you can check them using the LIST
command. The following example shows the information displayed by
LIST EXECUTOR CHARACTERISTICS for a DN2@ node named NEWER (node number
12) .

NETGEN>LIST EXECUTOR CHARACTERISTICS

Executor Node = 12 (NEWER)
Identification = DECnet-1¢ V3.4 Release
Management Version = 3.0.0
Loop Count =1
Loop Length = 127
Loop With = Mixed
Incoming Timer = 10
Outgoing Timer = 60
NSP Version = 3.2.0
Maximum Links = 11
Delay Factor = 2
Delay Weight = 3
Inactivity Timer = 3
Retransmit Factor =
Routing Version = 1.
Type = Routing
Routing Timer = 60
Max imum Address = 255
Maximum Cost = 1040
Max imum Hops = 16
Maximum Visits = 32
Buffer Size = 576
Transmit Password = DECNET20

g
5
3

NETGEN>

If you find any errors in the configuration described by the LIST
command, you can modify the NETGEN parameters until you are satisfied
that your own configuration has been accurately described. After
making changes to the parameters, be sure to use both the SAVE and
FINISHED commands to preserve the changes before you exit from NETGEN,
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3.5 RECONFIGURING SOFTWARE

If the system already has DECnet and/or PSI software, there may be an
existing configuration file for the DN2f. The configuration file is
named node—-name.CNF, where node—name is the name of the DN2@ node. 1If
you need to change any parameter values for the DN28, you can restore
the .CNF file with NETGEN to adjust parameter values.

NETGEN provides a RESTORE facility to simplify reconfiguration of an
existing network node. The RESTORE command allows you to specify a
.CNF file that you created earlier. (See Appendix A for information
about the RESTORE command.)

You modify the configuration wusing INCLUDE, EXCLUDE, and DEFINE
commands. Use INCLUDE and EXCLUDE to change hardware parameters and
DEFINE to change software parameters. Then type SAVE to save the
modified configuration file, and use the FINISHED command to generate
the other NETGEN output files.

If you have set any Management Parameters (User, Account, Password),
they are not restored when you use the RESTORE command. Whenever you
restore a configuration, you must use the DEFINE command to set the
management parameters, and the SAVE and FINISHED commands to retain
them.

£ PST nodes, if you have set the X25- SERVER 'ACCESS PASSWORD, this
@érameter “is not restored with the .CNF file. Therefore, if you
estore & PSI conflguratlon file, you must use the DEFINE “command to
' ‘the XZS-UERVFR ACCESS PASSWDRD, hen use ‘the SAVE and FINISHED
smmands to ‘retain the password.

The following sequence adds a third DUP11 to the previous
configuration, defines the network management parameters, and saves
all the output files.

R NETGEN

NETGEN>RESTORE NEWER.CNF
[Configuration Restored From: DSKB:NEWER.CNF[100,200]]
NETGEN>INCLUDE KDP @

Number of DUPl1ll lines on this KDP: 3
KDP-@-@ Maximum Baud Rate: 19200
KDP-0-@ Cost: 3

KDP-@-1 Maximum Baud Rate: 2400
KDP-@-1 Cost: 4

KDP-@-2 Maximum Baud Rate: 9640
KDP-0-2 Cost: 5

NETGEN>DEFINE EXECUTOR MANAGEMENT USER MAROTTA
NETGEN>DEFINE EXECUTOR MANAGEMENT ACCOUNT INSTALL
NETGEN>DEFINE EXECUTOR MANAGEMENT PASSWORD SECRET

NETGEN>SAVE

[Configuration Saved On: DSKB:NEWER.CNF[100,200]
NETGEN>FINISHED

[Generating DSKB:NMLACC.MAC[10@,200]

[Generating DSKB:CETAB.MAC[100,200]

[Generating DSKB:NETPAR.MAC[100,200]

NETGEN>EXIT



INSTALLING DN2@ NODES

3.6 CREATING DN2¢ SOFTWARE

Before you create the front-end software, make sure the following
procedures have been accomplished:

o Log in to the directory you created for storing MCB front—end
software.

o Run NETGEN to create the files necessary for completing the
procedure. You must have the following files:

1. node-name.CNF, where node-name is the name of the DN2#
2. NMLACC.MAC
3. CETAB.MAC
4, NETPAR.MAC

o If the files created by NETGEN are stored 1in a sub-file
directory (SFD), you must run the SETSRC program (described
in the TOPS-10 User Utilities Manual). With SETSRC, enter

the SFD followed by /SCAN, which allows the following
procedures to access files in the SFD.

o .For'PSI‘installationS at European sites, rename your RSX118
task file., The RSX11S.TSK file supplied on the DECnet-10
,dlstributlon tape is for a 6P Hertz timer and is equivalent
,to the RSXG%H TSK file on the TOPS lﬁ PSI dlstribution tape.
ch allow the timer in your szﬁ to run at SG Hertz, type.

©.COPY RSX11S.TSK=RSX50H. TSK
Submit the batch contrnl file that is supplied on vyour distribution
tape to the batch system. For DECnet installations, the batch control
file is named MCBSYS.CTL. For PSI installations, the  batch file iy,
:named MCBX25.CTL.,

When you submit the batch job, remember to specify a time limit of at
least 1/2 hour. The SUBMIT command for a DECnet DN2g is shown below:

.SUBMIT MCBSYS.CTL/TIME:30:008/NOTIFY:YES

For PSI installations, using the follow1ng command to submlt the batch
control file. _ o . : :

n.SUBMIT MCBX25 CTL/TIME 3ﬁ @E/NOTIFY YES

The system displays a message like the following, where Job-name is
either MCBSYS or MCBX25:

[Batch job job-name queued, request #60, limit @¢0:30:00)

When the job has completed, the system displays the following type of
message:

[From SYSTEM: Job job-name request #68 finished executing at hh:mm:ss]

3-8
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The batch job does the following:
o Takes a checksum directory of all required files
o Assembles MACRO-11 source modules
o Creates TSKs and STBs (tasks and symbol tables)
o Builds the DN2¢ system image, nodename.SYS

o Deletes OBJ files

The PSI batch job, MCBX25, also deletes the file NMLACC.MAC. Examine
the 1og file produced by the batch job for errors. You should first
check the log to see if the batch job ended successfully. If there
were ~ eérrors  in the .CTL file, vyou. must go back and correct thoue
errors. . : S

A successful job produces the DN2¢ system image; an unsuccessful Job
creates no system image. If your log file contains error messages,
assembly errors, or undefined global symbols, determine the cause of
the error, correct it, and resubmit the batch control file.

You must check the batch log file for the size of the generated system
image., If the system image 1s greater than 124K words, the
configuration is too large to load into the DN24. To determine the
size of the system image, find the following lines in the batch log
file:

"The conjured system image is xxxK words. Considering buffers,
yyYyK words of memory will be required during execution."

If the value of yyy is greater than 124, vyour system image 1is too
large.

You can adjust the size of the configuration. To change the system
image size, you run NETGEN, restore the ,CNF file, and reduce the
complexity of your DN2@ configuration. The procedure for restoring a
configuration file is described in Section 3.5. You must change the
parameters to omit a device or adjust the size of the buffers. (Refer
to Section A.3 for more information on DN2¢ buffer sizes.)

After changing parameters, you must use the DEFINE command to define
any management access parameters. These parameters are not restored
with the RESTORE command. After you have made all parameter changes
needed, use the SAVE and FINISHED commands to save the new
configuration file,

If the DN?@ is configured for PST networklng,_ ‘the X25~ SERVBR ACCESS
‘PASSWORD " is not restored with the ,CNF file. ‘Like ‘the MCB management
account. parémeters, if you restore & PSI conflguration you must DEFINE_
the X25-SERVER ACCESS PASSWORD and use: SAVE and FINISHED to retain the
‘definition.

After adjusting parameters, submit the batch control file once again.
You must repeat this procedure until the batch Jjob finishes
successfully and the value of the yyy in the message above is less
than 124K words.

3-9
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After the control file 1is successfully processed, your directory
containg a file named node-name.SYS, where node-name is the name of
the DN2@. Put the node-name.SYS file on SYS: wusing the COPY command.
If the DN2@ node is named NEWER, the following command is used to copy
the file to SYS:.

.COPY SYS:=NEWER.SYS
You must repeat Sections 3.1 through 3.4 for each DN2¢ in vyour

configuration, and you must repeat the procedure whenever you add a
DN2f to the network configuration or change a DN2#§ configuration.
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CHAPTER 4

CONFIGURING NETWORK NODES

Now you can configure the network for your host systemn. If vyour
system includes any DN2# nodes for DECnet or PSI front—-ends, you must
configure these nodes according to the procedures in Chapter 3.

Before you can load the nodes and test their connectivity, you must
create the command and control files used in the loading and testing
procedures. The NIPGEN program creates these files.

The NIPGEN program is described in the following sections. Remember,

the PPN used 1in these examples is [100,200]1, and the node name is
NEWER. Replace these with your own PPN and node name.

4.1 RUNNING NIPGEN

The NIPGEN program allows you to describe network configuration
information for the following types of nodes:

o Host nodes

o Adjacent nodes

o Remote nodes

o File transfer test nodes
The NIPGEN program provides a 1list of the wvalid answers to each
question 1in the dialog when you type "?" in response to the question.
Use the worksheets 1in Chapter 2 to record the exact hardware
characteristics of your site before starting the program.
You can exit from NIPGEN by pressing RETURN when NIPGEN asks for a
node name to configure. You can halt NIPGEN without creating output

files by pressing <CTRL/C> at any time during the dialog.

If you encounter any errors in running NIPGEN, refer to Section 4.3
for error descriptions and recovery procedures.
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4.1.1 Describing the Host Node

When you run NIPGEN, it first asks you to enter information about the
host system. For example, to specify the KL system NEWER, with node
address 12, use the following commands:

+RUN NIPGEN
NIPGEN for DECNET Version 4.0

Host node definition section.

Host name: NEWER
NEWER's node address: 12
NEWER's CPU type (KL1@): KL

The host node name and address must be identical to the node name you
specified in the NETGEN portion of the MONGEN dialog. If you press
RETURN to the request for CPU type, NIPGEN assumes you are configuring
the network for a KL system.

The NIPGEN dialog requires node addresses for each node. The node

address you specify must be unique, and cannot conflict with any
previously assigned node address.

4.1.2 Describing Adjacent Nodes
Next, you must describe the nodes that are adjacent to the host system
in the network configuration. This must include any MCBs in the KL
configuration. The following example describes the adjacent nodes for
NEWER, which are:

o MCB@, a DN2@ running MCB

o NEXUS, a KL on the Ethernet
The NIPGEN dialog requires a circuit name for each adjacent node. You
can choose any of the circuit names listed by "?" that are appropriate
to your hardware configuration. The following is a list of the wvalid
circuit types for adjacent nodes:
For KL systems,

o DTE-n-m for MCB nodes

where n = the CPU number and m = the DTE number on the CPU.

o ETH-0 for Ethernet nodes
For KS systems,

o KDP-§-9

o KDP-g9-1

For node NEWER

Adjacent node definition section.

(Type an extra CR when through)

Adjacent node name: MCB#

MCB@'s node address: 20
NEWER's circuit to MCB@: DTE-@-1
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You can specify the network management user-id, account, and password
for the DN2#, If you included these parameters in the NETGEN dialog
(described in Chapter 3), you must also include the same parameters in
the NIPGEN dialog.

If you omit the network management parameters, there are no default
settings and any user will be allowed access to the network management
information on that DN2@. It is recommended that vyou specify the
network management information to prevent unauthorized access to the
DN2# node, for example:

Network management's user-id: MAROTTA
Network management's account: DEC10
Network management's password: SECRET

After allowing you to specify network management parameters, NIPGEN
repeats the "Adjacent node name" dquestion. The node NEXUS is
specified on an Ethernet network connection in the following example:

Adjacent node name: NEXUS
NEXUS's node address: 25
NEWER's circuit to NEXUS: ETH-@

When you have finished listing the nodes adjacent to the host node,
press RETURN to the "Adjacent node name" question. NIPGEN continues
by asking questions about nodes connected to the DN2# node.

4.1.3 Describing MCB Configurations (KL/DN2@ only)

If you have included any MCB node types in the Adjacent Nodes section,
NIPGEN now asks for MCB configuration information. If you did not
include an MCB in the Nodes section, NIPGEN proceeds to the Remote
Node definition section, described in Section 4.1.4,

You can describe the network environment for each DN2¢ that you
included in the DN2J Nodes section, as illustrated in the following
example., NIPGEN allows you to describe nodes immediately adjacent to
the DN24.

For each node adjacent to the DN2@, you must specify the name of the
circuit on the DN2# that is connected to the adjacent node. You can
see all the possible circuit names by typing "?" to the «circuit
question. The following types of circuit names are allowed:

o DMC-n (where n is in the range of #-3)

o DMR-n (where n is in the range 0-3)

o KDP-n-m (where n is # or 1, and m is in the range #-3)
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The following questions are asked for each DN2¢ that you have
configured. This example illustrates the procedure for including two
nodes (FLORA and FAUNA) adjacent to the DN20:

For MCB MCB#:
Adjacent node definition section.
(Type an extra CR when through)

Adjacent node name: FLORA
FLORA's node address: 7
MCB@'s circuit to FLORA: DMC-@

Adjacent node name: FAUNA
FAUNA's node address: 8
MCB@'s circuit to FAUNA: KDP-0-0

Adjacent node name:

To end the list of nodes adjacent to the DN2¢, press RETURN to the
"Adjacent node name" question.

If there are any more DN2¢/MCBs, NIPGEN repeats the Adjacent Nodes
questions for each DN2@/MCB. When there are no more DN2@/MCBs, NIPGEN
proceeds to the Remote Node definition section.

4.1.4 Describing Remote Nodes

After you describe adjacent nodes, you must describe the remote nodes
in the network configuration. List each remote node and its unique
address in this section, and press RETURN to the Remote node name
question when you are finished.

This example describes three remote nodes, LARRY, CURLY, and MOE.
Remote node definition section.
(Type an extra CR when through)
Remote node name: LARRY
LARRY's node address: 30

Remote node name: CURLY
CURLY's node address: 31

Remote node name: MOE
MOE's node address: 32

Remote node name:

When you press RETURN to the node name question, NIPGEN proceeds to
the File Transfer Test section,



CONFIGURING NETWORK NODES

4,1.,5 Describing Nodes for File Transfer Tests

The installation and verification process may 1include tests of the
file transfer software. For these tests, NIPGEN requires the user-id,
account, and password of a wvalid account on each system. NIPGEN
repeats the following question for each adjacent and remote node that
you specified (except MCBS):

File Transfer test section.

Test file transfers to NEXUS? YES
File transfer user-id: MMAROTTA
File transfer account:
File transfer password: (does not echo)

Test file transfers to FLORA? NO
Test file transfers to FAUNA? NO

Test file transfers to LARRY? YES
File transfer user-id: MMAROTTA
File transfer account:
File transfer password: (does not echo)

Test file transfers to CURLY? NO
Test file transfers to MOE? NO

[Generating DSKC:NCP.CMD[100,200]]
[Generating DSKC:NIPTST.CTL[100,2001]
[Generating DSKC:NIPNFT.CTL[10@,208]]

NIPGEN returns your job to the monitor automatically, and creates the
listed files in your directory. These files are used in the

installation and verification procedures that are described in Chapter
6.

If you encounter any errors in the process of using NIPGEN, refer to

Section 4.3 for a description of the problem and how to recover from
the error.

4.2 NIPGEN COMMAND AND CONTROL FILES

NIPGEN creates the following command and control files, which are used

to verify and load the configured nodes and to test connectivity to
specified remote nodes:

NCP.CMD

NIPTST.CTL
NIPNFT,CTL

Each file is described in the following subsections.
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4.2.1 NCP.CMD

NCP.CMD is a command file that is read by the OPR program to:
o Define the node names and addresses of all of the nodes.
o Define the databases for DN28 nodes.

The NCP.CMD file must be stored in SYS: for the commands in the file
to function properly.

4,2,2 NIPTST.CTL
NIPTST.CTL is a control file created to:
o Examine the host node.

o Verify the connectivity between the host and adjacent nodes,
including MCBs, if applicable.

o Verify the connectivity between MCBs and adjacent nodes, |if
any.

4.2.3 NIPNFT.CTL

NIPNFT.CTL is a control file that contains commands to NFT to transfer
files between adjacent nodes.

4.3 NIPGEN ERROR MESSAGES

In the process of running NIPGEN, you may receive the error messages
listed below. The messages are listed here in alphabetical order,
with suggestions for ways to correct the error. The following are
warning messages that indicate a possible error condition and allow
you to correct the error.

? NIPGEN Ambiguous switch or keyword: "x"

You did not type enough of the command to distinguish it from
other similar commands. You must type more letters to uniquely
identify the command. To display a list of wvalid commands or
arguments, type a question mark (?).

~J

NIPGEN File "filename" close error - Error description

An error was encountered closing your file. A description of the
error is displayed after the error message.

N

NIPGEN File "filename" open error - Error description

An error was encountered opening your file. A description of the
error is displayed after the error message.

J

NIPGEN File "filename" output error — Error description

An error was encountered while information was being written to a
file. A description of the specific error is displayed after the
error message.
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NIPGEN Invalid character in number: "c¢c"

You have used special characters that NIPGEN does not accept.
Node numbers must be 1 to 1023.

NIPGEN Invalid node address: "node number”

The node address you have specified is incorrect, The address
must be a unique number in the network ranging from 1 to 1623.

NIPGEN Invalid node area: "node area"

The node area you have specified is incorrect. The area must be
in the range 1 to 63.

NIPGEN Invalid node name: "node name"

A node name can contain 1 to 6 alphabetic and numeric characters
only. Special characters are not allowed. The node name must be
a unique name in the network.

NIPGEN Invalid number of KDPs: "n"

The number of the KDP controller you have specified on a
DECSYSTEM-20@20 is outside the valid range of @ to 2,

NIPGEN Invalid number of MCBs: "n"

The number of MCBs you have specified for your
DECsystem-1090/1091/1895 is outside the valid range of @ to 9.

NIPGEN Invalid number of synchronous lines: n"

The number of synchronous lines you have specified for your MCB
is outside the range of # to 16.

NIPGEN Node name may hot exceed 6 characters: "x"

The node name you specify must contain 1 to 6 alphanumeric
characters. Special characters are not permitted.

NIPGEN Not confirmed: "x"

A carriage return was expected instead of "x".

NIPGEN unrecognized switch or keyword: "x"

You have not specified a unique keyword. Use NIPGEN's
recognition feature or the question mark (?) to display valid
command arguments.






CHAPTER 5

GENERATING PSI INITIALIZATION FILES

5If you dre not installzng PSIX software, sk1p this chapter and start
the verification procedures deocribed 1n Chapter 6. ’

ﬁowever, 1f you are installlng PSI (X 25) network SOEtware, ‘you must
use " the COMGEN program to create the command files required to load
start network software and test packages. Procedures for running
’the COMCEN rogram are descr1bed in thls chapter.

iFor PSI insta]lations, the COMGEN program creates command files to

1initiate
files'-'"

twork actlvity.i The COMGEN program requires the fOllOWlng

'X25CNF BNF, a t@mplate flle Lhat you must edit> to include
parametnrs for ‘the specific 1nsta11atlon. This file is
describhd in Section 5. 1. - : '

1nxtia11zar10n files, you must first edit the X25CNF BNF
Ninformation about the PSI gateway, then run the COMGEN

.IN THE X2SCNF BNF FILE

t oup system to brinu TOPS 1@ PSI up automatxcally, you must

i " X25CNF.BNF . file provided .on your TOPS-10 PSI tape.
BNF contains parameters “reqpired'vté fbu:lﬁf;the_ﬂcommand_,and
"s listed above. I o ' ool

_BNF flle 1s in the Eollow1ng format-45; 

ona NAME) 1= DN26- node—name ]

<DTE ADDRESS> ::= DTE-address |~

¢NETWORK NAME> ::= name-of~PPSN | _ »
<GATEWAY PA&SWORD> 3= PPSN~access4password'!

- : ply values for - the items to the rlght of ~the sign ﬁ:%.
h 1ine is termlnateﬁ by the sequence.,

<SpaCe><Ver*ical Bar><RETURN>>'"

5-1
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The values to supply are described in the following table:
Item Meaning

DN2@8-node—-name DECnet node name of the DN2¢ supporting
X.25; for example, DNX25,.

DTE-address X.25 DTE address of the 1line to the
PPEN; for example, 311030304171,

name~of-PPSN Name of PFPSN to which you <connect; for
example, TELENET,

PPSN-access—password Default password used *to access the
gateway; for example, SECRET,

CAUTION

The PPSN-access-—password must be identical to the
password you supplied to the NETGEN program in Chapter
4 (refer to the DEFINE X25-SERVER ACCESS information
in Section A.5). T1f the NETGEN and COMGEN programs do
not have the same passwecrd, PSI verification will
fail. After the software is installed successully,
you may remove references to the access password in
the X25CNF,BNF file.

Remember that all installation parameters, including
your password, must be typed in UPPERCASE LETTERS.

When you submit the COMGEN control file, the COMGEN program executes
three times to produce the files listed below.

o X25NM.CMD is an OPR command file to set up X.25 network
management. You can append this file to NCP.CMD to simplify
network startup and file maintenance,

o PSITST.INI 1is a command script to test X.25 network
functions.

o X29SRV.INI is a command script to test X.29 network
implementations.

5.2 RUNNING COMGEN
Submit the COMGEN.CTL file using the following command. The COMGEN
batch Jjob processes the .BNF files to build the necessary files for
testing your X.25 node.

.SUBMIT COMGEN.CTL/TIME:30:¢@8/NOTIFY/OUTPUT:LOG

[Batch job COMGEN queued, request #66, limit 08:30:00]
When the job has completed, the system displays a message in the form:

[From SYSTEM: Job COMGEN request #66 finished executing at hh:mm:ss]

Examine the COMGEN.LOG file produced by the batch Jjob for fatal
errors,

A successful job produces the necessary PSI files described earlier.
If vyour log file contains assembly errors, determine the cause of the
error, correct it, and submit the COMGEN.CTL file again.

5-2



CHAPTER 6

STARTING AND VERIFYING NETWORK SOFTWARE

This chapter describes the procedures for creating system
initialization files to automatically 1load network software. The
procedure for starting the system and verifying network connections is
followed by instructions for troubleshooting network software.

6.1 PREPARING SYSTEM FILES

To start network software automatically, the new network
initialization files must be placed in the appropriate system areas
and certain changes must be made to system startup files, The

following procedure assumes that the OPR program is used to start
GALAXY and network activity by executing the SYSTEM.CMD file. Check
the startup procedures on the TOPS-1f system and make the appropriate
changes to the system startup files,

First, copy the NCP.CMD command file <c¢reated by NIPGEN from your
directory to SYS:. 1If a previous version of NCP.CMD exists in SY¥S:,
you nmust append your changes to the previous file,.

For PSI installations, you may append  the file X25NM.CMD to the.
NCP CMD file ‘to simplify the 1n1tial1zation 9rqcedure. © Use the’
X ' mand to append X?SNM CMD to NCP CMD-

.copY NCP. c»m:mcp CMD,X25NM, CMD

If there is no existing NCP.CMD file in SY¥S:, use the following
command to copy the new NCP.CMD to SY¥S:.

.COPY SYS:=NCP.CMD

To bring the network up automatically when the system starts up, Vyou
must edit the system files SYSJOB.INI and SYSTEM.CMD.

SYSJOB.INI is read by the INITIA program at system startup, so it is
often used to start detached system processes, To start DECnet
processes, SYSJOB,INI must include the following commands to start the
DECnet management process:

LOG
NML

To start the FAL program, the OPR,ATO file must include the following
commands :

:SLOG
:DEF FAL=
FAL-R FAL
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To start PSI processes, the SYSJOB.INI file must also contain the
following commands- R R S C ,

LOG

X29SRV

LG
PSITSB

The SYSTEM.CMD file is automatically read and executed by the OPR
program at system startup. The following commands must be in the
SYSTEM.CMD file to include DECnet:

TAKE SYS:NCP.CMD
SET FAL-STREAM n NETWORK-TYPE DECNET
START FAL-STREAM n

You must include one START command line for each FAL stream that will
run. The value of n is the number of the FAL stream, where you may
run FAL streams for each File Access Listener to run on the system
simultaneously.

For the PSI initialization procedure, if the file X25NM.CMD was not
appended to NCP.CMD, the SYSTEM.CMD file must also include the
followxng command 1ine- » ' '

TAKE 5YS: X25NM CMD

For PSI 1nstallation, use the PIP utility ahdb‘thé indirect command
file GENCPY.CCL- tc move files created in previous steps to SYS:. Type
the follow1ng comnanﬂs to execute GENCPY~ '

.R PIP
*GENCPY@
*<CTRL/Z>

Verify that the following files have been copied to SY¥S: using the
DIRECT command:

.DIRECT SYS:

SYSTEM,CMD
NCP.CMD

K298RV, INI
SYSJOB. INI

See the TOPS~1¢ DECnet and PSI System Manager's and Operator's Guide
for downline-loading procedures and the commands to place in the
SYSJOB,INI and SYSTEM.CMD files to accomplish this operation
automatically.

6.2 STARTING NETWORK SOFTWARE

To load network software, you must shut down the system and reload it
with the latest versions of the monitor, GALAXY, and DECnet software.
See the TOPS-1¢ Software Installation Guide for complete information
about this procedure.
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To reboot the system in an orderly fashion, do the following:

o Inform system users that timesharing will end in a specified
time.

o Halt the DN2g.
o Shut down the system.
o Reboot from disk.

o Log in.

6.3 VERIFYING NETWORK SOFTWARE

Once the TOPS-10 monitor is up and running, and you have been able to
log in as usual, verify that the network has been started by using the
NETWORK command. It may take several minutes to load DN2f nodes and
for the network to initialize. If your new monitor does not come up,
you can try to reboot a second time., If it still fails to come up,
revert to the previous monitor, using the procedures described in the
TOPS—-180 Software Installation Guide, Then check your TOPS-10
installation procedure to be sure your new monitor has been installed
correctly.

Check to see if DN20@ nodes were downline loaded. You can check a node
data base using the following NCP command:

NCP>SHOW NODE node-name CHARACTERISTICS

If the NCP command displays information about the DN28, the node
database is set up. If the node is not running and the node data base
is set up, you can initiate the operation using the following commands
to OPR:

R OPR
OPR>ENTER NCP
NCP>LOAD NODE nodename

If the SHOW NODE command to NCP fails, then you have to initialize the
network database. To set up the database, type the following NCP
command :

OPR>TAKE SYS:NCP,CMD

If no errors occurred and the loading process is successful, you can
begin the verification procedures.

6.4 TROUBLESHOOTING NETWORK SOFTWARE

If the TOPS-1¢ 7.083 monitor is up and running, but vyour network has
failed to come up, you can try to start the network manually. To do
this, use OPR to define your network nodes and load the DN20 nodes.

Run the OPR program and then issue the TAKE SYS:NCP command. This
causes the commands in the NCP.CMD command file to be executed,
defining the network topology and describing all information required
to load DN2# nodes.
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After you issue this command to NCP, ensure that the load Iis
successful. Use the NCP SHOW command to display information for the
node you just loaded. If the load is not successful, determine the
cause of the failure, correct it, and perform this procedure again.

CHK1ll is a module that resides in the DN2@. It starts when the DN2¢
is 1loaded and displays messages concerning available memory, the
number and status of devices, and any detected errors, If you have
difficulty bringing up the front end, use CHK1ll output to determine
your errors, Immediately before typing the NCP LOAD NODE command,
type the following at another terminal:

.R DTELDR
*/TALK:nn

where nn are the two digits used to identify the DTE number. For
example, for DTE-f-1, you would use "@g1" for "nn".

You can also use SPEAR to look at CHK1ll output from a previous load.
NML logs the CHK1ll output to SYS:ERROR.SYS.

If the DN20 fails to come up, you must revert to the previous versions
of the monitor and network software. Refer to Chapter 2 to review
your installation procedure for an error. Check the log file from the
generation procedure in Section 3.4 for possible errors, and to make
sure the system-image size 1is 1less than 124K words. For DECnet
installation, this batch log file is MCBSYS.LOG. For PSI
installation, the batch log file is called MCBX25.LOG.

6.5 VERIFYING THE NETWORK

Log into your account and set your path to the build directory. Type
the NETWORK command to see if the new DN20 nodes are reported in the
display. For example:

«NETWORK

[ANF1¢ network: connected to KL1@26(26), located at NOVA(3l), 10 nodes]
Node CHERRY (1) TAPE12 Load/Sirus System #9-12-85
Node JUBLEE (2) DN87S V23(214) 9-JAN-84
Node KL1926 (26) RL24@A DECl# Development 19-22-85
Node NOVA (31) DN87S V24(226) 12-Mar-85
Node DWARF (33) DN2@ V24 (227) 3-SEP-85
Node JINX (34) DN2@ V24(225) 12-FEB-85
Node COMET (70) DN2@@ V24 (226) 12-Mar-85
Node MREAST (71) Mister East KS702/46F @7-31-85
Node TWINKY (77) Hostess Twinky KL783/54A 19-02-85
Node BACALL (121) DN2@ V22E/70B

[DECnet network: local node KL1#26, 48 reachable nodes in area 7]
BRONCO BRUNO CAEWK2 CAEWK3 CAEWK4 CAEWKS CAEWK6 CAEWK7
CURIE CURIUM DAR DARTS DCHPS DCSVAX DEMILO DESADE
EINSTN ELI ELIGUS EMILY EPOCH ESGPRT FASTER FERMI
IONIAN IRAO IROBOT ISAVAX ISHTAR JACKSO JAWS JBOAT
MASTER MATE MATISE MAX MCAD MDR228 MDR268 MDR292
MRSVAX MRTEIS MURRAY MUSEUM NIMBUS NOBEL NU NYHPS

Note that you can use the /DECNET switch with the NETWORK command to
display only DECnet nodes.
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Verify the success of the 1loading procedures by running OPR and
issuing the NCP command SHOW NODE. For example, display the network
information for the node named DEMILO:

.R OPR
OPR>ENTER NCP
NCP>SHOW NODE DEMILO CHARACTERISTICS

12:30:29 NCP

Request 45; Show Node Summary Completed
Remote Node = 6,131 (DEMILO)

Circuit = ETH-9

Next Node = 7.93 (MONTY)

NCP>

If the DN2f nodes are listed by NETWORK and in the SHOW NODE output,
the automatic system startup procedures are correct. If the DN2¢ is
not listed in these displays, review the system files described in
Section 6.1 and correct the errors.

6.6 TESTING NETWORK CONNECTIONS

The batch job NIPTST is supplied to display network characteristics
and to test network connections through the DN2@. This batch job is
useful for both DECnet and PSI installations.

Use the NIPTST.CTL batch control file created by NIPGEN to perform the
following operations:

o Display the node characteristics of the host system.
o Display the node characteristics of adjacent nodes.
o Perform LOOP tests to adjacent nodes.,

To submit the NIPTST.CTL file to the batch system, type the following
command :

.SUBMIT NIPTST.CTL/NOTIFY:YES/OUTPUT:LOG/TIME:30:00
[Batch job NIPTST queued, request #98, limit 90:30:00]}

You will receive notification when the job is done. When the Jjob Iis
finished, the 1log file is printed automatically. Check the log file
for fatal errors and correct the cause of any errors.

If an error indicates a timeout condition, you can adjust the time
interval allowed for testing each circuit. The normal time limit for
this job is 10 minutes per circuit tested. You can adjust the time
interval for the WAIT command in the batch control file, to modify
installation test timing.

Carefully check the batch job log file for errors. If you find no
errors, continue with your installation; otherwise, find the cause of
the errors, correct them, and resubmit the batch job.
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6.7 TESTING FILE TRANSFER

If you included file transfer testing in the NIPGEN program (described
in Chapter 4), use the NIPNFT.CTL batch control file created by NIPGEN
to test file transfer between the host processor and nodes in the
network that support NFT (Network File Transfer). NIPNFT,.CTL copies
an ASCII file from one DECnet host node to another and back again, and
compares the output file with the iInput file,

Submit the NIPNFT.CTL file to the batch system by typing the following
command :

.SUBMIT NIPNFT.CTL/NOTIFY:YES/OUTPUT:LOG/TIME:20:00
[Batch job NIPNFT queued, request #99, limit 0:20:00]

You will be notified when the batch job has completed. Check the 1log
file generated by the batch Job, examine the file for errors, and
verify that file transfers have completed successfully. The output of
the batch job will be in NIPNFT.LOG.

6.8 VERIFYING PSI CONNECTIONS

If you are installing PSI, verify the PSI connections after you make
sure ~ the DECnet part of your installation is working. If you are not
installing PSI, you can skip this section and proceed to Section 6.19
to complete the installation procedures.

To test and verify PSI connections, you caﬁ:
o Perﬁorm a hardware loop test,
o Test X.25 capabilities.
o Call up yoﬁr local- PAD.
o Connect to the (X.25) gate&ay.

o 'Log in on the system through'the PPSN (X.29 implementation) .

6.8.1 Performing the X.25 Loop Test

To perform a loop test, use the NCP commandq SET LINE and LOOP LINE.
Use the following commands to start the LOOP test, This example tests
KDP-g-4. .

- «R OPR
OPR>ENT NCP
NCP>SET. EXECUTOR NODE nodename
NCP>SET LINE KDP-0-¢/ STATE OFF

After you type these commands, disconnect the modem and attach a
loopback connectcr to the KDP line. Then type the following commands:

NCP>SET LINE KDP-g-f CLOCK INTERNAL

NCP>SET LINF KDP-§-@ SERVICE ENABLED

NCP>SET LINE KDP-@-¢ STATE ON

NCP>LOOP LINE KDP-@-@ COUNT m WITH MIXED LENGTH n
NCP>SET LINE KDP-@-¢ STATE OFF
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The LOOP LINE command contains three variables: the line-id (KDP-0-#)
is the same line-id used in previous commands. The COUNT value (m)
gspecifies the number of times the test data is to be returned; the
value of LENGTH (n) specifies the length of the test data, in bytes.

When performing the LOOP LINE command, do not use a COUNT greater than
1000 or a LENGTH greater than 127, Failure to observe this
restriction can cause the loop test to take longer than the 3 minute
timeout period.

If in response to the LOOP command you receive one of the following
messages, you must reload the DN2@ before the DN2§ will respond to
network management commands: :

Loop Line Failed, Operation faillure
Timed out waiting focr response

You will receive these messages if the loop 1line test takes longer
than 3 minutes, or if the line is not functioning properly.

When the test is successfully completed, vremove the loopback connector
and reconnect the line to the modem. Type the following commands to
turn the line on: '

NCP>SET LINE KDP-f-@ CLOCK EXTERNAL
NCP>SET LINE KDP-#~@ SERVICE DISABLED
NCP>SET LINE KDP-@- STATE ON

The KDP line will not start if the modem has not been cennected to the
line. If the KDP 1line does not start, connect the modem, turn the
line off, then turn it back on, using the following commands to NCP:

NCP>SBET LINE KDP-8-0 STATE OFF
NCP>SET LINE KDP-2-@ STATE ON

6.8.2 Testing X.25 Connectivity

Run. the P3ITST program to test the connection from your host to the
X.28 PPSN you have chosen, - For a complete description of the PSITST
program, see Appendix B. PSITST tegts the commands in P3SITST.INI, and
exits automatically when the test is completed.

To activate PSITST, type:
R OPSITST
The folloWinq‘is-an example of a sudcéésful PSITST execation. After

you run P3ITST, it is important to check the log file for errors. The
log file entries are described in Appendix B.
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Example:

.R PSITST

KL101¢g, RC743 7.03 System, TOPS-10 Monitor 7.03(08)
TOPS~18 PSI PSITST Version 1.8(7) {Normal Environment)
Monday, October 15, 1985 @9:21:89AM

Port # @; Status

Network = TELENET

Object Identification = X25TST
Port State = Running

Error State Detail = None

Last Port Request = Accept Incoming Call
Last Request Error = None

Network Data = None

Network Interrupt = None

Port # 1; Status

Network = TELENET

Port State = Running

Error State Letail = None

Last Port Request = Read Accept Data
Last Request Error = No Data To Read
Network Data = None

Network Interrupt = None

Port # 4; Data

More Bit Setting = Enabled

Transmitted Interrupt = None Outstanding
Received Interrupt = None Outstanding
Data Transmission = Normal

Received Normal Data Packet = 38 bytes

191 142 163 164 185 1@6 147 118 111 112 | ABCDEFGHIJ |
113 114 115 116 117 1209 121 122 .123 124 |KLMNOPQRST]
125 126 127 139 131 132 @69 061 962 863 JUVWXYZ@123)
764 065 @966 @67 970 871 #15 P12 " 1456789.. |

- Last Data Reception Error = No Data To Read
Port # 1; Data

More Bit Setting = Enabled : ‘
Transmitted Interrupt = None OQutstanding
Received Interrupt = None Outstanding
Data Transmission = Normal )
Transmitted Normal Data = 38 bytes '
101 162 193 1¢4 105 1¢6 147 110 111 112 | ABCDEFGHI.J |

113 114 115 116 117 129 121 122 123 124 | KLMNOPQRST|
125 126 127 13¢ 131 132 ¢60 961 962 @63 JUVWXYZ3123]
g64 065 ©66 067 70 071 €15 @12 1456789.. |

Port # @; Counters

Wait For Incoming Calls 1
Incoming Calls Accepted 1
Received Normal Data Packets = 25
Received Normal Data Bytes = 950

o
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Port # 1; Counters

Call Requests = 1 ‘
Transmitted Normal Data Packets = 25
Transmitted Normal Data Bytes = 950

Port # 1; Status

Network = TELENET

Port State = Running

Error State Detail = None

Last Port Request = Read Port Status
Last Reguest Error = None

Network Data = None

Netwocrk Interrupt = None

Port # 1; Data

More Rit Setting = Enabled

Transmitted Interrupt = None. Out“tandlng
Received Interrupt = None Outstanding
Transmitted Reset Diagnostic = 377 (255)
Data Transmission = Normal :
Transmitted Interrupt Byte = 377 .{(255)
Transmitted Normal Data = 38 bytes

161 1¢2 103 104 165 196 147 11¢ 111 112  |ABCDEFGHIJ|
113 114 115 116 117 1264 121 122 123 124 |KLMNOPQRST|
125 126 127 130 131 132 g6¢ 961 262 #63 ~ |UVWXYZB123]
#64 #4465 @66 @67 379 871 615 912 _ . 1456789.. |

Initialization Completed
EXIT

.

PSITST collects status information in the log file PSITST. LOG[l 2] for
your inspection. Use the TYPE command co dlsplay the contents of thls
file,

«TYPE PSITcT“LOG[l 2]

If no errors occurred as you ran ‘the 1oopback test apd PSITST,, your
node is connected to the PPSN, . -

If you encounter errors connecting to the PPSN, check the status of
the X.25 line by running OPR and typing the Eollowzng commands. (See
the TOPS~1¥ DECnet and PSI System Manager's and Operator's Gulde for
addational 1nformatxon ) : R .o R ,

OPR>ENTER NCP : :
NCP)TELL hodename SHOW KNDWN hINE STATUS

If  the state Qi your X.25 1ine I_ on, but the substate is
svnchroni?ing : " line to the PPSN is not functlonlng
properly.- Return to , 1 and p form ‘the loup ‘test again.
If ‘the  loop test comple?eq successiull thﬁre may be a prablem with
the leased line to your PPSN.. Consult your PPSN _representative for
further . assistan<e.~; If the loop teaf;fails, you may have a faulty
KDP» therefore, you should consult your ’ ]

If the X. 25 1ine La\On, but no. sub‘
for DTE - address, default data s
range. If you are unsure of the i
representative to determine the corr

_\g_con sult  your PPSN
V‘l‘jea.;i T ) o ’

6-9
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6.9 VERIFYING X.29 CONNECTIONS

The TOPS-18 X.29 software, X29SRV, enables you to connect vyour
terminal, through a PPSN, to a TOPS-1¢ host. To make this connection,
you must:

o Make a physical connection between your facility and the PP3SN
PAD.

o Create a virtual circuit that connects your terminal to
X29SRV through the X.25 gateway node.

o Connect your terminal to the TOPS~10 host.,

6.9.1 Calling the Local Pad (TELENET)

You need telephone access to a local PAD (Packet
Assembler/Disassembler) . Go to 'a dial-in terminal and call the PAD
{(get the number from your System or Network Manager).

If you are using an acoustic coupler, when vyou hear a high-pitched
tone, place the telephone handset . in the acoustic coupler. If you are
using a dataset, change the DATA/TALK sthch to DATA and  place . the
handset in. the telephone <cradle, :

Examples in the following steps use TELFNET as the local pad.

Press the RETURN key twice to see’ the PPSN herald. TELENET. responds
w1th ‘a mpssage, such as: : .
TELENET%
' 8@% 18c¢C.

TELENET then prompts you to 1dent1fy your terminal model s
| TERMINAL~ ; N
If your termlnal is type VTXXX ; enter’:
Othefwiée, ehter:
a8 '

Or, press the RETURN key.

6.9.2 Signing on to the Network Gateway

Enter the appropriate information to sign on to your gateway (see your
System or Network Manager for specifics):

.C 311171D
311 171D CONNECTED

Digital Equipment Corporation, TOPS-18 PSI Gateway X.29 Server
Friday, July 15, 1985 03:39:03 v1.0(9) #1190 (948)

X298RV>
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If you do not receive the <connect message from the PPSN, the
connection has failed. The connection could fail for one of the
followingy reasons:

o The X.25 module database is incorrect, Use the following
commands to verify that the destination node is specified
correctly:

NCP>SET EXEC NODE node-name
NCP>SHOW MODULE X25-SERVER CHARACTERISTIC KNOWN DESTINATION

If necessary, run NETGEN again, as described in Chapter 3, to
adjust the faulty parameters.

0o X29SRV is not running properly. Check your CTY listing for
errors., (See the TOPS-18 DECnet and PSI System Manager's and
Operator's Guide for a complete description of X29SRV
configuration commands, and for a list of X29S8RV error
mnessages).

6.9.3 Connecting to the TOPS-1@8 Host System

In response to the X29SRV prompt, type the CONNECT command, followed
by the node name of the TOPS~14 system. (See the TOPS-18 PSI User's
Guide for a complete description of X29SRV user commands.) When you

see the TOPS~1# monitor prompt, type the command TTY NO ECHO. Then
log in as usual.

¥29SRV>CONN KL14180

RL222B DEC18 System 15:4¢9:34 TTY 66 System 1410/1820
Connected to Node KL1019 Line #66
Please LOGIN or ATTACH

-TTY NO ECHO
-LOGIN

After you type the node name, the system banner appears. If you do
not see the banner, verify that the requested node is in operation and
DECnet—-18 is installed properly. 1If the node and DECnet are running,
the node may have depleted DECnet or system resources. Try again
later.

6.9.4 Disconnecting from the TOPS-18 System
To disconnect from the TOPS-1§ system, type the following command:

. KJ0OB

Job 36 User MRT [10¢,200]

Logged—~off TTY44 at 15:17:18 pm 15~Jul-85
Runtime: @:88:081. KCS:23, connect time:0:83:24

Press the BREAK key to return to the gateway. The TOPS-18 X.29
software responds with BREAK and returns the X29SRV prompt.

<BREAK>
BREAK
X29S8RV>
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Type the CLEAR command to disconnect from X29SRV.
X29SRV>CLEAR

DISCONNECTING .uscovens _ o
'B17 22 DISCONNECTED _ 00 00 00:00:01:17 30 25

After you receive the disconnect message, hang up your telephone..

6.10 COMPLETING THE INSTALLATION PROCEDURE

For both DECnet and PSI installations, there are a few steps that must
be accomplished to conclude the network installation procedure.

In NCP.CMD, you must include SET NODE commands to establish the
correspondence between the node name and node address for all nodes in
your network. In the NIPGEN procedure described in Chapter 4, the
node associations were provided for nodes included in the testing
procedures. If there are any other nodes in the network, edit the
NCP.CMD file and add a line for each node in the network that is not
already in NCP.CMD. For each node, add a command similar to the
following, where node—address is the node number and node~name is the
name of the node:

SET NODE node—address NAME node—-name

For example, to add node JAKE (node number 25), place the following
line in NCP.CMD:

SET NODE 25 NAME JAKE

After you edit NCP.CMD, copy the file to SYS:. To activate the node
database while your system 1is running under timesharing, use the
following command:

.R OPR
OPR>TAKE SYS:NCP.CMD

This activates the node database immediately.

As long as NCP.CMD is in SYS:, and the SYSTEM.CMD file <contains the
line TAKE NCP.CMD, the network database will be activated
automatically whenever OPR is started on the system console terminal.

When you are satisfied with the functioning of the monitor and network
software, copy the new monitor, DECnet, and GALAXY files to the
appropriate system areas. This completes the DECnet installation and
verification procedures.

For PSI installations, if you want to access the PSI gateway node from
other TOPS-1§ host systems, you must install the PSI access software
on those systems. The procedure to accomplish this is documented in
the next section.
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6.11 INSTALLING PSI ACCESS SOFTWARE ON OTHER NODES

To allow users of other TOPS-1f systems in your network to access the
PSI gateway node that you have installed, you must also install the
files listed in Section 6.11.1 on those TOPS~1¥ nodes. If you are not
installing the wgateway access software on any .other TOPS-1§ system,
the installation procedure is complete.

You can use NFT to copy files to. other nodes, or perform the
installation ©procedures described below to manually install the
software, -

Repeat the following steps for each TOPS-1¢ node that will allow
access to the PSI gateway node.

6.11.1 Installing Access Software

To install the gateway access software on .another TOPS-18 node,
perform the following steps: :

1. Install DECnet-1# on that node.

2. Install the TCPS~18 PSI files that were restored from tape,
or generated during the installation procedures, on the
system areas. The files you must copy to the TOPS-~10 systems
are:

SYS:0PR.EXE

SYS:1X25NM,CMD
SYS:B361LB.REL
REL:X25GAM.REL
REL:X25GAF.REL
UNV:X253¥YM, UNV
HLP:NCP.HLP

6.11.2 Restarting NML

Start NML by restarting the system or by. following the NML startup
procedures described in the TOPS-10 DECnet and PSI System Manager's
and Operator's Guide. S ‘

6.11.3 Activating Network Management

Use OPR to take the X25NM.CMD ccemmand  file to activate network
management capabilities. {(If you merged X25NM.CMD with NCP.CMD, you
only have to execute the NCP.CMD file.) '

.R OPR
OPR>TAKE SYS:X25NM.CMD

If your connection to the PPSN and vyour system startup files work
correctly, and your log files contain no errors, you are finished. 1If
some parts of your network are still not operational, you must resolve
the errors and repeat the appropriate installation procedures to
correct the software. o ' :






APPENDIX A

NETGEN

This appendix describes the NETGEN program in detail. It 1lists the
software and hardware parameters that you use to configure DECnet and
PSI front-end software, The NETGEN commands are listed in
alphabetical order, then the error messages that NETGEN can display
are described, also in alphabetical order.

A.l NETGEN INPUT FEATURES

NETGEN provides several features that help you to enter necessary
commands and arguments. You can:

o Type a question mark in response to the NETGEN prompt to
display a list of NETGEN commands.

o Type a question mark after the command to 1list the wvalid
arguments.

o Press the ESCape key after the command to display guidewords
for the argument. Or press ESCape while typing a command or
argument, to complete the command or argument name.

o Abbreviate commands, keywords, and arguments,

A.2 NETGEN PARAMETERS

This section describes the parameters you need for the operation of
network software in your DN2@. These parameters apply to both DECnet
and PSI installations.

Parameter Meaning
Node type The first parameter you must specify is the type

of front-end node you want to configure. You can
specify DN2f for a DECnet front end or X25 for a
PSI front end.

Default: None
Node name The name for the node you are generating. The
name must begin with an alphabetic character and

cannot exceed six characters.

Default: None



Parameter

Node address

Identification

Outgoing Timer

Maximum Links

Inactivity Timer

NETGEN

Meaning

A number that identifies the address of the node
being generated. This address must be unique
within the network. Any decimal number in the
range 1 through 255 can be specified, provided it
does not duplicate an address assigned to another
node in the network. Generally, you should use
low numbers for addresses of nodes in a small
network, You cannot use a node address larger
than the Maximum Address you specify. If you
enter an address incompatible with your Maximum
Address or Buffer Size, NETGEN warns you.

Default: None

A string you can use to identify the software you
are generating. The string can be seen with the
NCP SHOW EXECUTOR CHARACTERISTICS command. You
can specify any text string of 1 to 32 characters.

Default: DECNET V3.0 Release

The number of seconds to wait for acknowledgement
from a remote node to a connect request issued
locally. The range is 1 to 65535 seconds.

Default: 60

The maximum number of supported logical 1links to
the DN2@/MCB. Each wvirtual «circuit requires a
logical 1link. This parameter applies to the
number of links to tasks residing in the MCB (such
as NML). It does not affect links to nodes other
than the MCB. This parameter does affect the
number of PSI links, which resides in the MCB.

The maximum number of links should be at least
equal to the maximum number of virtual circuits
you want to support, plus 3. (A logical link is a
software connection allowing programs on different
nodes to transmit data to each other.) The range
is 3 to 16.

Default: 11

Number of seconds to wait before exercising a
logical 1link when there is no received traffic on
the link.

A condition of No Receive Traffic can occur, for
example, because the network is disconnected, or
because the physical line went down. When the
number of seconds specified have elapsed, NSP
sends a data request message over the 1logical
link. If, after a <certain amount of time (see
Retransmit Factor) , there has been no
acknowledgement of the message, NSP decides that
the physical network supporting the 1logical 1link
has failed. The range for the inactivity timer is
1 to 65535 seconds.

Default: 30



Parameter

Retransmit Factor

Routing Timer

Maximum Address:

Maximum Cost

Maximum Hops

Maximum Visits

NETGEN

Meaning
The number of times the node retransmits a message
without receiving acknowledgement before the

DN2@/MCB software supporting a 1logical 1link has
failed. The range is 1 to 15.

Default: 5

Maximum amount time to wait before transmitting a
routing message. The range is 1 to 65535 seconds.

Default: 60

The highest node number in the same network as the
node you are configuring, plus 2, to allow for
future expansion. The specified value must be at
least equal to the node address of the node you
are configuring. This parameter determines the
highest node address in the network. For example,
a network with node numbers 1, 2, and 5 must have
a maximum address of at least 5. Nodes numbered
greater than the maximum address are not visible
to the MCB, and thus cannot be accessed. The
range is 1 to 255.

The Maximum Address, Buffer Size, and Node Address
you use must be compatible, NETGEN computes
Buffer Size depending on the Maximum Address you
enter, and warns you 1if they are incompatible.
See Section A.2 for more information about the
Buffer Size parameter.

Default: 255

Highest allowable cost associated with a
particular 1logical path. This parameter depends
on the individual 1line cost (the cost of
transferring a message over a 1line), and path
costs. This value is calculated as the sum of the
line costs of all 1lines over which the data is
routed. The range is 1 to 1822.

Default: 1449

The maximum number of hops allowed between any
pair of nodes in the network. The range is 1 to
3g.

Default: 16

The maximum number of visits to network nodes that
any individual message can make in the attempt to
find the correct destination node. When a node
receives a message with a visit count greater than
the value of the Maximum Visits, the node discards
the message. The Maximum Visit value must be
greater than or equal to Maximum Hops. The range
is 16 to 255.

Default: 32
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Buffer Size

Transmit Password
Receive Password

NETGEN

Meaning

The size of buffers the system wuses to transmit
and receive data over any physical link in the
network. The size you specify must be the same on
every node in the network because a DECnet node
cannot communicate with any node whose buffer size
differs from its own. The range is 515 to 576.
NETGEN computes the minimum buffer size depending
on the Maximum Address you enter. If you enter a
buffer size that 1is 1less than the computed
minimum, NETGEN warns you. See Section A.2 for
more information about the buffer size parameter.

Default: 576

Optional parameters identifying the password sent

to a remote node during an initialization
sequence. The password must be an alphanumeric
string from 1-8 <characters 1long. In a DECnet

network, passwords are required to initialize MCB
nodes. In a Phase IV network, passwords are only
used in initializing nodes with dialup lines used
by the network. Passwords are not checked on
incoming requests to DECnet, but a Transmit
Password may be required by other nodes in the
network.

Default: DECNET24

Management Parameters

You can set these three parameters to restrict
users at remote terminals from giving NCP commands
that affect your local node. The parameters are:

Account Up to 16 characters
User I.D, Up to 16 characters
Password Up to 8 characters

No default is set for these parameters. If you do
not include these access control parameters, any
user at any remote terminal has unrestricted
access to local network management commands.

If you set these parameters, a wuser must supply
this information before performing NCP commands

that affect your node. Any remote users can
display 1local network information using the NCP
SHOW and LIST commands, but the management

parameters are not displayed.

The network management parameters must also be
supplied in the NIPGEN program, as described in
Chapter 4.
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Meaning

Logging File Event Classes

Hardware

DMC11

DMR11

DUP11

DTE20

KDP

DECnet provides a facility for logging information
that has potential significance in the operation
or maintenance of the network. Logged information
includes the location of information about the
event as well as number of events lost,
initialization failures, and circuit losses.
Significant events are recorded by SPEAR in
ERROR.SYS. See the TOPS-10 DECnet and PSI System
Manager's and Operator's Guide for more

information about the event <classes and event
types.

Number of DMClls on your DN2¢. You may have no
DMClls, or from 1 to 6 DMClls on a DN2@. The
DMC1ll is a single-line microprocessor-based
interface to the network. The DMCll 1is a
synchronous DMA device.

Default: @

Number of DMRlls on your DN2@. You may have no
DMR11ls, or from 1 to 6 DMR1lls on a single DN2#,
The DMR1ll is a single-line, microprocessor-based
interface to the network. The DMR1ll is a
synchronous DMA device.

Default: @
Number of DUP1ll devices on the KDP (0-3).
Default: 2 (@ if no KDP)

Number of the DTE with which the DN2@ interfaces
to the processors (not the number of DTEs).
Normally, the DN2@ used for DECnet uses DTE number
1, 2, or 3. You cannot use DTE number § because
DTE-0-@ is always dedicated to the console front
end. Note that DECnet identifies the DTE as
DTE-CPU-n, as opposed to DN2@s, which always
interpret the DTE as DTE-@-n.

Default: DTE-@-1

Number of KDPs on your DN2@ (# to 2). A KDP is a
combination of a KMCll controller and one to four
DUPlls (the default 1is two DUPlls). With the
KMC1l1l, the DUPll functions as a direct memory
access device (DMA) . The interface is
synchronous.

Default: @
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A.3 PSI PARAMETERS
f@hié sectjéﬁfdeécribés the parameters that must  be defined for the

‘operation ‘of PSI in your DN2@. You can display the values for these
parameters using the LIST command. .

A,3.1 Known Circuits Characteristics

Thé'paréﬁetéfs'in this section apply to Permanent Virtual Circuits

Parameter ”  v Meaning

'Cirqut#id;:?' - is the name that the system manager assigns to the

“PVC - (Permanent Virtual Circuit). The circuit-id
is an ASCII string of up to 16 characters.

‘Default: None

DTE address  is an ASCII string that represents the DTE address
e to which your PVC is defined.

Défault: None

NOdevtype’, o is the type of front-end software, either DN2¢ or
. DI %25, o ' .

- Default: X25

Chénhel"""' is the logical channel number associated with the
: T pPvC, as defined by your PPSN.

Default: None

Maximum data is the packet size for the PVC, as defined by your
S - s+ - - 'PPSN., The range is from 1 to 65535.

Default: 128

,MaXimﬁm Wihdéwv  'ié_the_window size for the PVC, as defined by your
R PPSN. The range is 1 to 255,

Default: 2
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A.3.2 Known Lines Characteristics

PSI line parameters define the hardware and data link protocol (frame
level protocol) parameters necessary to communicate with the PPSN.
For proper operation of your PPSN link, it is important te set these
parameters with the values recommended by your PPSN.

Parameter Meaning

Line 18 the line that connects your DN2¢ to the PPSN.
“ha line ¢an only be a KDP11,

Protocol is the data link protocol type used on the line.
fara s the protocol for an X.25 connection.

Ceriilor: i.HPB

5 the data link timer used to determine the
nterval atter which an unacknowledoed data frame

‘i vacshiittad.  The timer ianterval is given in
{msg) . You must supply the value
vour PPSN. {(The CCITT frame level
+8 “P1l7,.) The rande is 1 to 65535,

Retransmit
Timer (ms)

PO

H AR R RS
mMaximum Window iz the maximum frame level window size for the
PR P ine, You must sapply the value defined by

(The CCITP frame level parameter is
sange s 1 to 255,

Max imin ig the maximum nunber of times a data frame is
Retyansmits vesransmi tted at the expiration of the ERetransmit
rimer. ‘o must supply the value defined by your
P, {The CUITT frame level parameter is  "N2'.)

The rance 15 ¢ to 255,

Faull, o

Baud Rate is the rate of speed of the LAPBR 1lines, which
Lannot excvees  96¢@, The baud rate can be one of

foilowing  values, 1208, 18¢9, 24¢4, 3688,
/ J208 . or 9608.

Vetaniis LG

A.3.3 HzE-Protocol Parameters

X2%~brotccel parameters detine the parameters required to maintain the
X.25 packet level pretocol. The packet level protocol is necessary to
esvablish a connecticn between twe vusers over a virtual circuit.

Thaere are twe tynes of X25-~Protacol parameters:

paramstors that ansly te all connections between the DN22 and
RSN {DYE iandepaendentd .

aAmeters sy A

ergieniy e e

te a spacific connection {DTE
arameters are desceibed in ~ha2 next
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Module X25-Protocol Characteristics -

Parameter

Default

Default

Max imum

Max imum

Max imum

Max imum

Max imum

data

window

data

window

clears

resets

restarts

Meaning
is the default packet size, in bytes, for switched
virtual circuits, You must supply the value

defined by your PPSN., The default data size Iis
the value of the packet size used for an SVC when
the flow control parameter negotiation facility is
not used. (See the TOPS-10 PSI User's Guide for
additional infcrmation on the flow control
parameter negotiation facility.) The range is 1 to
1921,

Default: 128

is the default packet-level window size for
switched wvirtual circuits. You must supply the
value defined by your PPEN. The Default Window
size 1is the value of the window size used for an
8VC when the flow control parameter negotiation
facility is not used. The range is 1 to 7.

Default: 2

is the maximum packet size that can be used when
the flow control parameter negotiation facility is
used. The range is 1 to 1421.

Default: 128

is the maximum window size that can be wused when
the flow control parameter negotiation facility is
used. The range is 1 to 255,

Default: 2

£
is the maximum number of times the software will
retransmit an unconfirmed clear request when the
Clear Timer wait interval 1is reached. If vyour
PPSN does not recommend a value, use the default.
The range is 1 to 255,

Default: &

is the maximum number of times the software will
retransmit an unconfirmed reset request when the
Reset Timer wait interval is reached. If vyour
PPSN does not recommend a value, use the default.

_The range is 1 to 255,

Default: 6

is the maximum number of times to retransmit an
unconfirmed restart request when the Restart Timer
wait interval is reached. 1If your PPSN does not
recommend a value, use the default. The range is
1 to 255.

Default: 6



Parameter

Call timer

Clear timer

Reset timer

Restart timer

Maximum groups

NETGEN

Meaning

is the number of seconds the software will wait
before clearing an outgoing call request for which
there has been no response. If the value of the
Call Timer is =zero, outgoing calls are ncot
cleared. If your PPSN does not recommend a value,
use the default., The range is 1 to 255.

Default: 200

is the number of seconds the software will wait
before retransmitting a clear request for which
there has been no response from the PPSN. If the
value of Clear Timer is zero, clear requests are
not retransmitted. If your PPSN does not
recommend a value, use the default. The range is
g to 255.

Defaults: 180

is the number of seconds the software will wait
before retransmitting an unacknowledged reset
request., If your PPSN does not recommend a value,
use the default, The range is @ to 255.

Default: 184

is the number of seconds the software will wait
before retransmitting an unacknowledged restart
request., If your PPSN does not recommend a value,
use the default. The range is # to 255.

Default: 189
is the maximum number of <closed user dgroups

supported by the X25-PROTOCOL module, The range
is 9 to 24,

- Default: @
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A.3.3.2 Module ¥25-Protocol Characteristics Known DTEs -

Parameters

DTE address
Line-id
Channels

Max imum channels

Meaning

is the DTE address of the physical connection to

the PPSN (ASCII string, 1-15 digits).
Default: None

is the device identification for the 'physical
connection to the PPSN.

Default: None

are a range of logical channel numbers used for
outgoing SVCs (Switched Virtual Circuits).

Default: None

are the maximum number of logical channel numbers
that can be assigned to incoming and outgoing SVCs
for a DTE. The maximum channel range is # to 24.

Default: 240

A.3.3.3 List Module X25-Protocol Characteristics Known Groups -

If your PPSN subscription specifies that you are a member of a closed
user group or a bilateral closed user group, you need to specify the
parameters in this section. User groups are described in the TOPS-1¢

DECnet and PSI System Manager's and Operator's Guide.

Parémetegg

Group ﬁame
DTE address

Group number

Group type

Meaning

is the name for the user group, assigned by the
system manager.

Default: None

is the address of the DTE for which the user group
is defined (ASCII string of 1-15 digits).

Default: None

is the number assigned by your PPSN for the closed
user group on the DTE defined above. The range is
7 to 9999.

Default: None

is Bilateral if this is a bilateral closed user
group; otherwise, omit this parameter.

Default: HNone
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A.3.4 X25-SERVER Parameters

The X25-Server module's primary function is to ‘determine which user
receives the incoming virtual «circuit connection (virtual calls).
Each user job that is eligible to receive incoming calls must be
defined in ‘the destination database, "which is maintained by the
X25-Server module. The following sections describe X25-Server
parameters. ' ' :

A.3.4.1 Module X25-SERVER Characteristics -

Parameters == Meaning
Maximum circuits is the maximum number of virtual circuits (SVCs

;and. PVCs) = the Server Module can ‘have open., The
range is @ to 2a.

: ’Defanlt: 8

Max imum S Maximum number of DECnet ob]ects that can receive
Destinations -incoming calls. The range is 1 to ?@.

Default: 4

A.3.4. 2 Module AZS SERVER Charactetlstics_ Known Destinations - The
following = parameters, which are found in the destinatlon data base,
are necessary to route an incoming virtual call to & DECnet object.
For a descrlptlon of how the X25-SERVER module uses these parameter
See the TOPS l@ DBCnet and PSI Syst@m Manager 5 and Operator s Gu1de.

Parameters ;'j[.'f fMeanl ng

'_{is the DECnet auCess control account string to be
“fused 'when the X25-Server module connects to the
.destination of ‘an “incoming - call. For detailed

’informatlan, See the TOPS~10 DECnet and PSI System
Manaqer ] and Operator s Gulde.”

Account

-ﬁDefault. Null erlng

,]is a hexadeclmal string, of up to 16 ~characters,
“sused to determine”the: destlnatzon of an incoming
‘call based on the content of the user call data
“field of Lhe-‘incoming call packet, It is added
i 'byte-~by=byte to.the uséer call'data field of the
incoming call packet. The resulting string is
©roompared w1th the Call Value.,

Call mask{‘j

1f9efau1t. Null string

Call value . Tiis a hexadec1ma1 strina, of up to 16' characters
st e or o - used  to  determine the destination of an incom1ng
-.call based on the content of the user call data
o7 field of the incoming call packet. It is compared
- ‘byte-by-byte with the string ‘resulting from the
wcall mask operation to determine the destination
jof an incoming call. ’ :

Default: Null string



Parameters

Group name

Node number

Number

Object

Password

Priority

Subaddresses

User—id

NETGEN

Meaning

is the name used to determine the destination of
an incoming call based on user group membership.
If given, only incoming calls with this user group
name will be routed to this destination.

Default: Null string

is used when the X25-Server module connects to the
destination of an incoming <call. The range of
this parameter is 1 to 255.

Default: None

is the full remote DTE address used to determine
the destination of an incoming call based on the
calling DTE address in the incoming packet. If
given, only incoming calls from the designated DTE
address are routed to this destination. = The
address is up to 15 digits in length,

Default: Null string

is the DECnet object Identification . to be used
when  the  X25-ServVer module connects to  the
destination of an. incoming call, =~ This parameter
is required.

Default: None

is the access control password to be used when the
X25-Server module connects to the destination of
an incoming call. C

Default:  Null stringi

is the level of priority associated with a given
entry in the destination data base. The highest
priority is 255 and the 1lowest is ®. If an
incoming «call maps to more than one destination,
the one with the higher priority 1is chosen. "~ If
there 1is more than one match with equal priority,
the first is chosen.

Default: @

are the range of the local DTE subaddresses used
to determine the destination of an incoming call,.
If given, only those calls with the called DTE
subaddress in the specified range are routed to
this destination. A subaddress is a decimal
number from #-99,

Default: @

is the DECnet access control user identification
to be used when the X25-Server module connects to
the, destination of an incoming call.

Default: Null string
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A.4 BUFFER SIZE GUIDELINES

The buffer size of the DN20 MCB software determines the largest size
for a message that the DN2f§ can send or receive., NETGEN allows a
buffer size from 290 to 576 bytes. The default 1is 576, which Iis
appropriate for most configurations. However, if the batch job
MCBSYS.CTL reports a system image size that is larger than 124K, and
if you have no devices you can omit from the configuration, you must
reduce the buffer size.

The buffer size you set with NETGEN must be compatible with the
Maximum Address entered. in MONGEN's network configuration dialog.
Ideally, the two values should be identical. However, systems that
contain NI hardware, without DN20 or CI hardware, may set the Maximum
Address to a much higher value than the maximum supported by the DN2g.

The buffer size MONGEN symbol (%RTBSZ) should be the same value as
that assigned to MCB nodes in NETGEN. You can adjust the Ethernet
buffer size by defining the appropriate monitor symbol in the HDWGEN
portion of MONGEN, The symbols are listed in Table 2-1.

To adjust the DN2@ buffer size in NETGEN, use the following command:
NETGEN>DEFINE EXECUTOR BUFFER SIZE nnn

The size of the buffer must be a decimal number between 515 and 576.
Refer to Table A-1 for suggested buffer sizes in relation to network
size.

If you wish to use a DMC/DMR for the DECnet line in the TOPS-1¢ PSI
Gateway node, vyou must restrict the maximum node address in your
network to 14 or less and the buffer size on every node in the
network to 294.

‘ven though your installation does not use the DMC/DMR device for the
DECnet line in the TOPS-1¢ PSI Gateway, ult a3ues of 255 for
maximum node address and. '576. for buffer too e if ‘you
have a small "network. TIf your netwo an 149 nodes,  you
will obtaln better performance if you'set the ‘™ma imbm node address to
148 and the buffer ‘size to. 29%.,_ : . '

Maximum Address ,”L Buffer Size
_ (2.:7 ,}1_,%10), S (29@)

If your network Has more “than 14@ nodes you mustj e -a KMC/DUP for
the DECnet line in.the TOPS-18 PSI Gateway node. o
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Table A-1 provides the parameter values as they are required by the
MONGEN procedure and the NETGEN program. To determine the parameter
values for a maximum address that is not in the table, calculate as
follows: for each increment of the maximum node address, add 2 bytes
to the corresponding minimum buffer size. For example, 1if vyour
maximum node address is 146, the buffer size must range from 297 to
576 bytes.

Table A-l: Parameter Values For MONGEN and NETGEN

Max imum Address Buffer Size
145 295 - 576
155 315 - 576
165 335 - 576
175 355 - 576
185 375 - 576
195 395 - 576
205 415 - 576
215 435 - 576
225 455 - 576
235 475 - 576
245 495 - 576
255 515 - 576

A.5 NETGEN COMMANDS

To define the initial MCB configuration, see Chapter 3. The syntax
for the individual NETGEN commands is described on the following
pages.
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DEFINE CIRCUIT Command (X.25 only)

Syntax: ,
CHANNBL nnn
ro . e SDTE nnn v )
DEFINE. CIRCUIT circuit-id MAXIMUM{DATA nnn }’
R ' o S l 5~ \WINDOW hnn S
TYPF x25 ]; 5

Description:
Define the characteristics of the allowed Qirc@its that are PVCs.
Arguments: v

Circuit~ids cireuit number; default, none

Channel:  numeric value, @ to 40895; default, ¢

DTE: decimal DTE address, 1 to 1% digits; default, none
Maximum Data: 'numeric value, 1 to 65535, default, 128
‘Maximum Window: numeric value, 1. to ?55 default, 2
Type: X25; default, X25 . v .

Example:

NETGEN>§EFINE CIRCUIT DTE-#-1 MAXIMUM DATA 1ﬁﬂ
NETGEN)
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DEFINE EXECUTOR

Syntax:

BUFFER SIZE nnn

IDENTIFICATION txt

INACTIVITY TIMER nnn
ACCOUNT txt }

/ADDRESS nnn

MANAGEMENT {PASSWORD txt
USER txt
DEFINE EXECUTOR ADDRESS nnn
COST nnn
MAXIMUM HOPS nnn
LINKS nnn
VISITS nnn

—

NAME txt

OUTGOING TIMER nnn

PHASE II LINKS n

RECEIVE PASSWORD txt
RETRANSMIT FACTOR nnn /

ROUTING TIMER nnn
TRANSMIT PASSWORD txt

Description:

Defines the characteristics of the host node, and sets network
management parameters, The management ACCOUNT, USER, and
PASSWORD control access to NCP from remote nodes.

Arguments:

Address: numeric value, 1 to 255; default, none
Buffer Size: numeric value, 515 to 576; default, 576
Identification: text, 1 to 32 characters;
default, DECnet-10 V3.0 Release
Inactivity Timer: numeric value, 1 to 65535 seconds; default, 3¢
Management Account: string, 1 to 16 characters; default, none
Management Password: string, 1 to 8 characters; default, none
Management User-Id: string, 1 to 16 characters; default, none
Maximum Address: node address, numeric value, 18 to 255;
default, 255
Maximum Cost: numeric value, 1 to 1922; default, 100
Maximum Hops: numeric value, 1 to 30; default, 16
Maximum Links: numeric value, 3 to 23; default, 11
Max imum Phase II Links: numeric value, @ to 4#; default, none
Maximum Visits: numeric value, 16 to 255; default, 32
Name: node name, 1 to 6 characters; default, none
Outgoing Timer: numeric value, 1 to 65535 seconds; default, 60
Receive Password: string, 1 to 8 characters; default, none
Retransmit Factor: numeric value, 1 to 15; default, 5
Routing Timer: numeric value, 1 to 65535; default, 640
Transmit Password: string, 1 to 8 characters; default, DECNET2@
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DEFINE KNOWN LINES Command (X.25 only)

Syntax:
;RETRANSMISSION TIMER nnnl

DEFINE KNOWN LINES )MAXIMUM(RETRANSMITS nnn
l WINDOW nnn }s

Description:

Defines parameters for the LAPB X.25 line.

Arguments:

Retransmission Timer: numeric value, 1 to 65535 milliseconds;

default, 3000
Maximum Retransmits: numeric value, @ to 255; default, 20
Maximum Window: numeric value, 1 to 255; default, 7

Example:

NETGEN>DEFINE KNOWN LINES MAXIMUM WINDOW 5
NETGEN>
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DEFINE LOGGING FILE EVENT Command

Syntax:

DEFINE LOGGING FILE EVENT event-class

Description:

Specifies the types of network events to be logged in the logging
file. The supported event classes and types are listed in the
example for the LIST LOGGING command.

Arguments:

Event class: numeric form, n.m, where n is the event class and m
is the event type(s) within the class.

Example:

NETGEN>DEFINE LOGGING FILE EVENT 3.1
NETGEN>
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. DEFINE MODULE X25-PROTOCOL Command (X.25 only)

Synt&xévl}l : .y
'/CALﬁfTiMEéjhnn,.7'

CLEAR TIMER nnn
DEFAULT {DATA'nnn }
' : WINDOW nnn

- CHANNELS nnn
\ CLEARS nnn

. GROUPS nnn
.JRESETS hnn
RESTARTS nnn
| WINDOW nnn

' DEFINE MODULE X25-PROTOCOL |
T RO MAXIMUM

NETWORK txt. .
FRESET TIMER nnn
{ RESTART TIMER nnn o
{GROUP txt DTE nnn NUMBER nnn
" TYPE [BILATERAL]

Déscfipgidﬁ

rs describing the virtual circuit to the PPSN.

x1c vaIUe, 1 ta 255 default, Zﬁﬂv»econds
meric value, 1 to 255, default, 180 seconds
meric value, 1 to 1921; default, 1”8
numeric value,” I
address, 1 to 15 digl .de
ric, 1 to 1673 default;a.uﬁ '
numerm, value, 1 28 ;
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DEFINE MODULE X25-~SERVER Command (X.25 only)

Syntax:

ACCOUNT txt l
ACCESS ! PASSWORD txt
lusaa txt $

ACCOUNT txt

CALL {MASK hex }
IVALUE hex

GROUP txt

MAXIMUM{CIRCUITS nn }
DESTINATIONS nn

DEFINE MODULE X25-3ERVER NODE nnn{DESTINATION txt }
KNOWN DESTINATIONS

NUMBER nnn

UBJECT{name txt }
number nnn

PASSWORD txt

PRIORITY nnn

SUBADDRESSES nnn

USER txt
Description:

Defines parameters for the X.25 Server. The Server maintains the
interface between a DECnet logical link to the Gateway user and
the X.25 virtual circuit to the remote packetnet user. When a
virtual call comes in, these parameters are provided by the PSI
software to set up a logical 1link to the Gateway user.

Arguments:

Access Account: text, 1 to 16; default, none

Access Password: text, 1 to 16; default, none

Access User: text, 1 to 16; default, none

Account: text, 1 to 16; default, none

Call Mask: hexadecimal mask, 1 to 16; default, none
Call Value: hexadecimal value, 1 to 16; default, none
Destination: node name, 1 to 16; default, none

Group: group name, 1 to 16; default, none

Maximum Circuits: numeric value, 1 to 20; default, 8
Maximum Destinations: numeric value, @ to 28; default, 4
Node number: numeric, 1 to 255; default, none

Number: full remote DTE address, 1 to 15; default, none
Object name: alphanumeric, 1 to 16; default, none
Object number: numeric, 1 to 255; default, none
Password: text, 1 to 16; default, none

Priority: numeric, @ to 255; default, ¢

Subaddresses: numeric range, @ to 99; default, none
User: alphanumeric, 1 to 16; default, none

A-20
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DEFINE MODULE X25-SERVER Command (X.25 only) (Cont.)

Example:

NETGEN>DEFINE MODULE X25-SERVER MAXIMUM CIRCUITS 12

A-21
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EXCLUDE Command

Syntax:
jDMCll nnn
EXCLUDE DMR11 nnn
DTE2¢ nnn
KDP nnn

Description:
Removes a device from the configuration.

In certain cases, NETGEN provides a default for the EXCLUDE
command. If you type:

NETGEN>EXCLUDE DMR11l <ESC>

NETGEN automatically fills in the most recently included device
number for each device.

Arguments:

DMC1l: number of DMCll, # to 5
DMR11: number of DMR1ll, @ to 5
DTE2@: number of DTE, 1 to 3
KDP: number of KDP, @ to 2
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EXIT Command

Syntax:
EXIT
Description:
Exits from NETGEN procedure. Saves no files unless you have

begun with the START command. To save your configuration files,
use SAVE and FINISHED before typing EXIT.

A-23
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FINISHED Command

Syntax:
FINISHED
Description:

Indicates that you have finished your configuration. When you
give this command, NETGEN writes its output files, NMLACC.MAC,
CETAB.MAC and NETPAR.MAC, to your directory. If you have
generated a system that 1is incomplete or not a supported
configuration, NETGEN warns you. See Chapter 3 for examples
using this command.
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HELP Command

Syntax:

HELP

Description:

Displays a short description of the function of NETGEN,

A-25
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INCLUDE Command

Syntax:
DMC11l nnn
INCLUDE DMR1l nnn
DTE28 nnn
KDP nnn
Description:

Adds a device to the confiquration. In certain cases,

automatic default 1is provided for the INCLUDE command. NETGEN

provides @ as a default or the next available number for all
devices; however, the default for DTE2@8 is always 1.

For each DMR1l1l you include, NETGEN asks you to specify the

of transmission as either HALF or FULL duplex and prompts you for

the cost of the line (a number from 1 to 25). The default
is 1.

For each DMC11l and DTE2# you include, NETGEN prompts you for

cost of the line. The default cost for the DMCll and the DTE2#

is 1.

NOTE

NETGEN default values for circuit cost may be
different from default values provided in the
MONGEN procedure. Verify vyour values before
continuing with the installation.

If you include a KDP, NETGEN prompts you to specify the number of
lines on the KDP (KDPs numbered 1 to 4), the maximum baud rate

(line speed) for each, and the cost of the line as shown in
example below. The default cost for the KDP is 4.

Arguments are described under the EXCLUDE command.
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INFORMATION Command

Syntax:

INFORMATION {NODE }
NODE-TYPE

Description:

The NODE argument displays the node name and node address. The
NODE-TYPE argument displays either DN2@ or X25.

Example:
NETGEN>INFORMATION NODE
Node name is: NEWER
Node address is: 12

NETGEN>INFORMATION NODE-TYPE

Node type is: DN 20
NETGEN>
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LIST Command

Syntax:

EXECUTOR CHARACTERISTICS

LIST ‘CIRCUITS CHARACTERISTICS]
KNOWN LINES CHARACTERISTICS

MODULES CHARACTERISTICS |

LOGGING FILE EVENTS
. . .-ﬁ-mﬁm,’. ok ‘DTE nn - /
S LU rror e JGROUP txt )

. }X25-PROTOCOL CHARACTERISTICS ' {i DTES} E
MODULE : : ’ TP R RE I R '
o X?S-SERVER'CBARACTERISTICS : {KNOWN DESTINATIONS
, , S o U DESTINATION txt }

Description:

Displays the characteristics you have set for executor and known
circuits and lines. Also lists the supported event class types,
for the DEFINE LOGGING FILE EVENT command. See the TOPS-10
DECnet and PSI System Manager's and Operator's Guide for more
information about logged events.

Examples:
NETGEN>LIST LOGGING FILE EVENTS

LOGGING = FILE
SINK = (host)
EVENTS 4.6-3,6-9
EVENTS
EVENTS
EVENTS
EVENTS
EVENTS
EVENTS

—_

(LI I L I I (A

A-28



NETGEN

LOG Command

Syntax:
LOG filespec

Description:
Logs all of your NETGEN commands in a disk file. If you make a
mistake in your NETGEN procedure, you can TAKE this log file
instead of reentering all of the commands.
The default filename for the LOG file is the node name specified
in your NETGEN dialog. For example, if your current node name is
MARL, your default LOG file is MARL.LOG.

Argument:
output file specification

Example:

NETGEN>LOG ? name of output file to record TTY input
NETGEN>LOG MARL,LOG

NETGEN>
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PURGE EXECUTOR Command

Syntax:
IDENTIFICATION
ACCOUNT
PURGE EXECUTOR MANAGEMENT PASSWORD
l USER
OUTGOING TIMER
Description:

Removes a parameter you have previously set. Arguments:

event-class: 1logging file event class and type, refer
command

A-30
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PURGE CIRCUIT Command (X.25 only)

Syntax:
PURGE CIRCUIT circuit-id CHANNEL
SDTE
MAXIMUM {DATA }
l WINDOW s
TYPE X25

Description:

Removes an X.25 parameters that has been previously set.
Arjuments:

Circuit-id: circuit—nﬁmbér;.default, none
Example:

NETGEN>PURGE CIRCUIT DTE-1-1 TYPE X25
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‘PURGE KNOWN LINES Command (X.25 only)

Syntax: . - o :
PURGE KNOWN LINES ‘MAXIMIMUM{RE&*RANSMITS}I -
' WINDOW
lRETRANSMISSION TIMER
Description:

Clears. the values for the KNOWN LINES parameters that you have
set,

Example:

NETGEN>PURGE KNOWN LINES RETRANSMISSION TIMER
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PURGE LOGGING FILE EVENT Command

Syntax:

PURGE LOGGING FILE EVENT event—-class

Description:

Clears any logging file event classes that are currently enabled.
Refer to the LIST LOGGING FILE EVENT command.

Argument:

event-class: n.m, where n is the class type and m is the event
type(s) to be purged from the database.

Example:

NETGEN>PURGE LOGGING FILE EVENT 3.1
NETGEN>
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PURGE MODULE X25-PROTOCOI Command (X.25 only)

Syntax:

PURGE MODULE X25-PROTOCOL CALL TIMER
CLEAR TIMER

MAXIMUM CLEARS
RESETS
RESTARTS

RESET TIMER
RESTART TIMER
ALL GROUP name
ALL KNOWN GROUPS
CROUP name TYPE

Description:

Purges the X25~PROTOCOL characteristics set by the DEFINE
X25-PROTOCOL command.

Example:

NETGEN>PURGE MODULE X25-PROTOCOL RESET TIMER
NETGEN>

MODULE
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PURGE MODULE X25-SERVER Command (X.25 only)

Syntax:

PURGE MODULE X25~SERVER

Description:

ALL
ALL DESTINATION node-name
ALL KNOWN DESTINATIONS
ACCESS ACCOUNT
PASSWORD
USER
ACCOUNT DESTINATION node—name}
KNOWN DESTINATIONS >

CALL MASK
CALL VALUE

GROUP
NUMBER
PASSWORD
PRIORITY /

SUBADDRESSES
USER

Clears values set by the DEFINE MODULE X25-SERVER command.

Example:

NETGEN>PURGE MODULE X25-SERVER PASSWORD DESTINATION NEWNOD

NETGEN>
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RESTORE Command

Syntax:
RESTORE filespec
Description:

Restores an existing DN2@ configuration file from disk. When you
restore a «configuration file, the appropriate .MAC files are
initialized hy NETGEN.

1f you have set any Management Parameters (User, Account,
Password), +hey are not restored when you use the RESTORE
command. Whenever you change your configuration, use the DEFINE
command to set the management parameters and the SAVE and
FINISHED commands to retain them.

“For PSI installations, the. X25-SERVER ACCESS PASSWORD is not
restored with the configuration file. If you restore an X.25
configuration file, you must use the DEFINE X25-SERVER command to
. 'set the password, and use the SAVE and FINISHED commands to
~retain the password. -

Refer to Section 3.2 for procedures for modifving MCE
configuration files.

Argument:
input filespec
Examnple:
NETGEN>RESTORE MARL.CNF

[ Configuration Restored From: MARL.CNF[100,2901]
NETGEN>
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SAVE Command

Syntax:
SAVE filespec
Description:

Saves the current DN2¢ configuration parameters. The output file
is named node.CNF, where node is the node name of the MCB node.

Argument:

output file specification
Example:

NETGEN>SAVE MARL,CNF

[ Configuration Saved On: MARL.CNF[100,200]]
NETGEN>
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START Command

Syntax:
START
Description:

Engages the wuser in an interactive dialog to enter node
configuration parameters for DN2@0s to configure either MCB
software for the DECnet network, or PSI gateway software for the
X.25 network.

NETGEN gives warning and fatal error messages as necessary and,
if there are no fatal error messages, writes output files to the
user's directory. The user may need to give additional
configuration commands and end the task with a FINISHED command.
NETGEN provides defaults for some parameters when you use the
START dialog. Display the defaults by pressing the ESCAPE key.

Refer to Chapter 3 for procedures for defining a DN20@ node.
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TAKE Command

Syntax:
TAKE filespec
Description:

Tells NETGEN to read commands from the specified disk file rather
than expecting these commands to be entered from the terminal,

The default file specification is node.CMD, where node 1is the
node name of the MCB to be configured.

Argument:
input filespec
Example:

NETGEN>TAKE MARL,CMD
NETGEN>
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A.6 NETGEN ERROR MESSAGES

This appendix contains error messages that NETGEN displays.

These

messages can occur when you enter information to NETGEN, or when you

try to SAVE the NETGEN files and EXIT from NETGEN,

The first character of each message indicates the severity of
error. The characters and their meanings are:

? = Fatal error
% = Warning message
[ = Information message
Some warning messages are not preceded with a flag.

The messages are listed in alphabetical order.

Address Must Be In Range 1 to 255
The specified node address must be in the range 1 to 255.
?Cannot open log file
?Cannot read file after open ok
[Configuration Restored From: filename]
- [Configuration Saved On: filename]
?DMC11 is already included, exclude it first
You cannot include a DMCll more than once.
?DMC11 not in configuration

You have not included a DMCll in your configuration, so
cannot exclude it.

?DMR11 is already included, exclude it first
You cannot include a DMR1ll more than once,
?DMR11 not in configuration

You have not included a DMR1ll in vyour configuration, so
cannot exclude it.

?Error opening restore file

?Error opening save file

?Error Reading Restore File - Data Area Corrupted
?Error writing save file

%Have you issued a SAVE command for this configuration?

the

you

you

The SAVE command saves all your configuration parameters., If you
exit from NETGEN without saving the configuration, and discover

errors that require you to rerun NETGEN, you will have

configure the node from the initial settings again.

A-40
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?Illegal character in node name

A node name can contain alphabetic characters and numeric
characters only. Special characters are not allowed.

?Illegal to Exclude DMCll Other Than The Last One Included

To determine the correct number, use the INFORMATION or LIST
command .

?I1legal to Exclude DMR11l Other Than The Last One Included

To determine the correct number, use the INFORMATION or LIST
command .

?Il1legal to Include DMClls except in Numeric Order

Use the INFORMATION or LIST command to find the last number you
included.

?Illegal to Include DMR1lls except in Numeric Order

Use the INFORMATION or LIST command to find the last number you
included.

?Illegal to Exclude KDP Controller other than last one Included

Use the INFORMATION or LIST command to find the number of the
last KDP included.

?Tllegal to Include KDP Controllers except in numeric order

Use the INFORMATION or LIST command to find the number of the
last KDP included.

?Incorrect DTE2# number
The number you specified is outside the valid range (1 to 3).
?Invalid KDP Controller Number

The number you gave for the KDP controller is outside the wvalid
range (8 to 2).

?Invalid KDP number

The number you gave for the KDP controller is outside the wvalid
range (@ to 2).

?Invalid number of DUPll lines, must be in range 1-4

The number you gave for the number of DUPll lines is outside the
valid range. Use a value from 1 to 4.

?KDP Controller is already included, exclude it first
You cannot include a KDP controller more than twice.
?KDP not in configuration

You have not included a KDP in your configuration, so you cannot
exclude it.
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?KDP11 Number Must Be In Range # To 2

The number you gave for the KDP controller is outside the wvalid
range (@ to 2).

?Length Of Save File Differs From Expected Length - Cannot Restore
This File

The file specified in a RESTORE command 1is the wrong length.
Check your file specification,

?Logging error
$More than 8 communications lines on a DN2§ is unsupported.

You have included too many synchronous lines on your DN27,
?Name Must Contain At Least One Alphabetic Character

A node name must contain at least one alphabetic character.
?Name Must Start with Alphabetic Character: "nnn"

A node name cannot begin with a number or special character.
?No such DUP1ll in this KDP1l1
?Number of DMx1ll (DMC/DMR) Devices Exceeded - Cannot Add this DMCll

The maximum number of combined DMCll and DMR1ll devices vyou can
include is 6.

?Number of DMx1ll (DMC/DMR) Devices Exceeded - Cannot Add this DMR11

The maximum number of combined DMCll and DMR1l devices you can
include is 6.

$Physical address already in use
?Physical Address Must Be In Range 1 To 255
?The Node Address has not been set

Warning message. Runnable software is created if you see this
message, but you should set this parameter for each node.

?The node address must be less than or equal to the number of nodes in
the net.

The output files are not written. Check your node address. If
the address 1is larger than the number of nodes in the network,
your node will be unable to talk to its host, and all loads will
fail,

The node address requires a MAXIMUM ADDRESS of at least xxxx

The node address you use and the maximum address you give must be
compatible. Correct either one.

?The Node Name has not been set

Runnable software is created if you see this message, but vyou
should set this parameter for each node.
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The number of nodes in the net requires a BUFFER SIZE of at least xxxx

This

The number of nodes in the network and the buffer size you use
must be compatible, Change either one or the other.

system is not supported by DEC
You have created software with parameters outside the allowed

ranges. See the documentation describing configuration for the
valid ranges.

$Version Mis-Match - File Might Not Be Compatible

?You

?You

Warning message. You have specified a file in a RESTORE command
that may be the correct length, but the data in the file may not
be compatible with the <current software. Check vyour file
specification, or rerun NETGEN.

have not configured any communications lines.

This is a fatal error message. If you receive this message, the
output files are not written. You have not included any
synchronous lines (DMC, DMR, KDP) for your DN2@ node. The DN20
configuration must include at 1least one synchronous line for
communication with the network.

have not specified any communications lines.

You must include at least one communications line for any node
you are confiquring.

?Your DN2@ has no DTE.

The output files are not written. A DTE-2# 1link between vyour
host and your DN2#@ is required.
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APPENDIX B

PSITST

This appendix describes the PS8 ITST program, which is used as a test
package and software development tool. You can use PSITST to isolate
faults during the installation, or to verlfy the 1nsta11atlon hardware
and software oomponents.

PSITST provides a way for users to test communication software during
software development. Logging features of PSITST can be used to debugy
the software being developed, trace data traffic to or from user
software, or detect events on a virtual circuit between the user
software and PSITST.

PSITST consists of two processes: PSITS8B and PSITST. PSITSB is a
background process that handles communication with the PPSN., It
creates a switched virtual circuit and causes data to be transmitted
over that «circuit, PSITST is a foreground process that provides you
with command interfaces to control activities of the PSITSB background
process.

These processes are used to verify installation by testing the
following funwtlons' '

o -Successful completlon of outgolng X 25 requests

o Successful processing of‘;ncoming X.ZS calls

o Data transmission over a virtual Circuit

o Virtual call clearihg
The two processes communicate through the Interprocess Communicétion
Facility (IPCF) mechanism. A copy of the PSITSB can communicate with
only one foreground process PSITST at any one tlme.
In a normal environment, PSITSB is started by the system and éontinues

in the background as a detached job. You need only to run the
foreground process PSITST in order to communicate with your PPSN.
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S
u{ L:j ——d  PSITST PSITSB ____......

User Command IPCF Gateway
Interface Communication Access Protocol
MR-5-3700-84
Figure B~l: PSITST Software Components
B.1l RUNNING PSITST
PSITST can run in both a normal and a private environment. In a

normal environment, PSITSB is accessible to all users on the system;
however, PSITSB cannot be accessed simultaneously by more -than one
user. You can set up both processes to create a private foreground
process in which PSITST communicates. with the private background
process, PSITSBE, only.

B.1l.1 ©Normal Environment
In this environment, assume that PSITSB has been started by the system
file, SYSJOB.INI, ‘at startup time and is running as a detached Jjob.
To run PSITST, type: '
+RUN PSITST
PSITST responds by displaying a message “si'mvilar to the f'olloi%i_ng:
KL1#1¢ RN176D Triple System, TOPS-10 Monitor 7.03(09) ‘
TOPS—-10 PSI PSITST Version 1.8(#) (Normal Environment)
Monday, March 7, 1985 #2:19:00PM

PSITST displays the proinpt:, PSITST>, when it is ready to receive you,,r.
commands. '

B.1.2 Private Environment

In this environment, it is assumed that you will start both processes
beginning with PSITSB. To run PSITSE, type:

.GET SYS:PSITSB
Job setup

.D g1 135
+CSTART

+DETACH
From job 29
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You can now proceed to log into the system as a different job by
typing:

.LOGIN 18@,200
JOB 36 RN176D Triple System TTY126
Password:
Other Jjobs detached with the same PPN:

Job 29 FSITSB running
Do you want to ATTACH to this job? [Y] NO
[LGNJSP Other jobs same PPN:29]

To run PSITST, type:

.GET SYS:PSITST
Job setup

D@3 1 135
. START

PSITST responds by displaying a message similar to the following:
KL1910, RN176D Triple System, TOPS-10 Monitor 7.83(49)

TOPS-1¢ PSI PSITST Version 1.0(9) (Private Environment)
Monday, March 7, 1985 02:13:00PM

PSITST displays the prompt, PSITST>, when it is ready to receive vyour
cominands.

B.1.3 Duplicating PSITST Processes

If another user is running PSITST in the normal environment, your copy
of PSITST will fail and a message similar to the following will be
displayed:

KL1@#1@, RN176D Triple System, TOPS—-1# Monitor 7.83(00)
TOPS-10 PSI PSITST Version 1.8(9) (Normal Environment)
Monday, March 7, 1985 02:19:09PM

? PSITST Process Already Exist
? Encountered IPCF Error

If this message is displayed in the private environment, it indicates
that another <copy of PSITST has been initiated by one of your other
login jobs.
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.1.4 Missing PSITSB Process

'f the PSITSB procesé is not running when you run the PSITST program,
a message similar to the following will be displayed on your screen:

KL1¢1@, RN176D Triple System, TOPS~1§ Monitor 7.83(88)
TOPS-18 PSI PSITST Version 1.8(@) (Normal Environment)
Monday, March 7, 1985 02:19:008pPM

? PSITST Partner Process Does Not Exist
? Encountered IPCF Error

-

B.1.5 GALAXY Compatibility

If your system supports a version of GALAXY that is not compatible
with the field image GALAXY, PSITST may’ fail. If PSITST fails due to
incompatible GALAXY software, it displays a message similar to the
following and halts:

KL1#1@, RN176D Triple System, TOPS-1¢ Monitor 7.83(08)
TOPS-10 PSI PSITST Version 1.0(#) (Normal Environment)
Monday, March 7, 1985 02:19:08PM

Failed to initialize GALAXY

B.2 ACCESS PORTS

PSITST maintains ten ports for access to the TOPS-10 PSI Gateway node.
Each port is associated with a virtual circuit. A PSITST port maps to
a port in the TOPS-1¢ PSI Gateway as a switched or permanent port. A
switched port is associated with a 'switched virtual circuit., A
permanent port is associated with a permanent virtual circuit.  The
association is defined by the PSITST LISTEN, CALL, and OPEN commands.
The CLOSE command ends the association.___ .

A port may be specifled by its numeric iﬁentificaticn, which ranges
from @ to 9, A collection of ports may also be identified by their
characteristics, PSITST maintains three types of ports: known,
active, .and inactive. A port 1is considered to be one of the
following: o S . ’

known when it has been referénéed, at Ieast once, by 'ahy of

the PSITST commands that affect its characteristics and
stmtus.

active when a virtual circuit is currently associated  with
that port.

inactive when a virtual circuit is no 1longer associated with
that port.
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B.3 INITIALIZATION

You may prepare a set of PSITST commands and save them in the
initialization file PSITST.INI in your directory. PSITST executes the
commands in this indirect command file every time you run the program.
For initial PSI checkout, a copy of PSITST.INI is provided on the
distribution tape.

Using the initialization feature 1is discouraged in the normal
environment, as you may unintentionally interfere with another user's
PSITSB communication setup.

If all initalizations commands are executed successfully, PSITST
displays a messadge similar to:

KL161@, RN176D Triple System, TOPS-18 Monitor 7.03(08)
TOPS~1 PSI PSITST Version 1.0(#) (Private Environment)

Monday, March 7, 1985 @82:19:00PM

Initialization Completed

PSITST>
If PSITST fails to execute any of the commands in the initialization
file, it notifies you by displaying appropriate messages on the

terminal similar to:

KL1#1@¢, RN176D Triple System, TOPS~10 Monitor 7.03(08)
TOPS-10 PSI PSITST Version 1.0 (@) (Private Environment)

Monday, March 7, 198 @2:19:00PM

? Command "LISTEN & OBJECT USER" failed

PSITST>

B.4 LOGGING

PSITST software keeps track of events, transmitted and received data,
and counters for each port. This information c¢an be recorded
selectively in a log file for any specific interval.
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B.4.1 Log File Contents
The software records the information in the log file DSK:PSITST.LOG.
If the 1log. file already exists, the software appends the new

information to the current log file.
can be recorded in the loy file:

o User Commands

o The following events:
- 'TOPS~1# priority system interrupt
~ Receipt of call regquest packet
~ Automatic accept of incoming call
~ - Call request being accepted
- Call request beling rejected

The following information

types

~ .Permanent virtual circuit being allocated successfully

~ 'Failure to obtain a permanent virtual circuit

= Automatic no-communication confirmation on permdnent

: virtual c¢ircuit

= Recelipt of reset 1ndication packet

-~ ‘Automatic reset confirmation ‘

- Receipt of reset confirmation packet

- Switched virtual circuit being cleared due to failure to

confirm a reset indication promptly
- = Receipt of interrupt message packet
=~ Automatic interrupt confirmation’

=~ - Recelpt of interrupt confirmation packet
- “Receipt of clear indication _packet '
~ = _ Recelipt of clear confirma’ 1on packet
~. Recelpt of corrupted normal data packets
- Receipt of corrupted qualified data packets

error, due to loss of CQmmunicdtlon with the

Port fatal -
. ~TOPS-18 PSI bateway nodé and port state becomes ERROR -
j51 Zeroed counters R o
Co Receivgd accept data |
o Fecéiyed aCéept féciiitiéévtﬁ Shl
o Received call data
.o"ﬁécéivéd call facilities
o Received reset cause and diagnostic’
0 Received interrupt data paékets’
o Received normal data packets
o Received qualified data packets
0 Received clear cause and diagnostic
© Received clear data
o Received clear facilities

In the normal environment, the log file is written to the
In the private environment, the log file is written to
which the user starts the background process, PSITSB.

PPN [1,2].
the PPN from
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B.4.2 User Command Log Entry
The format of recorded user command is:

hh:mm:ss PSITST> <command>
[PSITST response or error message]

where <command> is the user command as typed.
For example:

16:19:5¢ PSITST> CALL 1 REMOTE DTE 311434308012
? Command YCALL 1 REMOTE DTE 311939300012 * failed

16:20:41 PSITST> CALL 1 REMOTE DTE 311@88100170
16:29:16 PSITST> SEND 1 NORMAL DATA fILE CRIGHT.TXT.4
16:29:21 SITST> SHOW * COUNTERS
Port # #; Counters
Wait For Incoming Calls = 1
Incoming Calls Accepted = 1
Received Normal Data Packets = 2
Received Normal Data Bytes = 177
Port # 1; Counters
Call Reqguests = 1

Transmitsted Normal Data Packets = 2
Transmitted Nermal Data Bytes = 177

B.4.3 Event Log Entry
The format of recorded event is:

hh:mm:ss Port <n>; <event message>
where:

<n> is the port number
<event message> is one of the following:

o Accepted Tncoming Call

o Confirmed Interrupt Request

o Confirmed Reset Indication

o Switched Circuit Is Denied

o Received Clear Confirmation Packet
0 Received Clear Indication Packet

o Fatal! Frror Condition

Received Call Connected Packet

2

o Received Call Request Packet
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o Received Interrupt Confirmatlon Packet
e] Recelved Interrupt Packet
)  Permanent1C1rcuit Is Rese:§eé
o Permanent Circuit Is Denied
o 'TOPS;iZ Priority SYstem Interrﬁptvxndicétion
‘0. Received Reset Confirmatlon Packet
o Too Much Delay After Virtual Clrcuit Reset
0 -Recéiﬁed Reset Indication Packet
o‘ Reéeived Corrupted:Normal ﬁaﬁa“
° »Réceived Coiruptéd Quaiifiedfﬁata
For example. '
© 11:19:49 Port @; Received Incoming Call'?éckét
I1:19:49 Port‘ #; Accepted incomiﬁg call

.11:19:49 Port 1; Received'Call Connected Packet

B.4.4 Received Data and Facilities Log Entry

hhémw:ss‘éort‘ <n>; <data type>, <qdunt> (data).
where: , , | . ' | |

<n> "is - the port. nunber

<count> is the length of the data in octets
<data typa> is one of the following:

ol  Received Accept Data ‘ -

o _Recei&ed Accept Facilities‘

o._Received Call Data

o 'Received Call Facilities

6 Received Clear Data

o Received Clear Facilities

o. Received Interrupt Data Packet

o Received Normal Data Packet

o Received Qualified Data Packet



For example:
16:29:04
281

16:29:18
bytes

124
141
156
145
163
249
156
a12
143
ie7
145
143
g4

16:29:18

15¢
165
164
143
156

B.4.5 Clear and Reset Diagnostic Log Entry

Port # 9;

PSITST

Received

Q00 009 641 005 9@2

Port # 9;

150
162
151
162
145
142
144
187
143
151
162
150
141

151
145
163
p4ap
#4g
145
2490
156
157
164
155
240
156

163
p4ag
159
141
141
240
143
154
162
150
163
154
144

Port # 4;

340
163
159
157
157

164
151
145
168
164

159
157
240
171
151

Received

B4
151
145
g4
156
165
157
171
144
049
2449
151
249

163
163
144
154
144
163
162
pag
141
164
157
143
167

Received

145
156
141
162
143

g49
215
142
151
145

Call Facilities, 8 bytes

@96

g1e

Normal Data

157
a40
244
151
342
145
151
151
156
150
146
145
151

146
146
165
143
155
144
145
156
143
145
Bap
156
164

164
165
156
145
141
2490
144
249
145
240
163
163

Normal Data

151
g12
157
147
956

156
157
166
15¢
#15

143
146
145
164
g12

[ B

Packet (More bit),
167 IThis softwl
162 lare is fur)]
144 Inished und]
156 ler a licen]
171 Ise and mayl
141 | be used al
715 Ind copied.]
141 |.only in al
240 jccordance |
164 |with the t]
165 Jerms of sul
145 Jch licensel

| and wit |

Packet, 49 bytes

154 Ih the incll|
349 lusion..of |
pap |the above |
340 |copyright :

Inotice...

The format of the clear and reset diagnostic entry is:

hh:mm:ss Port

vhere:

<n>;

<n> is the port number
<type> is the diagnostic type {(Clear or Reset)

<cause> is the value of the cause byte in octal and decimal
<dlagnostic> is the value of the diagnostic byte in octal

Example:
16:30:11

16:30:35

decimal

Port # #;

Port # #;

Reset Cause 00¢ (8), Diagnostic 377 (255)

Clear Cause 80¢ (0), Diagnostic 177 (127)

<type> Cause <cause>, Diagnostic <diagnostic>

128

and
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B.4.6 Exanmples

The following three examples show the type of entries you might see
for successful and unsuccessful transmissions.

Example 1:
The following example shows the type of entries you might see with a
successful connection on Port #, a call on Port 1, and a successful
transmission of data.
Node KL191l# - KL1A1@, RC783 7.83, TOPS~1# Monitor 7.03(80)
TOPS~18 PSI PSITST Version 1.0(5) (Normal Environment)
Monday, October 15, 1985 #9:21:89AM
#9:21:09 PSITST> ENABLE ¢ LOGGING ALL
9:21:18 PSITST> DISABLE ¢ LOGGING PRIORITY SYSTEM INTERRUPT -
$9:21:12 PSITST> ENABLE 1 LOGGING AﬁL
#9:21:13 PSITST> DISABLE 1 LOGGING PRIORITY SYSTEM INTERRUPT .
$9:21:14 PSITST> SET § OBJECT X25TST B
P9:21:15 PSITST> ENABLE @ AUTOMATIC ACCEPT INTERRUPT
CONFIRMATION i .
RESET CONFIRMATION , ,
89:21:16 PSITST> SET 1 NETWORK TEtEEET |
89:21:17 PSITST> SET 1 REMOTE DTE 311069701234
§9:21:18 PSITST> LISTEN 06 . -
99:21:24 PSITST> CALL 1 B -
#9:21:25 Port ¥ o; Received Cail hédﬁést>ﬁackéfw
89:21:25 Port ¢ 0; Received Cé11 ?ééilitiés;_8vbytes
ool 000 000 041 905 082 096 618 N P T R
- P9:21:25 Port # 0; Accepﬁed Incoming Call u
ﬂ9:21:25_‘Port # 1; Received Call Cdnnected Pécket
$9:21:25 Port # 1; Receivéd Adcgpéjﬁécilitiés,_s bytes.

200 041 @095 092 @06 Q19 S RPN ]



$9:21:29 PSITST> SHOW *
Port # @; Status
Network = TELENET

Object Identificatio
Port Stete = Running
Error State Detail =
Last Port Request =
Last Reguest Error =

PSITST

STATUE

n = X257TS8T

None

Accept Incoming Call
None

Network
Network

Port # 1;
Network =

Port State =

Error

L.ast Port Reguest =

Data = None
Interrupt =

None
Status
TELENET

Running
State Detail = None

LLast Recuest Error = No Da
Network Data = None
Network Interrupt = None

#9:21:31

PSITST> SEND 1 NORMAL DATA STRING

Read Accept Data

ta To Read

QRSTUVWXYZ012345678 9",15,12 COUNT 25

#29:21:31

101
113
125
764

99:21: 32

101
113
125
P64

#9:21:32

191
113
125
764

#9:21:32

11
113
125
264

#9:21:33

191
113
125
64

Pert # 0; Received
1¢2
114
126
@65

193 104 105 186
115 116 117 120
127 139 131 132
g66 @67 079 @71

Port # @; Received
102 193 104 105 146
114 115 116 117 120
126 127 132 131 132
BE5 P66 067 079 @71

Port # @; Received
1¢2 183 104
114 115 116
126 127 13¢
g65 066 B67

145
117
131
379

196
120
132
871

Port # 0; Recelived
1¢2 183
114 115
126 127
ges 966

194 185
116 117
139 131
ge7 879

106
120
132
a7l

Port 4 @; Received
1e¢2
114
126
265

193 104 165
115 116 117
127 136 131
866 967 070

196
129
132
871

Normal Data

197 118 111°
121 122 123
g60 P61l 062
215 012

Normal Data

197 118
121 122
g6g 261
g415 P12

111
123
vg 2

Normal Data

197 119 111
121 122 123
@69 061 062
#15 @12

Normal Data

187 119
121 122
469 061
@415 912

111
123
762

Normal Data

107
121
g6o
@15

119 111
122 123
g6l 862
@12

B-11

" ABCDEFGHIJKLMNOP
Packet, 38 bytes
112 | ABCDEFGHIJ !
124 IKLMNOPQRST]
363 JUVWXYZ@8123]

1456789.. ]
Packet, 38 bytes
112 | ABCDEFGHIJ |
124 | KLMNOPQRST|
#63 JUVWXYZ3123]

1456789.. |
Packet, 38 bytes
112 | ABCDEFGHIJ |
124 | KLMNOPQRST]
763 [UVWXYZ@8123]

Packet,
112
124
763

Packet,

112
124
263

1456789.,., |

38 bytes

| ABCDEFGHIJ |
| KLMNOPQRST |
JUVWXYZ2123]|
1456789.. |

38 bytes

i ABCDEFGHIJ |
|KLMNOPQRST|
JUVWXYZ3123]
1456789., |



P9:21:33

141
©113
125

Ce64

P9:21:33

191
113
125
264

29:21:33

101
113

125
264

09:21:34
EREESY |
113

864

99:21:34

101

113
135
oo ped

89:21:34

<191
a2
P64

#9:21:34

T}
113

128
- e64

#9:21:35

191

113
125
g64

102

126

‘Port ¥ ©;

865

19z
114

265

PSITST

Port # 8; Received
196
124
132
271

122 1063 124 1¢5
114 115 116 117
126 127 134 131
#65 @66 @67 270

Port # #; Received
142 193 104
114 115 116
126 127 130
265 966 967

185 186
117 129
131 132
879 471

Port # #; Received
192 193 1064 145 1¢6
114 115 116 117 129
126 127 13@ 131 132
065 066 @67_07% @71

Port # #; Received

120
132
a7l

114 115 116 117
127 138 131

P65 P66 267 270

Received

185
117
131

1d6
120
132

182
114
126

103 104
115 116
127 13¢

P65 866 967 P70 071

Por;'# P; Received

193 104
115 116
127 134
966 0967

1oz
114
12¢

117
131
870

132
a71

Port #vﬁ;, Received

183 104 195 106

127 13¢ 131 132
066 067 070 071

126

Port # 0; Received
195 186
117 1280
131 132
g7 971

162 183 104
114 115 116
126 127 136
g65 g66 067

163 194 185 106

105 106
120

115 116 117 120

Normal Data

147 110 111
121 122 123
@608 061 062
915 912

Normal Data

197
121
ey}
gls

11 111
122 123
g6l 862
212

Normal Data

187 119 111

121 122 123

@68 061 962
#15 @912

Normal Data

197 11g 111
121 122 123
069 061 962
915 012

Normal Data

197 119 111
121 122 123
060 961 062

015 012

Normal Data

167 110 111

121 122 123
068 061 862
815 812

Nermal Data
167 119 111
121 122 123

068 061 62
915 @12

Nermal Data

197119 111

121 122 123
p6@ 961 062
215 912 :

112

Packet, 38 bytes
112 }ABCDEFGHIJ |
124 | KLMNOPQRST]
363 JUVWXYZ8123]|
1456789.. |
Packet, 38 bytes
112 | ABCDEFGHIJ]
124 | KLMNOPQRST|
963 JUVWXYZ8123}
1456789.. |

Packet, 38 bytes

| ABCDEFGHIJ|

112

124 |KLMNOPQRST |

7963 JUVWXY208123]
1456789.., |

Packet, 38 bytes -

{ ABCDEFGHIJ |

112
124 | KLMNOPQRST|
063 |UVWXYZ 0123

]456789.,, |
Packét, 38 bytes
| ABCDEFGHII|

112
124 |KLMNOPQRST|
7363 [UVWXYZ0123]

1456789., |

Packet, 38 bytes

| ABCDEFGHIJ |

124 JKLMNOPQRST].
763 JUVWXYZ91231

1456789.. |

Packet, 38 bytes

112 |ABCDEFGHIJ|
124 |KLMNOPQRST |
263 JUVWXYZ@123]

1456789.. 1.

Packet, 38 bytes

112 " |ABCDEFGHIJ]
124 JKLMNQOPQRST|
7963 JUVWXYZ@123]|

1456789.. |



#9:21:35

191
113
125
P64

#9:21:35

191
113
125
v64

P9:21:35

101
113
125
p64

#9:21:36

141
113
125
p64

P9:21:36

181
113
125
264

#9:21:36

191
113
125
p64

99:21:37

191
113
125
ge4

99:21:37

121
113
12%
g64

PSITST

Port # #; Recelved
192
114
126
365

193 124
115 116
127 130
866 @467

185
117
131
B7d

196
120
132
B71

Port # @; Received
162 1983
114 115
126 127
PES @966

194
116
138
867

145
117
131
270

196
129
132
¥71

Port # 2; Received
162
114
126
265

193 124
115 116
127 13¢0
g66 967

185
117
131
g7

106
129
132
871

Port # 0; Received
143 104
115 116
127 138
366 467

196
120
132
g71

1g2
114
126
265

1928
117
131
pie

Port § @; Received
192 1@3 1p4
114 115 116
126 127 130
765 P66 067

185 106
117 120
131 132
p7¢ 971

Port # 9; Received
182
114
126
255

193 104
115 116
127 130
g66 967

185 186
117 129
131 132
27¢ 071

Port # @; Recelived
106
129
132
271

182
114
126
g6s5

173 104
115 116
127 138
g66 @67

185
117
131
79
Port # @; Received
142
114
126
ges

183 104
115 116
127 138
266 267

125
117
131
270

106
120
132
271

Normal Data

127 119 111
121.122 123
#6R #61 062
g15 @12

Normal Data

1467 119 111
121 122 123
g6y A6l P62
215 @12

Normal Data

197 119 111
121 122 123
@60 961 @62
#15 912

Normal Data

197 110 111
121 122 123
p6d g6l 062
215 @212

Normal Data

197 112 111
121 122 123
g6y 061 @62
g1s5 @12

Normal Data

167 119 111
121 122 123
060 @961 @62
P15 412

Norma Data Packet,

11g 111
122 123
g6l @62
g12

187
121
260
215

Normal Data

167 11¢ 111
121 122 123
Bey 061 @62
@15 @12

Packet, 38 bytes
112 |ABCDEFGHIJ|
124 | KLMNOPQRST|
963 JUVWXYZ 2123}
1456789.. !
Packet, 38 bytes
112 | ABCDEFGHIJ]
124 | KLMNOPQRST|
@63 [UVWXYZ6123]
1456789.. |
Packet, 38 bytes
112 | ABCDEFGHIJ]
124 JKLMNOPQRST |
763 JUVWXYZ@123]
1456789.. |
Packet, 38 bytes
112 | ABCDEFGHIJ|
124 JKLMNOPQRST]
263 JUVWwXYZ9123]
1456789, . |
Packet, 38 bytes
112 | ABCDEFG 1J1|
124 | KLMNOPQRST]
63 JUVWXYZ0123]|
1456789,, |
Packet, 38 bytes
112 | ABCDEFGHIJ]
124 |KLMNOPQRST]
963 |UVWXYZ@123]
1456789.. |
38 bytes
112 |ABCDEFGHIJ |
124 | KLMNOPQRST |
763 JUVWXYZ0123]|
1456789.. |
Packet, 38 bytes
112 | ABCDEFGHIJ |
124 | KLMNOPQRST|
263 JUVWXYZ@123]
1456789.. |
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£9:21:37- Port # 0; Received Normal Dataﬁpacket, 38 bytésﬂui
161 162 103 104 105 196 107 119 11111}2_TVQ1ABCDEFGHIJ|
113114 115 116 117 124 121 122 123 124 . |KLMNOPQRST|
125126 127 13¢ 131 132 060 061 P62 863 - . |UVWXYZ0123|
P64 865 966 067 070 671 015 912 - . ]456789..v !
9:21:37 Port # #; Received Normal Datafpacket, 3é bytésf 
1Pl 192 193 164 1@5.1@6_1@7 118 111v112\' | ABCDEFGHIJ |
113 114 115 116 117 120 121 122 123 124 . |KLMNOPQRST]|
125 126 127 130 131 132 068 061 @62 §63 = |UVWXYZ@123]
1@64 065 066 #67 870 971 015 912 o ‘ v!456789¢f‘ [

ﬂ9 21 38 fPort # @, Received'Normal DataxPacket, 38 bytes
) 1@1"1&2 103 104 105 106 167 118 111 112 i IABCDEFGHIJI
113 114 115 116 117 120 121 122 123 124  |KLMNOPQRST|
125 126 127 139 131 132 060 861 #62 063 |UVWXYZ@123|
264 @12 , ,=_AT” '1456789,.%>!

065 066 P67 070 P71

09:21:38 4 0;

ﬂlS

No_’;m‘ai ,_';‘ba .t’a.

38 bytesjf

P@rt 'Received: iPacket,»

191 102 103 104 185 106 167 118 111 112 |ABCDEFGHIJ]

113 114 115 116 117 120 121 122 123 124 - - |KLMNOPORST|

125 126 127 139 131 132 069 061 062 063 |UvWwxyzel23|

~ﬂ64]ﬁ65 866 867 070 071 915 512”, ) 1456789.._ !
§9:21:46 PSITST> SHOW * DATA

port # 0; Data

More Bit Settlhg = Enabled

Transmitted Interrupt =
Received Interrupt =

Data Transmission = Normal

None Outstanding  ubV
None Outstanding

Received Normal Data Packet = 38 b ‘tes ' e
=191 192 163 194 105 106 197 1190 111 112 IABCDEFGHIJI
“113 114 115 116 117 120 121 122 123 124 ‘|KLMNOPQRST]|
125 126 127 139 131 132 960 961 962 ﬂ63 CluvwxyYze123|

- . P64 265 P66 067 978 871 ﬁlb p12 1456789,. .

Last Data Recept1on Error.~ No Data To Read L

“ . Port ¥ 1; Data

More Bit >etting = Enabled B S

Transmitted Interrupt = None Outstandlng‘v”

Received Interrupt = None Ourstandlng

Data Transmission = Normal ‘ .

Transmitted Normal Data = 38 bytes ,\;.Msb SRR
101 162 193 194 105 16 197 118 111 112° | ABCDEFGHIJ]
113 114 115 116 117 128 121 122 123 124 JKLMNOPQRST |
125 126 127 130 131 132 064 P61 962 063_:v JUViWXyz@123}

T P64 P65 @66 @67 @70 @71 815 @12 . 1456789.. |



09:21:47

Port # 0@;

Wait For
Incoming
Received
Recelived

Port # 1;

Counters

Incoming
Calls Ac

Normal Data Packets =
Normal Data Bytes =

Counters

Call Requests =

Transmitted Normal Data Packets =
Transmitted Normal Data Bytes =

#9:21:48

1

PSITST

PSITST> SHOW * COUNTERS

Calls
cepted

1
1

[}

]

25
959

25
958

PSITST> RESET 1 DIAGNOSTIC 377

#9:21:49 Port # 0;
@9:21:49 port ¥ 9;
09:21:49 Port # #;
99:21:49 Port # 1;

$9:21:53

Received Reset Indication Packet

Reset Cause 088 (@), Diagnostic 377 (255)
Confirmed Reset Indication

Received Reset Confirmation Packet

PSITST> SHOW 1 STATUS

Port # 1; Status
Network = TELENET
Port State = Running

Error State Detail = None
Last Port Request

Last Request Error =
None

Network Data =
Network Interrupt

$9:21:54

= Read Port Status
None

= None

SITST> SEND 1 INTERRUPT REQUEST 377

$9:21:55 Port # 0;

99:21:55 Port # o;
377

99:21:55 Port & 0;

#9:21:55 Port # 1;

Received Interrupt Packet
Received Interrupt Data Packet, 1 byte

I !

Confirmed Interrupt Request

Received Interrupt Confirmation Packet



incorrect

$9:22:00

Port # 1;

PSTITST

PSITST> SHOW 1 DATA

Data

More Bit Betting = Enabled

Transmitted Interrupt =
Received Interrupt =

None Outstanding
None Qutstanding

Transmitted Reset Diagnostic = 377 (255)
Data Transmission = Normal :
Transmitted Interrupt Byte = 377 (255)

101
113
125

Transmitted Normal Data = 38 bytes
1¢2 193 104 195 1@6 197 11¢ 111 112 | ABCDEFGHIJ |
114 115 116 117 12¢ 121 122 123 124 |KLMNOPQRST|
126 127 130 131 132 068 061 062 963 |UVWXYZ@2123]
g65 P66 P67 979 071 015 @12 1456789.. |

764
39:22:00
#9:22:01
99:22:01
#9:22:01
99:22:11
#9:22:12

99:22:13

Example 2:

The following example shows
password.
access password, defined in the X25CNF.BNF
password is correct,

Node KL1#1@ ~ KL191@,
TOPS-1¢ PSI PSITST Version 1.8(5)

PSITST> CLEAR 1 DIAGNOSTIC 377

Port # @; Received Clear Indication Packet
- Port # #; Clear Cause 988 (8), Diagnostic 377 (255)
Port # 1; Received Clear Confirmation Packet

PSITST> CLOSE 4, 1
PSITST> DISABLE 2 LOGGING ALL

PSITST> DISABLE 1 LOGGING ALL

connection

an unsuccessful due to an
If this happens, you should check your server
file, to make sure the

RC763 7.63 TOPS-1{) Monitor 7.23(08)

(Normal Environment)

Monday, October 15, 1985 09:36:36AM

#9:36:36 PSITST> ENABLE ¢ LOGGING ALL

99:36:37 PSITST> DISABLE # LOGGING PRIORITY SYSTEM INTERRUPT
#9:36:39 PSITST> ENABLE 1 LOGGING ALL

#9:36:40 PSITST> DISABLE 1 LOGGING PRIORITY SYSTEM INTERRUPT
#9:36:41 PSITST> SET @ OBJECT XZ5TST

$#9:36:41 PSITST> ENABLE @ AUTOMATIC ACCEPT INTERRUPT
CONFIRMATION

RESET CONFIRMATION

#9:36:43 PSITST> SET 1 NETWORK TELENET

#9:36:44 PSITST> SET 1 REMOTE DTE 311068701234

#9:36:45 PSITST> LISTEN 0
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#9:36:51 P3ITST> CALL 1
? Command “"CALL 1" failed

g9:36:56 P3SITST> SHOW * STATUS
Port # 2; Status

Object Identification = X257T5T

Port State = Listening

Error State Detail = None

Last Port Request = Read Port Status
Last Request Error = None

Network Data = Ncne

Network Interrupt = None

Port # 1; Status
Network = TELENET
Port State = Undefined

Last Port Request = Initiate Switched Circuit
Last Request Error = Illegal Network Access Code

#9:36:57 SITST> SEND 1 NORMAL DATA STRING "ABCDEFGHIJKLMNOPQRST
UVWXYZ9123456789",15,12 COUNT 25
? Illegal port state for requested function
? Command "SEND 1 NORMAL DATA STRING "ABCDEFGHIJKLMNOPQRSTUVWXYZ®
123456789",15,12 COUNT 25" failed
#9:37:12 PSITST> SHOW * DATA
Port # #; Data
More Bit Setting = Enabled
Transmitted Interrupt = None QOutstanding
Received Interrupt = None Qutstanding
Data Transmission = Normal
Pocrt # 1; Data
More Bit Setting = Enabled
Data Transmission = Normal
#9:37:14 SITST> SHOW * COUNTERS
Port # 0; Counters
Wait For Incoming Calls = 1

Port # 1; Counters

No Information



PSITST

@9:37:15 PSITST> RESET 1 DIAGNOSTIC 377
? Illegal port state for requested function
? Command "RESET 1 DIAGNOSTIC 377" failed
$9:37:20 PSITST> SHOW 1 STATUS
Port # 1; Status
Network = TELENET
Port State = Undefined

Last Port Request = Initiate Switched Circuit
Last Request Error = Illegal Network Access Code

#9:37:21 PSITST> SEND 1 INTERRUPT REQUEST 377
? Illegal port state for requested function
? Command "SEND 1 INTERRUPT REQUEST 377" failed
#9:37:26 PSITST> SHOW 1 DATA
Port # 1; Lata
More Bit Setting = Enabled
Data Transmission = Normal

#9:37:27 PSITST> CLEAR 1 DIAGNOSTIC 377

? Illegal port state for requested function
? Command "CLEAR 1 DIAGNOSTIC 377" failed
#9:37:37 PSITST> CLOSE #, 1

§9:37:38 PSITST> DISABLE ¢ LOGGING ALL

$9:37:39 PSITST> DISABLE 1 LOGGING ALL

Example 3:

The following example shows an unsuccessful connection because the
network is down. : . :

Node KL1¢1¢ - K1141¢, RC702 7.22, TOPS~10 Monitor 7.02(89)
TOPS~1@ PSI PSITST Version 1.8(5) (Normal Environment)
Monday, October 15, 1984 $9:41:17AM

$9:41:17 PSITST> ENAELE ¢ LOGGING ALL

99:41:18 PSITST> DISABLE # LOGGING PRIORITY SYSTEM INTERRUPT
#9:41:19 PSITST> ENABLE 1 LOGGING ALL

#9:41:20 PSITST> DISABLE 1 LOGGING PRIORITY SYSTEM INTERRUPT
@9:41£21 PSITST> SET @ OBJECT X25TST

#9:41:22 PSITST> ENABLE @ AUTOMATIC ACCEPT INTERRUPT

CONFIRMATION
RESET CONFIRMATION



PSITST

189:41:24  PSITST> SET 1 NETWORK TELENET
g¢9 a1: 25 _PSIT§T> SET 1 REMOTE DTE 311@697z1234
 99 41 26  PSITST> LISTEN @
769:41;32_ PSITST> CALL 1 |
ﬁ9i41£32 Port # 1; switched Circuit TIs Denied'
 a9f41~37 PSITST> SHOW * STATUS
Port # ﬁ Status
v'ObJeCt Identifxcaflon = X25TST
Port State = Listening
.Error State Detail = None o
S . Last Port Reque = Read Port Status
. Last ‘Reguest Error = None

v fﬂNetwork Data = None
-’Network Interrupt = None

Port # 1; Sﬁatus

:Network TELENE

- ‘Port State = Error S
. “Error State Detail = No Communication With The Public Network
- Last Port Request = Read Port Statuq

. Last Request Error = None
< ~Network Data = None
%f)Nétwqtk Interrupt = None

‘ﬁg 41 38 PCITST> SEND 1 NORMAL_DATA STRING"ABCDEFGHIJKLMNOPQRSTU
fVWXYZﬂl2345€7 89",1% 12 COUNT 25

-? 1lleqal port-state for requested function _ ' o

“? Command "SEND 1. NORMAL DATA STRING"ABCDEFGHIJKIMNOPQRSTUVWXYZﬂ1'
:23456789",15,12 COUNT 28" failed ’ N

;@9 41 53 p ITST> SHOW * DATA :
Port # ﬁ- ‘Data

”More Bit Setting = Enabled

“"Transmitted Interrupt = None Outstanding

- Received Interrupt = None Outstanding
»Data Transm15510n = Normal

Port # 1, Data

‘wMore Bit Sett1nq = Bnabled o -
““'Transmitted Interrupt = None Outstanding

* Received Interrupt = None Outstanding

- Data Transmission = Normal



#9:41:54 PpPSITST> SHOW * COUNTERS
Port # @; Counters
Wait For Incoming Calls = 1
Port # 1; Counters

Call Requests 1

Port Errors = 1
@9:41:55 PSITST> REGET 1 D1IAGNOSTIC 377
? Illegal port state for recuested function
? Command "RESET 1 DIAGHOSTIC 377" failed
f9:42:01 PSITST> SHOW 1 STATUS

Port # 1; ©Etatus

Network = TELENET :
Port State = FErrorv. :

Error &tate Detail = No Communication With The Public Network
Last Port Request = Read Port Status R
Last Request Frror = None : i IR

Network Data = HNone
Network Interrupt = None

@9:42:02 PSITST> SEND | INTERRUPT REQUEST 377
? Illegal port state for recuested function
? Command "SEND 1 INTERRUPT REQUEST 377" failed
@29:42:07 PSIT3T> SHOW | DATA
Port # 1; Data

More Bit Setting = Fnabled

Transmitted Interrunt = None QOutstanding

Recelived Interrupt = None Outstanding

Data Transmissicn = Normal
#9:42:48 PSITST> CLEAR 1 DIAGNOSTIC. 377
? Illegal port state for requested function
? Command "CLEAR 1 DIAGNOSTIC 377" failed
#9:42:18 PSITST> CLOSE 8, 1
$9:42:19 PSITST> DISABLE ¥ LOGGING ALL

$9:42:2p PSITST>» DISABLE 1 LOGGING ALL

B.5 PSITST COMMANDGS

The syntax for the individual PSITST commands is degcribed on the
following pages in this chapter, Commands - are presented  in
alphabetical order.



PSITST

ACCEPT Command

Syntax:
OTHER FACILITIES (n-1{,....n-641)

1024

512

256
‘ 128 DATA {FILE file-namel
ACCEPT port PACKET SIZE |64 STRING text f
: 32
16

USER GROUP group-name
WINDOW SIZE window-size

Description:
Accepts incoming virtual calls.,

If you do not specify the facilities parameters, PSITST uses the
current definitions of those defined by the SET command to build

- the call accept packet, Use the " SHOW FACILITIES c¢ommand to
determine the defined facilities parameters.

. If you do not specify the user data, PSITST uses the current
definition of the accept data defined by the SET command to build
the call accept packet. Use the SHOW DATA command to determine
the defined user data.

Arguments:

File-name ASCII file name from which PSITST gets the
accept data. PSITST reads from the file
either the. first 128 characters or to the end
of the file, whichever is shorter, and uses
the text as the accept data.

Group~-name Name of the Bilateral Closed User Group or
- : Closed User Group.

{(n=1{,«.en=-641) Optional facilities permissible on your PPSN.

S : PSITST does not attempt to check the validity
of the facilities. You must enter this value
as octal represention of an 8-bit byte,

Port Port number, § to 9.

Text Octal representation of 8-bit byte, quoted
and unquoted string of up to 128 characters.
An unquoted string is allowed only  as the
last element in a list and must be terminated
with a carriage return.

Window-size Window size of the virtual circuit, 2 to 127,
Examples
- PSITST> ACCEPT ¢§ PACKET SIZE 256 WINDOW SIZE 7

PSITST> ACCEPT 2 DATA STRING 12,"Testing",15,12,8
PSITST>



CALL Command

Syntax:
LOCAL DTE subaddress
OTHER FACILITIES (n=1{,...n-64])
‘1924
151z
1256 {
PACKET SIZE (128 )
64 |
iz
CALL port {16
1 H /
NETWORK network-name g DATA {FILE file-name
STRING text }

PASSWORD access—~code
REMOTE DTE address

USER GROUP group—-name
WINDOW SIZE window-size

Description:
Initiates a switched virtual circuit.

If you do not specify the network related parameters, PSITST uses’
the current definitions of those defined by the SET command to
build the call request packet. To initiate a switched wvirtual
circuit successfully, you must supply at least the NETWORK and
REMOTE DTE parameters. Use the SHOW CHARACTERISTICS command to
determine the defined network related parameters. )

If you do not specify the facilities parameters, PSITST uses the
current definitions of those defined by the SET command to build
the call request packet., Use the SHOW FACILITIES command to
determine the defined facilities parameteérs. :

If you do not specify the user data, PSITST uses the current
definition of the call data defined by the SET command to build
the call request packet. Use the SHOW DATA command to .determine
the defined user data. : :

Arguments:

Access—code Password for accessing the TOPS-18 P31
ateway node. The access-code must be .an
Alphanumeric string, 1 to 39 characters.,

Address Destination's full DTE address. The address
must be a numeric string, 1 to 15 digits,

File-name ABCII file from which PSITST receives the
~ALL data. PSITST reads either the first 128
characters from the file or to the end of the
“ile, whichever is shorter, and uses the text
s the call data.



Group~name

Network-name

(n-1[,...n-64])

Port

Subaddress

Text

Window~size

Example:

PSITST

CALL Command (Cont.)

Name of the Bilateral Closed User Group or
Closed User Group.

PPSN with which you wish to communicate. The
network-name must be an alphanumeric string
of 1 to 39 characters.

Optional facilities permissible on your PPSN.
PSITST does not attempt to check for the
validity of all facilities., The value must
be entered as an octal representation of an
3-bit byte.

Port number, # to 9.

Local DTE subaddress. Numeric string, 1 to
15 digits.

Octal representation of 8-bit byte, quoted
and unguoted strings, 1 to 128 characters.
An unqguoted string is allowed only as the
last element of a 1list, and must be
terminated by a carriage return.

Window size of the virtual circuit, 2 to 127.

PSITST> CALL 1 NETWORK TELENET REMOTE DTE 31106179004802

PSITST>



PSITST

CLEAR Command

Syntax:

CLEAR port{[DIAGNOSTIC c-diagnostic]
OTHER FACILITIES (n-1{,...n-641) DATA{FILE file }
USER GROUP group-name STRING text

Description:
Clears a switched virtual circuit,

If you do not specify the diagnostic code, PSITST uses the
current value defined by the SET command to build the clear
request packet. Use the SHOW DATA command to determine the value
of the <clear diagnostic code. If a diagnostic code is not set,
the clear diagnostic hyte is zero.

If you do not specify the facilities parameters, PSITST uses the
current definitions of those defined by the SET command to build
the clear request packet. Use the SHOW FACILITIES command to
determine the defined facilites parameters.

If you do not specify the user data, PSITST uses the current
definition of the clear data defined by the SET command to build
the clear regquest packet. Use the SHOW DATA command to determine
the defined user data.

Argumentsy

C~diagnostics Octal representation of the usetr clear
diagnostic code, @ to 377.

File ASCII file from which PSITST receives the
clear data. PSITST reads either the first
128 characters or to the end of the file,
whichever 1s shorter, and uses the Etext as
the clear data.

Group-name Name of the Bilateral Closed User Group or
Closed User Group.

(n=1{,...n"641) Optional facilities permissible on your PPSN.
PSITST does not attempt te check the validity
of all facilities. You must enter the value
as octal representation of an 8-bit byte.

Port Port number, 4 to 9.

Text Octal representation of 8-bit Lytes, quoted
or unquoted string, 1 to 128 characters. An
unquoted string can be the last element in a
list and must be terminated with a carriage
return.

Example:

PSITST> CLEAR 1 DIAGNOSTIC 377 DATA STRING 7,Testina
PSITST>

B-24



PSITST

CLOSE Command

Syntax:
CLOSE port
Description:
The CLOSE command is used to terminate port access,

The accumulated information of the port activities, events, and
counters, remains unchanged regardless of the number of times the
port becomes active or inactive,

The data and information that the port received while it was
active (for example, call facilities, call user data, normal and
qualified data, etc.) and volatile data (those that change from
one circuit to another, for example, packet size and user group)
are cleared from the port data base when the port 1is closed.
Others remain unchanged.

Argument:

Port List of one or more port numbers, separated by
commas, or an asterisk (*) to indicate known and
inactive ports. The port number ranges from # to
9. A port 1is considered to be inactive if the
port state is CLEARED or ERROR.

Examples:
PSITST> CLOSE #,3,9

PSITST> CLOSE *
PSITST>



PSITST

' 'CONTINUE Command

Syntax: ] L _
.‘CCNTimﬁﬁiéﬁft bATA TRANSMisSibN“f‘”

Descriptién§  : _ | .>>‘ » ‘
"'Re'su,méé*; current data transmission ofé\f\%irtuali'ci;cbit;

Arguﬁent3{  ' | ', & o L

| ;Pprt;€t ;   . {bort number;*ﬁ:t§:§, f ;:‘

Ekambie:

- PSITST

" CONTINUE @ DATA TRANSMISSTON =~
CPSITSTS - I



SYhtax:

PSITST

ENABLE/DISABLE AUTOMATIC Command

ACCEPT

ALL

CALL

CLEAR

CLOSE

INTERRUPT'CONFIRMATION}
{DISABLE}port AUTOMATIC {REQU ST
ENABLE | LISTEN

NO COMMUNICATION SEEN

OPEN '

RESET{CONFIRMATION

REQUEST }
SHUT

Descriptioni

Allows you to contrel the activities of the wvirtual circuit
automatically. The automatic activities can be enabled or
disabled at any time.

Thebfollowing automatic commands can be enabled simultaneously.

o

Automatic ACCEPT allows a listening port ({see LISTEN command)
to - accept an incoming call unconditionally at the earliest
convenience, SITST uses the parameters defined by the SET
command to build the call accept packet (see ACCEPT command) .

Automatic CLEAR allows a clear request of a switched virtual

_circuit to be initiated as soon as the circuit is established

successfully (port state changes from CALLING or CALLED to

" RUNNING). PSITST uses the parameters defined by the SET

command to build the <c¢lear request packet (see CLEAR
command) .

. If you enable automatic CLEAR while the port is active, the
- reduest may not take effect until access to the port is

terminated and another switched virtual circuit is initiated
for that port. '

See the description of multiple automatic requests following
this list.

Automatic INTERRUPT CONFIRMATION allows the port %o confirm
the receipt of each interrupt request packet at the earliest
convenience (see SEND INTERRUPT CONFIRMATION command) .

Automatic INTERRUPT REQUEST allows an interrupt request

packet to be sent to the remote destination as soon as the
virtual <circuit 1is established successfully (port state
changes from CALLING, CALLED, or OPEN to RUNNING). PSITST
uses the parameters defined by the SET command to build the
interrupt request packet {see SEND INTERRUPT REQUEST
command) .

If you enable automatic INTERRUPT REQUEST while the port is
active, the request may not take effect until access to the
port 'is terminated and another virtual circuit is 1initiated
for that port. See below for description of multiple
automatic requests.
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ENABLE/DISABLE AUTOMATIC Command (Cont.)

o _Automatic NO COMMUNICATION SEEN allows a port to confirm the
o NO COMMUNICATION state on a permanent virtual circuit (see NO
 COMMUNICATION SEEN command) .

0 Automatic RESET CONFIRMATION allows a port to confirm the
reset of the virtual circuit at the earliest convenience (see
RESET command) ,

-0 ‘Automatic RESET REQUEST allows a reset request packet to be
. initiated as 'soon as the wvirtual «circuit is established
successfully {port state changes from CALLING, CALLED, or
“OPEN. to RUNNING). PSITST uses the parameters defined by the
,jSET command to build the reset request packet (see RESET
”@omménﬁ);

,If you endble dutomatic RESET . REQUREST while the port is
_actave, the request may not take effect until access to the
Sport.is terminated and another virtual circuit is Initiated
-:for that port¢

0 -Automatlc SHUT allows a permaneﬁt port to be closed as soon
s sj the circuit i3z established successfully (port . state
hanges fnom GPEN to RUNNING) .

'vyeu enable automatic SHUT while the pert 1Is active, the
1; may not take effmct untxl access. to thp port is

. "fTNTERRBPT REQUEST, RE%ET REQUEST, and CLEAR or SHUT,
‘mbtnations of those are enabled simultaneously for a
tho port st a*e became RUNNING the following events

11t RESET REQUE%T 1% enabled, PbITST transmits. a

% request pauket on the specified port and waits for the
onf;rmation. "PSITST only proceeds Lo the next steps after
ceipt cf the reset ‘confirmation packet.

he remote Sysiem ’1nitiates "a reset on the permanent
irtuél vircuit before PSITST does, and - automatic RESET
R U'ST and CONFIRMATION are enabled simultanecasly, RESET
ONFIRMATION overrides RESET 'REQUEST, If automatic RESET
CONFIRMATION 'is not enabled, the automatic RESET REQUEST will
hen ‘be analogous to the - RFSFT CONFIRNATION command .

For a switched virtual circuzt, 1f the RESET REQUEST 1is not
onfirmed 'in .time _and conseguently the circuit is cleared,
the remainlng steps ara invalldakec.

It automaiic INTEPRUPT REQUE¥ T is enabled, PSITST transnits
Tan,xlnter:upt request packet on the specified port and wait
“for~ the conflirmation, PSITST only proceeds to the next step
fafter the receipt of the 1nterrupt confirmation packetz.

”iIf automatlc CLEAR is enabled, . PSITST transmits a clear
“rYequest. ‘packet on the specified switched port. [If autematic
LEHUT is enabled PSITST terminates «¢ccess to a permanent
port.

R3--28



PSITST

- ENABLE/DISABLE AUTOMATIC Command (Cont.)

While the above automatic activities are being carried out by
PSITST, you may choose to disable any of the remaining requests
that PSITST has not executed, Similarly, while PSITST is
executing the above automatic activities in the specified order,
-you may choose to enable any of the requests that PSITST has not
evaluated. For example, if PSITST executed the RESET REQUEST and
is waiting for the reset confirmation before proceeding to the
automatic INTERRUPT REQUEST, vyou may enable or disable the
automatic INTERRUPT REQUEST at that moment. However, if PSITST
is executing - the automatic INTERRUPT REQUEST, enabling or
disabling the automatic RESET REQUEST will not take effect since

- PSITST already evaluated the setting of that automatic command
{and may have carried out the request, if it was enabled).

'Theifbllowing commands may be enabled only one at a time. " When
you enable any one of the commands, it will supersede the one
‘ cu;réntly enabled.

o Automatic LISTEN allows an inactive switched port to be set
up to recelve an incoming call. A switched port 1is
considered to be inactive when the port state is CLEARED or
ERROR., PSITST uses the parameters defined by the SET command
to initialize the port {(see LISTEN command).

o . Automatic CALL allows a switched wvirtual circuit to be
initiated on an inactive switched port. A switched port is
considered to be inactive when the port state is CLEARED or
ERROR. PSITST uses the parameters defined by the SET command
to build the call reguest packet (see CALL command).

o Automatic OPEN allows a permanent virtual circuit to be
initiated on an inactive permanent port., A permanent port is
~considered to be inactive when the port state 1is ERROR.
PSITST uses the parameters defined by the SET command to
initiate the permanent circuit (see OPEN command).

0 Automatic CLOSE allows access to an inactive port to be
terminated. A port is considered to be inactive when the
port state is CLEARED or ERROR (see CLOSE command).

The ALL keyword, when used with the DISABLE command, will disable
all of the above automatic activities.

The ALL keyword, when used with the ENABLE command, will enable
all of the above automatic activities except the LISTEN, CALL,

OPEN, and CLOSE commands., You have to enable those commands
individually.

Argument :
Port is a port number, g to 9.
Examples:
PSITST> ENABLE © AUTOMATIC ACCEPT INTERRUPT CONFIRMATION

PSITST> DISABLE 1 AUTOMATIC ALL
PSITST>



PSITST

" ENABLE/DISABLE ECHOING Command

faLL L)
DATA o

(INTERRUPT

vhoing,of 1nterrupt packets
. an 1nterrupt message tof.
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ENAELE/DISABLE LOGGING Command

Syntax:

ACCEPT{DATA }

FACILITIES

ALL

CALL{DATA }

FACILITIES

CAUSE AND DIAGNOSTIC

CLEAR § DATA }
FACILITIES

COUNTERS

EVENTS

INTERRUPT DATA

NORMAL DATA

PRIORITY SYSTEM INTERRUPT

QUALIFIED DATA

RESET CAUSE AND DIAGNOSTIC

Y{DISABLE} port LOGGING
ENABLE

Deécription:

Records the events, data, and counters of the ports you select to
be recorded in the log file DSK:PSITST.LOG. You can select the
port, the type of information, and when to record.

while logging is enabled for one or more ports, all user commands
and PSITST responses to those commands are also recorded.

. When you first enable logging of interrupt data, PSITST will

~start logging the last interrupt data byte, if it has received
one, and subsequent interrupt data bytes on the virtual circuit,
If logging of interrupt data has been enabled, repeated enabling
will not cause PSITST to log the last received interrupt byte.

Note that if you‘specify ALL information to be recorded for any
port, ‘the performance of PSITST will be considerably less
degirable due to the overhead of output activities to the log
file,

Argument :
Port Port number, € to 9.

Examples:

PSITST) EﬁABLE # LOGGING EVENTS
PSITST> DISABLE 1 LOGGING ALL
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- ENABLE/DISABLE MORE BIT Command

‘port MORE BIT SET

Bit in each full data packet to be set, The
~ the setting (or not setting) of the More Bit is

when the SEND command causes a sequence of data
¢ transmitted on the virtual circuit., 1In such a
‘ach data packet, except the last one, is a full
{ “The  last data packet can be a full or partial packet
(the X.?S recommendation prohibits a partial data packet from
jving its More Bit set).

:,§ENDVngmand may cause more than one sequence of data packets
-be transmitted (for’example, if the text data is longer than
e current’ packet size (128) and 2 copies of the data are to be
:m1tted' on the wvirtual ciycuit). PSITST divides the text
i aller segments before transmission. If the last segment

-Shorter than 128, the 2 copies of the data are transmitted as
2 sequence "of data packetq. However, if the last segment is

he - setting of the More Bit is enabled, each full data packet,
b ptf the last one of the sequence, has the More Bit set. This
is done to indicate that all data packets in such a sequence are
‘logically related. The relationship is left to be interpreted by
the'cammunicatlng partles.

- ettlng of the More Bit is disabled, all data packets are
ted with the More Bit not set.

By default, the setting of the More Bit is enabled.

Port number, @ to 9.

MPSITST> DISABLE @ MORE BIT SET
CPSITST>



PSITST

EXIT Command

Syntax: v
EXIT {[CHECKPOINT]

Description:
Terminates PSITST. This command does not terminate the
activities of the background process PSITSB. The background
process continues running independently.
The CHECKPOINT parameter is applicable only if logging has been
enabled for one or more ports. The current status,
characteristics, data, and counters of the ports are recorded in

~the log file.
Example: ”

PSITST> EXIT
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LISTEN Command

Syntax:

LISTEN port OBJECTfobject-name
object~number

Description:

Initiates a port to wait for an incoming call.

If you do not specify an object identification, PSITST uses the
current value defined by the BSET command. Use the SHOW
CHARACTERISTICS command to determine the value of the object
identification.

Arguments:

Object-number The object-numbers 1 to 127 are reserved for
DECnet system tasks and require system privileges.
Object numbers 128 to 255 are available to all
tasks.

Object-name Alphanumeric string of 1 to 16 characters that
must begin with an alphabetic character, Hyphens
(~), dollar signs ($), and underscores ( ) are
allowed. C . -

Port Port number, # to 9.

Example:

PSITST> LISTEN @ OBJECT USER
PSITST>



PSITST

NO COMMUNICATION SEEN Command

Syntax:
NO COMMUNICATION SEEN port
Description:

Confirms the NO COMMUNICATION state of a permanent
circuit.

Argument:
Port Port number, # to 9.
Example:

PSITST> NO COMMUNICATION SEEN £
P3ITST>

virtual



gsyntax:
»opENj_“pdétv‘{

Description:

'CIRCUif' c1rcu1tﬁnam _
" {NETWORK network—name,
- L PASSWORD access- code .

PSITST

~~ OPEN Command

Initiates a permanent virtual circult.

Arguments:

,ACCeSSfCOdé v

',fto 39 characters.

Circuit-name
Network-name

Port

Example

: alphanumeric string

' qut“nqmber, ﬁ”ﬁgEB,:

Password for ance551ng the TOPS 12 PpsSI Gateway
node. The value must be .an alphanumerlc Strlng, 1

Name of the permanent,virtual circult you w1sh to
use  exclusively. . The value must  be an
l'to 16 characters.

Name of the PPSN you wishf to' communicate over.

' The value must be an alphanumeric strlng, 1 to 39

characters._

PSITST> OPEN ﬁ CIRCUIT EUROPE NETWORK,PELENET

PSITST>
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"-usap'vaoup W S
’-‘gWINDOWUSIZE_r‘-

e ‘DATA 2
‘\cLear DIAGNOSTIC
N lFACILITIES

‘LOCAL DTE
NETWORK
OBJECT
‘PASSWORD
REMOTE DTE
| RESET DIAr‘Nos'rzcQ

'Descriptionﬁhﬁ

=‘Removés the parameter deflnltxons associated with a port. When
you spegxfy ‘ALL,” PSITST removes the def1nit1ons of all parameters
listed above._

szxrg:ument e

”PURGE ’ NETWORK CALL DATA CLEAR FACILITIES CLEAR DATA



PSITST

Syntax:




PSITST

RESET Command

Syntéxi" »
RESET port [DIAGNOSTIC t«diégnostic]

Description: |
The_RESET command is used to réqueét or confirm a reset on a
virtual circuit. The RESET  command terminates ' current data

transmission on the virtual circuit.

If youfusé the'RESET command to confirm‘ a reset request, the
diagnostic byte is ignored.

If you do not specify the diagnostic code, PSITST uses the
current value defined by the SET command to build the reset
request packet, Use the SHOW DATA command to determine the value
of the clear diagnostic code. If a diagnostic code is not set,
. the reset diagnostic byte is 0. ' ' o
Arguments:
Port - ’YPQrt number, astb,9;v

R-diagnostic - Octal répreSéntatioﬁffo:thé_user,réset diagnostic
.. . code, @ to 377 octal. ' . :

'E#éhplé:

" PSITST> RESET 6 DIAGNOSTIC 377
PSITST>
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[COUNT  number]

and

‘and” ‘fnc;rmjajl .

potf, you “have
mit data over the

he 1ength of the
;alue‘_of COUNT

ﬂéfﬁ transmlts the’
) value is 511. ‘The

ﬁ to

"P“rt‘number,

'Té#;f al representat*ohbpf 8~b1t» bytes, quoted and

ur quotpd stringsa»; An,unquated string 1s allowed
.as  the last ‘element in a list and must be
f:terminated by ac riagevreturn.v,‘ '
Examples:t'*'
 psiTs ””"INTERRUPT REQUEST 377

. PSITST> S,'D‘ 'NORMAL DATA STRING "This is a: test",ls 12 COUNT 2
. PSITST> SEND 2 QUALIFIED DATA STRING This is a test .

PSITST> SEND 3 'NORMAL DATA FILE PSITST TXT .

psiTsT> FaR



PSITST

SET Command

Syntax:
( DATA {FILE fi1e~name} )
STRING string
OTHER FACILITIES (n-l{,...n-64])
1024
512
jACCEPT} 256
{iCALL PACKET SIZE (128
64
32
16
USER GROUP group-name
SET port WINDOW SIZE window-size

CIRCUIT circuit-name

DATA{FILE filemname}
STRING text

CLEAR DIAGNOSTIC c-diagnostic
OTHER FACILITIES (n-1[,...n-641)
USER GROUP user-group

INTERRUPT BYTE octal
LOCAL DTE subaddress
NETWORK network-name

OBJECT{object—name ’}
object-number

PASSWORD access~coae
REMOTE DTE address
RESET DIAGNOSTIC r-diagnostic

;§§SCription:
i ”vDéfings the parameters associated withba port.

:Atédﬁents: -

S A¢¢é$sfcode ~ Password for accessingiéhe TOPS-1¢ PSI Gateway.

" The wvalue must be an alphanumeric string, 1 to 39
characters.

‘Address Full DTE destination address, The value must be a
: “numeric string, 1 to 15 digits.
C-diagnostics 0c¢ctal representation of the user clear 'diagnostic
code, # to 377 octal.

Circuit~name  Permanent virtual -circuit vyou wish to use
-exclusively., The wvalue must be an alphanumeric
string, 1 to 16 characters,



File-name

Group~name

Network-name

Object~number

Object-name

Octal

(n=-1[,..n=-64)]

Port

R-diagnostic

Subaddress

Text

Window-size

Example:

CSITST

SET Command (Cont.)

ASCII file from which PSITST receives the accept,
call, or clear data. PSITST reads either the
first 128 charactérs or to the end of the file,
whichever 1is shorter, and uses the text as the
user data in the accept, call, or clear packet.

Name of the Bilateral User Group or the Closed
User Group.

Name of the PPSN you wish to communicate with.
The value must be an alphanumeric string, 1 to 39
characters.

Object numbers 1 to 127 are reserved for DECnet
system tasks and require system privileges. The
object numbers 128 to 255 are available to all
tasks.

Alphanumeric string, 1 to 16 characters. The
object name must begin with an alphabetic
character. Hyphens (-), dollar signs . ($), and
underscores {_) are allowed.

Octal representation of an 8-bit byte.

Optional facilities ©permissible on your PPSN.
PSITST does not attempt to check the validity of
facilities, This value must be entered as octal
representation of an 8~bit byte.

Port number, @ to 9.

Octal representation of the user reset diagnhostic
code, @ to 377 octal,.

Local LTE address. The value must be a numeric
string, 1 to 15 digits.,

Octal representation of 8-«bit byte. Quoted and
unquoted string are allowed. An unquoted string
must be the last element of the 1list and Iis
terminated by a carriage return. :

Window size of the virtual circuit,vz to 127.

PSITST> SET @ CLEAR DIAGCGNOSTIC 377 ACCEPT DATA STRING Testing

PSITST>
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Syntax:

PSITST

SHOW Command

CHARACTERISTIC

COUN
v DATA
SHOW  port (FACI
: LOGG
STAT
SUMM
Description:

Displays informat

If you type ‘
PSITST> SHOW
it isjequivalent‘
 PSITST> SHOW

If you do not spe
SUMMARY is the de

The SHOW command
information:

CHARACTERISTICS
COUNTERS
DATA

" FACILITIES

‘LOGGING

STATUS

' SUMMARY
Argument:
Port Port nu

ports,
only.,

TERS
LITIES
ING

us
ARY

ion you have set for a port.

to
* SUMMARY

cify the information ﬁype in the SHOW command,
fault type.

is wused to display the following types of
Parameters that remain constant until c¢hanged or
purged (for example, the network name or the

remote DTE address).

Error and performance statistics, For example,
transmitted data packets. .

Contents of the last data  packets being
transmitted and received. '

Contents of the last facilities buffers being
transmitted and received.

Log file and type of information being recorded.

Dynamic values associated with a port (for
example, port state).

Most useful information from the characteristics
and status type.

mber, @ to 9, an asterisk (*) to indicate known
or the pound sign (#) to indicate active ports
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SHOW Command (Cont.)

Examples:
PSITST> SHOW @ SUMMARY
Port # #; Summary

Network = TELENET
Virtual Circuit Type = Switched
Object Identification = USER
Port State = Running

PSITST> SHOW * CHARACTERISTICS

Port # #; Characteristics

Network = TELENET
Remote DTE Address = 311839309171

Object Identification = USER
Packet Size = 128

Port # 1; Characteristics
Network = TELENET
Access Password = SECRET
Remote DTE Address = 311830300171

Local DTE Subaddress = @0
Packet Size = 128

Port # 2; Characteristics
Access Password = SECRET
PSITST> SHOW # COUNTERS

Port # #; Counters
Wait For Incoming Calls 1
Incoming Calls Accepted 1
Received Mormal Data Packets = 4061
Received Normal Data Bytes = 64978

Received Qualified Data Packets = 7
Received Qualified Data Bytes g 119

W

Port # 1; Counters
Call Requests = 1

Transmitted Normal Data Packets = 4990
Transmitted Normal Data Bytes = 6544¢

B-44
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~ SHOW Command (Cont.)

’Data -

f Data'z None .

Z N¢ Interrupt = None . o
Pransmitted Interrupt = ‘None Outstanding
Received Interrupt = Ncne Dutstanding
Transmitted Normal Data = 16 bytes

101 192 193 194 105 196 107 119 111 112 " |ABCDEFGHIJ|
113 114:115 116 117 120 - CJJKLMNOP |
Tast Dara Receprlon Error :iNojData To_Read :

: :eceiveé Call Fac111t1es m»S bytes
Oﬁlvﬂﬂﬁ 209 041 OS5 ﬂﬁz sg6 ¢1a

‘oon.!c‘vovi_:- ‘

' PSITST) qaow * LOGGING

io t:#'ﬂ,m Logglnq

o3 File = PSITST. Lo o '
pen, Read, Wri*e, 17892 bytes, 6 pages, 178ﬂ2(7)
Logged rnformatxon = Including - v
Virtual Circuit Events :
‘Zeroed Counters
i call pata ,
" Call Facilities
~:Accept Data
“AccepL_Facilltles I
‘Reset Cause And Dlagnostic iiaiio
‘Interrupt Data o
. Normal Data
sgualified Data L
miClear Cause And Dlagnosttc
s Clear Data
2 “'Clear Facilities
.gTOPS -18 Priority System ﬁnterrupr

Port # 1; Logglnq
Log Flle PSIT&T LOG

Open, Read Write, 17802 bytes, 6 pages, 17882(7)
Logged ]nformation = Virtual Circuit Events

B-45
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Syntax' : _ _
' SUSPEND port DATA TRANSMISS&O&

Descriptlou.Q'l”"

lFreezos data transmission on a virtual_circult. hen data is being
transmitted. = The command does ‘not affect the transmission of
}1nterrupt data.,ﬂ' . S Qo -

'While data transm1ssion is balng suspende j' o f port and the
'suspen51on 1s removed.
The suspenslon of data’ tranqm1ssion

becomes inactive. A port is considered inactive when the port
state is CLFARBD or ERROR : o v

" use the CONTINUE command to resume ata trans _ssibh;' -

Argument:"

‘Port ~ Port number, # to
Example' v ' v :b | : . .  -
' pSITsT>‘_QSfEND;¢*DATA‘TRAﬁSMISSIQﬁ
PSITST> = a ST e
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TAKE Command

Syntax:

TAKE file-name {DISPLAY i
_ NODISPLAY/

Description:
Allows PSITST to process user commands from direct command file.
The DISPLAY parameter allows you to view the processed commands
on your terminal.
The default is NODISPLAY,

Argument:
file-name Name of the direct command file.

Example:

PSITST> TAKE DSK:PSITST.CMD
PSITST>
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WAIT Command

Syntax:
WAIT seconds

Description:
Suspends PSITST for a specified period. During this period,
PSITST delays processing of wuser commands from the control
terminal. Input and output activities are not affected by the
command .

Argument:
seconds Number of seconds.

Example:

PSITST> WAIT 60
PSITST>



PSITST

ZERO Command

Syntax: o
‘ZERO port COUNTERS
Descrxpt10n~‘”

Resets the vounters of a port. If 1og91ng {s enabled for the
port, the values of the counters are racorded before being reset.

Argument.
Port . Port number, 8 to 9.
Bxample' ' v ‘

PSITST> ZERO ﬂ COUNTERS
‘PSITST>



PSITST

B.6 PSITST ERROR MESSAGES

This section of the manual describes PSITST error messages.
?Cannot accept input from terminal using this command
?Cannot initialize logging

PSITST failed to start the logging facilities. The usual cause
is lack of disk space for the log file to be created.

If you are running the PSITST program in the normal environment,
contact the system manager. Ctherwise, clean up your disk area
before proceeding.

?Cannot send null string
You have attempted to send a null text string to the network.
?Echoing received data packets

Echoing of received data is being enabled for the requested port
and data transmission by the user is prohibited. Use DISABLE
ECHOING command to turn off echoing and re-enter the SEND
command.

?Failed to open file for input

The file you specified in the SEND or TAKE command does not
exist,

?Port is not active

The port that you specified in a command is not active.
?PSITST Process Already Exists

You are attempting to run the PSITST program in the normal
environment and another user is already running the same program.
Follow instructions in Section B.1.2 to run the software in vyour
"private"” environment,

?Encountered IPCF Error

The PSITST or PSITSB process encountered an error while
communicating with each other through the IPCF mechanism.
Contact DEC support personnel if error persists.

?PSITST Partner Process Does Not Exist

If you are running the PSITST program in the normal environment,
this message means that the system copy of PSITSB which is
supposed to run in the background is not there. Contact the
system manager for assistance,

If you are running the PSITST program in the "private"
environment, it means that you have not started up the PSITSB
program or your private copy of PSITSB has stopped. Refer to
Section B.1.2 for instructions how to run the software in a
"private” environment.



PSITST

'?Illegal port number

You have spec1f1ed -an illegal port numbpr out51de the range of @

:°Illega1 port state for requested functxon

You have requested a command that is 1llega1 for the current port
state._,_ o .

?Transm1851on bu&y on 01rcuit o
: PSITST is still sending data ‘réquested by the previous SEND

command., Use = the SHOW DATA c¢ommand to check the status of data
transmission before you re-enter the SEND command.






APPENDIX C

GLOSSARY

Adjacent node
A node connected to another node by a single physical line.
CCITT

Comite Consultatif International de Telegraphique et
Telephonique. An international consultative committee that sets
international communications usage standards.

Closed User Group (CUG)

An optional PPSN facility that restricts two or more DTEs in the
same dgroup to communicating with each other. The basic CUG also
prevents these DTEs from accessing or being accessed by other
DTEs outside the group. For more information, see the TOPS-10
PSI User's Guide.

COMGEN

A grammar-producing program that creates other NCP command files
used during installation and system startup.

Computer network

An interconnection of computer systems, I/0 devices, and
communications fronts ends.

Configuration

The process of customizing the host system and the front ends.
Using the configuration tools, the DECnet user establishes the
network parameters specific to the communications devices and
software being configured.

Cost

See data link cost.
Connectivity

See physical connectivity.
Data link

A physical connection between two nodes (line), or a 1logical
connection (circuit).
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Data link cost

An arbitrary positive integer assigned to a physical path.
Because the routing algorithm selects the least-cost path to a
destination, an operator can dynamically affect the path to be
taken by changing line costs

DCE
Data Communications Equipment (DCE) is an X.25 PPSN node to which
a DTE is connected with a leased data communications line. A DCE
can be a modem.

DDCMP

Digital Data Communications Message Protocol (DDCMP) is a level
of protocol within the DIGITAL Network Architecture (DNA).

DMC11

Single-line microprocessor-based interface to the network. The
DMC1ll is a synchronous direct memory access device.

DMR11

Single-line multiprocessor—-based interface to the network. The
DMR11l is a synchronous direct memory access device.

DN2g
A DECnet communications front-end. As used in this manual, DN2g
is a generic term for a PDP-11 processor that can run DECnet and
PSI communications software.

DTE
Data Terminal Equipment is a host processor or communications
processor.,

DTE20
The hardware interface between the KL main processor in a
DECsystem—-1099/1091/1095 and the PDP-11 processor in the DN2§
communications front end.

DUP11
Single-line microprocessor-based interface to the network. The
DUP1ll is a synchronous device.

Duplex
Simultaneous independent transmission in both directions.

Sometimes referred to as full-duplex, contrast with half-duplex.
Executor node

The node where the active Local Network Management Function is
running (that 1s, the node actually executing the command); the
active network node physically connected to one end of a 1line
being used for a load, dump, trigger, or line loop test.
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FAL

The File Access Listener is a GALAXY stream that responds to
Network File Transfer requests.

Frame

A unit delimited by flags that includes a header, used by the
link 1level to exchange packets, as well as control and error
information, between the DTE and the DCE.

Full-duplex
Simultaneous independent transmission in both directions.
Half-duplex

Transmissions in either direction, but not 1in both directions
simultaneously.

Hop
The logical distance between two adjacent nodes in a network,
Host node

The network node at which a host computer provides services such
as computation, database access, special programs, or programming
languages to other nodes in the network.

Inactivity timer

The length of time, in seconds, that DECnet waits before
exercising a logical 1link when there is no received traffic on
the link. This can happen, for example, because the network is
disconnected, or because the physical line went down. When the
timer runs out, DECnet software sends a data request message over
the 1logical 1link. If, after a certain amount of time (see
Retransmission Threshold), the message has not been acknowledged,
the software decides that the physical network supporting the
logical 1link has failed.

Installation

DECnet installation is the process of setting wup the DECnet
software and modifying several system files to include
DECnet-related jobs. DECnet installation occurs after DECnet
configuration.

KDP
The combination of a KMCll controller (a microprocessor-based
system) and between one and four DUPll's. With the KMC, the
DUP11l functions as a direct memory access device.

LAPB line
Link Access Protocol Balanced (LAPB) line uses the X.25 level 2
data link protocol LAPB. (LAPB protocol is analogous to DDCMP in
DECnet.)

Local DTE

The communications node that connects to the public network.
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Local node

A relative term indicating the node at which vyour terminal is
logged in. Your commands are usually executed at the local node.

Logical link

A virtual data path between two tasks in a network that permits
them to communicate.

Logical node

The node to which the system sends a user's queued output. At
login time, the logical node is the same as the physical node.

Loopback

A mode of operation in which data transmitted by a network task
is reflected at some point along the communication path and is
returned to the originating task.

Loopback node

A special name for a node associated with a 1line for 1loopback
testing purposes. A loopback node is treated as if it were a
remote node. All traffic to the loopback node is to be looped
over the associated line.

Max imum cost

The greatest total cost that the path to a node may have 1if the
node 1is to be able to be reached. When the cost associated with
transmitting a message from one node to another exceeds the
maximum cost, the transmission is not made.

Max imum hops

The maximum number of hops in a path to a node. The smallest
value for maximum hops in a network is the network diameter. The
value of maximum hops should be smaller than the value of maximum
visits.

Maximum visits

The maximum number of nodes a message coming into the node can
have visited. If the number of maximum visits is exceeded and
the destination 1is not the <current node, the message is
discarded.

MCB
Multifunction Communications Base: the software system that runs
in the DN2@ front end to accomplish DECnet network
communications.
NCP
The Network Control Program that processes DECnet network control
commands. NCP refers to the OPR command set for network control,
Network

An interconnected or interrelated group of nodes. In this
manual, network is synonymous with computer network.
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Network diameter

The network diameter is derived by determining the minimum number

of hops between all possible pairs of nodes in the network,
largest minimum is the network diameter.

The

NFT
The Network File Transfer Program which allows you to access
files residing on DECnet hosts that provide network file access
capabilities.

NIPGEN
The interactive Network Installation Procedure Generator program
used to create the command and control files used to verify and
load configured nodes.

NML
Network Management Layer of DECnet protocol.

Node

A processor in the network. Every processor in the network is

a

node, whether it is a remote station, a communications front end,

or a host itself. Each node has a unique node address.
Node address
A number uniquely identifying a node within a network.

Node name

A 1- to 6-character name identifying a node within a network.
Node names can be any combination of the characters A through Z

and @ through 9 and must begin with an alphabetic character.
Off state

Applied to a node: the state where network traffic will
longer be processed.

Applied to a line: a state where the line is unavailable for
kind of traffic.

Applied to circuits: the state where the circuit is not in
by any network-related software.

On state
Applied to a node: a state of normal network operation.
Applied to a line: a state of availability for normal usage.

Applied to circuits: the state where the circuit is used by
network-related software.

no

any

use

the
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OPR
The operator command language program that provides the operator
with one command language to communicate with several TOPS-10
components. OPR processes commands for syntax and passes
syntactically correct commands to the appropriate GALAXY
component (QUASAR, ORION, NML, or others). For complete
information about OPR and OPR commands, see the TOPS-10
Operator's Command Language Reference Manual.

Packet
A group of bits, comprising data and control information, which
is transmitted as a composite whole over a physical link. The
data, control information, and possibly error control
information, are arranged in a specified format.

PAD
Packet Assembly/Disassembly facility allows access from an
asynchronous terminal, such as an LA36. The terminal connects to
the PAD and the PAD puts the terminal's input data into packets
(assembles) and takes the terminal's output data out of the
packets (disassembles).

Path
The route that a packet takes from the source node to the
destination node.

Path cost

The accumulated total of the costs of the hops between each
system on route to a destination node, (See data link cost.)

Permanent Virtual Circuit (PVC)

A virtual circuit always associated with the same remote DTE
address. The software references a PVC by its Logical Channel
Number (LCN). The correspondence between a PVC and its LCN is
established by the public network vendor.

Physical connectivity

The condition of nodes being attached to each other by active
lines.

Physical link

PIP

A communications path between two adjacent nodes. This can be in
the form of a dial-up line, leased line, radio, satellite link,
or a channel-to-channel connector such as a DTE24.

The Peripheral Interchange Program, a TOPS-1¢ utility for copying
files. This program is described in the TOPS-1¢ User Utilities
Manual.

Point-to-point 1link

A type of network link in which two nodes are connected by means
of a communications line and are the only nodes connected by that
line.
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Port
A logical route for data in or out of a PPI. A port, in  use,
contains one or more channels all of which carry the same type of
information.

PPSN
See Public Packet Switching Network.

Protocol
An agreed set of rules governing the operation of a network 1link
so that data transmission is readily understood by destination
processes.,

PSITST

The program that provides testing facilities for TOPS-1# PSI.
Public Packet Switching Network (PPSN)

A set of equipment and interconnecting 1links that provides a
packet switching communications service to subscribers within a
particular country.

Remote node
Any node in a network that is not your local node.

Retransmit factor
The number of times DECnet retransmits a message with no
intervening received acknowledgement before deciding that the
physical network supporting a logical link has failed.

Software ID

The name of the DECnet subsystem, which may be user-supplied
during the NETGEN procedure.

Switched Virtual Circuits (SVC)

A temporary logical association between two DTEs connected to a
PPSN that 1is analogous to connection by a dial-up line. An SVC
is set up only when there is data to transmit and is cleared when
the data transfer is complete.

TKB 36

The task builder that constructs PDP-11 formatted task images
from object files during the configuration procedure for a DECnet
MCB node.

Transmit password

A password received by the remote node during a ROUTER
initialization sequence. The password is 1 to 64 characters for
all network nodes, although the DN2¢ allows up to 8 characters in
its transmit password.
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VNP 36

The Virtual Network Program that creates the communication front
end system image during the configuration procedure for a DECnet
MCB (DN2@) node.

Volatile database

Dynamic values in memory. When the system is first started, data
and control information are read into the volatile database. You
may change many of these values using the SET command to NCP,
Volatile database values are lost when the system shuts down.
They may also be cleared or reset, The volatile database is
called the running database in some implementations.

X.25
A CCITT recommendation that specifies the interface between Data

Terminal Equipment and Data Circuit-terminating Equipment for
equipment operating in the packet mode on public data network.

X.29
A CCITT recommendation that specifies procedures for the exchange
of control information and user data between a packet-mode DTE
and a Packet Assembly/Disassembly (PAD) facility.

X25-ACCESS

The module that maintains the data base needed to connect to a
PPSN. If there is more than one PPSN, entries in the data base
are indexed by network name.

X25-PROTOCOL

The module that maintains the X.25 packet 1level ©protocol. The
packet 1level protocol 1is necessary to establish a connection
between two users over a logical path called a virtual circuit,

X25-SERVER

The module that maintains the DESTINATION data base. The
DESTINATION data base contains all information required to map an
X.25 incoming call to a target node and DECnet object.

X29 SRV

A privileged user-mode job running in the TOPS-10 host. It
provides asynchronous terminal access to a TOPS-10 system by a
user dialed phone connection into a PPSN Packet
Assembler/Disassembler (PAD) facility, by performing the X.29
functions necessary to service the terminal session.
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ACCEPT Clear timer parameter, A-9
automatic command, B-27 Clear/reset diagnostic log entry,
command, B-21 B-9

Access control parameters, A-4 Clearing

Access password for X25, 3-5 known lines parameters, A-32

Access ports, B-4 logged event classes, A-33

Accessing parameters, A-30
PADs, 6-10 port counters, B-49
PSI host nodes, 6-13 SvVCs, B-24

Account X.25 parameters, A-31
parameter, A-4, A-1ll X25-PROTOCOL parameters, A-34

Active ports, B-4 X25-SERVER parameters, A-35

Adding Clears
devices, A-26 max imum, A-8
nodes, 6-12 CLOSE

Address automatic command, B-29
DTE, A-6, A-10 command, B-25
node, 4-2 Closed User Group, C-1

Adjacent nodes, C-1 COMGEN program, 5-1, C-1
describing, 4-2 running, 5-2

Adjusting COMGEN.CTL file, 5-2
DN2@ parameters, 3-7 Command descriptions

Areas NETGEN, A-14
network, 1-2 PSITST, B-20

Automatic commands, B-27 Command files
disabling, B-29 executing, A-39, B~47

Automatic requests Computer network, C-1
simultaneous, B-28 Configuration, C-1

Configurations

BACKUP program, 2-1 KL networks, 1-2

Baud rate parameter, A-7 KS networks, 1-1

BEWARE file Configuring
DECnet, 2-1 DECnet lines, 1-2
PSI, 2-2 host software, 4-1

Buffer size, A-13 MCB software, 3-2

Buffer size parameter, 2-4, A-4 PSI front ends, 3-4

PSI lines, 1-4

CALL PSI networks, 1-3
automatic command, B-29 remote nodes, 4-4
command, B-22 Confirming

Call mask parameter, A-1l1l NO COMMUNICATION, B-35

Call timer parameter, A-9 Connectivity

Call value parameter, A-1l1 physical, C-6

CCITT, C-1 CONTINUE command, B-26

Channel parameter, A-6, A-10 Controlling

Channels access to network nodes, A-4
maximum, A-10 Correcting errors, 6-3

CHK1ll output, 6-4 Cost

Circuit-id parameter, A-6 data link, C-2

Circuits maximum, A-3, C-4
DN2¢, 4-3 path, C-6
initializing, B-22 Creating
KL, 4-2 DN20 software, 3-8
maximum, A-11 MCB nodes, 3-2
resetting, B-39 PSI command files, 5-1

CLEAR PSI initialization files, 5-1
automatic command, B-27, B-28 PSI nodes, 3-4
command, B-24 CREDIR program, 2-1

Clear diagnostic code, B-24 CuUGs, C-1

Index-1



Data link, C-1
Data packet size, A-8
Data packets
echoing, B-30
recording, B-38
sending, B-40
Data transmission
resuming, B-26
suspending, B-46
DCE node, C-2
DDCMP protocols, C-2
DECnet
Beware file, 2-1
configurations, 1-2
configuring, 3-2
line configurations, 1-2
monitor parameters, 2-4
network management parameters,
3-3
DECnet distribution tape, 1-3,
1-16
restoring, 2-1
DECnet object identification,
A-12
DECnet-106, 1-1
Default data parameter, A-8
Default window parameter, A-8
DEFINE CIRCUIT command, A-15
DEFINE EXECUTOR command, A-16
DEFINE KNOWN LINES command, A-17

DEFINE LOGGING FILE EVENT command,

A-18
DEFINE MODULE X25-PROTOCOL
command, A-19
DEFINE MODULE X25-SERVER command,
A~20
Defining
adjacent nodes, 4-2
circuits on DN2#@s, 4-3
executor parameters, 3-6
X25 access passwords, 3-5
Describing
DN20 nodes, A-38
host parameters, A-16
MCBs, 4-3
ports, B-41
PVCs, A-15
virtual circuits, A-19
X.25 server parameters, A-20
Describing LAPB lines, A-17
Destinations
maximum, A-11
Detecting errors, 6-3
DISABLE AUTOMATIC command, B-27
DISABLE ECHOING command, B-30
DISABLE LOGGING command, B-31
DISABLE MORE BIT command, B-32
Disabling
automatic commands, B-29
Distribution tapes
DECnet, 1-3, 1-16
PSI, 1-3

DMC11
devices, 4-3, A-5, A-13, C-2
DMR11
devices, 4-3, A-5, A-13, C-2
DN 20
buffer size, A-13
circuits, 4-3
front end, C-2
front ends
reconfiguring, 3-7
nodes
installing, 3-1
loading, 6-3
parameters, 3-6
software
creating, 3-8
generating, 3-1
system image size, 3-9
DN2¢ communications device, 1-1
DN2g front end, 1-2
DTE
address parameter, A-6, A-10
local, C-3
subaddresses, A-12
DTE20
devices, A-5, C-2
DTELDR, 6-4
DUP11
devices, A-5, C-2
Duplex transmission, C-2

Echoing packets, B-30, B-40
ENABLE AUTOMATIC command, B-27
ENABLE ECHOING command, B-30
ENABLE LOGGING command, B-31
ENABLE MORE BIT command, B-32
Enabling

automatic commands, B-27, B-29

incoming calls, B-21
Ending

access, B-25

PSITST, B-33
Error messages

NETGEN, A-40

PSITST, B-50
ERROR.SYS file, A-5
Errors

correcting, 6-3

NIPGEN, 4-6
Ethernet, 1-2

buffer size, A-13
European installations, 3-8
Event log entry, B-7
Events

logging, A-5, A-18, B-31
EXCLUDE command, A-22
Executing command files, B-47
Executor node, C-2
EXIT command, A-23, B-33

FAL
process, C-3
stream types, 2-7

Index-2



File Access Listener, 6-2
File transfers
testing, 4-5,
Files
for installing network software,
1-16
for installing PSI,
GENCPY.CCL, 6-2
NCP.CMD, 6-1
OPR.ATO, 6-1
PSITST.INI, 5-2
SYSJOB.INI, 6-1
SYSTEM.CMD, 6-1
X25NM.CMD, 5-2,
X298RV,INI, 5-2
FINISHED command, A-24
Frame, C-3
Frame-level protocol, A-7
Front end nodes, 1-1
Full-duplex, C-3

4-6, 6-6

1-17

6-1

GALAXY

generation, 2-6
GALGEN dialog, 2-6
GENCPY.CCL file, 6-2
Generating

GALAXY, 2-6

monitors, 2-3
Generating TOPS-18, 2-1
Group name parameter, A-10, A-12
Group number parameter, A-10
Group type parameter, A-10

Hal f-duplex, C-3
HELP command, A-25
Holding

data transmission,
Hops, C-3

maximum, A-3, C-4
Host nodes, 1-1, C-3

configuring, 4-2
Host parameters

describing, A-16

B-46

Inactive ports, B-4
Inactivity timer parameter, A-2
Inactivity timers, C-3
INCLUDE command, A-26
INFORMATION command, A-27
Initialization files
PSI, 5-1
Initializing
network database,
ports, B-34
PSI circuits,
PSITST, B-5
PVCs, B-36
Installation
preparing for, 1-8
Installation overview,
Installing
PSI
European sites,

6-3
B-22

1-5

3-8

Installing (Cont.)
software, C-3
Installing network software
files, 1-16
Installing PSI
files, 1-17
INTERRUPT CONFIRMATION
automatic command, B-27
Interrupt packets
echoing, B-30
sending, B-40
INTERRUPT REQUEST
automatic command, B-27,
IPCF mechanism, B-1

B-28

KDP11
devices,
KL
circuits, 4-2
network configuration,
KMCll controller, A-5
Known
destinations parameters, A-1l1
DTEs parameters, A-10
ports, B-4
Known lines parameters, A-7
KS
circuits, 4-2
network configuration,

4-3, a-5, C-3

1-2

1-1

LAPB
lines, A-17, C-3
LCNs
defining,
Line
costs, A-3
parameter, A-7
Line configurations,
PSI, 1-4
Line-id parameter, A-10
Link
logical, C-4
physical, C-6
point-to-~point, C-6
LIST command, A-28
LISTEN
automatic command,
command, B-34
Listing
NETGEN parameters,
Local DTE, C-3
Local PAD access,
LOG command, A-29
Log entry
clear/reset diagnostics,
event, B-7
received data/facilities, B-8
user command, B-7
Logged events
clearing, A-33
Logging
enabling, B-31
file events, A-5

3-5

1-2

B-29

3-6

6-10

B-9

Index~3



Logging (Cont.)

PSITST, B-5
Logging file events, A-18
Logical channel numbers,

A-10

Logical link, C-4
Logical paths, A-3
LOOP LINE command,
Loop test

P35I connections,
Loopback, C-4

3-5, A-6,

6-7

6-6

Management parameters, A-4
Maximum address
parameter, A-3, A-4, A-13
Maximum channels parameter, A-10
Maximum circuits
parameter, A-11
Maximum clears
parameter, A-8
Maximum cost, C-4
parameter, A-3
Maximum data
parameter, A-6, A-8
Maximum destinations
parameter, A-1l1
Max imum groups
parameter, A-9
Maximum hops
parameter, A-3
Maximum links parameter, A-2
Maximum resets
parameter, A-8
Maximum restarts
parameter, A-8
Maximum retransmits
parameter, A-7
Maximum visits
parameter, A-3
Maximum window
parameter, A-6, A-7, A-8
MCB, C-4
buffer size,
configuring, 3-2
denerating, 3-1
network configuration, 4-3
MCB operating system, 1-2
MCBSYS.CTL file, 3-8
MCBX25.CTL file, 3-8
Modifying
configurations, A-22, A-26
DN2@0 parameters, 3-7
NCP.CMD, 6-1, 6-12
system files, 6-1
X25CNF.BNF, 5-1
MODULE X25-PROTOCOL parameters,
A-8
MODULE X25-SERVER parameters,
A-11
MONGEN
KL systems, 2-3
KS systems, 2-5
maximum address parameter,

A-13

A-13

MONGEN (Cont.)
network section,
network symbols,

MONGEN program, 2-3

Monitor
generation, 2-3

Monitor symbols,

More bit, B-40
setting, B-32

Multifunction Communications Base

(MCB), 1-2
Multiple automatic requests, B-28

2-5
2-3

2-3

NCP, C-4
NCP.CMD file,
NETGEN
buffer size parameter, A-13
command descriptions, A-14
error messages, A-40
listing parameters, 3-6
log file, A-29
parameters, A-1l
starting, 3-1
using, A-1l
NETGEN dialog
starting, A-38
NETGEN program,
Network, C-4
areas, 1-2
diameter, C-5
NETWORK command, 6-3,
Network connections
verifying, 4-6
Network generation, 2-5
Network management parameters,
3-3, 4-3, A-4, A-16
Network nodes
configuring, 4-1
Network software
starting, 6-1
troubleshooting, 6-3
Network software Configuration
worksheet, 1-12
Networks
starting, 6-2
NFT, C-5
testing, 6-6
NIA28 circuit,
NIPGEN, C-5
error messages,
exiting, 4-1
output files,
program, 4-1
running, 4-1
NIPNFT.CTL file,
NIPTST.CTL file,
NML, C-5
starting, 6-1
NO COMMUNICATION SEEN
automatic command, B-28
command, B-35
Node, C-5
address,

4-6, 6-1, 6-12

A-1

6-4

1-2
4-6
4-5

4-6,
4-6,

6-6
6-5

C-5

Index-4



Node (Cont.) Port (Cont.)

addresses, 4-2 counters
local, C-4 clearing, B-49
logical, C-4 definitions
loopback, C-4 removing, B-37
name, C-5 information, B-43
remote, C-7 parameters
Node address setting, B-41
parameter, A-2 PPSN, 1-1, C-7
Node name Preparing for installation, 1-8
parameter, A-1 Priority parameter, A-12
Node number Protocol, C-7
parameter, A-12 DDCMP, C-2
Node type frame-level, A-7
parameter, A-1, A-6 packet-level, A-7
Node types parameter, A-7
NIPGEN, 4-1 PSI
Nodes access ports, B-4
front end, 1-1 Beware file, 2-2
host, 1-1 circuits
Number parameter, A-12 initializing, B-22
command files, 5-1
Object parameter, A-12 configurations, 1-3
Off state, C-5 configuring, 3-4
On state, C-5 front ends
OPEN reconfiguring, 3-7
automatic command, B-29 initialization files, 5-1
command, B-36 known lines parameters, A-7
OPR, C-6 line configurations, 1-4
OPR program, vii loop test, 6-6
OPR.ATO file, 6-1 network connections, 6-6
Outgoing timer parameter, A-2 nodes
Output files accessing, 6-13
NIPGEN, 4-5 parameters, A-6
Overview recommendations, viii
installation procedure, 1-5 X25-protocol parameters, A-7
PSI distribution tape, 1-3
Packet, C-6 restoring, 2-2
Packet size PSI gateway, 1-1
default, A-8 PSI Hardware Configuration
maximum, A-8 worksheet, 1-11
Packet-level protocol, A-7 PSI software worksheet, 1-15
PAD (Packet PSITSB process, B-1
Assembler/Disassembler), 6-1¢, PSITST, C-7
Cc-6 command descriptions, B-20
Parameters components, B-2
executor, 3-6 duplicate processes, B-3
NETGEN, A-1 error messages, B-50
Password initializing, B-5
management parameter, A-4 logging events, B-5
transmit, C-7 missing processes, B-4
X.25 parameter, A-12 ports, B-4
Passwords private process, B-2
transmit and receive, A-4 running, B-2
Path, C-6 suspending, B-48
costs, A-3 PSITST process, B-1l
Permanent virtual circuits, C-6 PSITST program, 6-7, B-1
Physical connectivity, C-6 PSITST.BNF file, 5-1
PIP, C-6 PSITST.INI file, 5-2, B-5
Point-to-point link, C-6 PSITST.LOG file, B-6
Port, C-7 Public Packet Switching Network,
access Cc-7

ending, B-25
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Public Packet Switching Networks,

1-1

PURGE CIRCUIT command, A-31

PURGE command, B-37

PURGE EXECUTOR command, A-38

PURGE KNOWN LINES command, A-32

PURGE LOGGING FILE EVENT command,
A-33

PURGE MODULE X25-PROTOCOL command,
A-34

PURGE MODULE X25-SERVER command,
A-35

PVC, C-6

PVCs, A-6

initializing, B-36

Reading command files, A-39
RECEIVE command, B-38
Receive password, A-4
Received data/facilities log
entry, B-8
Reconfiguring
DN2@ nodes,
Recording
data packets, B-38
Reloading the system, 6-3
Remote nodes, C-7
confiqguring, 4-4
Removing
devices,
parameters, B-37
RESET command, B-39
RESET CONFIRMATION
automatic command,
RESET REQUEST
automatic command, B-28
Reset timer parameter, A-9
Resets
maximum, A-8
Restart timer parameter, A-9
Restarts
maximum, A-8
RESTORE command,
Restoring
DECnet files,
DN2@ software,
PSI files, 2-2
Resuming data transmission,
Retransmit factor, C-7
parameter, A-3
Retransmit timer parameter, A-7
Retransmits
maximum, A-7
Routing timer parameter, A-3
Running COMGEN, 5-2

3-7, A-36

A-22

B-28

A-36

2-1
3-7

B-26

SAVE command, A-37
SEND command, B-4¢
SET command, B-41
SETSRC program, 3-8
Setting

port parameters,
SHOW command, B-43

B-41

SHOW NODE command, 6-5

SHUT
automatic command, B-28

Software identification, C-7
parameter, A-2

SPEAR program, 6-4,

START command, A-38

Starting
DTELDR, 6-4
FAL streams,
NETGEN, 3-~1
NETGEN dialog, A-38
network software, 6-2
NML, 6-1

Starting network software,

Starting the network
manually, 6-3

Subaddresses parameter, A-12

SUSPEND command, B-46

Suspending
PSITST, B-48

Switched Virtual Circuit (8VC)
clearing, B-24

Switched Virtual Circuits (SVC),

A-5

6-2

6-1

c-7

SYSJOB.INI file, 6-1
System

reload procedures, 6-3
System image

size, 3-9
SYSTEM.CMD file, 6-1
TAKE command, A-39, B-47

Testing
file transfer, 6-6
network connections,
NFT, 4-5
PSI connections, B-1
X.29, 6-10
Tests
loopback, C-4
Timer
call, A-9
clearing, A-9
inactivity, A-2, C-3
outgoing, A-2
reset, A-9
restart, A-9
retransmit, A-7
routing, A-3
TKB36, C-7
Transferring files, C-5
Transmit password, A-4, C-7
Transmitting data, B-40

6-5

User command log entry, B-7
User group parameters, A-16¢
User-id parameter, A-4, A-12
Using

NETGEN, A-1

TELENET, 6-10
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Verifying
DN2# loads, 6-3
file transfer, 4-6, 6-6
network connections, 4-6, 6-3,
6-4
PSI connections, 6-6, 6-7, B-1
Verifying X.29 connections, 6-10
Visits
maxXimum, C-4
VNP36, C-8
Volatile database, C-8

WAIT command, 6-5, B-48
Window

default, A-8

maximum, A-6, A-7
Window size

maximum, A-8
Worksheets

Network software Configuration,

1-12

PSI Hardware Configuration,
1-11

PSI software, 1-15

X.25, C-8
X.25 server
parameters, A-20
X.29, C-8
verifying connections, 6-1¢
X25-ACCESS, C-8
X25-PROTOCOL, A-8, C-8
X25-PROTOCOL parameters
clearing, A-34
X25-protocol parameters, A-7
X25-SERVER, C-8
access password, 3-5
X25-SERVER access password, A-36
X25-SERVER parameters, A-11
clearing, A-35
X25CNF.BNF file, 5-1
X25NM,.BNF file, 5-1
X25NM.CMD file, 5-2, 6-1
X29
enabling, 3-5
X29S8RV, C-8
X29SRV.BNF file, 5-1
X29SRV.INI file, 5-2

ZERO command, B-49
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NOTE: This form is for document comments only. DIGITAL will use comments submitted
on this form at the company’s discretion. If you require a written reply and are eligible
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