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Preface

This guide describes the base system, configuration, ROM-based
diagnostics, and troubleshooting procedures for systems containing the
KA640 CPU.

Intended Audience

This guide is intended for use by DIGITAL Field Service personnel and
qualified self-maintenance customers.

Organization
This guide has four chapters and two appendixes, as follows:

Chapter 1 describes the KA640/MS650 CPU and memory subsystem, and
the RF30 disk drive.

Chapter 2 contains system configuration guidelines, and provides a table
listing current, power, and bus loads for supported options. It also describes
the DIGITAL Small Storage Interconnect (DSSI) bus interface cabling
between the CPU, the CPU I/O panel, the operator console panel (OCP),
and the RF30 disk drives.

Chapter 3 describes the firmware that resides in ROM on the KA640, and
provides a list of console error messages and their meaning.

Chapter 4 describes the KA640 diagnostics, including an error message and
FRU cross-reference table. It also describes diagnostics that reside on the
RF30.

Appendix A lists the KA640 address space. .

Appendix B is a list of related documentation. It contains the order numbers
for all manuals mentioned in this manual.

ix



Warnings, Cautions, and Notes

Warnings, cautions, and notes appear throughout this guide. They have
the following meanings:

WARNING Provides information to prevent personal injury.
CAUTION  Provides information to prevent damage to equipment or software.

NOTE Provides general information about the current topic.



Chapter 1
KA640 CPU and Memory Subsystem

1.1 Introduction

This chapter describes the KA640 CPU (Figure 1-1). The KA640 is
a quad-he1ght VAX processor module for the Q22-bus (extended LSI-11
bus). It is designed for use in high-speed, real-time applications and
for multiuser, multitasking environments. The KA640 employs a cache
memory to maximize performance.

There are two variants: the KA640-AA, which runs multiuser software;
and the KA640-BA, which runs single-user software.

The KA640 is used in two systems, the MicroVAX 3300 and the MicroVAX
3400. The MicroVAX 3300 is housed in a BA215 enclosure. The
MicroVAX 3400 is housed in a BA213 enclosure. Refer to BA215 Enclosure
Maintenance and BA213 Enclosure Maintenance for a detailed description
of each enclosure.

CAUTION: Static electricity can damage integrated circuits. Always use a
grounded wrist strap (part no. 29-11762-00) and grounded work surface
when working with the internal parts of a computer system.

The KA640 CPU module and MS650 memory modules combine to form a
VAX CPU and memory subsystem that uses the Q22-bus to communicate
with /O devices. The KA640 and MS650 modules mount in standard Q22-
bus backplane slots that implement the Q22-bus in the AB rows and the CD
interconnect in the CD rows. The KA640 can support up to three MS650
modules, if enough Q22/CD slots are available.

The KA640 communicates with the console device through the H3602—-SA
CPU /O panel, which also contains configuration switches and an LED
display. The H3602-SA is described in Section 1.3.
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The KA640—-AA module number (M7624) stamped on the handle varies
slightly, depending on the vendor used for the RAM chips:

M7624-AL  KA640-AA, Hitachi chips
M7624-AF KA640-AA, Toshiba chips
M7624-BL  KA640-BA, Hitachi chips
M7624-BF KA640-BA, Toshiba chips

Figure 1-1: KA640 CPU Module
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1.2 KA640 Features
The major features of the KA640 CPU are listed below.

The VAX central processor, which is-‘implemented in a single VLSI chip
called the CVAX. It achieves a 100 nanosecond (ns) microcycle and a
200 ns bus cycle at an operating frequency of 20 megahertz (MHz).
It supports full VAX memory management with demand paging and a
4-Gbyte virtual address space.

A floating point accelerator with the MicroVAX chip subset of the VAX
floating point instruction set and data types.

A 4-Mbyte, 400 ns, 39 bit-wide array (32-bit data and 7-bit ECC)
implemented with 1 Mbit dynamic RAMs in zig-zag in-line packages
(Z1Ps).

A console port compatible with the VAX processor whose baud rate can
be set through an external switch on the H3602-SA.

A set of processor clock registers that support:

— A VAX standard time-of-year (TOY) clock with support for battery
backup. (Batteries are located in the H3602-SA.)

— An interval timer with 10 millisecond (ms) interrupts.

— Two programmable timers, similar in function to the VAX standard
interval timer.

A boot and diagnostic facility with four on-board LEDs. This facility
supports an external 4-bit display and configuration switches on the
H3602-SA.

128 Kbytes of 16 bit-wide ROM.
A Q22-bus interface.

A DSSI bus interface.

An Ethernet interface.

1.2.1 CVAX Chip

The CVAX chip contains all general purpose registers (GPRs) visible to the
VAX processor, several system registers such as MSER, CADR, SCBB, the
cache memory (1 Kbyte), and all memory management hardware, including
a 28-entry translation buffer. '
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The CVAX chip supports the MicroVAX chip subset of the VAX instruction
set and data types, pius the following string instructions:

CMPC3
CMPC5
LOCC
SCANC
SKPC
SPANC

The CVAX chip provides the following subset of the VAX data types:

Byte

Word

Longword

Quadword

Character string
Variable-length bit field

Support for the remaining VAX data types can be provided through
macrocode emulation.

1.2.2 Clock Functions

Clock functions are implemented by the CVAX clock chip (CCLK). The
CVAX clock chip is a 44-pin CERQUAD surface mount chip that contains
approximately 350 transistors. It provides the following functions:

* Generates two MOS clocks for the CPU, the floating point accelerator,
and the main memory controller

* Generates three auxiliary clocks for other TTL logic

¢ Synchronizes reset signal for the CPU, the floating point accelerator,
and the main memory controller

* Synchronizes data ready and data error signals for the CPU, floating
point accelerator, and the main memory controller

1.2.3 Floating Point Accelerator

The floating point accelerator is implemented by a chip called the CFPA.
The CFPA chip contains approximately 60,000 transistors in a 68-pin
CERQUAD surface mount package. It executes the VAX f , d_, and
g_floating point instructions (except for CLRx, MOVx, and TSTx), and
accelerates the execution of MULL, DIVL, and EMUL integer instructions.
The CFPA chip receives opcode information from the CVAX chip, and
receives operands directly from memory or from the CVAX chip. The
floating point result is always returned to the CVAX chip.
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1.2.4 Cache Memory

The KA640 module incorporates a cache memory to maximize CPU
performance. The cache is implemented within the CVAX chip. The cache
is a 1-Kbyte, two-way associative, write-through cache memory, with a 100
nanosecond (ns) cycle time.

1.2.5 Memory Controller

The main memory controller is implemented by a VLSI chip called the
CMCTL. The CMCTL contains approximately 25,000 transistors in a 132-
pin CERQUAD surface mount package. It supports ECC (error correction
code) memory, with a 400 ns cycle time for longword read transfers and
a 600 ns cycle time for quadword transfers. It has 200 ns cycle time for
unmasked longword writes and a 500 ns cycle time for masked longword
writes.

The maximum amount of main memory supported by KA640 systems is 28
Mbytes. This memory resides on the KA640 module (4 Mbytes) and on one
to three MS650-AA 8-Mbyte memory modules, depending on the system
configuration. The MS650 modules communicate with the KA640 through
the MS650 memory interconnect, which utilizes the CD interconnect and a
50-pin ribbon cable.

1.2.6 MicroVAX System Support Functions

System support functions are implemented by the System Support Chip
(SSC). The SSC contains approximately 83,000 transistors in an 84-pin
CERQUAD surface mount package. The SSC provides console and boot
code support functions; operating system support functions; timers; and
many extra features, including the following:

* Word-wide ROM unpacking

¢ 1-Kbyte battery backed-up RAM

¢ Halt arbitration logic

* A console serial line

* An interval timer with 10 millisecond (ms) interrupts

* A VAX standard time-of-year (TOY) clock with support for battery
backup

* An IORESET register
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¢ Programmable CDAL bus timeout
* Two programmable timers

¢ A register for controlling the diagnostic LEDs

1.2.7 Resident Firmware

The resident firmware consists of 128 Kbytes of 16 bit-wide ROM, located
on two 27512 EPROMs. The firmware gains control when the processor
halts, and contains programs that provide the following services:

* Board initialization
¢ Power-up self-testing of the KA640 and MS650 modules

* Emulation of a subset of the VAX standard console (automatic or
manual bootstrap, automatic or manual restart, and a simple command
language for examining or altering the state of the processor)

*  Booting from supported Q22-bus devices
* Multilingual capability
The firmware is described in detail in Chapter 3.

1.2.8 Q22-bus Interface

The Q22-bus interface is implemented by the CQBIC chip. The CQBIC chip
contains approximately 40,870 transistors in a 132-pin CERQUAD surface
mount package. It supports up to 16-word block mode transfers between
a Q22-bus DMA device and main memory, and up to 2-word block mode
transfers between the CPU and Q22-bus devices. It has a 500 ns cycle time
for longword read transfers and an 800 ns cycle time for quadword read
transfers. It has a 400 ns cycle time for unmasked longword writes and
a 600 ns cycle time for masked longword writes. The Q22-bus interface
contains the following:

* A 16-entry map cache for the 8,192-entry, scatter/gather map that
resides in main memory, used for translating 22-bit Q22-bus addresses
into 26-bit main memory addresses

¢ Interrupt arbitration logic that recognizes Q22-bus interrupt requests
BR7-BR4

The Q22-bus interface handles programmed and power-up resets, and CPU
halts (deassertion of DCOK).

The KA640-AA module contains 240 ohm termination for the Q22-bus.
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1.2.9 KA640 Network Interface

The KA640 features an on-board network interface implemented through
a LANCE chip, a 32K x 8 bit-wide static ROM, and two 32K x 8 bit
static RAMs. This interface allows the KA640 to be connected to either
a ThinWire or standard Ethernet cable, through the H3602—SA /O panel.

The network interface includes four registers for control and status
reporting, a 24-word transmit silo, and a 24-word receive silo. It also
includes a word-wide 64-Kbyte buffer (two 32K x 8 static RAM chips). The
DMA controller reads control information and writes status information
to and from main memory. It also transfers data (one word per memory
reference) between main memory and either the transmit or receive silo.
The DMA controller can perform up to eight masked longword references
before giving up the CDAL bus. Each reference takes 600 ns and contains
either a byte or word of data. The minimum time between bus requests is
8 usec.

1.2.10 KA640 DSSI Interface

The KA640 contains an SII chip, a DXX chip, and four 32K x 8-bit static
RAMs that implement the DIGITAL Small Storage Interconnect (DSSI) bus
interface. The DSSI interface allows the KA640 to transmit packets of data
to, and receive packets of data from, up to seven other DSSI devices (RF-
series disk drives or a second KA640 module). The DSSI bus improves
system performance for two reasons:

* It is faster than the Q22-bus.

e It relieves the Q22-bus of disk traffic, allowing more bandwidth for
Q22-bus devices.

The physical characteristics of the DSSI bus are as follows:

4 Mbytes per second bandwidth

Distributed arbitration

Synchronous operation

Parity checking

Six meter total bus length (includes internal and external cabling)
Single-ended bus transceivers

Maximum of eight nodes (KA640 counts as one)

Eight data lines

One parity line

Eight control lines
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Refer to the following sections for more information about the DSSI bus
and disk drives:

Section 2.4 Setting and changing DSSI node names, addresses and unit numbers, dual
" host configuration rules.

Section 3.9.14 Console SET HOST command.
Section 4.4 DSSI drive acceptance testing.
Section 4.8 RF30 drive resident diagnostics and local programs.

1.3 H3602-SA I/0O Panel

The H3602-SA (Figure 1-2) contains the console serial line connector,
console baud rate switch, two Ethernet connectors and LEDs, hex LED
display, and power-up mode switch. The switches are read by the firmware
when the processor halts. For this reason changing the baud rate on the
H3602—-SA does not take effect until the next power-up or system reset. (By
contrast, on the KA630, the switches are hardwired into the hardware.)
The switches are also read when the power-up mode switch is in the
test position. The H3602-SA has the following switches, connectors, and
indicators:

* Baud rate select switch.
e Power-up mode select switch.

e Halt enable/disable switch from the console keyboard key or
[cTrUP), depending on the state of SSCCR <15>. Break is the default.

If this switch is set to the enable position, the system does not autoboot
on power-up. It enters console I/0 mode and displays the >>> prompt.

¢ Ethernet connector select. The H3602-SA has two connectors for
Ethernet cable: a 15-conductor connector for standard Ethernet cable,
and a male BNC connector for a ThinWire Ethernet coaxial cable. The
H3602—-SA contains a switch to select the Ethernet connector, and LEDs
to indicate the selected connector and valid +12 vdc for that connector.

* Hex LED display, which provides a countdown of the system power-up
self tests. See Table 4—6 for the meaning of this display.
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Figure 1-2: H3602-SA I/O Panel
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1.4 MS650-AA Memory Module

The MS650-AA memory module is a quad-height, Q22-bus module
(Figure 1-3). The MS650-AA is an 8-Mbyte, 400 ns, 39 bit-wide array
(32-bit data and 7-bit ECC) implemented with 256-Kbyte dynamic RAMs
in zig-zag in-line packages (ZIPs).

The KA640 and MS650-AA memory modules are connected through the CD
rows of backplane slots 1 through 4, and through a 50-conductor cable. The
part number of this cable varies depending on the number of connectors,
as follows:

Number of 4 CPU/Memory

Connectors Configuration Part Number
3 KA640 + 2 MS650-AA modules 17-01898-01

4 KA640 + 3 MS650-AA modules 17-01898-02!

3 KA640 + 3 MS650-AA modules 17-01898-03

1Recommended cable. Use five-connector cable only if this cable is not available.

The cable is keyed so that it is installed in the correct connector on the
KA640 (the connector next to the module). The DSSI cable is attached to
the connector “piggy backed” to the memory connector.
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Figure 1-3: MS650-AA Memory Module

S

| — |
—l 1ol .0 Ji——L 1l JgL q
[ m) JC JHr > vesmm— |4 1r——jﬂr 3pC 3fC 3¢ )
=ia sk 3L 1 C L 1 Y s I ste— 3 C ]
1 ¢ 1ifs o =llls - § o 4131____)3:_ ,2:__;[5]_____1
C | || e— l§=—=C (€ 3L = = mlij
C 2 C o o 3, C 3 =)s s § smem— By F-—_J“f—‘_\nf———"
ju JOL — JUl — & JU < - e & o 2L} — JUL JUL J
e ] mm— ]| ee— cm—] | 3 ¢ il [ 2 C 3] 3
ja 3 — ) S ¢ s § em— 3. C 1] 3 C i
C 3 3C Sl—=c lc 1C 2l 3ic 3l =11= =
r:m .l | 3C 4(“] 1C mi]e -}t o] [s 1“:_;
C 3. C - 3 C 3¢ 3.0 | 3 3 C 3, 3
lic - Bic 3 y e oLif =1L 3l 1 c——
[ em—1 — = e e/ = foms 34C | [e——1 | i
Pt | B | e [ W et 5 ¢

MLO-001284

KA640 CPU and Memory Subsystem 1-11



1.5 RF30 Disk Drive

The RF30 is a half-height, 13.3-cm (5.25-in) fixed-disk drive for BA200-
series enclosures. Table 1-1 lists the specifications for the RF30 drive.

Table 1—1: RF30 Specifications

Specifications
Average seek time 22 milliseconds
Average rotational latency 8.33 milliseconds
Average access time 30.33 milliseconds
Peak transfer rate 12 Mbits/second
User capacity 150 Mbytes
User capacity (blocks) 293,040
Width 14.60 cm (5.75 in)
Depth 20.45 cm (8.25 in)
Height 4.40 cm (1.75 in)
Form factor Standard 5.25-in footprint
Power requirements +5Vde, 1.10 A

+12 Vdc, 0.80 A
Power consumption 151 W
VMS support Version 5.0-2A and later
ULTRIX~32 support Version 3.0 and later
VAXELN support Version 3.2 and later
MicroVAX Diagnostic Monitor Revision 2.3 and later
support

The RF30 disk drive is based on the DIGITAL Small Storage Interconnect
(DSSI) architecture. DSSI supports up to seven storage devices, daisy-
chained to the host system through the KA640 CPU or a host adapter
module.

The disk drive controller is built into the RF30 drive, rather than being a
separate module. This feature enables many drive functions to be handled
without host-system or adapter intervention, resulting in improved /O
performance and throughput rates.

DSSI node ID switches are located on the electronics controller module.
Set these switches to assign a unique node ID number to each drive on the
DSSI bus. Refer to Table 2-2 for the correct DIP switch settings.

The RF30 disk drive contains a Ready indicator and a fault indicator.

The Ready indicator displays the activity status of the drive. It lights
on power-up. After successful completion of the power-up diagnostics, the
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indicator goes out, until the media heads are on the requested cylinder and
the drive is read/write ready.

The Fault indicator lights at power-up. After successful completion of the
power-up diagnostics, this indicator goes out. If the Fault indicator lights
again after going out, a read/write safety error or a drive error condition
has occurred.
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Chapter 2
Configuration

2.1 Introduction

This chapter describes the guidelines for changing the configuration of a
KA640 system, and for configuring a multihost system.

Before you change the system configuration, you must consider the
following factors:

Module order in the backplane
Module configuration
Mass storage device configuration

If you are adding a device to a system, you must know the capacity of the
system enclosure in the following areas:

Backplane

1/0O panel

Power supply

Mass storage devices

2.2 General Module Order

The order of modules in the backplane depends on four factors:
* Relative use of devices in the system
¢ Expected performance of each device relative to other devices

* The ability of a device to tolerate delays between bus requests and bus
"grants (called delay tolerance or interrupt latency)

¢ The tendency of a device to prevent other devices farther from the CPU
from accessing the bus
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2.2.1 Module Order for KA640 Systems
Observe the following rules about module order:

e Install the KA640 CPU in slot 1.

* Install MS650 memory modules in slots 2, 3, and 4.
¢ Do not install dual-height modules in the CD rows.

The Q22-bus does not pass through the CD rows of the backplane in a
BA200-series enclosure. Install all Q22-bus modules in the AB rows. Install
dual-height grant cards in the AB rows only, or single-height grant cards
in the A row only.

Here is the recommended module order in a KA640 system:

KA640
MS650
AAVI1-SA
ADV11-SA
AXV11-SA
KWV11-SA
TSV05-SA
DELQA-SA
DPV11-SA
KMV1A-SA, -SB, -SC
DFAO1
CXY08-AA
CXB16-M
CXA16-M
LPV11-SA
DRV1IW-SA
IEQ11-SA
ADQ32-M
DRQ3B-SA
IBQO1-SA
KLESI-SA
TQK50-SA
TQK70-SA
M9060-YA
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2.3 Module Configuration

Each module in a system must use a unique device address and interrupt
vector. The device address is also known as the control and status register
(CSR) address. Most modules have switches or jumpers for setting the
CSR address and interrupt vector values. The value of a floating address
d=pends on what other modules are housed in the system.

Set CSR addresses and interrupt vectors for a module as follows:

1. Determine the correct values for the module with the CONFIGURE
command .at the console /O prompt (>>>). The CONFIG utility
eliminates the need to boot the VMS operating system to determine
CSRs and interrupt vectors. Enter the CONFIGURE command, then
HELP for the list of supported devices:

>>> config
Enter device configuration, HELP, or EXIT
Device, Number? help

Devices:

ILPV11 KXJ11 DLV11lJ DZQ11 DZV11 DFAO1
RLV21 TSVO05 RXV21 DRV11W DRV11B DPV11
DMV11 DELQA DEONA RQODX3 KDASO RRDS50
RQC25 KXXXX-DISK TQKSO TQK70 TUS1E RV20
KEXX-TAPE EKMV11 IEQ11 DHQ11 DRHV11l CXAl6
CXB16 CXYo08 vCB02 QDSS DRV11lJ DRQ3B
vsv2l IBQO1 Ipviia IDV11B IDV1iic IDV11D
IAV11A IAV11B MIRA ADQ32 DTCO04 DESQA
IGQ11

See the description of the CONFIGURE command in Chapter 3
(Section 3.9.2) for an example of obtaining the correct CSR addresses
and interrupt vectors using this command.

The LPV11-SA, which is the LPV11 version compatible with the BA200-
series enclosures, has two sets of CSR address and interrupt vectors.
To determine the correct values for an LPV11-SA, enter LPV11,2 at the
DEVICE prompt for one LPV11-SA, or enter LPV11,4 for two LPV11-
SA modules.

2. See Microsystems Options for switch and CSR and interrupt vector
jumper settings for supported options.
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2.4 DSSI Configuration

Each device must have a unique DIGITAL Small Storage Interconnect
(DSSI) node ID. The RF30 receives its node ID from a plug on the operator
control panel (OCP) on the front panel. By convention, DSSI drives are
mounted in the BA213 or BA215 enclosures from right to left, as listed in
Table 2-1.

Table 2-1: DSSI Disk Drive Order

Device Position Node ID!
BA213 enclosure

First Right side 0

Second Center 1

Third Left side 2

BAZ215 enclosure?

First Right side 0
Second Center 1

1KA640 node ID = 7
2BA215 OCP has three drive plugs. but only two drives. The third plug is blank.

If the cable between the RF30 and the OCP is disconnected, the RF30 reads
the node ID from three DIP switches on its electronics controller module
(ECM).

NOTE: Pressing the system reset button on the front of a BA213 or BA215
power supply has no effect on the RF30 drives. You must perform a power
cycle.

The node ID switches are located behind the 50-pin connector on the ECM.
Switch 1 (the MSB) is nearest to the connector. Switch 3 (the LSB) is
farthest from the connector. Refer to the RF30 section in Microsystems
Options for an illustration and further information. Table 2-2 lists the
switch settings for the eight possible node addresses.
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Table 2-2: RF30 DIP Switch Settings

Node ID S1 S2 S3
0 Down Down Down
1 Down Down Up
2 Down Up Down
3 Down Up Up
4 Up Down Down
5 Up Down Up
6 Up Up Down
7 Up Up Up

The VMS operating system creates DSSI disk device names according to
the following scheme:

nodename $ DIA unit number. For example, SUSANSDIAS
You can use the device name for booting, as follows:
>>> BOOT SUSANSDIAS3

You can access local programs in the RF30 through the MicroVAX
Diagnostic Monitor (MDM), or through the VMS operating system (version
5.0) and console IO mode SET HOST/DUP command. This command
creates a virtual terminal connection to the storage device and the
designated local program using the Diagnostic and Utilities Protocol (DUP)
standard dialog. Section 2.4.3 describes the procedure for accessing DUP
through the VMS operating system. Section 3.9.14 describes the console
/O mode SET HOST/DUP command.

241 Changihg the Node Name

Each RF30 drive has a node name that is maintained in EEPROM on board
the controller module. This node name is determined in manufacturing
from an algorithm based on the drive serial number. You can change the
node name of the DSSI device to something more meaningful by following
the procedure in Example 2-1. In the example, the node name for the RF30
drive at DSSI node address 1 is changed from R3YBNE to DATADISK.

See Section 4.8.5 for further information about the PARAMS local program.
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Example 2-1: Changing a DSSI Node Name

>>> sho dssi

DSSI Node 0 (MDC)

-DIAO0 (RF30)

DSSI Node 1 (R3YBNE)

-DIAl (RF30)

DSSI Node 7 (*)

>>>

>>> set host/dup/dssi 1
Starting DUP server...
Copyright 1988 Digital Equipment Corporation

DRVEXR V1.0
DRVTST V1.0

ERASE V1.0

D

5-NOV-1988
5-NOV-1988
5-NOV-1988
5-NOV-1988

!The node name for this drive will be

‘changed from R3YBNE to DATADISK.

15:33:06
15:33:06
15:33:06
15:33:06

5-NOV-1988
5-NOV-1988

15:33:06
15:33:06

D
HISTRY V1.0 D
D
D

PARAMS V1.0
DIRECT V1.0 D
End of directory
Task Name? params

Copyright 1988 Digital Equipment Corporation

PARAMS> sho nodename

Current Default Type Radix

String Ascii B

R3YBNE RF30

PARAMS> set nodename datadisk

!This command writes the change
'to EEPROM.
initialization, ok? [Y/(N)] y

PARAMS> write

Changes require controller

Stopping DUP server...
>>> sho dssi
DSSI Node 0 (MDC)

-DIAO (RF30)
DSSI Node 1 (DATADISK) !The node name has changed from
-DIAl (RF30) {R3YBNE to DATADISK.

DSSI Node 7 (*)
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2.4.2 Changing the Unit Number

By default, the RF30 disk drive assigns the disk’s unit number to the same
value as the DSSI node address for that drive. This occurs whether the
DSSI node address is determined from the OCP unit ID plugs or from the
three DIP switches on the RF30 controller module.

RF30 drives conform to the DIGITAL Storage Architecture (DSA). Each
drive can be assigned a unit number from 0 to 16,383 (decimal). The unit
number does not have to be the same as the DSSI node address.

Example 2-2 shows how to change the unit number of a DSSI device. This
example changes the unit number for the RF30 drive at DSSI node address
2 from 1 to 50 (decimal). You must change two parameters: UNITNUM
and FORCEUNI. Changing these parameters overrides the default, which
assigns the unit number the same value as the node address.

See Section 4.8.5 for further information about the PARAMS local program.

Example 2-2: Changing a DSSI Unit Number

>>> sho dssi
DSSI Node 0 (MDC)

-DIAO (RF30)
DSSI Node 1 (R3QJNE) 'The unit number for this drive will be

-DIAl1 (RF30) 'changed from 1 to 50 (DIAl to DIASO).

DSSI Node 7 (*)

>>>

>>> set host/dup/dssi 1

Starting DUP server...

Copyright 1988 Digital Equipment Corporation

DRVEXR V1.0 D 5-NOV-1988 15:33:06
DRVIST V1.0 D 5-NOV-1988 15:33:06
HISTRY V1.0 D 5-NOV-1988 15:33:06
ERASE V1.0 D 5-NOV-1988 15:33:06
PARAMS V1.0 D 5-NOV-1988 15:33:06
DIRECT V1.0 D 5-NOV-1988 15:33:06

End of directory

Example 2-2 Cont’d. on next page
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Example 2-2 (Cont.): Changing a DSSI Unit Number

Task Name? params
Copyright 1988 Digital Equipment Corporation

PARAMS> sho unitnum
Parameter Current Default Type Radix

Parameter Current Default Type Radix

FORCEUNI 1 1 Boolean 0/1 U

PARAMS> set unitnum 50
PARAMS> set forceuni 0
PARAMS> write 'This command writes the changes to EEPROM.

PARAMS> ex

Exiting...

Task Name?

Stopping DUP sexver...
>>>

>>>sho dssi
DSSI Node 0 (MDC)

-DIAO (RF30)
DSSI Node 1 (R3QJNE) 'The unit number has changed
-DIAS0 (RF30) 'and the node ID remains at 1.

DSSI Node 7 (*)

2.4.3 Access to RF30 Firmware in VMS Through DUP

You can also access the RF30 firmware utilities from the VMS operating
system as well as through the console commands described in Section 4.8.

NOTE: Access the RF30 firmware through the VMS operating system to look
up or to view parameter settings, but not to change them. To change RF30
parameter settings, enter the RF30 firmware through the console 1/0O mode

SET HOST/DUP command.
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Load the FYDRIVER using the following commands in SYSGEN:

$ MCR SYSGEN
SYSGEN> LOAD FYDRIVER/NOADAPTER
SYSGEN> CONNECT FYAO/NOADAPTER
SYSGEN> EXIT

$

You can then access the RF30 firmware utilities using the following VMS
command:

$ SET HOST/DUP/SERVER=MSCP$DUP/TASK=PARAMS nodename

2.4.4 DSSI Cabling
A 50-conductor ribbon cable connects the RF30 drive to the DSSI bus

(Figure 2-1). A separate 5-conductor cable carries +5 Vdc and +12 Vdc
to the drive from the enclosure power supply.

A 2-conductor cable connects the fifth pin on the RF30 power connector
to the operator control panel (OCP, Figure 2-2). In the BA213 enclosure,
one of these (two) cables is for an RF30 connected to the right side power
supply, and the other is for an RF30 connected to the left side supply.

These cables carry the ACOK signal (same as POK) to the RF30. The OCP
delays this signal to one RF30 for each power supply to stagger the start-up
of one of two possible devices attached to each supply. This delay prevents
excessive current draw at power-up. The BA215 enclosure has only one
power supply, but implements this signal delay in the same way.

The 50-conductor DSSI ribbon cable connects to a 50-conductor round cable
that is routed through the bottom of the mass storage area to the DSSI
connector on the KA640.

CAUTION: When removing or installing new drives, be sure to connect the
rightmost connector of the DSSI ribbon cable to the round cable connected
to the KA640. Do not “T” the bus by connecting the round connector to any
of the ribbon cable’s center connectors.
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Figure 2-1: DSSI Cabling, BA213 Enclosure
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Figure 2-2: RF30 OCP
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2.4.4.1 DSSI Bus Termination and Length

The DSSI bus must be terminated at both ends. The KA640 module
terminates the DSSI bus at one end. A 50-conductor Honda connector on
the left side of the media faceplate terminates the bus at the other end.
This connector can be removed if you need to expand the bus.

The DSSI bus has a maximum length of 6 m (19.8 ft), including internal
and external cabling.

In a dual-host system, the second KA640 module provides the bus
termination.

2.4.5 Dual-Host Capability

A DSSI disk drive such as the RF30 has a multihost capability built into the
firmware, which allows the drive to maintain connections with more than
one DSSI adapter. Since the KA640 CPU has a built-in DSSI adapter, more
than one KA640 CPU can be connected to the same DSSI bus, allowing each
KA640 to access all other drives on the bus.

The primary application for such a configuration is a VAXcluster system
using Ethernet as the interconnect medium between the boot and the
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satellite members. This configuration improves system availability, as
described below.

Two KA640 systems are connected through an external DSSI cable
(BC21M). Each KA640 system is a boot member for a number of satellite
nodes. The system disk resides in the first enclosure, and serves as the
system disk for both KA640 systems. The KA640 in each enclosure has
equal access to the system disk, and to any other DSSI disk in either
enclosure.

If one of the KA640 modules fails, all satellite nodes booted through that
KA640 module lose connections to the system disk. However, the multihost
capability enables each satellite node to know that the system disk is still
available through a different path—that of the remaining good KA640
module. A connection through that KA640 is then established, and the
satellite nodes are able to continue operation.

Thus, even if one KA640 module fails, the satellites booted through it
are able to continue operation. The entire cluster will run in a degraded
condition, since one KA640 is now serving the satellite nodes of both
KA640s. Processing can continue, however, until Field Service can repair
the problem.

A dual-host system cannot recover from the following conditions:

e System disk failure. If there is only one system disk, its failure causes
the entire cluster to stop functioning until the disk failure is corrected.
Disk failure can be caused by such factors as a power supply failure in
the enclosure containing the disk.

e DSSI cabling failure. If a failure in one of the DSSI cables renders
access to the disks impossible, the cable must be repaired in order to
continue operation. Since the DSS] bus cabling is not redundant, a
cable failure usually results in a system failure.

2.4.6 Dual-Host Configuration

Dual-host systems have the following configuration limitations:

e A maximum of two systems can be connected, because of cabling and
enclosure limitations.

* The DSSI bus supports eight devices or adapters. Since a dual-host
system has two KA640 modules, and each has a connection to the DSSI
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bus, a maximum of six DSSI devices can be attached to the bus. Two
variants are possible:

-~ Two BA213 enclosures, containing two KA640 CPUs, and six DSSI
devices (three in each enclosure). This configuration uses all eight
possible DSSI devices.

— Two BA215 enclosures, containing two KA640 CPUs, and four DSSI
devices (two in each enclosure). This configuration uses six of eight
possible DSSI devices.

¢ Set DSSI node IDs as follows:
— The first (or only) KA640 is 7.

— The second KA640 in a dual-host system is 6. Section 2.4.6.2
explains how to change the KA640 node ID.

— The remaining devices in a dual-host system are 0-5.

2.4.6.1 Allocation Class

When a KA640 system containing RF-series drives is configured in a cluster,
either as a boot node or a satellite node, you must assign the allocation class
in VMS SYSGEN and for the RF-series drive to matching nonzero values.
To change the allocation class of the RF-series drive, use the following
commands:

>>> SET HOST/DUP/DSSI <DSSI node number> PARAMS
Starting DUP server..

PARAMS> SET ALLCLASS <allocation class value>

PARAMS> WRITE
Changes require controller initialization, ok? [Y/N] Y

Stopping DUP serxver..
>>>

2.4.6.2 Changing the KA640 Node ID

The KA640 node address is configured by three jumpers. Table 2-3 lists
the jumper positions and node IDs. Figure 1-1 shows the location of the
jumpers.

Configuration 2-13



Table 2-3: Changing the KA640 Node ID

Node ID w3 w2 W1
0 Out Out Out
1 Out Out In
2 Out In Out
3 Out In In
4 In Out Out
5 In Out In
6 In In Out
7 In In In

2.5 Configuration Worksheet

This section provides a configuration worksheet of the BA213 system
enclosure (Figure 2-3). Use the worksheet to make sure the configuration
does not exceed the system’s limits for expansion space, IO space, and
power.

For the BA215 enclosure, use the top half of the BA213 enclosure
worksheet, and allow for two disk drives instead of one.

Table 24 lists power values for supported devices. To check a system
configuration, follow these steps:

1. List all the devices to be installed in the system.
2. Fill in the information from Table 2—4 for each device.

3. Add up the columns. Make sure the totals are within the limits for the
enclosure.

In a BA213 enclosure, you must install a quad-height load module (M9060-
YA) in one of backplane slots 7 through 12 if the continuous minimum
current drawn on the second power supply is less than 5 amperes. If the
minimum current of 5 amperes is not reached, the power supply enters an
error mode and shuts down the system.
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Table 24: Power and Bus Loads for KA640 Options

Current

(Amps) Power Bus Loads
Option Module +5V +12V  Watts AC DC
AAV11-SA A1009-PA 1.8 0.0 9.0 2.1 0.5
ADV11-SA Al1008-PA 3.2 0.0 16.0 2.3 0.5
AXV11-SA A026-PA 2.0 0.0 10.0 12 0.3
CXA16-AA/-AF M3118-YA 16 0.20 10.4 3.0 0.5
CXB16-AA/~AF M3118-YB 20 0.0 10.0 3.0 0.5
CXY08-AA/~AF M3119-YA 1.64 0.395 12.94 3.0 0.5
DELQA-SA M7516-PA 2.7 0.5 19.5 22 0.5
DFAQ1-AA/~AF  M3121-PA  1.97 0.40 14.7 3.0 1.0
DPV11-SA M8020-PA 1.2 0.30 9.6 1.0 1.0
DRQ3B-SA M7658-PA 45 0.0 225 2.0 1.0
DRV1J-SA M804S-PA 1.8 0.0 9.0 2.0 1.0
DRV1W-SA M7651-PA 1.8 0.0 9.0 2.0 1.0
DSV11-SA M3108-PA 5.43 0.69 38.0 3.6 1.0
DZQ11-SA M3106-PA 10 0.36 9.3 14 0.5
1BQO1-SA M3125-PA 5.0 0.0 25.0 46 1.0
IEQ11-SA M8634-PA 35 0.0 17.5 2.0 1.0
KAB40-AA 1;17624-.%/. 6.0 0.24 32.88 35 1.0

A

KLESI-SA M7740-PA 3.0 0.0 15.0 2.3 1.0
KMV1A-SA M7500-PA 2.6 0.2 154 3.0 1.0
KWvVi1i-SA M4002-PA 2.2 0.13 11.15 1.0 0.3
LPV1i-SA M8086-PA 1.6 0.0 8.0 1.8 0.5
M9060-YA - 5.3 0.0 26.5 0.0 0.0
MS650-AA M7621-A 2.7 0.0 135 0.0 0.0
RF30 - 1.10 0.80 15.1 - -
TK50E-EA - 1.35 24 35.6 - -
TK70E-EA - 1.5 2.4 36.3 - -
TQKS0 M7546 2.9 0.0 14.5 2.8 0.5
TQK70-SA M75359 3.5 0.0 175 4.3 0.5
TSV05-SA M7196 6.5 0.0 32.5 3.0 1.0
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Figure 2-3: BA213 Configuration Worksheet
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Chapter 3
KA640 Firmware

3.1 Introduction

This chapter describes the KA640 firmware, which gains control of the
processor whenever the KA640 performs a processor halt. A processor halt
transfers control to the firmware. The processor does not actually stop
executing instructions.

3.2 KA640 Firmware Features

The firmware is located in two 64-Kbyte EPROMS on the KA640. The
firmware address range is 20040000 to 2007FFFF, inclusive (20040000—
2005FFFF in halt-protected space and 20060000—2007FFFF in halt-
unprotected space) in the KA640 local /O space. The firmware displays
diagnostic progress and error reports on the KA640 LEDs and on the console
terminal. It provides the following features:

* Automatic or manual restart or bootstrap of customer application
images at power-up, reset, or conditionally after processor halis.
(Restart in this context is not the same as restarting or resetting the
hardware.)

* Automatic or manual bootstrap of an operating system following
processor halts.

* Aninteractive command language that allows you to examine and alter
the state of the processor.

¢ Diagnostics that test all components on the board and verify that the
module is working correctly.

* Support of various terminals and devices as the system console.

* Muitilingual support. The firmware can issue system messages in
several languages.

The processor must be functioning.at a level able to execute instructions
from the console program ROM for the console program to operate.
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The firmware consists of the following major functional areas:

Halt entry and dispatch code
Bootstrap

Console I/O mode
Diagnostics

The halt entry and dispatch code, bootstrap, and console /O mode are
described in this chapter. Diagnostics are described in Chapter 4.

3.3 Halt Entry and Dispatch Code

The processor enters the halt entry code at physical address 20040000
whenever a halt occurs. The halt entry code saves machine state, then
transfers control to the firmware hait dispatcher.

After a halt, the halt entry code saves the current LED code, then writes
an E to the LEDs. An E on the LEDs indicates that at least several
instructions have been successfully executed, although if the CPU is
functioning properly, it occurs too-quickly to be seen. The halt entry code
saves the following registers. The console intercepts any direct reference
to these registers and redirects it to the saved copies:

RO-R15 General purpose registers

PR$_SAVPSL Saved processor status longword register
PRS$_SCBB System control block base register
DLEDR Diagnostic LED register

SSCCR SSC configuration register

ADxMAT SSC address match register

ADxMAT SSC address mask register

The halt entry code unconditionally sets the following registers to fixed
values on any halt, to ensure that the console itself can run and to protect
the module from physical damage.

SSCR SSC configuration register
ADxMAT SSC address match register
ADxMSK SSC address mask register

CBTCR CDAL bus timeout control register
TIVRx SSC timer interrupt vector registers

The console command interpreter does not modify actual processor
registers. Instead it saves the processor registers in console memory when
it enters the halt entry code, then directs all references to the processor
registers to the corresponding saved values, not to the registers themselves.

When the processor reenters program mode, the saved registers are
restored and any changes become operative only then. References to
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processor memory are handled normally. The binary load and unload
command (X, Section 3.9.19) cannot reference the console memory pages.

After saving the registers, the halt entry code transfers control to the halt
dispatch code. The halt dispatch code determines the cause of the halt
by reading the halt field (PR$_SAVPSL <13:08>), the processor halt action
field (PR$_CPMBX <01:00>), and the break enable switch on the H3602—
SA panel. Table 3-1 lists the actions taken, by sequence. If an action
fails, the next action is taken, with the exception of bootstrap, which is not
attempted after diagnostic failure.

Table 3—-1: Actions Taken on a Halt

Breaks Enabled
on H3602-SA  Power-up Halt! Halt Action?  Action

T8 T X Diagnostics, halt

T F ] Halt

F T X Diagnostics, bootstrap, halt
F F 0 Restart, bootstrap, halt

X F 1 Restart, hait

X F 2 Bootstrap, halt

X F 3 Halt

1Power-up halt: PR$_SAVPSL<13:08>=3
2Halt action: PR$_CPMBX<01:00>
3T = condition is true, F = condition is false, X = does not matter

3.4 External Halts

Several conditions can trigger an external halt, and different actions are
taken depending on the condition. The conditions are listed below.

¢ The break enable switch is set to enable, and you press on the
system console terminal.

e Assertion of the BHALT line on the Q-bus.

¢ Deassertion of DCOK. A halt is delivered if the processor is not running
out of halt-protected space, and the BHALT ENB bit is set. The system
restart switch deasserts DCOK. DCOK may also be deasserted by the
DELQA sanity timer, or any other Q22-bus module that chooses to
implement the Q22-bus restart/reboot protocol.

The KA640 cannot detect the deassertion of DCOK when in console /O
mode, so no action is taken. More important, however, the deassertion of
DCOK destroys system state without notifying the firmware.
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CAUTION: Do not press the Restart button while in console I1/0 mode.
Doing so will destroy system state without notifying the firmware.

The action taken by the halt dispatch code on a console or Q22-bus
BHALT is the same: the firmware enters console I/O mode if halts are
enabled.

The halt dispatch code distinguishes between DCOK deasserted and
BHALT by assuming that BHALT must be asserted for at least 10 msec,
and that DCOK is deasserted for at most 9 usec. To determine if the BHALT
line is asserted, the firmware steps out into halt-unprotected space after 9
‘msec. If the processor halts again, the firmware concludes that the halt was
caused by the BHALT and not by the deassertion of DCOK. The firmware
keeps a halt-in-progress flag to tell if it is halting because of stepping out
into halt-unprotected space. This flag is cleared on power-up.

3.5 Power-Up Sequence

On power-up, the firmware performs several unique actions. It runs
the initial power-up test (IPT), locates and identifies the console device,
performs a language inquiry, and runs the remaining diagnostics.

Power-up actions differ, depending on the state of the power-up mode switch
on the H3602-SA (Figure 1-2). The mode switch has three settings: test,
language inquiry, and normal. The differences are described in Sections
3.5.0.1 through 3.5.0.3.

The IPT waits for power to stabilize by monitoring SCR<5>(POK). Once
power is stable, the IPT verifies that the console private nonvolatile
RAM (NVRAM) is valid (backup battery is charged) by checking
SSCCR<31>(BLO). If it is invalid or zero (battery is discharged), then the
IPT tests and initializes the NVRAM.

After the battery check, the firmware tries to determine the type of terminal
attached to the console serial line. If the terminal is a known type, it is
treated as the system console.

3.5.0.1 Mode Switch Set to Test
Use the test position on the H3602-SA to verify that the connection between
the KA640 and the console terminal is good.

¢ To test the console terminal, insert the H3103 loopback connector into
the H3602—-SA console connector, and put the switch in the test position.
You must install the loopback connector to run the test.

* To test the console cable, install the H8572 connector on the end of the
console cable, and insert the H3103 into the H8572.
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During the test, the firmware toggles between the active and passive states.
During the active state (3 seconds), the LED is set to 6. The firmware reads
the baud rate and mode switch, then transmits and receives a character
sequence.

During the passive state (5 seconds), the LED is set to 3.

If at any time the firmware detects an error (parity, framing, overflow, or
no characters), the display hangs at 6. If the configuration switch is moved
from the test position, the firmware continues as if on a normal power-up.

3.5.0.2 Mode Switch Set to Language Inquiry

If the H3602—-SA mode switch is set to language inquiry, or the firmware
detects that the contents of NVRAM are invalid, the firmware prompts you
for the language to be used for displaying the following system messages:

Loading system software.
Failure.

Restarting system software.
Performing normal system tests.
Tests completed.

Normal operation not possible.
Bootfile. '

The language selection menu appears under the conditions listed in
Table 3-2. The position of the break enable switch has no effect on these
conditions.

Table 3-2: Language Inquiry on Power-Up or Reset

Language Not Language
Mode Previously Set! Previously Set
Language Inquiry  Prompt? Prompt
Normal Prompt No Prompt

1Action if contents of NVRAM invalid same as Language Not Previously Set.
2“Prompt” = Language selection menu displayed.

The language selection menu is shown in Example 3-1. If no response is
received within 30 seconds, the firmware defaults to English.
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Example 3—1: Language Selection Menu

1) Dansk

2) Deutsch (Deutschland/Osterreich)
3) Deutsch (Schweiz)

4) English (United Kingdom)

5) English (United States/Canada)
6) Espanol

7) Frangais (Canada)

'8) Francais (France/Belgique)

9) Frangais (Suisse)
10) Italiano
11) Nederlands
12) Norsk
13) Portugues
14) Suomi
15) Svenska

(1..15):

In addition, the console may prompt you for a default boot device. See
Section 3.6.

After the language inquiry, the firmware continues as if on a normal power-
up.

3.5.0.3 Mode Switch Set to Normal

The console displays the language selection menu if the mode switch is set
to normal and the contents of NVRAM are invalid.

The console uses the saved console language if the mode switch is set to
normal and the contents of NVRAM are valid.

3.6 Bootstrap

The KA640 supports bootstrap of VAX/VMS, ULTRIX-32, VAXELN, and
MDM diagnostics.

The firmware initializes the system to a known state before dispatching to
the primary bootstrap (VMB), as follows:

1. Checks CPMBX<2>(BIP), bootstrap in progress. If it is set, bootstrap
fails and the console displays the message Failure. in the selected
console language.

2. If this is an automatic bootstrap, prints the message Loading system
software. on the console terminal.
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10.

11.

Validates the boot device name. If none exists, supplies a list of
available devices and issues a boot device prompt. If you do not specify
a device within 30 seconds, uses ESAQ.

Writes a form of this boot request, including active boot flags and boot
device (BOOT/R5:0 ESAOQ, for example), to the console terminal.

Sets CPMBX<2>(BIP).
Initializes the Q22-bus scatter/gather map.
Validates the PFN bitmap. If invalid, rebuilds it.

Searches for a 128-Kbyte contiguous block of good memory as defined
by the PFN bitmap. If 128 Kbytes cannot be found, the bootstrap fails.

Initializes the general purpose registers:

RO Address of descriptor of the boot device name or 0 if none specified
R2 Length of PFN bitmap in bytes

R3 Address of PFN bitmap

R4 Time-of-day of bootstrap from PR$_TODR

R5 Boot flags

R10 Halt PC value

R11 Halt PSL value (without halt code and mapenable)
AP Halt code

Sp Base of 128-Kbyte good memory block + 512

PC Base of 128-Kbyte good memory block + 512

R1, R6, R7,R8, O :

R9, FP

Copies the VMB image from EPROM to local memory, beginning at the
base of the 128 Kbytes of good memory block + 512.

Exits from the firmware to VMB residing in memory.

Virtual Memory Bootstrap (VMB) is the primary bootstrap for VAX
processors. The KA640 VMB resides in the firmware, and is copied into
main memory before control is transferred to it. VMB then loads the
secondary bootstrap image and transfers control to it.
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3.7 Operating System Restart

An operating system restart is the process of bringing up the operating
system from a known initialization state following a processor halt.

A restart occurs under the conditions listed in Table 3-1, earlier in this
chapter.

To restart a halted operating system, the firmware searches system memory
for the Restart Parameter Block (RPB), a data structure constructed for this
purpose by VMB. If the firmware finds a valid RPB, it passes control to the
operating system at an address specified in the RPB.

The firmware keeps a RIP (restart-in-progress) flag in CPMBX which it
uses to avoid repeated attempts to restart a failing operating system. The
operating system maintains an additional RIP flag in the RPB.

The firmware restarts the operating system in the following sequence:
1. Checks CPMBX<3>(RIP). If it is set, restart fails.

2. Prints the message Restarting system software. on the console
terminal. .

3. Sets CPMBX<3>(RIP).
Searches for a valid RPB. If none is found, restart fails.

5. Checks the operating system RPB$L_RSTRTFLG<0>(RIP) flag. Ifit is
set, restart fails.

Writes a 0 (zero) to the diagnostic LEDs.

Dispatches to the restart address, RPBSL_RESTART, with:

SP = the physical address of the RPB plus 512
AP = the halt code

PSL = 041F0000

PR$_MAPEN = 0.

If the restart is successful, the operating system must clear CPMBX<3>(RIP).

If restart fails, the firmware prints Failure. on the console terminal.
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3.7.0.1 Locating the RPB
The RPB is a page-aligned control block that can be identified by its
signature in the first three longwords:

+00 (first longword) = physical address of the RPB
+04 (second longword) = physical address of the restart routine
+08 (third longword) = checksum of first 31 longwords of restart routine

The firmware finds a valid RPB as follows:

1. Searches for a page of memory that contains its address in the first
longword. If none is found, the search for a valid RPB has failed.

2. Reads the second longword in the page (the physical address of the
restart routine). If it is not a valid physical address, or if it is zero,
returns to step 1. The check for zero is necessary to ensure that a page
of zeros does not pass the test for a valid RPB.

3. Calculates the 32-bit two’s-complement sum (ignoring overflows) of the
first 31 longwords of the restart routine. If the sum does not match the
third longword of the RPB, returns to step 1.

4. If the sum matches, a valid RPB has been found.
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3.8 Console I/0 Mode

In console I/O mode several characters have special meaning:

Also <CR>. The carriage return ends a command line. No action is taken on a
command until after it is terminated by a carriage return. A null line terminated
by a carriage return is treated as a valid, null command. No action is taken, and
the console prompts for input. Carriage return is echoed as carriage return, line
feed (<CR><LF>).

RUBOUT When you press the key, the console deletes the previously typed
character. The resulting display differs, depending on whether the console is
a video or a hard-copy terminal.

For hard-copy terminals, the console echoes a backslash (\), followed by the
character being deleted. If you press additional rubouts, the additional deleted
characters are echoed. If you type a non-rubout character, the console echoes
another backslash, followed by the character typed. The result is to echo the
characters deleted, surrounding them with backslashes. For example:

EXAMI;E[FUBOUT [RUBGUTINE <CR>
The console echoes: EXAMI;E\ E;\ NE<CR>
The console sees the command line: EXAMINE<CR>

For video terminals, the previous character i is erased and the cursor is restored
to its previous position.

The console does not delete characters past the beginning of a command line. If
you press more rubouts than there are characters on the line, the extra rubouts
are ignored. A rubout entered on a blank line is ignored.

Echoes “U<CR>, and deletes the entire line. Entered but otherwise ignored if
typed on an empty line.

Stops output to the console terminal until {CTRUO] m is typed. Not echoed.

Resumes output to the console terminal. Not echoed.

Echoes <CR><LF>, followed by the current command line. Can be used to
improve the readability of a command line that has been heavily cdited.

Echoes ~C<CR> and aborts processing of a command. When entered as part of
a command line, deletes the line.

Ignores transmissions to the console terminal until the next [CTRUC] is entered.
Echoes ~0O when disabling output, not echoed when it reenables output. Output is
reenabled if the console prints an error message. or if it prompts for a command
from the terminal. Output is also enabled by entering console 'O mode, by

pressing the key, and by pressing [CTRUC]

(o] B 2] aj|lo] O
3 1 AR
OOJ)S(/)C

3.8.1 Command Syntax
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