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FROM: Sam Nadkarni

DATE: 5 November 1993
TO: APECS Spec. distribution DEPT: SEG/HPC

LOC : HLO2-3/C12

DTN : 225-7162

ENET: RICKS::Nadkarni

SUBJECT: APECS Datasheets are available.

The latest APECS specification is available and will be mailed to all
of you by interoffice mail. The specification represents
functionality corresponding to the second pass of the chip set. This
document is different from the previous revision of the APECS
specification (rev 1.1) in that it is a data sheet for the chip set
which will be used for internal and external customers. The names of
the chip set (APECS) and the chips (COmanche, Decade, Epic) are not
used in this document, instead the respective external DECchip
numbers. The correspondence betwen the internal names and the
numbers is given below:

APECS chip set, 64-bit memory - DECchip 21071-AA
APECS chip set, 128-bit memory - DECchip 21072-AA

Decade chip - DECchip 21071-Ba
Comanche chip - DECchip 21071-CA
Epic chip - DECchip 21071-DA

Along with the data sheet you will be receiving the following
documents:

Major software and Hardware differences between passl and pass2.
List of passl bugs and their workarounds.

Pass2 specification erata or additions.

> W N

Two clock spedification sheets showing internal skew requirements on
a per-chip basis.



List of Major Differences between passl and pass?2

Rev 0.0 11/5/93

Because the Data Sheet was written for pass2 of the 21071-AA and
21072-AA, the following list has been compiled to point out the
most important differences between pass2 and passl for those
customers using passl parts.

1. 21071-BA response to itself on PCI

In passl, the 21071-BA PCI Base Register has the requirement that
the PCI Window Address MUST NOT be programmed such that a CPU
initiated transaction from the 21071-BA gets mapped back into
system memory by hitting in the PCI_BASE. In pass2, this
restriction has been removed as the 21071-BA chip will never
respond to the PCI addresses it drives out on the bus.

2. 21071-CA pinout changes

Passl Pass?2
PIN 19 MEMCASL_4 OUTVDD
PIN 20 MEMCASL_S SYSDATAWEEN
PIN 21 MEMCASL_G SYSDATALONGWE
PIN 22 MEMCASL_7 OUTVSS
PIN 72 IODATARDY_O SYSREADOW
PIN 77 SYSDATAAEN_4 SYSDATAALEN
PIN 80 SYSCACWR SYSDATAAHEN
PIN 81 SYSWEEN SYSTAGWE
PIN 198 IODATARDY_l IODATARDY

To correspond with the IODATARDY 0 change for the 21071-CA, the
21071-BA changed the name of its IODATARDY pin to SYSREADOW.
Note that this is a name change only.

3. CSR Differences Between Passl and Pass2.

21071-CA Error and Diagnostic Status Register - EDSR<13> specifies
which version of the chip you have. In passl, EDSR<13> reads as a
zero and in pass2, EDSR<13> reads as a one.

21071-CA General Control Register - GCR<13> is an unused bit in
passl and forces bad Tag address parity in pass2.

21071-BA Diagnostic Control and Status Register - DCSR<31>
specifies which version of the chip you have. In passl, DCSR<31l>
reads as a zero and in pass2, DCSR<31> reads as a one.

4, 21071-CA Bcache Pal Interface and Equations

In pass2 the Bcache control logic consists of one OEPAL and one
WEPAL. Passl requires three PALS for Bcache control logic.

The three Pals consist of the OEPAL and two WEPALS. The following
equations should be used for the three Passl Bcache Pal

Equations on Passl EB64+ modules. (Note that the OEPAL equations
are identical between passl and pass2.)



MODULE OEPAL
TITLE "EB64+ Evaluation Board Bcache Output Enable Pal’
T .

" DATE AUTH REV COMMENTS

o |

" 2-Feb-93 DDD .0 INITIAL IMPLEMENTATION
" 12-Feb-93 DDD .1 ADDED WE AND DATAA<4> FUNCTIONS
" 06-May-93 DDD .2 Change DCOK to SENSE DIS (note polarity)
" 03-Sep-93 WPS 1.2 Prepared for publication
OEPAL '
DEVICE ’'P16L8’;
DECLARATIONS
11
" INPUTS -
"
sysEarlyOEEn PIN 1;
sysTagOEEn PIN 2;
sysDataOEEn PIN 3;
cpuDataCEQOE PIN 4;
sysDOE PIN 5;
cpuTagCEOE PIN 6;
cpuCReq2 PIN 7;
cpuCReql PIN 8;
cpuCReqg0 PIN 9;
" GND PIN 10;
senseDis PIN 11;
" VCC PIN 20;
"
" OUTPUTS -
"
!bcTagCEOE PIN 12 ISTYPE ‘Com, Invert’;
tPinl3 PIN 13 ISTYPE ’'Com, Invert’;
tPinl4 PIN 14 ISTYPE 'Com, Invert’;
'bcDataCEOQOEQ PIN 15 ISTYPE ‘Com,Invert’; " 4 copies
!bcDataCEOEL PIN 16 ISTYPE ’'Com,Invert’;
!bcDataCEQOE2 PIN 17 ISTYPE ’'Com,Invert’;
!becDataCEOQOE3 PIN 18 ISTYPE ’'Com,Invert’;
! cpuDOE PIN 19 ISTYPE 'Com,Invert’;
EQUATIONS

"

" Tag and Data Output Enables

"

bcTagCEQOE = (sysEarlyOEEn & cpuCReq0 .
# sysEarlyOEEn & cpuCReql
# sysEarlyOEEn & cpuCReg2
# cpuTagCEOE
# sysTagOEEn );
bcTagCEOE.OE = (( 1 ));

bcDataCEOEQ = (sysEarlyOEEn & !cpuCReq2 & cpuCReql
# sysEarlyOEEn & cpuCReg2 & !cpuCReq0
# sysEarlyOEEn & !cpuCReq2 & cpuCReq0
# cpuDataCEOE
# sysDataOEEn );

bcDataCEOEQ.QOE = (( 1 ));

bcDataCEOQOEl = (sysEarlyOEEn & !cpuCReq2 & cpuCReql
# sysEarlyOEEn & cpuCReqg2 & !cpuCReq0



# Sysmariyvmrn & !CpulLreys
# cpuDataCEOE
# sysDataOEEn );
bcDataCEQE1.QE = (( 1 ));
bcDataCEOE2 = (sysEarlyOEEn & !cpuCReg2
# sysEarlyOEEn & cpuCReq2
# sysEarlyOEEn & !cpuCReq2
# cpuDataCEOE
# sysDataOEEn );
bcDataCEQE2.0E = (( 1 ));
bcDataCEOE3 = (sysEarlyOEEn & !cpuCReg2
# sysEarlyOEEn & cpuCReq2
# sysEarlyOEEn & !cpuCReqg2

# cpuDataCEOE
# sysDataOEEn );

bcDataCEOE3.0E = (( 1 ));

"

& Cpulneyu
& cpuCReql
& !cpuCReq0

& cpuCReqO
& cpuCReql
& !cpuCReq0

& cpuCReq0

" CPU Output Enable, must be tristated when

"w

3.3V is not stable.

cpuDOE = (sysEarlyOEEn & cpuCReqg2 & cpuCReq0
# sysDOE );

cpuDOE.QE = !senseDis;

" Spares

"

Pinl3 = ( 0 );

Pinl3.0E = (( 0 ));

Pinld = ( 0 );
Pinld4.0E = (( 0 ));

END



MODULE wepalckl
TITLE "EB64+ Evaluation Board bcache Write Enable PAL, Uses CLK1l’
" :

" DATE AUTH REV COMMENTS

" 2-FEB-93 DDD 0.0 INITIAL IMPLEMENTATION

" 12-FEB-93 DDD .1 ADDED WE AND DATAA<4> FUNCTIONS

" 06-May-93 DDD .2 Change DCOK to SENSE_DIS (note polarity)

" (0l1-Sep-93 DDD CKl1 Created from WEPAL.ABL, but uses clkl not clklx2

wepal
DEVICE ’'P16L8’;

DECLARATIONS

"

" INPUTS -

11
clkl PIN 1;
clk2 PIN 2;
sysWEEn PIN 3;
cpuTagCtlWE PIN 4;
sysCacWr PIN 5;
cpuDataWE1l PIN 6;
cpuDataWEOQ PIN 7;
sysDataAEn4 PIN 8;
cpuDataAd4 PIN 9;

" GND PIN 10;
longWr PIN 11;
" VvCC PIN 20;

"

" OUTPUTS -

"

" A ViewPLD bug requires active high outputs to be inverted in the EQUATIONS
!'bcTagCtlWE PIN 14 ISTYPE ’‘Com,Invert’;
!bcTagAdrWE PIN 13 ISTYPE ’'Com, Invert’;
!bcDataWEl PIN 15 ISTYPE ’'Com, Invert’;
'bcDataWEQ PIN 16 ISTYPE ’'Com,Invert’;
bcDataA4 1 PIN 12 ISTYPE ’‘Com,Invert’;
bcDataA4_0 PIN 19 ISTYPE ’'Com,Invert’;
{palWRLat PIN 17 ISTYPE ’‘Com,Invert’;
'palRDLat PIN 18 ISTYPE ’‘Com, Invert’;

"

" DataA4 Macros, these terms appear in both dataA4’s, palWRLat and palRDLat

RdEgqn MACRO ({
( (palRDLat & clkl)
# (palRDLat & clk2)
# (sysDataAEn4 & !clkl & !clk2) )
}

WrEgqn MACRO ({
( (palWRLat & !clk2)
# (palRDLat & clk2) )
}

"

" WE Macros, this produces a write pulse with proper timing
" This is the basis of the 4 other write enables



WEEQn MACRO {
( (!'clkl & sysWEEn & clk2 )
# ('clkl & bcTagAdrWE )
# (!'clk2 & bcTagAdrWE & longWr) )
}

EQUATIONS

w

" Cache Data Write Enables
" The cpu provides four different wires, one per copy

bcDataWEl = (WEEgn & sysCacWr )
# cpuDataWEl;

bcDataWELl.OE = (( 1 ));

bcDataWEQ = (WEEgn & sysCacWr )

# cpuDataWEO;
(¢ 1))

bcDataWEQ.OE

"

" Cache Tag Control and Address Write Enables
" The CPU cannot write the address cache ram

bcTagAdrWE = (WEEqQn) ;
bcTagAdrWE.OE = (( 1 ));
bcTagCtlWE = (WEEgn)

# cpuTagCtlWE;
bcTagCtlWE.OE = (( 1 ));

" Cache Address Bit 4
" These are 4 identical copies

bcDataRhd 1 = (RAEgn & !sysCacWr)
# (WrEgn & sysCacWr)
# cpuDatadA4;
(¢1));

bcDataA4 0 = (RAEgn & !'sysCacWr)
# (WrEgqn & sysCacWr)
# cpuDatad4;
(€1));

bcDataA4_1.0E

bcDataAd 0.OE

"

" Feedback terms.
" These are internal feedbacks used to generate dataA4

palRDLat = Rd4Egn;
palRDLat .OE (C 1))

palWRLat = WrEqQn;
palWRLat.OE (¢ 1))

I

END



List of passl bugs and their workarounds

Rev 0.1 11/4/93

The following is a list of passl 21071-AA and 21072-AA chipset bugs that
need workarounds for the system to work successfully. The workarounds are
described below the issue. Some are Hardware work arounds and some are
software workarounds. Some of these bugs will be fixed in pass2 so these
workarounds are only temporary.

1. 21071-DA Masked DMA Write Causes Unmasked Write to Memory - Fixed in p2
21071-DA has a bug with DMA Writes where a 7 longword PCI burst that
starts on a cache-line boundary will cause the 8th longword to be
corrupted in memory. This bug is present because 21071-DA incorrectly
does an unmasked DMA Write on the SysBus instead of a masked write.

Software Workaround: Software must provide a mechanism to guarantee that
a DMA Write to 21071-DA never ends with a PCI
burst of 7 longwords.
One method to insure this would be to have software
check the ending address of all DMA transfers to
memory. If the address ends on anything other than
an aligned cacheline boundary, the last longwords of
data can be transferred using single longword PCI
bursts. This would guarantee that the DMA transfer
never ends with a 7 longword PCI burst.

2. 21071-DA CSR write followed by a MB could result in DMA

Scatter Gather PTE fetch Data being corrupted. - Fixed in P2
When an 21071-DA CSR Write is followed immediately by an MB instruction,
there is a possibility that a DMA Scatter Gather PTE
fetch could be transferred from the 21071-BA to the 21071-DA incorrectly
The problem is caused by the internal DMA Read Bypass mux switching
incorrectly. This results in 21071-DA using the wrong LW pointer bits to
transfer the data from 21071-BA to 21071-DA on the epiData bus.
Software Workaround: During DMA operations, any 21071-DA CSR writes
must be followed by a 21071-DA CSR read to the
same address to insure 21071-DA CSR writes are
never followed immediately by an MB. Since the
TBIA register is the only register that software
should be writing to in the 21071-DA in the
presence of DMA (in the absence of errors), a TBIA
write should be followed by a read of that same
TBIA CSR address. Data returned from this
write-only register is garbage.
3. DCache not invalidated on no-BCache systems - Fixed in P2

On NO-Bcache systems (or systems with the BCache off) the following
situation will cause the CPU’s internal Dcache to become

incoherrent. The EV4 reads a memory location into its cache. The
21071-DA then writes that location. Because the DMA Write does not hit
in the BCache, the 21071-CA will not invalidate the CPU’s Dcache line.
The EV4 now has the stale version of the data, not the new DMA



Hardware Workaround: If you don’t have a Bcache or if you are doing
DMA with the Bcache off and Dcache on,
tie the 21071-CA’s sysDataA4 pin to the 21064’s
dInvReq pin.

4. 21071-CA spec change for RAS Precharge Bug - NOT Fixed in P2

With the fastest allowed timing values, an entire octaword write
or serial register transfer can fit in a ras precharge interval if
the precharge interval is programmed to a large value.

Software Workaround: Because there is one Ras Precharge counter for
all memory banks, the system designer must insure
that the RAS precharge time is longer than the
minimum possible time between the assertion of
RAS and the assertion of a different RAS.

This can be ensured by meeting the following
rules for the programmed value of RAS precharge.

(all values in the equation below are programmed
values, not desired wvalues)

GTR_RP <= ROWHOLD + COLSETUP + WTCAS + 4

GTR_RP <= ROWHOLD + COLSETUP + RTCAS + 4

This equation has to be met for all timing bank programmings.

5. Configuration Write Data may get corrupted - Fixed in P2

If the 21071-DA loses its grant on the PCI in the first cycle

of the address (21071-DA does address stepping on configuration
transactions i.e. address is driven on the bus for one cycle prior
to assertion of FRAMEL), the configuration write data gets corrupted.

0l1ld behavior:

cy O cy 1 cy2 cy n cy ntl cy n+2 cy n+3
| I I ... I | I |
DA_gnt DA _gnt DA gnt
removed
addrl bus High 2 addrl addr2 bad data
framel
DA_Req DA_Req DA_Req DA_Req DA_Req

Hardware workaround: In the PCI arbiter.

Solution 1: Make the 21071-DA the highest priority

Solution 2: When the PCI is granted to the 21071-DA, the
arbiter should not take away the grant from the
21071-DA if it has a request asserted, even if the
21071~-DA has not asserted FRAMEl.

e.g. In the example shown above the arbiter would



Sample the VA Keq 1n CycCle U diu deCiue Ui LU Lake
away the grant from the 21071-DA in cycle 1.

Suggested new behavior

cy O cy 1 cy 2 cy 3
I I I I I
DA gnt DA gnt
addrl addr2 good data
framel
DA_Req DA_Req
6. 21071-CA Video Support - Fixed in P2

21071-CA Video functionality was not verified for passl and has
a number of bugs which will prohibit it from working correctly.
Memory read and write accesses to Bank8 are bug free.

7. 21071-DA Error Logging - Fixed in P2
21071-DA Error detection and reporting was not fully verified for passl
and has a number of bugs which will prohibit it from working correctly.

Software should not depend on 21071-DA Error handling and error handlin

code should not be developed with passl APECS parts.



Rev 0.0 11/5/93
Changes/additions to the DECchip 21071-AA /21072-AA Chipset Datasheet
pg 3-24: Table 3-7, Row and Column Address decode for BankSet 8

10,10 Row 1ID bits are not supported. Only 9,9 and 9,8 RAMs are
supported by the 21071-CA.

pg 3-26: 3.2.4.2, 3.2.5
Read Decision Pending (RDP) has been removed.

Wait After Read (WAR) condition takes effect after any Read, CPU or
DMA.

Pg 4-24: Add New equations for GTR_RP.

(all values in the equation below are programmed
values, not desired values)

GTR_RP <
GTR_RP <

ROWHOLD + COLSETUP + WTCAS + 4
ROWHOLD + COLSETUP + RTCAS + 4

This equation has to be met for all timing bank programmings.

For the example timing‘shown ion Fig. 4-18 and Fig 4-19, GTR_RP cannot
be programmed > 7 cycles.

pg 10-11: PCI Configuration Space Address Translation changed

The type of the access is determined by two register bits in the host
bridge. If these bits are 00, the access is a type 0 access, if
these bits are 01, the access is a type 1 access. 10 and 1l are
reserved values.

The translation of the rest of the address depends on the access type
and is shown below.



Type 0 Access Translation

(access to Local PCI)

v —————— - — — " — ————— —— ——— —————— _ o ——— " - —— —_ ——

PCI

33 29|28 21120 16{15 13]12 716 3
o e e e e +
I I [ | I |used I
|Config |Bus # |Device # |Function |Register |for |
| Space [ I I I # |byte |
| | | I | | enable |
 matatatal T et T T Tp— +

/ [
| | I
Address | | I | from register
/ decode | | I v
/ [ v \'4

31 v 11|10 8|7 2|11 0
o +
| | | I |
| Only one "1’ |Function IReg#ster |00 |
| I | | |
I I I | |
e e +
Device# decoded value
[20..16] [31..11]

00000 0 0000 0000 0000 0000 0OOO1
00001 0 0000 0000 0000 0000 0010
00010 0 0000 0000 0000 0000 0100
00011 0 0000 0000 0000 0000 1000
00100 0 0000 0000 0000 0OO01 0000
00101 0 0000 0000 0000 0010 00O0OC
00110 0 0000 0000 0000 0100 0O0OO
00111 0 0000 0000 0000 1000 0000
01000 0 0000 0000 0001 0000 O0O0O0O
01001 0 0000 0000 0010 0000 0000
01010 0 0000 0000 0100 0000 0000
01011 0 0000 0000 1000 0000 00O0O
01100 0 0000 0001 0000 0000 0000
01101 0 0000 0010 0000 0000 00OO
01110 0 0000 0100 0000 0000 00OO
01111 0 0000 1000 0000 0000 00OO
10000 0 0001 0000 0000 0000 0000
10001 0 0010 0000 0000 0000 00OO
10010 0 0100 0000 0000 0000 00OO
10011 0 1000 0000 0000 0000 0O0OO
10100 1 0000 0000 0000 0000 0O0OOO
10101 0 0000 0000 0000 0000 0O0OOC
10110 0 0000 0000 0000 0000 0O0OO
10111 0 0000 0000 0000 0000 0000
11000 0 0000 0000 0000 0000 0000
11001 0 0000 0000 0000 0000 0000
11010 0 0000 0000 0000 0000 0000
11011 0 0000 0000 0000 0000 000O
11100 0 0000 0000 0000 0000 00O0O0
11101 0 0000 0000 0000 0000 0000
11110 0 0000 0000 0000 0000 0000
11111 0 0000 0000 0000 0000 0000



) Type 1 Access Translation (access to remote PCI)

PCI

33 29|28 21120 16|15 13112 716 3
o e +
| _ | | I | |used |
| Config |Bus # |Device # |Function |Register |for |
| Space | | | | # |byte I
| | | | I | enable |
e +
I I | |

Address | | | | | from register
| | | | v
v v v v

31 24|23 16115 1110 8|7 211 0
B bttt ettty +
| | I | | I
| 0000000 |Bus # |Device # |Function |Register |01 |
| I | I | # | |
| | | | | | I
e +
pg 9-8, pg 10-22 Parity Checking Disable added

Bit 3 of DCSR which was reserved will be used to disable parity
checking on the PCI (DPEC bit). When the DPEC 1is set, PCI address
and data parity errors are not detected by the 21071-DA. When DPEC
is cleared, PCI address and data parity checking will be in effect.

pPg 6-6, Table 6-4
pg 12-7, table 12-4
pg 17-7, Table 17-4, 17-5

All the AC specification numbers are passl numbers, and will change
for pass2.

pg 6-3 section 6.3.1
pg 12-3 section 12.3.1
pg 17-3 section 17.3.1

All sections replaced with accompanying handouts



DECchip 21071-BA, 21071-CA Internal Skew Requirements (insert on page 6-4,17-4 of the spec)

sysClkOutl / \ /
clkl / AN /
clk2ref LIS AAMNMNANNNNNNNN (77777777777
Tsu —> le<<=— Th
Internal edges: C1RrR C2R ClF C2F C1R C2R
Internal memClk: MCR MCR MCR
clklx2 ANMMMMNN ya 44 ANANRRRNNRNN L/l AAMNNNN
.5*c - 0.50 ns min —>> .5%c - 1.25 ns min —
.5*c + 0.50 ns max —— .5*c + 1.25 ns max
.75%*c - 1.60 ns min ————>>
.75*c + 1.60 ns max

These are only the requirements to make the internal logic on a single chip function. There are
no chip requirements specs for clkl or sysClkOutl. «clkl is constrained by external paths to/from
the PALs. The phase error between sysClkOutl and clklx2 is constrained by external paths to/from
the CPU.

These numbers include 0.1 ns of skew due to the different input edge rates at the ASICs. The skew
numbers are at 30.0 ns, if a larger cycle time is used these numbers may be increased as long as
the minimum time between clocks is not violated.

Parameter _ Min Nom Max Unit Note
cycle time (c) 30.0 30.0 - ns -
clklx2 period - 15.0 - ns -
clklx2 duty cycle - 50.0 - % -
clklx2 rise time - - 1.0 ns -
clk2ref setup to clklx2 rising 0.8 - B ns Tsu in Figure
clk2ref hold from clklx2 rising 1.7 - - ns Th in Figure
Parameter Example Transfers Max Unit Note
Rising to same clock rising ClR_C1R, ClR_Cl1F, C1F_CIR, 0.50 ns at ¢=30ns
‘ ClF_C1F
Falling to same clock falling C2R_C2R, C2R_C2F, C2F_C2R, 1.25 ns at c¢=30ns
C2F_C2F
clklx2 rising to clklx2 falling, ClR_C2R, ClR_C2F,
ClF_C2R, Cl1F_CZ2F, 1.60 ns at c=30ns
clklx2 falling to clklx2 rising C2R _C1R, C2R CI1F,

C2F_ClR, C2F _C1F



DECchip 21071-DA

Internal Skew Requirements (insert on page 12-4 of the spec)

sysClkoutl -/ \ 4
clkl Y 4 \ /
olkzret V77/717771///74E \\\\\ Y/ ///////////
!<~ Tsu —>~ &~ Th ->'I
Internal edges: ClR C2R ClF C2F C1R C2R
clkix2 74 ANANANNNNAY L7 ANNANANNN
e~ .5%c - 0.50 ns min —> e~ .5%c - 1.25 ns min —»|
.5%c + 0.50 ns max |€~————— .5*%*c + 1.25 ns max

[&————————— .75%c - 1.60

Internal edges:

ns min ————3>

These are only the requirements to make the internal logic on a single chip function.

no chip requirements specs for clkl or sysClkOutl.

the PALs.
the CPU.

These numbers include 0.1 ns of skew due to the different input edge rates at the ASICs.

.75*c + 1.60 ns max
[€— .5*c - 2.85 ns min —5»f
< .5%c + 2.85 ns max ————>
r€— .75%*c - 3.35 ns min —————————————3~
.75%*¢c + 3.35 ns max
1.25%c -~ 2.10 ns min ~3
1.25%c + 2.10 ns max
PCR PCF PCR
744774 \AAAMANNNN LIl
.5%c = 1.75 ns min —3>
[€———— .5%c + 1.75 ns max

There are

clkl is constrained by external paths to/from
The phase error between sysClkOutl and clklx2 is oconstrained by external paths to/from

The skew

numbers are at 30.0 ns, if a larger cycle time.is used these numbers may be increased as long as
the minimum time between clocks is not violated.

Parameter Min Nom Max Unit Note
cycle time (c) 30.0 30.0 - ns -
clklx2 period - 15.0 - ns -
clklx2 duty oycle - 50.0 - 5 -
clklx2 rise time - - 1.0 ns -
PClk period - 30.0 - ns -
PClk duty cycle - 50.0 - L] -
PClk rise time - - 1.0 ns -
clk2ref setup to clklx2 rising 0.8 - - ns Tsu in Figure
clk2ref hold from clklx2 rising 1.7 - - ns Th in Figure
Paraneter Example Transfers Max Unit Note
Rising to same clock rising CIR_C1R, CIR_C1F, CI1F_CIR, 0.50 ns at c=30ns
C1F_C1F, PCR_PCR
Falling to same clock falling C2R_C2R, C2R_C2F, C2F_C2R, 1.25 ns at c=30ns
C2F_C2F, PCF_PCF
clklx2 rising to clklx2 falling, C1R_C2R, CIR_C2F,
C1F_C2R, CI1F_C2F, 1.60 ns at c=30ns
clklx2 falling to clklx2 rising C2R_C1R, C2R_CIF,
C2F_C1R, C2F_C1F
PClk rising to PClk falling, PCR_PCF, 1.75 ns at c=30ns
PClk falling to PClk rising PCF_PCR
clk1x2 rising to PClk rising, CIR_PCR, ClF_PCR, 2.10 ns at ¢=30ns
PClk rising to clklx2 rising PCR_C1R, PCR C1F
clklx2 falling to PClk falling, C2R_PCF, C2F PCF, 2.85 ns at c=30ns
PClk falling to clklx2 falling PCF_C2R, ?CF:CZF
clk1x2 rising to PClk falling, ClR_PCF, C1F PCF, 3.35 ns at c=30ns
clklx2 falling to PClk rising, C2R_PCR, C2F PCR,
PClk rising to clklx2 falling, PCR_C2R, PCR C2F,
PClk falling to clklx2 rising PCF_CIR, PCF C1F
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Purpose

This document is a support and refere;

Audience

For those who are designin

Chapter 4 describes the DECchip 21071-CA control and status registers.

Chapter 5 describes the transactions supported by the DECchip 21071-CA
on the sysBus and memory interface.

Chapter 6 describes the electrical requirements of the DECchip 21071-CA.
apter 7 describes the behavior of the DECchip 21071-CA chip on power
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* Chapter 8 describes the DECchip 21071-DA pin signal
¢ Chapter 9 describes the DECchip 21071-DA architgi

¢ Chapter 10 describes the translation between the
address. :

* Chapter 11 describes the transactio
sysBus to the PCL.

* Chapter 12 describes the electrical requiféme,_
¢ Chapter 13 describes the behavior o
¢ Chapter 14 describes the DECchi
* Chapter 15 describes the DECchi

¢ Chapter 16 describes the fl
various transactions on the

This document

Convention

Note des general information that could be useful.
Caution i
Warning

nformation to prevent damage to equipment.

nformation to prevent personal injury.

bers are decimal unless otherwise indicated. Numbers
“than decimal are indicated with the name of the base
ollowing the number in parentheses. For example: FF (hex)

Ranges are specified by a pair of numbers separated by a (..) and
are inclusive. For example, a range of integers 0..4 includes the
integers 0, 1, 2, 3 and 4.

Extents are specified by a pair of numbers in angle brackets
separated by a (), and are inclusive. For example, bits <7:3>
specify an extent of bits including bits 7, 6, 5, 4, and 3.
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Convention

Clock edges

Signal edges

sysBus

‘ memClk cycle

Byte

Word
Longword
Quadword
" Octaword

Refers to the rising and falling edg
specifying the clock name followed
raising edge of clkl is referred as
memClk is referred to emClk

References to the asser
by using the (A) and (v
falling edges. For example,
referred to as memRAS_]A.

Refers to the DECchip 25064 pin bus (dats address and controls)
Cchip 21071-BA,

ookaside buffer.







The DECchip 21071-AA and 210

for de31g‘mng uniprocessor syst.
AXP microprocessors. The ¢
controller, PCI inte

subsystem and qmre _
21071-AA and

chip 21071-CA chip
One DECchip 21071-DA chip
DECchip 21072-AA chipset:
Supports 128-bit cache/128-bit memory
Four DECchip 21071-BA chips
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= One DECchip 21071-CA chip
— One DECchip 21071-DA chip
¢ System clock frequency up to 33 MHz
e Secondary cache (Bcache)/memory co
~ Write-back cache
— Size from 128 KB to 16 MB
— Bcache SRAMs, 15 ns and faster
= 32-bit parity/32-bit ECC on Bc
=~ 8 MB to 4 GB of memory suj :
— 267 MB/s CPU write ban
32-bit parity/32-bit ECG

MB/s CPU read bandwidth
(DECchip 21072-AA chipset

v-standard SIMMs

High bandwidth memory data path to video RAM (VRAM)
— Provides support for direct connection to VRAM frame buffer
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Figure 1-1 DECchip 21071-AA and DECchip 21072-AA System Block D gr

84
/ sysData «<127:64>

;‘ sysData <63:0> T t

DECchip 7 T '
21064 i e i pz
ca T
Cache Data Path Data Path

)

NOTE:

- o= - = Remove lor 64-Bit Memory

—— - —— COnnect lor 64-Bit Memory LJ-g3081-TIO

ng the following components:

1064 microprocessor

DECchip 21071-DA
Beache data and tag RAMs
cache control PALs

Jache address buffer
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¢ System clock generator
¢ Serial ROM interface

¢ Interrupt contro]/CPU‘conﬁguration PALs

. .Memory SIMMs

¢ PCI interrupt controller
¢ PCI peripherals

¢ PCI arbiter

e System ROM

1.2.1 DECchip 21064 Microproce
The DECchip 21071-AA and D

1-4 Digital Confidential

ipsets support the DECchip

5-two on-chip 8 KB direct-mapped
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1.2.3 Bcache Control PALs

Systems using the 21071-CA (cache/memory controlle '
Bcache need to implement two control PALs which su
RAMSs with output enables, write enables, and lowe;

¢ The NOR function between the pro
and the system cache control signals.

* To generate timing of system cache control sién at the cache’access

loop by the 21071-CA can be bette
* To generate some of the control si

1.2.4 Cache Address Buffer

The cache address buffer is re
data and tag cache RAMs.

1.2.5 DECchip 21071-

yrocessor data bus.

te the cache address to all the

and IO subsys
functions:

. Error checking/generation is done only on DMA-
hecking/generation on CPU-initiated transactions

he memory write buffer has four entries, each entry
his buffer is spread across the DECchip 21071-BA

ps) in the system. Data stored in this buffer has been
he cache coherency checks and is written to memory in the order
on the sysBus.

s, or to store data read from the PCI bus on CPU reads.

Write Buffer: The I/O write buffer has two entries - one entry acts as a
write buffer for CPU I/O writes to the DECchip 21071-BA or PCI bus, the other
a holding buffer.
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DMA Read Buffer: The DMA read buffer stores data that is being:
the memory by a device on the PCI bus. This buffer is. & he lin
and is spread across the DECchip 21071-BA chips in

DMA Write Buffer: The DMA write buffer store
memory write data. Each entry is unloaded after
coherency checks have been performed.

1.2.6 DECchip 21071-CA

The DECchip 21071-CA chip perform
functions. The following list describe
21071-CA:

* Provides control for filling th
initiated transactions.

* Provides control
invalidating the:

de in the DECchlp 21071-BA chip.
, following list describes the major features of the DECchip 21071-DA:

Scatter/gather mapping from the 32-bit PCI address to the 34-bit physiecal
ddress, with on-chip 8-entry translation lookaside buffer (TBL) for fast
ddress translations. To reduce cost, the scatter/gather tables are stored
memory, and are automatlcally read by the DECchip 21071-DA (PCI
bridge) when a translation misses in the TLB.
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¢ Supports a maximum PCI burst length of 16 longwords on PCI
reads and writes.

¢ Supports two types of addressing regions on CPU-

gactions to
PCI space. ‘

- Sparse space for accesses with by
maximum burst length of 2.

— Dense space for burst lengths from
2 on reads. This region can be used for m
frame buffers, which require hig| i

= Stores address information fo
of the DMA write buffer and

— Stores address informati ; write buffer and controls the
unloading of the I/O wri MA read buffer.

y 21071-DA chip without any
21071-DA is required for
tion, DMA request generation,

her system-specific clocks, for instance the PCI clock, also must be generated
) the system clock generator. The system clock generator generates these
locks from the sysClkOut1_h signal, which is supplied by the DECchip 21064
Croprocessor.
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1.2.9 Serial ROM
The DECchip 21064 microprocessor provides an interfa

1.2.10

The interrupt control/CPU configuration PAL
information to the processor and six hardware
connect to signals irq_h<5:0> from the

When reset_l is asserted, the PAL p
information, and data bus width in

When reset_l is deasserted, the
hardware interrupts (intHw<0:5:
1.2.11 Memory SIMMs

The DECchip 2107%
banks of DRAM
or SIMMs.

xpansion bus) peripherals.

Peripherals

The DECchip 21071-AA and DECchip 21072-AA chipsets, specifically the
1071-DA chip, can operate with any PCI compliant 32-bit peripheral.
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1.2.14

1.2.15

PCI Arbiter

An external arbiter is required to determine ownershi
system operations.

System ROM

The system ROM contains all the consol¢
system. The system ROM should be accessibl
DECchip 21072-AA chipsets via the PCI bus.

Digital Confidential 1-9






Part I contains information about the DE






DECchip 21071-CZ

This chapter describes the DECchip
2.1 DECchip 21071-CA Pin Li

Table 2-1 DECchig

Function

CPU/Bcache Sig
(85 Total)

sysData<15:0>
sysAdr<33:5>

4 ma

4 ma
4 ma
4 ma
4 ma
4 ma

4 ma
4 ma

4 ma
4 ma

4 ma

Data pins for CSR data
Address bus

Bcache tag

Beache tag parity
Beache valid bit
Beache dirty bit
Bcache control parity bit
Cycle request
Command acknowledge
Data read acknowledge
Cycle write mask

Data word select
Dcache invalidate
request

Hold request

Hold acknowledge

(continued on next page)
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Table 2-1 (Cont.) DECchip 21071-CA Pin List

Buffer

Bcache PAL
Signals (9 Total)

sysDOE
sysEarlyOEEn
sysTagOEEn
sysDataOEEn
sysDataWEEn
sysDataLongWE

sysTégWE
sysDataALEn

sysDataAHEn

L O 000 O

cache tag output enable
he data output

Beache data short-write
V_WE enable

cache data long-write
write enable

Bceache tag write enable
Bcache address bit
enable low phase
Beache address bit
enable high phase

PCI Bridge Int

Signals (9 total)

ioRequest<1:0>

ioGrant

2-2 Digital Confidential

8 ma

8 ma

8 ma

21071-DA sysBus cycle
request

21071-DA sysBus cycle
grant

21071-DA command
request

21071-DA command
acknowledge
21071-DA DMA read
data ready

(continued on next page)



Table 2-1 (Cont.) DECchip 21071-CA Pin List
Number In/Out Buffer

Memory Signals

(39 total)
memAdr<11:0> 12 address
memRAS _1<8:0> 9 ow address

stro

memRASB_1<8:0> 9 mory second subset

memCAS_1<3:0> 4

memWE_l<1:0> 2 ‘Memory write enable

memPDClk 1 ‘Memory presence detect
clock

memPDLoad 1 1 Memory presence detect

load enable

"memPDDIn Memory presence detect
data in
Video Support
Signals (4 total)
vFrame_l —_ Video request for full
serial register load
vRefresh_l — Video request for split

serial register load

memDTOE_1. 8ma - Dual function data and
output enable for VRAM
bank

memDSF o 8 ma Special function output
for VRAM bank ‘

(continued on next page)
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Table 2-1 (Cont.) DECchip 21071-CA Pin List

Number In/Out

Buffer

Data Path

Signals (16 total)

sysCmd<2:0> 3 o

subCmdA<1:0> 2 0

subCmdB<1:0> 2 0]

subCmdCommon 1 (0] Sub-commands for
sysBus

sysIORead 1 “Selects I/O read buffer to
sysBus

drvSysData 1 Turns on the 21071-BA
sysData<127:16> drivers

drvSysCSR Turns off the 21071-BA
sysData<15:0> drivers

drvMemData Turns on the 21071-BA

memCmd<3:1>

sysReadOW

memData drivers
Commands for memory
side of the 21071-BA
chip

Selects octaword to be
returned on sysBus

Miscellaneo
Signals (8 Te

2-4 Digital Confidential -

L N ]

e R e ]

o

If true, indicates 128-bit
wide memory

Clock input

Phase reference for
clk1x2

Reset

Test mode select

Scan enables

Tristates all outputs
/bidirects of chip
Parametric NAND tree
output

(continued on next page)



Table 2-1 (Cont.) DECchip 21071-CA Pin List
Number In/Out Buffer

Total signal pins: 170
Total input pins: 55
Total output pins: 115
Total power and

ground pins: 35
Total pins: 205

The DECchip 2
sysClkOut_h

22.1 CPU/Bca
2.2.1.1 sysData

ional - (21071-BA, CPU, Beache, 21071-CA)
Sampling Clock Edge: clk2F
Clock Edge: clk1iR

a bidirectional bus which provides data to and from the
d the CPU. The default driver of sysData<15:0> is the CPU.

Data<15 0> is used to read and write the CSR data for the 21071-CA chip.
21071-CA chip does not support error checking on its CSR transactions,
o corresponding sysCheck signals do not go to the 21071-CA. On a CSR read
nsaction, the 21071-CA chip drives sysData<15:0>. The rest of the bits are
ren by the 21071-BA data chips.
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2.2.1.2 sysAdr<33:5>

Signal Type: 21071-CA Input, CPU Output, 210
Input Sampling Clock Edge: Latch opens on
Output Clock Edge: clkiR

sysAdr<33:5> contains the cache line ad ,
<33:32> of sysAdr<33:5> indicate the address g

sysAdr<33:5> is driven by the CPU on CPU-ini
21071-DA chip on DMA transactions.

¢ On CPU-initiated transactions, th
command cycle through to the te

¢ On DMA transactions, the 21
so that the cache can be rele

2.2.1.3 sysTag<31:17>

cached are those with
to be 00.

The tagAdr<33:32= pins of the DPECchip 21064 microprocessor should be tied
its are variable. The number of significant bits of

Bceache tag store drives sysTag<31:17> with the assertion of sysEarlyOEEn,
lied by the 21071-CA chip on CPU read block, CPU write block, CPU,
x_L, and CPU STx_C transactions. On DMA transactions, the Beache tag
re drives sysTag<31:17> when the 21071-CA chip asserts sysTagOEEn.

used sysTag bits should be pulled down on the module.
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2.2.1.4 sysTagPar

Signal Type: Bidirectional (21071-CA, CPU, Bcac
Input Sampling Clock Edge: clk1F
Output Clock Edge: clk1F

sysTagPar is an even parity bit over the sit
number of bits that participate in the p
the Beache.

2.2.1.5 sysTagCtiv

nd on the size of

Signal Type: Bidirectional (21071
Input Sampling Clock Edge: c
Output Clock Edge: clk1F

sysTagCtlV indicates that the cag
this bit during cache fills, and ¢
cache. .

lid. The 21071-CA chip sets
1g DMA writes that hit in the

2.2.1.6 sysTagCtiD

Output Cloek

sysTagCtlD indicates't ché entry is dirty. The 21071-CA chip sets this
bit during wri '

gnal Type: 21071-CA Input
ignal Source; CPU
Input Sampling Clock Edge: clk1R

uCWMask<7:0> is used on CPU-initiated read block and wﬁte block
actions. These signals carry different information on both these
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¢ On CPU write block and CPU STx_C transactions
longword mask for the whole cache line. An asse
indicates that the corresponding longword from
should be written.

Any combination of mask bits is al
a CPU write block transaction. CPU*S:
combinations that correspond to a single

signals carry additional information:
cpuCWMask<1:0> carries addres
the actual quadword that missed

yinitiate an external transaction, it puts a
eq<2:0>. Table 2-2 lists the encodings for the

nsaction Encodings
Transaction

Idle
Barrier
Fetch
FetchM
Read block
Write block
LDx L
STx_C

- ransaction types are held on cpuCReq<2:0> until the end of the
transaction. Therefore, there is no need to latch these signals.
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2.2.1.10 cpuCAck<2:0>

Signal Type: 21071-CA Output
Signal Destination: CPU
Output Clock Edge: clk1R

The 21071-CA chip provides transaction
; of these signals. On

CPU initiated transactions addressed’ta the 21 r the PCI, the 21071-
i i ; rom the 21071-DA chip

on i0Cmd<2:0> and forwards it
cycle. -

Table 2-3 lists the encodings

cpuCAck<2:0>

000

001 Transaction failed in a catastrophic manner

010 A failure occurred in the transaction, but was
corrected. (not used)

011 CPU STx_C transaction failed

100 Transaction completed successfully

101 —

110 —

11

21071-CA chip indicates to the CPU that valid read data is on the
sysBus, whether the data should be cached, and indicates if ECC checking
nd correction or parity checking should be performed. Table 24 lists the
odings of cpuDRAck<2:0>.
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The 21071-CA chip is the only driver of these signals. On CPU-ini
transactions addressed to the 21071-DA chip or the PC
receives transaction acknowledge information from t
ioCmd<2:0> and forwards it to the CPU on cpuDRAc
cycle.

Table 2-4 cpuDRAck Encodings

cpuDRAck<2:0> Acknowledge Description

000 Idle : «

100 ok_NCache_NChk D ’t cachie; don’t check

101 ok_NCache he, check ECC or parity.
110 ok_NChk don’t check. (Not used)
111 ok ‘¢heck ECC or parity

2.2.1.12 cp‘uDWSeI<1 >

- 'PU write data is available on the sysBus is
lled by the 21071-CA chip with cpuDWSel<1>. The 21071-
-bridge) chip is always capable of accepting all the data on a
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2.2.1.13 cpuDinvReq

Signal Type: 21071-CA Output
Signal Destination: CPU
Output Clock Edge: cik1R

version of sysAdr<12:5>. This 31gnal shopld be tie
2.2.1.14 cpuHoldReq

Signal Type: 21071-CA Output
Signal Destination: CPU
Output Clock Edge: clkiR

The 21071-CA chip asserts cp

CPU% dInvReq pins.

HoldReq is asserted at the end of that
1-DA chip is requesting preemption,

Signal Type: 21071-CA Output

Signal Destination: Bcache PAL

Output Clock Edge: clklF

ut Sampling Clock Edge: Not applicable (flow through)
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2.2.2.2 sysTagOEEn

drivérs, data and tag RAM output enables to be asse
quickly as possible when the CPU asserts cpuCReq<2

sysEarlyOEEn is asserted on clk1F in the idle cy
CPU transaction (the cycle when cpuCReqgg2:
other cycles it is asserted and deasserted

Table 2-5 cpuCReq Effect on bcTagOE_| and

cpuCReq<2:0> Command bcTa cpuDOE_|
000 Idle F
001 Barrier F
010 Fetch F
011 FetchM F
100 Read block P
101 Write block T
110 LDx. L F
111 b : T

ership of the cache by asserting cpuHoldAck.
during CPU-initiated non-cacheable transactions
n sysTag<31‘17> and sysTagCtl.

ignal Type: 21071-CA Output

“Signal Destination: Bcache PAL

Output Clock Edge: clk2F or clk1R

Input Sampling Clock Edge: Not applicable (flow through)
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sysDataOEEn is asserted by the 21071-CA chip whenev
from the Beache. This occurs during a victim read, duri
transaction that hits in the cache, and during all DMA
the data cache is never written during DMA.

sysDataOEEn is asserted on clk1R in the first cyc
cycle when 10Cmd<2:0> is driven). Durin
deasserted on clk2F.

2.2.2.4 sysDataALEn

Signal Type: 21071-CA Output
Signal Destination: Bcache PAL
Output Clock Edge: clk2R
Input Sampling Clock Edge;

sysDataALEn and sysDataAHExi _

s asserted and

e PAL to generate the lower
ddress bit must be toggled
that hit the cache, and

enable beDataA<4> for the period

igh.

s 21071-CA Output

ation: Bcache PAL

“lock Edge: clklR

put Sampling Clock Edge: RAM We

his signal is asserted when a write to the tag address and control cache RAMs
needed. sysTagWE is NORed with the CPU write enable pulse to generate
e tag control write enable which is then inverted to generate the tag address.
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2.2.2.7 sysDataWEEN

Signal Type: 21071-CA Output
Signal Destination: Bcache PAL
Output Clock Edge: clk1R

Input Sampling Clock Edge: clk1

This signal is asserted to the PALs whe
needed. sysDataWEEn is used if the system
actual write enable pulse is generated by the P.
with an inverted clkl signal, it is then NQRed wi
signal to generate the data RAM write

2.2.2.8 sysDatalLohgWE

Signal Type: 21071-CA Ou
Signal Destination: Bcach
Output Clock Edge: clk

1J write enable

or data output enable during CPU external write
h the PAL, and causes cpuDOE_] to assert.

ignal Descriptions

ye: 21071-CA Input

ce: 21071-DA

nput Sampling Clock Edge: clk1F
“Output Clock Edge: clklR

e 21071-DA chip asserts ioRequest<1:0> to request ownership of the sysAdr
ines to perform a DMA transaction. ioRequest<1:0> is acknowledged using
t.
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A request may be asserted for three cycles before the bus is, actually
because three cycles are required to acquire ownership
CPU. When a DMA transaction is started, ioRequest<
to idle in the same cycle as i0Cmd<2:0> if no furthe
required.

Table 2-6 ioRequest<1:0> Encodings
ioRequest<1:0> Function

00 Idle

01 DMA preempt request
10 DMA request

11 DMA atomic request

determines who will
and programmed p:

The 21071-DA
to do multipl
transactions

ds to be preempted by a DMA write transaction to
MA write buffer, the 21071-DA chip should keep DMA preempt
d through the entire flush of the buffer until all DMA write

“ Signal Type: 21071-CA Output

Signal Destination: 21071-DA
Output Clock Edge: clk1R

=Input Sampling Clock Edge: clk1F
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cpuCReq<2:0> should be ignored.
2.2.3.3 ioCmd<2:0>

Signal Type: 21071-CA Input
Signal Source: 21071-DA

Input Sampling Clock Edge: ¢
Output Clock Edge: clk1R

The 21071-DA asserts chip ioC;
chip. When the 21071-DA chi
a bus transaction. '

When the CPU has the
cpuCAck<2:0>

ioGrant, the 21071-DA chip must not begin any new ¢
ioGrant and cpuHoldAck are both asserted, the 210
new DMA transaction. If the 21071-DA chip sample
any cycle, its sysAdr drivers must be tristat

DA chip uses the ioGrant in combination:

st an action by the 21071-CA

k<2:0> request must not be sent during DMA, one
sends ioGrant, or one cycle after the 21071-DA

21071-DA Owns sysBus
» Idle
CirLock Flush
cpuDRAck ok_NCache_NChk Write
cpuDRAck ok_NCache Write masked
cpuCAck ok Read
cpuCAck Hard_Error Read burst
cpuCAck Soft_Error Read wrapped
cpuCAck STxC_Fail Read burst wrapped
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2.2.3.4 10oCACk<1:0>

Signal Type: 21071-CA Output
Signal Destination: 21071-DA
Input Sampling Clock Edge: clk1F
Output Clock Edge: clkiR

The 21071-CA chip asserts i0CAck<1:0> to a¢
10CAck<1:0> indicates that the DMA transact
error occurred during the transaction, a
lists the encodings for i0CAck<1:0>.

Table 2-8 i0CAck<1:0> Encodin
foCAck<1:0> Function

00
01
10
1

2.2.3.5 ioDataRdy

he DMA read buffer without having to wait for
1:0>. When the 21071-DA chip receives ioDataRdy, data will be
iData<31:0> in the next cycle.

Note

The number of ioDataRdy assertions may not correspond to the number
~ of octawords loaded into the DMA read buffer. The 21071-DA chip
must ignore ioDataRdy if a DMA read is not in progress.
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When the 21071-DA chip receives ioCAck<1:0>, the entir cache bl

available in the DMA read buffer. The data may be rea

two cycles after acknowledge of i0CAck<1:0> is receiv:

2.2.4 Data Path Control Signal Descriptions
2.2.4.1 drvSysData

Signal Type: 21071-CA Output

Output Clock Edge: clk2R assertion, cl
Input Sampling Clock Edge: clkl

drvSysData is asserted by the 21071
chip should drive sysData and sysCh
it indicates to the 21071-BA chip t
next clk1F.

2.2.4.2 drvSysCSR
Signal 'l‘ype' 21071-CA

21071-BA chips, sh
The drvSysCSR si

-CA Chlp, both drvSysData and drvSysCSR are
‘the 21071-BA chips driving sysData<127:16> and
ysData<15:0>.

e: 21071-CA Output
ling Clock Edge: Flow through

emData is asserted by the 21071-CA chip to indicate that the 21071-BA
ps should drive memData on the next memCIkR.
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2.2.4.4 sysiORead

Signal Type: 21071-CA Output
Output Clock Edge: clk1R
Input Sampling Clock Edge: clk2F

sysIORead is asserted by the 21071-CA
the contents of the I/0 read buffer should

2.2.4.5 sysReadOW

Signal Type: 21071-CA Output
Signal Destination: 21071-BA
Input Sampling Clock Edge: cl
Output Clock Edge: clkiR -

sysReadOW is asserted by the 2
that the upper octaword of da
and I/O read buffers.

indicate to the 21071-BA chips
m the memory read, merge,

\ Pin, 64-bit memory 21071-BA Pin, 128-bit memory
ip 21071-AA Configuration DECchip 21072-AA Configuration

-BA 0 subCmd<0> 21071-BA 0 subCmd<0>
21071-BA 0 subCmd<1> 21071-BA 2 subCmd<0>
21071-BA 1 subCmd<0> 21071-BA 1 subCmd<0>
.. 21071-BA 1 subCmd<1> 21071-BA 3 subCmd<0>
" Not applicable 21071-BA 0-3 subCmd<1>
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2.2.47 sysCmd<2:0>

Signal Type: 21071-CA Output
Output Clock Edge: clk1R
Input Sampling Clock Edge: clk2F

The sysCmd<2:0> signals, in combinati
indicate to the 21071-BA chip the actio
general, they echo the actions taking place ori
cycle. The bits are decoded into various actions
following table.

Table 2-10 sysCmd<2:0> and subC
sysCmd subCmd Mnemonic
000 0X RESET

in the merge buffer are cleared.
ters are reset. The data in the

000
d new data will not be clocked into
d during reads, or to hold the first
transfer of write data due to a full write buffer.
001 write action is performed. Sent when

ing for write data to be ready. Data from
the sysData bus is loaded into the pad flops.

Data in the sysData pad latches is loaded into
the DMA read buffer, which also serves as the
/O write buffer. A counter is incremented so
that the next RDDMAS will load data into the
next sub-cache line of the buffer.

Data in the memory read buffer is loaded into
the DMA read buffer. A counter is incremented
so that the next RDDMAM will load data into
the next sub-cache line of the buffer.

(continued on next page)
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Table 2-10 (Cont.) sysCmd<2:0> and subCmd<1:0> En:

sysCmd subCmd Mnemonic Function

100

100

100

100

101

00 MERGE00
cache, each ine of the merge buffer
is loaded twic the CPU write
data ¢, MERGEO01), and
: sing MERGE with
overlay (that is,
01 MERGEO1 ongword 0’s data in the

ad latches is loaded into the read

10 100, but longword 1’s data in the
ata pad latches is loaded into the read

buffer and longword 1’s merge bit is set.

: RGE00, but longword 0 and 1’s data
the ‘sysData pad latches is loaded into the
sad/merge buffer and longword 0 and 1’s merge

Data in the sysData pad latches is loaded into
the memory write buffer representing cache line
0. A counter is incremented so that the next
WRSYSO0 will load data into the next sub-cache
line of cache line 0.

As in WRSYSO, but cache line 1
As in WRSYSO, but cache line 2
As in WRSYSO0, but cache line 3

Data in the sysData pad latches is merged
with the DMA write buffers and loaded into
the memory write buffer representing cache
line 0. A counter is incremented so that the
next WRDMASO will load data into the next
sub-cache line of cache line 0.

(continued on next page)
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Table 2-10 (Cont.) sysCmd<2:0> and subCmd<1:0> En
sysCmd subCmd Mnemonic Function

110 01 WRDMAS1

110 10 WRDMAS2
110 1 WRDMAS3
111 00 WRDMAMO

111 01
11 10 10, but cache line 2
‘111 11 0, but cache line 3

2.2.4.8 memCmd<3:1>

rious actions. Table 2—11 provides complete a
3:1> encodings. :

memCmd<3:1> Encodings
Mnemonic Function

No operation.

SET All memory pointers in the 21071-BA chip are
reset.

(continued on next page)
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Table 2-11 (Cont.) memCmd<3:1> Encodings

memCmd Mnemonic Function

000 RDIMM

001 RDDLY

100 WRIMM e memory write buffer is driven

101

- to memory on the next memCIkR. After the

he next memClkR. A counter is
hat the next WRxxx will drive
che line to memory.

m the memory write buffer is driven

Data from the memory write buffer is driven

write, the quadword pointer is reset to 0, and
the cache line pointer is incremented so that

the next WRxxx will drive the first sub-cache
line of the next cache line to memory.

Data from the memory write buffer is driven
to memory on the memClkR after the next
memCIkR. After the write, the quadword
pointer is reset to 0, and the cache line pointer
is incremented so that the next WRxxx will
drive the first sub-cache line of the next line to
memory.

Aemory Signal Descriptions
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2.2.5.1 memAdr<11:0>

Signal Type: 21071-CA Output
Signal Destination: Memory
Output Clock Edge: memCIlkR

memAdr<11:0> is the time multiplexed
column addresses to the memory.

2.2.5.2 memRAS_I<8:0>

Signal Type: 21071-CA Output
Signal Destination: Memory
Output Clock Edge: memClkR

memRAS_I<8:0> is asserted on
serial register loads to indicate
memAdr<11:0>. Each memRAS

ovides the row and

CAS_1<3:0> signals are used during memory reads and writes to indicate
a valid column address is on memAdr<11:0>. During memory writes,
memCAS_l<3:0> asserts if the respective memory longwords are being written.
On memory reads, all memCAS_] bits are asserted. memCAS_1<3:0> is also
erted during refreshes and video serial register loads.
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2.2.5.5 memWE_i<1:0>

Signal Type: 21071-CA Output
Signal Destination: Memory
Output Clock Edge: memClkR (Programma;

memWE_l<1:0> signals are asserted on
that valid write data is present on the
memWE_l<1> are identical copies provided to

2.2.5.6 memPDCIk

Signal Type: 21071-CA Output
Signal Destination: Presence D
Output Clock Edge: clk2F

memPDClk provides a clock at o
is connected to the presence :
sampling of memPDDIn are

action to indicate
WE_1<0> and

memPDL(;ad_l and the

, that the presence detect pins should be

ce detect shift register. When memPDLoad_l is asserted,
‘ occur. This enables the use of either asynchronous
registers.

urce: Presence Detect Shift Register
k Edge: clk2F

ister. The value of memPDDIn is shifted into the 21071-CA chip presence
ect registers one sysClock after memPDClk deasserts (which is 3 sysClocks
er memPDClk asserts). The data is loaded Most Significant Bit (MSB) first
nto the registers (a shift right).
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2.2.6 Video Support Signal Descriptions
2.2.6.1 vFrame_|
Signal Type: 21071-CA Input

Signal Source: External logic
Input Clock Edge: Asynchronous

Assertion of vFrame_l causes the video

contents of the video frame pointer register whi
chip. A full serial register load to the video bank’ nested at the video
display pointer address.

us with the 21071-CA
wronized with memClk

The vFrame_]l signal is edge sensitive
chip clocks. Assertion of vFrame_l is_
before being used.

vFrame_] has a weak internal
video support functionality

2.2.6.2 vRefresh_|

t systems that do not use the

emented value of the video display
display pointer. A split serial register load
at the video display pointer address.

g sitive and asynchronous with the 21071-CA
efresh_l is detected and synchronized with memClk

rnal pullup to support systems that do not use the
ty provided by the 21071-CA chip. '

2 21071-CA Output
stination: Memory
Output Clock Edge: memClkR

e memDTOE_] signal has two functions and is intended to be used

nly by the single video bank. During random access reads and writes,
mDTOE_l is held deasserted before asserting memRAS_l. For random

s, memDTOE_] is asserted with the first column address. During a serial
r load, memDTOE_] is asserted with the row address. This signal is
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used at memRAS_1<8> or memRASB_1<8> assertion by th VRAMs
memDSF to perform full or split register loads.

2.2.6.4 memDSF

Signal Type: 21071-CA Output
Signal Destination: Memory
Output Clock Edge: memClkR

The memDSF signal is used at memRAS_l<8>"
bank to choose between full and split seri ist
with the row address in order to set up.

1 by the single video
5. memDSF is driven
RASB_1<8>.

2.2.7 Miscellaneous Signal Descriptio
2.2.7.1 wideMem

Signal Type: 21071-CA In
Input Clock Edge: Stat;

The wideMem sign: chip and 21071-BA chip that
indicates the size of ‘tk ideMem is tied high to indicate a
128-bit wide m A chips). wideMem is tied low to

us (two 21071-BA chips).
n and a Schmitt trigger input.

indicate a 64
wideMem has a v

2.2.7.2 clkix2

-supplies a clock at twice the frequency of the
Outl sigrial, with a minimum period of 15 ns, and a 50

s. During'reset, the memory data bus is driven, and the sysBus data and
- buses are tristated. All signals which are sent to the DECchip 21064
cessor are guaranteed to be tristated or held low, so as to prevent more then
.0 volts from entering the DECchip 21064 micro processor during reset.
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2.2.7.5 testMode
Assertion of testMode places the chip into a mode for ¢
is only intended to be used during chip testing, and
normal system operation.

testMode has a weak internal pull down :

2.2.7.6 scanEnable

Assertion of scanEnable places all internal fi
scanEnable is only intended to be used durmg chip ting, and must be
tied low during normal system operatio :

scanEnable has a weak internal pull

2.2.7.7 tristate_l|

Assertion of this signal tristates ;
is intended for use only durin,

ym the Parametric NAND tree, as
ust be asserted for pTestout to be

071-CA Signal Types

Description

tandard input only
tandard output only
Power

Bidirectional

ows the DECchip 21071-CA pinout locations.
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Figure 2-1 DECchip 21071-CA Pinout Diagram

outvss
oulvDD
memRASB_|<0>
memRASB_l<i>
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testMode
tristate_{
cikarel
ouivDD
scanEnable
sysAdr<26>
sysAdr<25>
sysAdrc24>
sysAdr<23>
sysAdr<22>
sysAdr<21>
sysAdr<20>
sysAdr<19>
sysAdr<18>
oulvss
sysAdr<17>
sysAdrc16>
sysAdr<15>
sysAdrc14>
sysAdr<13>
sysAdrei12>
sysAdr<ii>
sysAdr<10>
sysAdred>
sysAdre8>
sysAdr<7>
sysAdr<6>
sysAdr<5>
outvbD

108 1 outvss

ac12> me 90

acld> wm
a<13> mm
a<ii> |
a<10>
sysData<9> mm

sysDOE w85
sysData<15> pm
outVSS me
inpVDD o
inpvVSS |m

NC
outvDD jm
sysDalaAHEn

sysReadOw :
divSysData jm
divSysCSR
sysVORead |
DalaALEn m
sysTagWE jm
sysTagOEEn jmm
sysEarlyOEEn pm
sData<8> 1w
sysDala<7> ma
sysData<6> s
sysDala<5>
sysData<d> s
sysData<3>
sysData<2> mg
sysData<1> |
sysData<0> jmm

sysCmd<i> Jm
sysCmd<2>
subCmdCommon

sysDat
sysDal
sysDal
sysDal
sysDal

sys

sysDalaOEEn jm

able 2--13 lists the DECchip 21071-CA pins in alphabetical order.

L0344 TO

Digital Confidential 2-29



Table 2-13 DECchip 21071-CA Aiphabetlcal Pin Assig

Pin Name*

Number Type Pin Name

clk1x2
cli2ref
cpuCAck<0>
cpuCAck<1>
cpuCAck<2>
cpuCReq<0>
cpuCReq<1>
cpuCReq<2>
cpuCWMask<0>
cpuCWMask<1>
cpuCWMask<2>
cpuCWMask<3>
cpuCWMask<4>
cpuCWMask<5>
cpuCWMask<6>
cpuCWMask<7>
cpuDinvReq
cpuDRack<0>
cpuDRack<1>
cpuDRack<2>
cpuDWSel<1>
cpuHoldAck
cpuHoldReq
drvMemData

196
197
199
200
201
198
192
194
195
memAdr<0> 36
- memAdr<1> 39
memAdr<2> 40
memAdr<3> 41
memAdr<4> 42

memAdr<5> 43
memAdr<6> 4
memAdr<7> 45

o000 O0OoOOOH"TOoOO=OOUUUWUY T
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Pin

Pin Name Number Type

memAdr<8> 46 0

memAdr<9> 47 0

memAdr<10> 48 0

memAdr<11> 49 0 0
memCAS_l1<0> 13 0 (0]
memCAS_l<1> 14 0 (0]
memCAS_1<2> 15 (o} (o}
memCAS_1<3> 18 0 0
memCmd<1> 65 0 —_
memCmd<2> 66 (0] —
memCmd<3> 67 0 —
memDSF 56 (0] —_
memDTOE_]1 55 (0] —
memPDClk 58 (o] P
memPDDin 79 P
memPDLoad_l 183 P
memRASB_1<0> 17 P
memRASB_l<1> 38 P
memRASB _1<2> 54 P
memRASB_1<3 158 P
memRASB_l1<4> " 106 P
memRASB_l1<5> 131 P
memRASB_1<6> 2 P
memRASB _1<7> 1 P
memRASB _1<8: 37 P
memRAS_1<0 120 P
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Pin

Pin Name Number Type Pin Name
outVss 16 P sysAdr<19>
outVss 68 P
outVss 22 P :
outVss 50 P I
outVss 12 P I
outVss 172 P I
outVss 105 P I
outVss 89 P I
outVss 157 P I
outVss 141 P I
outVss 26 P I
outVss 193 P I
outVss 53 P I
pTestout 203 0 I
reset_l 206 1 I
scanEnable 1
subCmdA<0> I
subCmdA<1> 1
subCmdB<0> I
subCmdB<1> I
subCmdCommo; sysCmd<0> 69 (0]
sysAdr<10> sysCmd<1> 70 (o)
sysAdr<11> sysCmd<2> 71 0
sysAdr<12> sysDataAHEn 80 0
sysAdr<13> sysDataALEn 17 0
sysAdr<14> 0 sysDataLongWE 21 0
0 sysDataOEEn 84 0
(o} . sysDataWEEn 20 0
0 sysData<0> 102 1/0
(o] sysData<l> 101 /0
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Pin

Pin Name Number Type Pin Name
sysData<10> 92 Vo tagAdr<18>
sysData<1l> 91 /0

sysData<12> 90 o

sysData<13> 88 /0

sysData<14> 87 Vo

sysData<15> 86 10

sysData<2> 100

sysData<3> - 99
sysData<4> 98
sysData<5> 97
sysData<6> 96
sysData<7> 95
sysData<8> 94
sysData<9> 93
sysDOE

sysEarlyOEEn
sysIORead
sysReadOW
sysTagOEEn
sysTagWE
tagAdrP
tagAdr<17>
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2.3.3 DECchip 21071-CA Numerical Pin Asmgnment List
Table 2-14 lists the DECchip 21071-CA pins in numerj

Table 2-14 DECchip 21071-CA Numerical Pin Assj

Pin

Pin Name* Number Type Type
outVss 1 P
outVdd 2 P
memRASB_1<0> 3 (0]
memRASB_l<1> 4 (0]
memRASB_1<2> 5 0
memRASB_1<3> 6 0
memRASB_l<4> 7 (0]
memRASB_l<5> 8 0
memRASB_l<6> 9 0.

[
o

memRASB_1<7>
memRASB_1<8>

outVss

memCAS_1<0>

memCAS_lI<1>

memCAS_1<2>

outVss

outVdd

memCAS_1<3> memAdr<5> 43

outVdd memAdr<6> 44

sysDataWEE memAdr<7> 45

sysDataLong memAdr<8> 46

outVss memAdr<9> 47
memAdr<10> 48
memAdr<11> 49

me outVss 50

i*-NFeNoNoNoNoNoNoNoNeoNoNol-NeNoNeNoNoNeoNeNoNoNo R Ry-)

connect these pins on board.
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Pin

Pin Name* Number Type Pin Name

inpVdd 51 P

inpVss 52 P

outVss 53 P

outVdd 54 P

memDTOE_1 55 0

memDSF 56 (0]

memPDDIn 57 0

memPDClk 58 0

memPDLoad_1 59 0

subCmdB<0> 60 0

subCmdB<1> 61 0

subCmdA<0> 62 (o}

subCmdAc<1> 63 0

drvMemData 64 (o)

memCmd<1>

memCmd<2>

memCmd<3>

outVss

sysCmd<0>

sysCmd<1>

sysCmd<2>

sysReadOW -~ sysData<2> 100 o

drvSysData sysData<1> 101 /0

drvSysCSR sysData<0> 102 7[0)
inpVdd 103 P

sysIORead inpVss 104 P
outVss 105 P
outVdd 106 P
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Pin

Pin Name* Number Type Pin Name

sysAdr<5> 107 I

sysAdr<6> 108 I

sysAdr<7> 109 I

sysAdr<8> 110 I

sysAdr<9> 111 I

sysAdr<10> 112 I

sysAdr<11> 113 I

sysAdr<12> 114 I

sysAdr<13> 115 I

sysAdr<14> 116 I

sysAdr<15> 117 I

sysAdr<16> 118 I

sysAdr<17> 119 I

outVss 120 P

sysAdr<18> 121 I

sysAdr<19> 122 1

sysAdr<20> 12 I

sysAdr<21> 155 P

sysAdr<22> 156 P

sysAdr<23> 157 P

sysAdr<24> 158 P

sysAdr<25> " tagAdr<23> 159 /0

sysAdr<26> tagAdr<24> 160 7/0]

scanEnable tagAdr<25> 161 7o)

outVdd tagAdr<26> 162 /0
tagAdr<27> 163 7o)
tagAdr<28> 164 /0
tagAdr<29> 165 1’0
tagAdr<30> 166 170}
tagAdr<31> 167 1/0
cpuCWMask<1> 168 I

connect these pins on board.
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Pin* Pin No. Type Pin

cpuCWMask<1> 169 I ioCAck<0>

cpuCWMask<2> 170 1 ioCAck<1>

cpuCWMask<3> 171 I :

outVss 172 P

cpuCWMask<4> 173 I 1
cpuCWMask<5> 174 I I
cpuCWMask<6> 175 I 1
cpuCWMask<7> 176 1 I
cpuDInvReq 177 (0} 1
cpuHoldReq 178 I 1
cpuHoldAck 179 1 1
cpuCAck<0> 180 (o] P
cpuCAck<1> 181 (0] P
cpuCAck<2> 182 (0]

outVdd 183 P

cpuCReq<0> 184

cpuCReq<1>

cpuCReq<2>

cpuDWSel<1>

NC

cpuDRAck<0>

cpuDRAck<1>

cpuDRAck<2>

ioGrant

outVss

ioRequest<0>
ioRequest<1>

shows packaging dimension information.
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Figure 2-2 DECchip 21071-CA Packaging Dimension information

1.004 REF
1.004 REF

LJ-03666-TI0
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ECch 71-CA. The
memory control functions.
ata path located on the

21071-CA chip provides both second 1
The 21071-CA chip also controls th
21071-BA chip. Figure 3-1 show

Figure 3—-1 21071-CA Block Diagram

Row

Row &
Column
Generation J Col

memAdr <11:0>

sysTag <31:17>
O———— 1
Compare
and

sysAdr<33:5> | Address

D_____— Generation

e
' o

Read Bank memRas! ,memCasl, memWel ’ D

sysBus Contro} Write Bank _ | memory

-
f

Control

y

1J-03351-Ti0

ace Architecture

CPU, 2107 -DA chip, cache, and 21071-CA chip communicate with each
r via the sysBus. The sysBus is essentially the processor pinbus with
ditional signals for DMA transaction control, arbitration, and cache control.

e sysBus interface contains:
sBus arbiter

ache controller
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¢ Write buffer address and control
¢ Read/merge buffer control
* Lock register '

3.1.1 sysBus Arbitration

hip, which
ansaction to
that it can
esting the bus.

3.1.1.1 Arbitration CSRs

The arbitration policy of the 21071-
the DMA_ARB CSR field to select. %

highest priority. There are thre

ammed by setting up
r'the 21071-DA chip has

¢ CPU priority:

—  When the CPU

) multaneously requesting the sysBus,
the CPU is

CPU, and the bus is released to the
noncacheable DMA transactions.

quest<1:0> fields. cpuCReq<2:0> is not a bus request,
le command indicating that the CPU has started a transaction on the

on arbxtratlon, it makes a request to the CPU for control of the Bcache
serting cpuHoldReq to the CPU.

he 21071-DA chip can make three types of requests for the sysBus:
Atomic Request
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This request is used if the 21071-DA chip wants to do multi le t
without interruption from the CPU. When the 210
has a DMA transaction in progress, the assertion:
override programmed priority. If the 21071-DA ¢h
a transaction is progress, the assertlon of atom
sending a plain DMA request.
Note
In order to guarantee atomicity, the 21071-'

an atomic request in the cycle that
ioCmd<2:0> lines for the first tran,

Preempt Request

A preempt request causes

plain DMA Te
to resume.

etion of the requesting DMA transaction.

Thls is the ordinary DMA request. No special priority is given to DMA
request unless it is programmed.

Digital Confidential 3-3
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3.1.1.3 Arbitration Cycles

The cycle in which arbitration occurs depends on wh
21071-DA chip has control of the bus. Arbitration wi
times:

¢ When a CPU transaction is in progress, arbit

control of the Beache.

Table 3-1 Arbitration Cycles of CPU

Two Cycles Before cpuCAck

CPU read block, CSR or memory
CPU write block, CSR or memory.
CPU fetch, CSR or m "
CPU STx_C hit

CPU LDx_L hit dirt;

turned) and cpuHoldAck has been deasserted.

3-4 Digital Confidential

ess, arbitration will occur one cycle
1071-DA chip. The result of arbitration
rity if both the CPU and the 21071-DA chip

nt to the 21071-DA chip and cpuHoldReq to the CPU in the same cycle.
nce cpuloldReq has been asserted, the 21071-CA and 21071-DA chips must
gnore cpuCReq<2:0> until the transaction is complete (ioCAck<1:0> has been



After the 21071-DA chip detects that both ioGrant and cp
asserted, it will drive its command address and data lin

Note

The i0Cmd<2:0> encodings change as

transaction to do. The 21071-DA chi
without doing a transaction; in thls
i0Cmd<2:0> pins, until it removes_io
withdraws ioRequest<1:0> for on

w ioRequest<1:0>
ive IDLE on the

er receiving cpuHoldAck,
rse behavior will occur.

cacfxe, or DMA full write transactions if the
elease will not occur if the programmed

cycle before i0CAck<1:0> is sent to the 21071-DA chip.
occur up to one cycle after ioCack<1:0>, if ioCack<1:0> occurred
sBus was being released. The result of arbitration depends on

ty if both the CPU and 21071-DA chip are requesting the
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3.1.2 Bcache Control

The Bcache controller provides control for the second
initiated memory read/write transactions that miss,
memory LDx_L and STx_C transactions (hits and m
transactions, the Beache controller provides contro]
extracting or invalidating the cache line.
supports only a write-back cache.

Figure 3-2 shows the implementation of a cach
cache.
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Figure 3-2 Cache Subsystem for a 512 KB Cache

TAG Control TAG RAMs
D A C D A C
f Cache Contral

Cache index

Tag, Tag V,D,P

5 x AS805

DECchip
21064

Address

B Controt

" Tag,Tag V.D.P

2 x 5ns PALs

CPU Cache Conty

2(4) x Data path
DECchip
21071-BA

LJ-03428-Ti0

ip supports only a secondary cache width of 128 bits. A 64-bit
supported.

Bcache controller can support Beache sizes from 128 KB to 16 MB. The
ntroller needs to know the Beache size to perform a Tag compare on the
ppropriate bits. The 21071-CA chip uses a register to enable the appropriate
its of the tag address. Software is required to program this register based on
of the cache. Refer to Chapter 4 for additional information.
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The only restriction that the Bcache controller places on the speed the

one sysClk cycle. Bcache writes can be programmed
cycles.

3.1.2.2 Bcache Allocation Policy

The 21071-CA chip supports a write-bac
allocated on CPU memory read misses. The
optional allocation policy on writes. Allocation’
be turned off by setting a bit in a register. Refer
information.

3.1.2.3 Bcache Write Granularity

The Bcache controller in the 2107,
granularity to the Becache. This

21071-CA chlp has t
when a S’IB(_C hit

at miss in the cache, the 21071-CA
L from memory and write it into the
tion is disabled, the write is sent directly

Prov1des data from the Beache to the CPU on LDx_L transactions that hit
in the cache. .

Writes the Bcache tag store with the appropriate address and control bits
iring the above operations.
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3.1.2.5 DMA-initiated Bcache Operations

During DMA requests, the 21071-CA éhip performs th
the Beache after it has received ownership of the Beag
or cpuHoldAck mechanism:

* Performs a tag probe to determine if the DMA
¢ Reads a block of data from the Beac - it into the DMA read

data and loads it into the memory
transaction hits in the Beache.

¢ Invalidates the cache block if a_

The Bcache PALSs clock the system
¢ timing requirements of that

cache control signa
system before NORing

bits stored
during LD3
cacheable

‘the 21071-CA chip compares sysAdr<31:17> to the
17> bits read from the tag RAMs. In the other extreme of a 16 MB
1071-CA chip would only perform the comparison on bits<31:24>.

he Invalidates

21071-CA chip Bcache controller is responsible for ensuring that the
Dcache is always a subset of the external Beache. Maintaining system
che coherency is accomplished by asserting cpuDInvReq to the CPU at the
lowing times:

en a valid Beache block is replaced during a fill of the Beache with CPU
stream read data.
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The 21071-CA chip assumes that sysAdr<12
directly or indirectly) to the CPU cpuInvAdr<
Dcache block is invalidated.

3.1.3 sysBus Controller

The sysBus controller consists of :
command fields for decode, results
from the memory controller logi

' When a valid Beache block is replaced during a fill o
allocate data.

During a Beache invalidate due to a DMA write
in the cache.

During all DMA writes when the Beae
present in the system.

3-2 provides an exact mapping of this address space.
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Table 3-2 sysBus Address Map

8ysAdr<33:32> sysAdr<31:28> Address Space

00

01

01

01

01
10
11

XX Cacheable memory spac

0XX

ed for 21071-DA
Reserved for 21071-DA

DMA; can be used for
a frame buffer on the
DRAM bus.

The 21071-CA chip
will respond to all
addresses in this
space. Dstream access
only.

The 21071-CA expects
the 21071-DA to
respond to addresses
in this range. CPU
Dstream access only.

Same as above.
Same as above.

Same as above.

3.1.4.1 Cacheable |

0000 0000 .. 0 FFFF FFFF

1zes the 4GB of quadrant 0 (corresponding to
= 00) to be cacheable memory space. The 21071-

onds to all read/write accesses in this space. If the Beache is

; e in this cacheable space.

probes, allocates, deallocates, invalidates happen according
escribed in Chapter 5. Some or all of main memory can be
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3.1.4.2 Noncacheable Memory Space - 1 0000 0000 .. 1 7FFF FFFF

The 21071-CA chip recognizes the lower 2 GB of qua
sysBus address<33:32> = 01) to be noncacheable mem

by the 21071-DA chip on accesses to this
can be programmed to be in this nonc
supported in system memory, it should b

3.1.4.3 21071-CA CSR Space - 1 8000 0000 .. 1 9FFF F

act CSR addresses
are deﬁned in Chapter 4.

3.1.5 Lock Address Register and Lo

locl{ register contains
ing all LDx_L transactions.
All LDx_L transactions

IrLock command from the 21071-DA. This
3 21071-DA to keep the lock flag clear as long
a device on the PCL. '

Note

he lock bit is unpredictable after STx_C and LDx_L
hat have tag parity or non-existent memory errors.
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3.1.6 Memory Write Buffer

The 21071-CA chip supports buffering of four memory
write buffer is used to buffer data on its way to memo:
of transactions:

e DMA writes
¢ Victim data from the Becache

¢ CPU noncacheable memory write data (whi
when allocate mode is disabled)

The 21071-CA chip stores the cache 1
bankset bank numbers, and a cache-1
buffer.

3.1.6.1 Write Buifer Address Comparis

oller will continue to dump the
one cache-line at a time, until the write

buffer tit conditio
the original memory
request.

If there is ng nemory read is allowed to go alead of the
read transaction may be initiated by a CPU

DMA masked write transaction, or a partial

ws the 21071-DA chip to flush the memory write buffer
ial DMA command.

the sysBus and stores it in a temporary latch until one write transaction
s been retried to memory. The second data is stalled on the bus during
hat time. The write buffer full condition can happen on CPU memory writes
noncacheable or non-allocate), DMA writes, and victim reads from the cache.
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3.1.7 Read/Merge Buffer Control

The 21071-CA chip controls the read merge buffer from
The read/merge buffer is a cache-line buffer which is
purposes: :

* Buffering read data from memory unti

¢ Supporting Beache write allocation by pr
CPU partial writes to the cache with the
memory.

Supporting STx_C transactions whi

cache.

During a CPU rea

returned to the sysBus. During these
’ uffer is also used for storage, because the
victim data from the cache.

ck transaction with allocate mode enabled, the
are loaded into the merge buffer while the

s all of the CPU data has bet;n loaded, the read and
d simultaneously.

;ng a LDx_L transaction that hits in the Bcache, the 21071-CA reads the
ta from the cache into the merge buffer, and then drives the requested data
the sysBus.
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3.1.8 sysBus Transactions

3.1.8.1 CPU Transactions

Read Block, Memory
A read block to memory can be to cachea
Data is read from memory and return

cache is filled with the memory data.
noncacheable reads. The Dcache is

Read Block, I/O Space
A read block to I/O space may be.
21071-DA chip. On a read bl
by the 21071-CA chip.

r any such reason.

ck, Memory

.are turned on and the transaction is to cacheable space, a
erformed at the end of the write. The cache is filled with

‘ed from the CPU if the whole cache line is being written. In the
ase of a partlal write, CPU write data is merged with memory data before

" writing in the cache. In either case, a victim (if there is one) is extracted

before the fill. -

_If allocates are turned off, or if the write is noncacheable, the write data

rom the CPU is loaded into the write buffer from where it gets written to
mory.
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¢ Write Block, I/O Space
A write block to I/O space may be directed to the 210
DA chip. On a write block to the 21071-CA CSR,
CSR and the transaction is completed.

An I/O write block that does not fall within the

and the 21071-CA chip asserts cpuCAck<
addressed to the 21071-DA chip can be pre
resolution or any such reason.

e LDx L
The Beache controller performs

then the behavior is exactly
except that the cache line ads

If the address is
and then retu
captured, and

ALDx L
STx_C

On a STx_C transaction in memory
ag is checked If the lock flag is clear the

ansactlon proceeds as outlined below.

detect a hit or a miss. If it hits in the cache,
into the merge buffer, and a read of the cache is

STx_C to the 21071-CA chip CSR space is handled as a write block.
Error checking takes precedence over checking the lock flag.

Barrier
A barrier transaction has no effect on the 21071-CA chip. However, instead
of terminating the transaction right away, it allows the 21071-DA chip
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3.1.8.2 DMA Transactions

to respond to a barrier. The 21071-DA chip therefore
21071-CA chip when it wants the barrier terminate

Note

The 21071-CA chip requires the 21071:DA chi
instruction using i0CAck<1:0>. Failuj
will cause the transaction to hang.

nd to a barrier
is condition

¢ Fetch, FetchM
A fetch, fetchM transaction has n
or a fetchM is within memory or £ R space, the transaction
is simply acknowledged as O ] ‘must decode and
request acknowledgment of fe fetchM if they are within its address
space.

CA chip. If the fetch

After DMA wins ar]
CA chip. Unlike the
transactions is the cach

t a transaction with the 21071-
nly unit of transfer for DMA

: he 21071-DA chip to indicate that
ord of the cache line first, followed by the

the cache, data is read from the cache and
chip. If the address is noncacheable or if the
he, the data is read from memory.

etween a DMA read and DMA read wrapped is that
equested data in this case is the upper octaword in the cache line, and
1d be returned first.

Read Burst command is similar to the DMA Read command. It
s used by the 21071-DA chip to give a page mode hint to the 21071-CA

“ chip, and may cause the memory controller to remain in page mode at the
end of this read transaction.
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¢ DMA Read Wrapped Burst
The DMA read wrapped burst command is simila
wrapped command. It is used by the 21071-DA ch
hint to the 21071-CA chip, and will cause the me
in page mode at the end of this read transacti

¢ DMA Write Full
This command indicates that the whole
memory. If the address is in cacheable sp:
is a cache hit, the corresponding location is
Dcache. The write data is loaded intg:ithe.
written to memory. Except for th
same on noncacheable writes or ¢

¢ DMA Write Masked
The 21071-DA chij

transaction by
the Bcache

d be used by the 21071-DA chip when it wants to
uffer. The 21071-CA chip will acknowledge the
red writes have been written to memory.

Non-existent memory error

en one or more errors are detected on a transaction, the 21071-CA chip
gnals the errors to the CPU or the 21071-DA chip at the end of the
nsaction by acknowledging Hard Error on the cpuCAck<2:0> or ioCAck<1:0>
i The current sysAdr<33:5> is logged in the error address register and -
yr status is logged in the error and diagnostics status register. These CSRs
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are locked until the CPU clears all the error status bits by writing ]
Refer to Chapter 4 for additional information. '

If errors occur on a transaction while the error addr
the transaction is acknowledged with hard error o
ioCAck<1:0> command fields. The LostEry, bit in !
status Register is set, and neither the er iddress
lost error are recorded.

The hard error indication overrides STx_C fail
after LDx_L transactions that have errors

3.2 Memory Controller

This section describes memory org

3.2.1 DRAM and SIMM Requirem

» ] gword‘must be used at the RAMs. CAS-
before-RAS refr, The expected RAS-access time is 50 ns

to 100 ns, with

tWo widths—64 bits and 128 bits. The actual
igher depending on the mode of error detection.

ectly soldering DRAMs on the module. A SIMM implementation would
uire more than one SIMM to form one memory bank. For instance, four
, 36-, or 40-bit SIMMs would be required to form a bank of width 128. The
banks in a bankset should be identical in configuration, size and speed.
21071-CA chip has a pair of RAS signals corresponding to a bankset—
RAS_l and memRASB_|l. Each bank in a bankset should be connected to
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one of these RAS pins. If the bankset has only one bank of RAMs,
should be used, and memRASB_] should be left unconne

Figure 3-3 shows the memory organization.

Figure 3-3 Memory Set Organization

1) Each Bankset has a pair of RASes, memRAS_I<8:0> and memRASB_|<8:0

2) With 64-bit memory, only memCAS:<1:0> are used.
With 128-bit memory, memCASI<3:0> are used.

3) memAdr and memWEL are shared by all sets and subsets.

memCASi<i> pin that corresponds logi
to longword<j>. Depends on width of s

memCAS«<1

memCAS<0>
Longword CASes

memRAS_|<0> ———-[ w0
All longwords RASed I
together by memRAS!

memRAS_{<n> -—-—I
memRAss_|<n>————-|

memRAS_i<8>

Bankset 8, VRAM only
memDTOE, memDSF

LJ-03289-Tlo

sets in a system must have the same memory width.
The banks in a bankset should be identical in DRAM size and

he 21071-CA chip generates longword CASes for writes. For banksets
mplemented using 33-, 36- or 40-bit SIMMs, each SIMM should receive a
unique memCAS_1 pin. Table 3—3 shows the CAS connections.
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Table 3-3 Longword Number to memCAS_I[n] Correspondence

Memory memCAS_|
Width <0> <i> <2> <3>
64 Lwo Lwi NC!
Lw2 LW3 NC
LW4 LW5 NC
LWeé LW7 NC
128 LWO w1 LwW2
Lw4 LW5 LWé
INC : Unused

¢ Address Range: Each ban

3.2.2.2 Bankset0..Ba

Bankset0 thrdiig

features.

ing on the depth of the DRAMS used. Each location consists of
r 16 bytes in case of 64- or 128-bit memory. Table 34 lists
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Table 3-4 Supported Bankset Sizes and DRAM COnfigurations for

Memory Widths

Locations Bankset Size

in Bankset 64-bit 128-bit
1M 8 MB 16 MB
2M 16 MB 32 MB
4M 32 MB 64 MB
sM 64 MB 128 MB
16M 128 MB 256 MB
32M 256 MB 512 MB

3.2.2.3 Bankset8

A single, fixed bankset location
reduces CSR bits. As banks
than one VRAM ban is neo!

kb x 4, and 256 kb x 8 VRAMs
the VRAM must be < 512. This is

expected cess-ti  the RAM port of the VRAM is 50 ns to 100 ns.
CAS-before-RAS i

itions. This provides 1 MB, 2 MB, or 4 MB,
MB, 4 MB or 8 MB, for 128-bit memory;

industry standard 33-, 36-, 40-bit SIMMs. 33-
when longword panty is the error detectlon mode,

allows for a number of DRAM sizes and w1dths to be supported.
MMs are supported by the 2107 1-CA chip. Split RAS SIMMs have

RASB_1 can be used to select between either side of the SIMM.
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3.2.3 Memory Address Generation

Note
The programmable base address of a bankset m
natural size boundary. For example, an 8 MB

8 MB boundary. The hardware allow hole
programmed addresses.

address originating on the sysBus, th
21071-CA chip sysBus interface deco

Each bankset has a“pr
physical addre

the bankset, a variable number of
are compared. Table 3—5 describes the

) PA<26>
PA<33:26> PA<25>
PA<33:25> PA<24>
PA<33:24> PA<23>
<33:23> PA<22>
PA<33:22> PA<21>

PA<33:21> PA<20>

PA<33:20> PA<19>

Digital Confidential 3-23



Table 3-6 Row and Column Address

Note

Bankset0 through bankset7 have a minimum siz
bankset8 has a maximum size of 16 MB.

The row address is designed to be indepe
the selected bankset. The path from PA<33:
through to minimize RAS assertion delay an
address<11.0> always equals PA<22:11>.

The column address depends on the wi
and column bits per bankset. Table 3
column address from PA<29:3>. The
per bankset.

Memory
Sn_ColSel Width
000 64 X<26,25,12:3>
001 64 A<x,24,12:3>
o1 64 PA<xx,12:3>
000 128 PA<27,26,23, 12:4>
001 128 PA<«x,25,23,12:4>
011 128 PA<xx,23,12:4>
Table 3-7 Row and Decode for Bankset8

Memory Row
S8_ColSel Address<11:0> Column Address<11:0>

xx,<22:13> xx,<12:3>
xxx,<20:12> xxx,<11:3>
Xxx,<19:11> XXXX,<10:3>

Xx,<23:14> xx,<13:4>
xXxx,<21:13> xxx,<12:4>
xxx,<20:12> xxxx,<11:4>
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Note

BankSet0 through bankset7 cannot have less than
the smallest DRAM size supported is 1 MBx 1. B
more than 10 column bits as the largest VRAM
16 MB VRAMs are not supported.

3.2.4 Performance Optimizations

3.2.4.1 Memory Page Mode Support
The 21071 CA chip supports page mo

burst transactlons and on memo

The following are the features o

the control
transaction.

11 the above cases, the transaction will not start in page mode if the
imum RAS width counter has overflowed. The RAS has to be precharged
n if there is a page hit.

A transaction that does not start in page mode may or may not have the extra
y of RAS precharge. If the current transaction is to a different bankset
the previous one, the RAS for the previous transaction is deasserted, and
at the same time the RAS for the current one is asserted.
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3.2.4.2 Read Latency Minimization

In order to minimize the read latency seen by devices
memory controller performs certain optimizations in ¢
selected. In general, because writes can go into a dee
are given priority over writes, to the exte
controller waits for a read to happen ev
write buffer. These situations are descri

¢ Following a memory read initiated by a C
(CPU read, or a partial write), the 21071-C
write from the write buffer for 12
has latched, unless the write buff
that there is a delay between the
controller and the initiation of ar
write from the write buffer wi
will definitely happen on r

will be accompanied by a.

reaso for doing this is
e read by the memory

he v1ct1ms, since every read
H add latency to the next
minimal. This condition is

called Wait Afté

The second i

memory refresh, cache-line reads, cache-line writes
reglster vads to VRAM bankset8. The memory controller has a

hat prioritizes transactions and selects one of them to be serviced.
] transaction is waiting for RAS precharge, and in the meantime
. riority transaction comes along, the scheduler deselects the
ously chosen transaction, and selects the higher priority one.

e 3-8 the priority scheme.
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Table 3-8 Memory Transaction Scheduling

Ref. Read WBuf  Write WBuf Video
req. req. req. full® req.

=
-~
N

-

OCOOoOOCCOOoOO -
COO0OOCOOMHMM
MMM MM KON
TR TR EE
O X OH X X X X

1x : Don’t care
2WBuf hit: Read address matches bu
3WBuf full: Write buffer full.

4RB: Read burst. Hint to stay in re

equences through all the memory
d write transactions, it has to communicate

pectively. All memory signals are generated
mands from the 21071-CA chip to the 21071-BA

:v:coinmands require that data is latched (or driven) on
emClk nsmg edge, and the delayed commands require that data be

hines —one is the master, which does all the RAS, CAS assertion, and
rols when the other state machines start; the second is the read/write state
hine, which does all the sequencing for generating the memCmds to read

r write memory data. The read/write state machine is started by the master,
d then it sequences independently. Each state machine uses some of the
rammed timing parameters to generate the corresponding memory control
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Note

Care must be taken while programming the mem.
that the parameters used for the address, RAS, an
with the ones used for data; otherwise operati
interface will be incorrect.

Since memCmds have to be sent to the 21071- ‘
controller synchromzes the start of all transact 2R. This way, the

of ‘one memClk on
memory transactions. When the mem ' dle, sysBus reads or

3.2.7 Presence Detect Logic

The 21071-CA chi :
register after rese into a shift register on the module

071-CA chip.

mPDClk may be used to shift memPDDIn, as
DClk is stable. Once all 32 bits have been
resence detect registers may be read. See
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Figure 3—-4 Presence Detect Logic Operation

Clk2R

int_reset_|
memPDCIk
memPDLoad |

Load Bit 30

Clk2R

int_reset_|

memPDClk

memPDLoad_}

Load Bit 28 Load Bit.0

LJ-03564-TI0
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Table 3-9 Supported Presence Detect Shift Registers

Part Bits? /Load 2  cik3 Dint

74F166 8 /PE CP DS /CE
74F194 4 *S1 - CP

74F195 4 /PE CP

74F199 8 /PE CP /ICE
74F299 8 *S1 cp

74F322 8 S/p CP

/RE,S

T4F323 8 *S1 CP /OE
74F395 4 *PE /CP /OE
74F674 16 RW  /CP /cS
74F676 16 *M /CP. /CS

TNumber of presence detect pins suppo
2Pins to tie to memPDLoad_],
3Pins to tie to memPDClk

* indicate;

n module.

it like for any other bankset. In addition, the
egister loads in response to vframe_l or vRefresh_l
071-CA chip does a serial register load, the VRAM

: full serial register load, the entire RAM row specified by the row address
tched into the serial register. In a split serial register load, only half the
is latched into the serial register. The MSB of the column address specifies
hether the upper/lower half of the row is to be latched.

erms of timing, a serial register load is identical to a memory read
1kset8, with the exception of memDTOE and memDSF. The data on

memData<31:0> is ignored during serial register loads.
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(VFP) provides the start address of the vide;o frame b
internal set of latches, called the Video Display Pointi

is toggled.

Following a vRefresh_l assertion, a s
subbank and row address indicat
is toggled. If the increment overfl column MSB equals 0), then
the row address in the VDP 1er ' bankset8 has two banks,
and the subbank is not toggl overflows (mod 512), then
nk is enabled.

The memory control
register load after the

sClk cycles to complete a serial
] or vRefresh_l. If a request is

may either overri

Simultaneous assertlo
requests to be
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Figure 3-5 Video Subsystem using a DECchip 21071-AA Chipse
Buffer

BCache

DECchip
21064

3-32 Digital Confidential
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DECchip 21071-CA P
Reference

41 Reglster Descrlptlons

Error and diagnostic status register
Tag enable register

* Error low address register

Error high address register

LDx_L low address register

LDx_L high address register

Global timing register

Refresh timing register

Video frame pointer register
Presence detect low data register

1 8000 0280 Presence detect high data register

(continued on next page)
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Tabie 4-1 (Cont.) DECchip 21071-CA Register Summary;

Addres_s

1 8000 0800
1 8000 0820
1 8000 0840
1 8000 0860
1 8000 0880
1 8000 08A0
1 8000 08CO
1 8000 08E0
1 8000 0900

1 8000 0A00
1 8000 0A20
1 8000 0A40
1 8000 0A60
1 8000 0A80
1 8000 0AAO
1 8000 0ACO
1 8000 0AEO
1 8000 0B0O

1 8000 0C00
1 8000 0C20
1 8000 0C40
1 8000 0C60

- 8000 OEEO

Bank 4 base address
Bank 5 base addre:

ank 5 timing register A
ank 6 timing register A
nk 7 timing register A
Bank 8 timing register A

Bank 0 timing register B
Bank 1 timing register B
Bank 2 timing register B
Bank 3 timing register B
Bank 4 timing register B
Bank 5 timing register B
Bank 6 timing register B
Bank 7 timing register B

(continued on next page)




. Table 4-1 (Cont.) DECchip 21071-CA Register Summa
Address Name
1 8000 OF00 Bank 8 timing register B

4.2 General Registers

The following registers are in the 21071-CA chip
state machine and associated logic.

control the sysBus

4.2.1 General Control Register
on which affects the

0 |$1 8000 0000

|- Reserved
sysArb
Reserved
wideMem
bc_EN
bc_NoAlloc
bec_LongWr
bc_lgnTag
bc_FrcTag
bc_FrcD
bc_FreV
bc_FrcP
bc_BadAP
Reserved
Reserved

LJ-03094-TiO
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Table 4-2 General Control Register

Type,
Field Bits Reset Description
sysArb <2:1> RW, 0

Reserved <3>

Wide Mem Size. Reads the status of the
ideMEM input pin. Returns 1 if the
nory is 128 bits wide, or 0 if 64 bits

wideMem

bc_En Beache Enable. When clear, the Beache is
-disabled and the cache state machine will

not probe the cache.

Beache No Allocate Mode. When set, CPU
writes to cacheable memory space will not
be allocated into the cache.

Bcache long writes. When set, two sysBus
cycles are required to write to the cache
data RAMs. See Section 5.2.4.

Beache Ignore Tag. When set, Beache
probes will act as if the valid bit was
invalid. All tag results will be ignored,
(and any victims will be lost.) Tag and
address parity will be ignored. May be
used to fill the cache with valid data.

be_NoAlloc

be_LongWr

(continued on next page)
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Table 4-2 (Cont.) General Control Register

Type,
Field Bits Reset Description
be_FrcTag <9> RW,0

ing be_FreV is reset),
the cache, and will

the cache by setting this
V, and cycling through
present in the cache.

'orce Dirty. When set, the dirty
set on the next cache fill.

be_FreD <10>

be_FreV 'orce Valid. When set, the valid
it will be set on the next cache fill.
be_FrcP <1 he Force Parity. When set, the parity
: ill be set on the next cache fill.
bc_BadAP Beache Force Bad Address Parity. When
set, the tag address parity will be loaded
as bad. Independent of the bc_FrcTag bit.
Reserved —

4.2.2 Error and

The error

Status Register
us register contains read-only status information
analysis. The occurrence of an error sets one or

s locked, any additional error will set lostErr and will
the address or other error bits (be_TAPErr, bc_TCPErr, nxMErr).
of the error bits (not the lostErr bit) unlocks the address.
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Figure 4-2 Error and Diagnostic Status Register

15 14 13 12 11 10 09 08 07 06 05 04 03 02

0 0 0 0

- J

cReqCause
Reserved
pass2
IdxlLock
wrPend

LJ-03095-TlO

Field B

lostErr iple Errors. When set, indicates that
ditional errors occurred when an error
address was already locked. No address or
ause information is latched for the error.

Cleared by writing a 1 to lostErr.

Beache Tag Address Parity Error. When
set, indicates that a tag probe encountered
bad parity in the tag address RAM. Set
only when address is unlocked.

Bceache Tag Control Parity Error. When
set, indicates that a tag probe encountered
bad parity in the tag control RAM. Set
only when address is unlocked.

Nonexistent Memory Error. When set,
indicates that a read or write occurred to
an invalid address which does not map to
any memory bank, CSR, or /O quadrant.
Set only when address is unlocked.

(continued on next page)
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Table 4-3 (Cont.) Error and Diagnostic Status Register

Type,
Field Bits Reset Description
dmaCause <4> RO,-
vicCause <5> RO,-
’ . NXM error was caused
&transaction. Undefined
errors. Locked with the
ddress. Only valid when a error
-ated on bc_TAPErr, bc_TCPErr, or
cReqCause <8:6 quest which Caused Error.
dicates the DMA or CPU cycle request
which caused the error. Copy of either
s:cpuCReq or ioCmd lines depending on
the DmaCause CSR. Locked with the
error address. Only valid when a error
+"is indicated on bc_TAPETrr, bc_TCPErr, or
memErr.
Reserved —
pass2 Chip version reads low on passl, and high
on pass2.
1dx1Lock O- LDx_L Locked. When set, indicates that

the lock bit for LDx_L is set, and that the
next STx_C may succeed. Writing to any

CSR or 1/O space location clears this lock

bit.

RO,0 Write Pending. When set, indicates that
valid write data is stored in the write
buffer.

2.3 _1‘ Enable Register

he tag enable register is a read/write register, this register indicates which
ts of the cache tag are to be compared with sysAdr<33:5>. If a bit is 1, the
ponding bits in sysAdr<33:5> and sysTag<31:17> are compared. If a

0, there is no comparison for those bits, and the sysTag bit is assumed
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to be tied low on the module (through a resistor). Bits <15;1
represent sysTag<31:17>. This register is not initialized;

There is no requirement that the upper bits of ta
implementation which does not allow the full 4 G
to be mstalled may choose to mask off upper blts

m of 1 GB of

For example, a system with a 16 MB
cacheable memory would program:

1111 1111 0000 000X ANDed:
0011 1111 1111 111X give
0011 1111 0000 000X whi

See Figure 4-3, T

Figure 4-3 Tag Enab

04 03 02 01 00

0 | $t 8000 0060

- Reserved

LJ-03096-T10
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Tablé 4-4 Cache Size Tag Enable Values

tagEn<15:0> Compared  Cache Size
0000 0000 0000 000X None 4 GB cache
1000 0000 0000 000X <31:31>
1100 0000 0000 000X <31:30>
1110 0000 0000 000X <31:29>
1111 0000 0000 000X <31:28>
1111 1000 0000 000X <31:27>
1111 1100 0000 000X <31:26>
1111 1110 0000 000X <31:25>
1111 1111 0000 000X <31:24>
1111 1111 1000 000X <31:23>

1111 1111 1100 000X
1111 1111 1110 000X
1111 1111 1111 000X
1111 1111 1111 100X
1111 1111 1111 110X
1111 1111 1111 111X

<31:22>
<31:21>

Table 4-5 Ma

tagEn<15:0>

1111 1111 1111 111X
0111 1111 1111 111X

0000 0000 001X
0 0000 0000 000X

"4 GB memory

2 GB memory

1 GB memory
512 MB memory
256 MB memory
128 MB memory
64 MB memory
32 MB memory
16 MB memory
8 MB memory

4 MB memory

2 MB memory

1 MB memory
<18:17> 512 KB memory
<17:17> 256 KB memory
None 128 KB memory

<20:17>
<19:17>
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4.2.4 Error Low Address Register

The error low address register locks the low order bit:
that caused the error that set the be_TAPErr, bc_TCP
the error and diagnostic status register. If a victim:
then the victim address is not latched; rather, the
latched. Bits <15:0> represent sysAdr<
not initialized and is only valid when a er#

See Figure 44

.read-only. It is

Figure 4-4 Error Low Address Register

i 14 13 12 11 10 09 08 07

|
$1 8000 0080
1 L1 1

| |
enir_LAdf <20:

LJ-03097-TI0

initialized and
See Figure 4-5

Figure 4-5 Error Hi

8 07 06 05 04 03 02 01 00
3 ¥ 1 i
1 ! |

1 1 I
I51 8000 00A0
I |

LJ-03008-TI0

ddress register stores the low order bits of the last locked
:0> in the register represent sysAdr<20:5>. This register is
s not initialized.
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Figure 4-6 LDx_L Low Address Register

15 14 13 12 11 10 09 08 07 06 05 04 03

| |
ldx|_LAdr <20:5>
] A

LJ-03099-TI0

4.2.7 LDx_L High Address Register

The LDx_L high address register stores the high"
address. Bits <12:0> in the register rep
read-only, and it is not initialized.

See Figure 4-7

of the locked
This register is

Figure 4-7 LDx_L High Address Regist

16 14 13 12 1t 10

L-03100-TI0

1-CA chip control memory configuration and
as one configuration register and two timing
ing register and refresh timing register apply to all
: inter is used for video transactions to bankset8.

registers. ]
banksets.
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Figure 4-8 Video Frame Pointer Register

15 14 13 12 1t 10 09 08 07 06 05 04 O3

0

vip_Row
vip_SubBank
Reserved

LJ-03101-Ti0

Table 4-6 Video Frame Pointer Regist

Field Bits
vip_Col<4:0> <4:0>

eo Frame Column Address

ter. vip_Col<4:0> are used as
: n address <6:2> for all serial
register loads.

Video Frame Row Address Pointer.
Row address of the start of the
frame buffer.

Video Frame Subbank Pointer.
Subbank for the start of the frame
buffer. If the subbank is enabled by
setting s8_SubEna in the bankset8
configuration register, setting the
vip_SubBank bit causes the 21071-
CA chip to assert memRASB_1<8>
instead of memRAS_]<8> on full
serial register loads. vfp_SubBank
is ignored if s8_SubEna is cleared.

vip_Row<8:0>

vip_SubBank

Detect Low Data Register

tect low data register stores the low order bits of the presence
that was shifted in after reset. Bits <15:0> in the register
s <31:16> that were shifted in.

Note

After deassertion of reset, it takes 148 system clock cycles for this data
. to become valid.
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See Figure 4-9

Figure 4-9 Presence Detect Low Data Register

1 14 13 12 11 10 09 08 07 06 05 04

! | ! ! | 1 | | | |
pres_Det <15:0>
| ] | ] ] | ] ] | |

LJ-03102-TI0

$1 8000 0280

L4-03103-TI0

compared with the incoming sysAdr to determme the bankset
The contents of this register are validated by setting the

ompared depends on the size of the correspondlng bankset. Banksets 7
0 have an 11 bit field, limiting the minimum DRAM bankset size to 8 MB.
Bits <15:5> in the register correspond to sysAdr<33:23>. Bankset8, which
an contain video RAMs, and has a minimum size of 1 MB, has the same 11
d, where bits <15:5> in the register correspond to sysAdr<33:23> and
<22:20> are compared with zero.
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(so for a bankset with 2" addresses; the n least signifi

Bankset8 must be placed on an aligned 8 MB bound
or equal to 8 MB.

If bankset8 has parity or ECC checkmg
bankset8 must be mapped into noncaché

See Figure 4-11

Figure 4-11 BankSet0 Base Address Register

15 14 13 12 1t 10 09 08 07 06

I 1 | ! ! |
so BneAdv <133 zs; \ |

Each memory banks
contains mode bits and

these. bankset8 ist
sizes and configuratio

onfiguration register. This register
ress generation, and bankset

guratlon register is the same for all
"d supports dlﬁ'erent mlmmum DRAM

$1 8000 0AOO

L so0_valid
s0_Size

s0_SubEna

s0_ColSel

4-14 Digital Confidential

Reserved
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Table 4-7 Bankset0 Configuration Register

Type,
Field Bits Reset Description
s0_Valid <0> RW,0 BanksetO Vi
s0_Size<3:0> : <4:1> RW, -

g subbanks, if present.
be set to 0.

Subset set Size

PA<33:30> PA<29> 1024 MB
PA<33:29> PA<28> 512 MB
PA<33:28> PA<27> 256 MB
PA<33:27> PA<26> 128 MB
PA<33:26> PA<25> 64 MB
PA<33:25> PA<24> 32 MB
PA<33:24> PA<23> 16 MB
PA<33:23> PA<22> 8 MB

— — Reserved

Enable Subbanks. When set, subbanks are
enabled, and determined according to the
previous table. When clear, subbanks are
disabled and the memRASB _1 pins will be
asserted only during refreshes.

Column Address Selection. Indicates the
number of valid column bits expected at
the DRAMs. Used along with memory |
width information to generate row or
column addresses. Memory width is
determined by the wideMem pin. See
Table 3—6 for more information.

s0_SubEna

pecified ColSel values are illegal.

Figure 4-13 and Table 4-8
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Figure 4-13 Bankset8 Configuration Register

15 14 13 12 11 10 09 08 07 08

05

0 0 0 0 [ )

\ J
Y

Table 4-8 BankSet 8 Configuration

LJ-03106-T10

Type,
Field Bits Reset .

s8_Valid <0> RW,

s8_Size<3:0>

4-16 Digital Confidential

subbanks, if present.

s8_

Size<3:0>

0XXX
1000
1001
1010
1011
1100
1101
1110
111

Compared

Subbank

PA<33:24>
PA<33:23>
PA<33:22>
PA<33:21>
PA<33:20>

PA<23>
PA<22>
PA<21>
PA<20>
PA<19>

ize. Indicates the size of the bankset in
der to determine which bits are used
mparing the base address with the
physical address and for selecting the
subset (if s8_SubEna is set). Corresponds
o the total size of bankset8, including

bankset
Size

Reserved

16 MB

8 MB

4 MB
2MB
1MB
Reserved
Reserved
Reserved

Enable Subbanks. When set, subbanks
are enabled, and determined according to
the table above. When clear, subbanks are
disabled and the memRASB_] pins will

only be asserted during refresh.

(continued on next page)



Table 4-8 (Cont.) BankSet 8 Configuration Register

Type,
Fleld Bits Reset Description
s8_ColSel<2:0>! <8:6> RW, -

s8_Check

erformed when error checking is disabled.

1Unspecified Col Sel values

s are set to the maximum value. This may not call
emory interface. The timing registers should be

s are in multiples of memClk cycles. Most of the
eters in timing registers A and B have a minimum value which is
ogrammed value. The programmer should be careful to subtract

efer to Section 4.4 to determine how the timing register should be
ogrammed for particular memory transactions.
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See Figure 4—14 and Table 4-9

Figure 4-14 Bankset Timing Register A

15 14 13 12 11 10 09 08 07 06 05

04 03

L | 1 | 1
0 ]

| ] ] L

| $1 8000 0DOO

 RowSetUp
8_RowHold
S8_CoiSetUp

$8_ColHold

S8_RDlyRow

S8_RDlyCol

Reserved

LJ-03107-TI0

Description

s8_RowSetup<1:0

s8_RowHold<1:0>

s8_ColSetu

RW, 1s

4-18 Digital Confidential

Row Address Setup (tasr). Used to
enerate memRAS_] assertion from row
address.

Programmed value = Desired Value - 1

Row Address Hold (trag). Used to
switch memAdr from row to column
after memRAS_| assertion.
Programmed Value = Desired Value - 1

Column Address Setup (tasc) to first
CAS assertion and write enable setup
(tcwr) to CAS assertion. Used to
determine first memCAS_1 assertion
after column address, and memCAS _

1 assertion after memWE_l. The
maximum of the two setup values
should be programmed.

Programmed Value = Desired Value - 1

Column Hold (tcag) from memCAS_]
assertion. Used to determine when the
current column address can be changed
to the next column or row address.
Programmed Value = Desired Value - 1

(continued on next page)



Table 4-9 (Cont.) BankSet Timing Register A

Type,
Fleld Bits  Reset

g8. Delay

s8_RDlyRow<2:0> <11:9> RW, 1s .
_latching first valid

s8_RDlyCol<1:0> <14:12> RW, 1s Column Address.

rting in page mode.

Reserved <15> MB

See Figure 4—-15 and Table 4—

$1 8000 OF00
] |

L s8_RTCas
s8_WTCas
s8_TCP
$8_WHoldORow -
s8_WHold0Col
Reserved
Reserved

LJ-03108-Tio

ming Register B

Type,
Bits Reset Description

<2:0> RW, 1s Read CAS Width (tcas). Used on reads
to generate the memCAS_1 deassertion
from the assertion of memCAS 1. Note:
RTCas and TCP should be programmed
such that their sum is < 5.,
Programmed Value = Desired Value - 2

(continued on next page)
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Table 4-10 (Cont.) Bankset Timing Register B

Type,
Field Bits Reset
s8_WTCas<2:0> <5:3> RW, 1s
s8_TCP<1:0> <7:6> RW,1s

rite Hold Time from Row Address.
ime of first write data from first

row address. The first write data is

valid‘with the row address, and is
_held valid s8_WHoldORow + 2 cycles
after the row address. Used when not

s8_WHoldORow<2:0> <10:8> R

ogrammed Value = Desired Value - 2

Write Hold Time from Column address
is used only for the first data when
starting in page mode. Write data is
valid with the column address and is
held valid S8_WHold0Col + 2 cycles
after the column address.
Programmed Value = Desired Value - 2

s8_WHold0Col <2:03

irface are referenced to memClk rising.
Figure 4-16 and Table 4-11
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Figure 4-16 Global Timing Register

15 14 13 12 11 10 09 08 07 06 05 03
ojlo]lo]Jojo]Jojo]Jo]Jo]o
- J
Y

gtr_RP

gtr_Max_Ras_Width
« Reserved

Table 4-11 Global Timing Register

LJ-03109-TIO

Field

gtr_RP<2:0>

Minimum number of
RAS precharge cycles.
memRAS_] deassertion
to next assertion of the
same memRAS_] pin.
Corresponds to DRAM
parameter trp.
Programmed Value =
Desired Value - 2.

Maximum RAS assertion
width as a multiple of 128
memClk cycles. When

this count is reached, the
asserted memRAS_] is
deasserted at the end of
the ongoing transaction.
This value should be
programmed with sufficient
margin to allow for the
timer overflowing during a
transaction. Corresponds to
DRAM parameter tgas.

When programmed to a
0, page mode between
transactions will be
disabled.
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4.3.8 Refresh Timing Register

Figure 4-17 Refresh Timing Register

15

The refresh timing register contains refresh tlmmg inft
simultaneously refresh all banksets using CAS-RAS
parameters should be programmed to the most con
sets.

All the timing parameters are in multiple:
have a minimum value which is added to t
programmer should be careful to subtract thisv:
before programming it to the register.

See Figure 4—17 and Table 4-12

the lesired value

13 12 11 10 09 08 07

0 $1 8000 0220

—

L disRef
ref_Cas2Ras
ref_RasWidth
ref_Interval
Reserved

force_Ref

LJ-03110-TiO

Table 4-12

Field Description

Disable Refresh. Refresh
operations will not be performed
when disRef is set.

Refresh CAS assertion to RAS
assertion cycles. Corresponds
to DRAM parameter tcsg.
Programmed Value = Desired
Value - 2

(continued on next page)
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Table 4-12 (Cont.) Refresh Timing Register

Type,
Fleid Bits Reset
ref_RasWidth<2:0> <6:4> RW, 1s, idth,

1 assertion
deassertion.

sh Interval. Multiplied
generate number of
31k cycles between refresh
requests. Setting the value to 0
isables refreshes.

'orce Refresh. Writing a 1 to

“ this bit causes a single memory
refresh. Reads as 0. Resets
the internal Refresh interval
counter.

ref_Interval<5:0> <12:7>

force_Ref

The other timings in this register
should not be changed while this
bit is set. Force refresh overrides
disable refresh.

4.4 Programm

system designer should program the memory
ory configuration, DRAM speed, and sysClk cycle

freshes, page mode reads, and page mode writes for the chosen
onfiguration and sysClk cycle time.

parameter. This is the desired value that is referred to in the description
of the various parameters. For each parameter there is an equation to
generate the programmed value from the desired valie (generally by
subtracting a constant from the desired value).
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Warning

The memData driving and latching state machine
from the state machine that controls memRas_],
and the other controls. The two machines start;

programming the memory timings.

Table 4-13 Read Timings: Equ

RDIyROW = RowSetUp # Taccess’ - 1

ITaccess is the acce

rom CAS assertions, determined by module signal
integrity and DRAM t:

Table 4-1 quations for Programmed Values

¢SetUp + RowHold + ColSetUp + TDataHold! + 1
: ColSetUp + TDataHold - 1
as > TDataHold - 1
P <5

titaHold is the‘data hold time, in memClk cycles from CAS assertions, determined by module
al integrity and DRAM timing.

igure 4-18 and Figure 4-19 show the timing for a memory write and memory
sad respectively. Assume that the two timing diagrams shown are for

ime bankset. The programming for these transactions is as shown in
4-15.
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Table 4-15 Programming Memory Timings

Desired Programmed
Parameter Value Value
RowSetUp 2 1
RowHold 2
ColSetUp 2
ColHold 2
RTCas 3
TCP 1
~ RDlyRow 9
WTCas 2
WHoldORow 8
gtr_RP 4
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Figure 4-18 Memory Write Timing

memClk

momAdr

memRAS_L<0> -
memCAS_L<0>
memwE_| |

memData :

memCik

memAdr A

memRAS_L<0> .

memCAS_L<0>

memWE_| :

membData

CcYo (4] CcY2 Ccy3
7 \ / T\ M\
- How :
RowSetUp RowHold

CY13  CY4  CYi5
AR

next DO R R next DO

LJ-03269-TI0
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Figure 4-19 Memory Read timing
CYo €yt cy2  Cv3

— \ / \ 7 \ 7 \ 7

memAdr ] How Address

memRAS_L<0>

memCAS_L<3>

memData  J25

latched_data _

_L<0> :

mMemCAS_L<3>

memData

latched_data

LJ-03171-TI0

guration and timing registers have to be set
ry can be read and written by the CPU. Firmware needs to
e the number of memory banks in the system and the speed and size

vides two methods for determining memory configuration.
CA Presence Detect Registers

system designer could use the presence detect registers in the 21071-CA to
ad in the value of the presence detect pins of the memory SIMMs following

e deassertion of reset. Refer to Section 3.2.7 for the details of this operation.
lling Memory
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This method can be used if the presence detect pms are not accessi

1. Configure all banks invalid by writing 0 to th
registers.

2. Read the general control register to

Configure bank as valid with a bag
and subEna = 1 (subbanks enabl

Read address
bank has wrapped

55555555#16;

MB; If the data is AAAAAAAA#16, then the subbank
ists; if not then this bank does not have subbanks.

oint, all the information for this bank is known, go to step 3
with the next bank.

’;I‘he bank“ander investigation is not a 12,12 bank.

Write AAAAAAAA#16 to address 32MB (row=400#16, column = 000#16 for
12,10 DRAMsS; row=000#16, column=400#16 for 11,11 DRAMs).

Write 55555555#16 to address 0
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13. Read address 32MB. If data returned is 55555555#16, then the
a 12,10 or 11,11 bank. Go to step 14. If the data is
the bank is a 12,10 or 11,11 bank. You need to de
subbanks.

e  Write address 64MB with AAAAAAAA#1
e  Write address 0 with 5555555541
¢ Read address 64MB; If the data is

® At this point, all the informati
and start with the next bank

is 55565655556#16, then the bank is
&:been inserted. If the data returned

k. The largest bank should be mapped to the
est base address.

initialize the Bcache and memory before booting the operating
m. The following two methods to initialize the Becache and memory are
isted below:

Primary Method

tnable the Beache - BIU_CTL<be_En>=1 & 21071-CA GCR<bc_En>=1,
CR<bc_IgnTag>=1
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Disable machine checks ABOX_CTL<MCHK_EN>=0
Read some location in each of the second 64K cache:

correct data parity.
6. Enable machine checks (if desire

.

BIU_CTL and ABOX_CTL

ie DECchip 21064

En>=0 & 21071-CA GCR<bc_En>=0

,GCR<bc IgnTa ' _
Disable machin X_. CTL<MCHK_EN>=0

ions throughout the available memory. This
'ﬂty in the memory SIMMs.

-CA will fetch data from memory and put it in the cache
block with correct tag parity.

Cchip 21071-CA be_IgnTag - GCR<be_IgnTag>= 0
e in DECchip 21064 microprocessor - BIU_CTL<bc_En>=1
nable machine checks (if desired) ABOX_CTL<MCHK_EN>=1
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5.1 Introduction

This chapter describes the transactions th
the SysBus interface and the memory inte
associated timing diagram.

5.2 sysBus Transa

orted by ‘the 21071-CA chip on
.topic is discussed, refer to the

5.2.1.1 Idle

When the CPU is
action. The cache

led, with the exception of sysEarlyOEEn,
n a CPU read or write, and enable the cache

e 21071-CA chip decodes sysAdr<33:5> and finds it in cacheable memory
space. Also, the cache tag is available and indicates a victim must be
processed. The first octaword of victim data is already on sysData<127:0>.
To prepare for the rest of the victim, sysDataALEn is asserted, followed
 cycle Iater by sysDataAHEn. These will produce a one cycle pulse on
ataA4 beginning on clk2F. To maintain the data output from the cache,
ysEarlyOEEn is left asserted and sysDataOEEn is asserted.
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The second octaword of the victim is received. The 21071-CA ch

sysDataOEEn.

The read of the victim is complete. The cache
21071-CA chip with the tag informati
If the CPU requested a wrapped re
for the first time. If the read in the inst
cpuCWMask<2> being false, and the cache:
CPU internal Dcache is invalidated usmg cpu
wrapped LDx_L read.

The system may stall for any nu
to be available, although in this ¢
driven onto the data bus, an
cpuDRAck<2:0>.

sysTagWE is asserted, w
write the tags into the cai

SysDataWEEn ig
data into the cac

gle write pulse of half the system
o supports a write pulse of twice that

¢ e1: could decide that DMA will be granted
b the unknown (X’s) on cpuHoIdReq and ioGrant.

ycle in prepératlon for the next transaction. If the 21071-DA chip won
arbitration, this cycle is used for bus turnaround.
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Figure 5-1 Timing of CPU Read Block, Cacheable, Victim

Ccvo  C1n cY2

clk1
clk2

cpuHoldReq
cpuHoldAck

ioGrant

ioCmd

cpuCReq
cpuCWMask

cpuAdr
cpuData

drvSysData
sysDOE
cpuDOE_!
cpuDWSel
cpuCAck
cpuDRAck
ioDataRdy

ioCAck

sysEarlyOEEn

sysTagOEEn
bcTagCEOE_|
sysTagVDP
sysDataOEEn
bcDataCEOE_|

cpuDinvReq
sysDataALEn
sysDataAHER

idle Start Trans Tag Probe Victim Read 1 BuUS Cache Fill
Note: Victim Read 0 Turnaround and ARB
ioRequest is not important during this transaction. 1J-03134-TIO
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ok1

ctk2
cpuHoldReq
cpuHoldAck
ioGrant
ioCmd
cpuCReq
cpuCWMask
cpuAdr
cpuData
drvSysData
sysDOE
cpuDOE_|

sysDataW
beDataWE_|

5-4 Digital Confidential

Gz nop  KEEETEX Teset

. CacheFill N

Note:

ioRequest is not important during this transaction.
LJ-03135-TI0

Terminate Next Trans



5.2.1.2.2 Cacheable Without Victim Figure 5-2 show
transaction in cacheable space without a victim.

The 21071-CA chip decodes sysAdr<33:5 and i
space. Also, the cache tag indicate is i

CA chip prepares to drive the bu En is'deasserted, which
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Figure 5-2 Timing of CPU Read Block, Cacheable, No Victim

clk1

ck2

cpuHoldReq

cpuHoldAck

ioGrant

ioCmd

cpuCReq
cpuCWMask
cpuAdr

cpuData
drvSysData

sysDOE

CpuDOE_|
cpuDWSel

cpuCAck
cpuDRAck

ioCAck

sysEarlyOEEn
sysTagOEEn

bcTagCiuWE | R : . '

sysCmd
: : . BUS
idte Start Trans Cache Probe Turnaround
Note:
ioRequest is not important during this transaction. LJ-03156-TIO
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clki

clk2
cpuHoldReq
cpuHoldAck
ioGrant

ioCmd

cpuCReq
cpuCWMask

cpuAdr

cpuData
drvSysData
sysDOE
cpuDOE_|
cpuDWSel
cpuCAck
cpuDRAck
ioDataRdy
ioC.
sysEarlyOEE
sysTagOEER
bcTagCECE _|

sysTagVDP |

O R L
s NORRY v

B oo ML w WL ey GNCC S SN

Cache Fill Cache Fill Terminate ‘ Next Trans

and ARB
Note: M
ioRequest is not imp during this t i £J-03157-Ti0
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5.2.1.2.3 Noncacheable Figure 5-3 shows a read block trans:
noncacheable space.

0. In read block to noncacheable space, the addrs
CPU cycle before clk1R, which for fast €

1.
2.
memory space. The 21071-CA chi
sysEarlyOEEn is deasserted, whi
3. SysTagOE is asserted to prevent:

Ack<2:0> and the data drivers are

isabled is similar to a noncacheable
aword is returned, and OK will be sent on
he CPU will place the data in its Dcache or
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Figure 5-3 Timing of CPU Read Block, Noncacheable

cYo ¢yt oYz

ck1i S \
clk2 / \

cpuHoldReq
) i

NN

cpuHoldAck

ioGrant

ioCmd

cpuCReq
cpuCWMask

CcpuAdr

cpuData .
drvSysData
sysDOE
cpuDOE_|
cpuDWSel

sysEaryOEEn
sysTagOEEn

beTagCUWE _|

sysCmd

: : : . BUs

Idle Start Trans Cache Tum Off  Turnaround
Note:
ioRequest is not important during this transaction. LJ-03160-T10
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okt T\ I\ I\
de L S\ / A\

cpuHoldReq 2
cpuHotdAck

ioGrant

ioCmd

cpuCReq
cpuCWMask
cpuAdr
cpuData
drvSysData
sysDOE
cpuDOE_{

sysDataWEER
beDataWE _|

Wk _Nop Koy reset

Return Data Terminate ' Next Trans
and ARB
ioRequest is not important during this transaction. LJ-03161-TIO
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space.
0.

As I/O Space is noncacheable, the address is place

The 21071-CA chip decodes sysAdr<33:5 '- )
the cache off the bus, while preventmg the ta
is deasserted and sysTagOEEn is asserte

The 21071-CA chip waits for the
processes the 1/0 read.

The 21071-CA chip could r
ready for two more cycles

sent to the CPU'in
ioCmd<2:0>, If mo

equest on i0Cmd<2:0> and asserts
ieable. A CPU cycle acknowledge is requested
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Figure 5-4 Timing of CPU Read Block, Remote I/O Space

cik1

ctk2
ioRequest
cpuHoldReq
cpuHoidAck
ioGrant
ioCmd
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cpuCWMask
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¢puData
drvSysData
sysDOE
cpuDOE _|
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clki

ctk2

ioRequest
cpuHoldReq
cpuHoldAck

ioGrant

ioCmd

cpuCReq
cpuCWMask

cpuAdr
cpuData

drvSysData

sysDOE
cpuDOE_| .
cpuDWSel
CpUCACk

cpuDRAck

PR O R

ioDataRdy .

sysTagOEEn
becTagCEOE_}

sysTagVDP.

R, G SRR A T SR, G S, ]

Data over EPI ' Read Data RET ' Terminate * Next Trans
DACK Request  CACK Request

LJ-03159-Ti0
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5.2.1.3 Write Block

5.2.1.3.1 Cacheable Allocate With Victim Figure
transaction in cacheable space and a victim. Write

A write block begins during the idle cy

minimum of 10 ns).

The CPU requests a write block
OEEn was asserted, this triggers

0>. Because sysEarly-
heTagOE and cpuDOE_

d finds it in cacheable memory
- 1; the first octaword of write
ched by the 21071-CA chip. The
En, and asserts sysDOE to ensure

not race and deassert cpuDOE_l

serts 8ysTagOEEn to prevent the tag bus

from floatin: ip.also asserts cpuDWSel to get the second
octaword of w g indicates a victim must be processed.

The CPU sees the ass
write data on:the

data is placed o
21071-CA chip:
that deassertlon

o drive the bus so that sysTagOEEn and sysDataOEEn are deasserted.

The read of the victim is complete. The cache tags are driven by the
21071-CA chip with the tag information for the fill data (valid and dirty).
_sysDataWEEn and sysTagWE are asserted to write the cycle data tags.
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8. The fill data is ready and is driven on sysData<15:0>. If the

Dcache is invalidated using cpuDInvReq. To
octaword bcDataA<4> will change onelk
used.

9. The second octaword is written with sysDa
deasserted after the write is done.

10. The cycle is acknowledged with ¢
returned to their default state.
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Figure 5-5 Timing of CPU Write Block, Cacheable, Allocate, Victim

clk1

It
ck2 ./ \ '/ \
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/
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cpuHoldAck
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ioCmd

cpuCReq

cpuCWMask

cpuAdr
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drvSysData

sysDOE

cpuDOE_|
cpuDWSel

cpuCAck

cpubDRAck

ioDataRdy

ioCAck

sysEaryOEEn
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beTagCEOE_|

sysTagVDP
sysDataCEEn
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L Idle . CPUWrite . CPU Write Q0
' CPUWite ' Tag Probe

Note:
ioRequest is not important during this transaction.
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clkt

ctk2
cpuHoldReq
cpuHoldAck
ioGrant

ioCmd

cpuCReq
cpuCWMask
cpuAdr
cpuData

drvSysData
sysDOE
cpuDOE_|
cpuDWSel
cpuUCAck
cpuDRAck
ioDataRdy

ioCAck

sysEarlyOEEn

sysTagOEEn
beTagCECE |
sysTagVDP

sysDataOEEn
beDataCEOE _|

cpuDinvReq
sysDataALEn
sysDataAHEn

Victim Read 1 Bus . CacheFil . CacheFil Terminate Next Trans

Turnaround ~ and ARB

Note:

ioRequest is not important during this transaction. 1J-03141-TIO
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5.2.1.3.2 Cacheable Allocate Without Victim Figure 5
transaction in cacheable space without a vietim. Writ

. 0. A'write block begins during the idle cycle by t
the CPU doing a probe of the Beach
address being set up for the time i
minimum of 10 ns).

1. The CPU requests a write block with cpuC
OEEn was asserted, this triggers th i

2. The 21071-CA chip decodes sysAd : it in cacheable memory

- first octaword of write
data is placed on the cpuDats:
21071-CA chip deasserts sys]

and deassert cpuDOE_]
EEn to prevent the tag bus
y.asserts cpuDWSel to get the second

is driven on sysData<15:0>. If the CPU wrote a
ta is simply the same as the data written in cycle
CA chip reads a line from memory and merges
the write data to create an updated line of data. If the old cache
valid the CPU internal Dcache is invalidated using cpuDInvReq.
EEn and sysTagWE are asserted, in turn generating bcDataWE

e second octaword is written with sysDataWEEn.

The cycle is acknowledged with cpuCAck<2:0> and the data drivers are
returned to their default state. cpuDOE_] is reasserted because we are
done with the data bus.
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Figure 5-6 Timing of CPU Write Block, Cacheable, Allocate, No Victim
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okl 7 \
2 [/
cpuHoldReq
cpuHoldAck

ioGrant

A
~

I PO
S

IS .

ioCmd

cpuCReq
cpuCWMask
cpuAdr
cpuData

drvSysData
sysDOE |
cpuDOE_|
cpuDWSel
cpuCAck
cpuDRAck
ioDataRdy
ioCAcle:
ysEaryOEER:
sysTagOEEn
bcTagCEOQE |
sysTagVDP
sysDataOEER:

I N A

i CacheFill Cache Fil

Terminate Next Trans
and ARB
Note:
ioRequest is not important during this transaction. LJ-03166-Ti0
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5.2.1.3.3 Cacheable No Allocate Figure 5-7 shows a
with write allocation disabled.

A write block begins during the idle cycle by t!
transaction does not discriminate b
the address is only set up for 4 ns.

. The CPU requests a write block with cpu
OEEn was asserted, this triggers the assert
L

. The 21071-CA chip decodes sysA
space. The CPU sees the asserti

cacheable memory
e first octaword of

| by the 21071-CA chip.
d asserts sysDOE to ensure
race and deassert cpuDOE_l
EEn to prevent the tag bus
cpuDWSel to get the second

The 21071-CA deasserts sysk
that deassertion of sysE
too soon. The 21071-CA

chip. The 210
is disabled by de
cpuCAck<2:0>.
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Figure 5-7 Timing of CPU Write Block, Noncacheable or No Allocate

clkt
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ioCmd
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cpuData
drvSysData
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cpuDOE_|
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sysTagVDP
sysDataOEE;
beDataCEQE |

cpuDinvReq

Idle . CPUWrte - CPUWrite0 : CPUWrte1 . Terminate
. : ' and ARB ) '

quest is not important during this transaction. LJ-03170-Ti0
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5.2.1.3.4 Noncacheable A write block transaction to n
identical to a write block with write allocation disabled.:
for a description of the transaction.

5.2.1.3.5 1/O Space Figure 5-8 shows a write block
space.

0. During the entire time the CPU has owner:
chip provides a pointer to a free cache line bt
write buffer using ioLineSel<1:0>.

1. The CPU requests a write block wi
OEEn was asserted, this triggers t
L ~

The 21071-CA chip decodes and finds it in cacheable memory

buffer at the line pointed to with
serts sysEarlyOEEn, and asserts
sEarlyOEEn will not race and
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Figure 5-8 Timing of CPU Write Block, Remote /O Space
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Idle | CPUWits : CPUWrteO : CPUWite! : Terminate & NextTRANS

CACK Request WDO0 on EPI
LJ-03167-Ti0
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5.2.1.4 LDx_L

In general a LDx_L transaction looks like a read block
differences. The first is that the architecturally defing
address are set. The second is that compared to th
the cache must be probed. (The DECchip 21064 d
STx_C).

5.2.1.4.1 Cacheable Hit Figure 5-9 shows a
space that hits. Data is not returned di
address-to-data race through the cache;:

Although the CPU should not issue or
will be treated as a LDx_L hit withou

set.

2. The LDx_L lo LDx_L locked address is loaded from

sysAdr<33:5>. is sending ClrLock on ioCmd<2:0>,
then the lockbit is no 1d it is forced to remain clear for as long as the
ClrLock ig:¥ i

} it. SysDataAEn is asserted as the data must be
r. If the cache line is clean, data will be wrapped

“The 21071-CA chip waits for the cache data to tristate.

The merge buffer data is driven on sysData<15:0> and acknowledged with
cpuDRAck<2:0>.

The second octaword is driven and acknowledged.
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8. The cycle is acknowledged with cpuCAck<2:0> and th d ta
returned to their default state.
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Figure 5-9 Timing of CPU LDx_L, Wrapped, Cacheable Hit
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Note:
ioRequest, sysDOE, and cpuDWSel are not important during this transaction. LJ-03138-TlO
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clk1
clk2
cpuHolkdReq

cpuHoldAck

ioGrant
ioCmd
cpuCReq
cpuCWMask
CcpuAdr
cpuData
drvSysData
cpuDOE_|
cpuCAck
cpuDRAck
ioDataRdy
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sysEarlyOEEn
sysTagOEEn
beTagCEOE_I
sysTagVDP
sysDataOEEn
beDataCEOQE_|
cpuDinvReq
sysDataALEn

R NS T I B RS N SN RN B e

.

BUS Data Return0-  Data Return 1 Terminate Next Trans
. Turnaround and ARB .
Note:
ioRequest, sysDOE, and cpuDWSel are not important during this transaction. LdJ-03139-TIO
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52.1.5 STx_C

5.2.1.4.2 Cacheable Miss A LDx_L transaction in cac
misses with a victim is similar to Figure 5-2. The vi
Figure 5-1.

5.2.1.4.3 Noncacheable A LDx_L tr
identical to a read block to noncacheabl
lock address must be set.

21071-CA chip as a regular read to I/
implementation may choose to treat : gular read block in I/O

lock. Also, the transaction

*he 21071-DA chip may

y using the ClrLock command

[} STxC transaction, the ClrLock

e first cycle of the STxC transaction

ransaction that needs to clear the lock
e 10CAck<1:0> for the DMA read. This

In general, a STx_C transact1
may be aborted by thi
insure that STx_C*

easserts sysEarlyOEEn and asserts sysDOE to ensure that deassertion of
sysEarlyOEEn will not race and deassert cpuDOE_l too soon. The 21071-
CA chip asserts sysTagOEEn to prevent the tag bus from floating. The
1071-CA chip also asserts cpuDWSel to get the second octaword of write
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The CPU sees the assertion of cpuDWSel and places the second

deasserts sysDOE and cpuDWSel

The sysData bus is tristated by the CPU. The
sysDataOEEn, causing the cache to begi i

to drive the bus by deasserting sys

The cache read is complete. The c
chip with the tag information for

a merge of the data read
or longword wntten by th

f. sysDataWEEn and
rating beDataWE and bcTagWE,
i&.cache. To prepare to write the
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ioRequest is not important during this transaction. LJ-03130-TI0
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cki1

clk2
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cpuHoldAck
ioGrant
ioCmd
cpuCReq
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cpuAdr
cpuData
drvSysData
sysDOE
cPUDOE _t
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cpuCAck
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sysDataOEEn
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.

NextTrans :

. Cache Read 1 ‘BUS Cache Fill Cache Fill Terminate
Note: Turnaround and ARB
ioRequest is not important during this transaction. LJ-03131-TiO
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5.2.1.5.2 Cacheable Mlss Figure 5-11 shows a STx_C transactioi
and a victim is shown. The case of no v1ct,1m or no w; '

to Figure 5-6 and Figure 5-7, respectively.

0. A STx_C begins during the idle cycle:

2.

CPU cycle before clk1F.

The CPU requests a STx_C with cpuCReq<2.
was asserted, this triggers the asser

The CPU sees the assertion of cp
is placed on the cpuData bus and

(success). The cache tag in
cycles of the STx_C miss
on as descnbed in Sectlon 2.1.3.2, or Section 5.2.1.3.3 if

is disabled, respectively.
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’ Turnaround
Note:
ioRequest is not important during this transaction. LJ-03128-TI0

5-34 Digital Confidential



clk1 \

ck2
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ioGrant

ioCmd

cpuCReq
cpuCWMask
cpuAdr
cpuData

drvSysData
sysDOE

cpuDOE_t
cpuDWSel

cpuCAck
cpuDRACk

ioDataRdy

ioCAck
sysEarlyOEEn

sysTagOEEn
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sysDataALEn
sysDataAHEn
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Turnaround and ARB

Note:
ioRequest is not important during this transaction.
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The 21071- CA chip recognizes the tran
lock bit, which is set (success). It decodes sys
cacheable memory space. This and i
noncacheable transaction are the
on as described in Section 5.2.1.3

5.2.1.5.4 1/0O Space Similar {
treated by the 21071-CA chip

5.2.1.5.5 Fail
sending ClrL
instruction wi

cycle. An address is placed on the bus 1
CPU did not probe the cache.

ognizes the transaction and tests the LDx_L lock bit,

is clear (fail). The latched write data is discarded. The 21071-
:deasserts sysEarlyOEEn, and acknowledges the cycle with

. CpuDOE_] may still be asserted after the CPU receives

: 2:0> This is not a problem, as the CPU will tristate its

ivers before accessing the cache.
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Figure 5-12- Timing of CPU STx_C Fails
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|die CPUSTx_C Indicate Fail Next TRANS

Note:
ioRequest is not important during this transaction. LJ-03164-T10
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- 5.2.1.6 Barrier
Figure 5-13 shows a memory barrier transaction.

sysEarlyOEEn was asserted, this triggers égOE to
turn on. (This is done to avoid having buses float, because
the CPU does not drive the data or ansactions.)

21071-DA chip could
CA chip deasserts

also preempt the barrier at t
sysEarlyOEEn and asserts sy

The 21071-CA chip recei
sysTagOEEn and:sysData
cpuCAck<2:0>.

nd acknowledges the cycle with
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Figure 5-13 Timing of CPU Barrier or Fetch or FetchM
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: Idie | SanTRANS | CACKRequest . Terminate . NextTRANS

quest and cpuCWMask are not important during this transaction. LJ-03144-Tl0
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5.2.1.7 Fetch, FetchM

These CPU transactions are not shown in a figure, bu
desired by a particular implementation. The simplest;
like a STx_C fail:

sysEarlyOEEn was asserted, this tri
turn on. (This is done to avoid ha
the CPU does not drive the data

2. A wait state is performed.
The 21071-CA chip recogniz

transactions is’

5.2.2.1 DMA idle

1. The 21071-DA chib requests a DMA read with ioCmd<2:0>, places the
address on sysAdr<33:5>, and points to a line to be loaded in the DMA
ad and I/O write buffer with ioLineSel<1:0>.
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2. The 21071-CA chlp decodes sysAdr<33 5> and finds it in cach ak

as it sees the assertion of ioDataRd,
octaword, beDataA<4> is asserted.

The 21071-CA chip loads the second octawo
read buffer, and indicates data ready with ioD
acknowledged with i0CAck<1:0>. If
it may start a new read transaction
arbitration, this cycle is used for

Digital Confidential 5-41



Figure 5-14 Timing of DMA Read, Cacheable, Hit
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: ' : Cache Read 0 : epi Data Valid
Next Cycle
ICReq and cpuCWMask are not important during this transaction. LJ-03147-TI0
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52.2.2.2 Cacheable Miss Figure 5-15 shows a DMA
cacheable space that misses.

0. The transaction begins with the DMA having t}
assertion of ioGrant. : ‘

space. Also, the cache tag is avai
miss.

3. The read data could be ret
although it is shown to take

If the arbitration allows a
semption, the CPU may be

QA chip deasserts cpuHoldReq,
arlyOEEn is asserted so that if the
tag and sysData buses will not
ing from a released CPU to a DMA

ta to return.
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Figure 5-15 Timing of DMA Read, Cacheable, Miss
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Note:
cpuCReq and cpuCWMask are not important during this transaction. LJ-03143-T10
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5.2.2.2.3 Noncacheable A DMA read transaction to n
similar to the cacheable miss shown in Figure 5-15. D
issues, the probe cycle still exists, but the probe result

I/0 sl;ac:e, and
shown in the

52224 1/0 Space DMA transaction
should be responded to as an error usin
left half of Figure 5-16.

0. The transaction begins with the D
assertion of ioGrant.

The 21071-DA chip requests a ]

d<2:0>, places the
loaded in the DMA

21071-CA chip 1
floating bus.

th 10CAck<1:0>.
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Figure 5-16 Timing of DMA Read, 1/O Space (error)
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5.2.2.3 DMA Read Wrapped

The transaction for DMA read wrapped is the same as
return read data is returned with octaword 1 first, fo
This is done by asserting sysDataAEn for the first ¢
for the second. .

5.2.2.4 DMA Read Burst

cache line address.

5.2.2.5 DMA Read Wrapped Burst

The transaction for DMA read wrapp
except that it contains the next ling’
wrapping in DMA read wrapped.

5.2.2.6 DMA Write

A DMA write relea
write does not hit

ineSel<1:0>.

es sysAdr<33:5> and finds it in cacheable memory
tag indicates a cache hit. The 21071-CA chip

The tags are written by asserting sysTagWE for one cycle. The cache data
is not written. bc_LongWR does not affect this transaction.

The 21071-CA chip tristates the tags. The transaction is acknowledged
with i0CAck<1:0>. (The acknowledgment could not be done in cycle 4
cause the address was still required to do the invalidate.)
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Figure 5-17 Timing of DMA Write, Cacheable, Hit, Followed by DMA Bead
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puureq pu e 9 LJ-03153-TI0
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- 5.2.2.6.2 Cacheable Miss Figure 5-18 shows a DMA write trans
cacheable space.

0. The transaction begins with the DMA havmg

assertion of ioGrant.

The 21071-DA chip requests a DMA write
address on sysAdr<33 5>, and points to the
with write data using ioLineSel<1:0>.

The 21071-CA chip decodes sysAd
space. Also, the cache tag indica
internally transfers the first octa
write buffer.

If the cache is disabled (bc_E
(assumes a miss), and th
cpuDinvReq.

If the memory
data is not transfe
the cache, 3

could not be done .as the tag results were not available yet.)
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Figure 5-18 Timing of DMA Write, Cacheable, Miss, Followed by CPU Writ

cikl
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" DMA Has Cache :  DMA Address Tag Probe | DMA Terminate - Next TRANS
: ' and ARB :
Note:

cpuCReq, cpuCWMask and cpuAdr are not important during this transaction.
LJ-03155-T10
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5.2.2.7 DMA Write Maske

5.2.2.6.3 Noncacheable A DMA write transaction in noncacheabl:
similar to a DMA write miss as shown in Figure 5-18
results do not matter, the timing of internal transfers;
are the same. The acknowledgment cannot be done
time required to determine if the transactxon is to
not.

5.2.2.6.4 1/O Space DMA transactions are 1
should be responded to as an error using j
Figure 5-16.

space, and

assertion of ioGrant.
The 21071-DA chip reque

masked is a mix of a DMA read and DMA
, the same as in a DMA read. The results of
A write buffer and loaded into the memory

The transaction for a’
write. The cac
the read are

ine with write data using ioLineSel<1:0>.

The 21071-CA chip decodes sysAdr<33:5> and finds it in cacheable memory
space. The 21071-CA chip waits for the cache probe, which indicates a

. cache hit. The first octaword of data is already on the data bus. The data

5. merged (based on the byte enables) with the DMA write buffer and
oaded into the memory write buffer. To prepare for reading the second
octaword, beDataA<4> is asserted.
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3. The cache tags are driven by the 21071-CA chip as i
chip reads the second octaword of cache data, mer;
the memory write buffer.

The tags are written by asserting sysTagWE f

5. The 21071-CA chip tristates the tag
with i0CAck<1:0>. (The acknowled
because the address was still required to
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Figure 5-19 Timing of DMA Write Masked, Cacheable, Hit
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fpuchies, cpu i po 9 LJ-03154-TIO
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5.2.2.8 DMA Flush

522.7.3 Noncacheable A DMA write ma
space looks externally identical to a regular n
described in Section 5.2.2.2.3.

52.27.4 1O Space Any DMA trans
described in Section 5.2.2.2.4.

A DMA flush transaction is used:
buffer is empty. This may be re
time required by ISA and EIS
transaction.

ee if its write buffer is empty. In this
(V) cycles, so the 21071-CA chip waits.

tinues to walt

nues to wait.

action is acknowledged with i0CAck<1:0>.
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Figure 5-20 Timing of DMA Flush
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ote:
cpuCReq, cpouCWMask, and cpuAdr are not important during this transaction.
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5.2.3 Arbitration

5.2.3.1 Back to Back Transactions

5.2.3.1.1 CPU to CPU Figure 5-21 shows the actior
back CPU transactions. This figure shows a CPU ¢z
CPU write, although this description is appli %

0. A cacheable read block transaction is in p
Section 5.2.1.2.1.

1. In the cycle of cpuCAck<2:0> being;
with sysEarlyOEEn, sysTagOEE
cpuDOE_] is asserted.

2. The previous transaction is
sysEarlyOEEn is asserted.

3. To prepare for write data;
is next, as des d i
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Figure 5-21 Switch From CPU Read to CPU Write
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clk2
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a DMA read hit followed by a DMA write, and Figur
write hit followed by a second DMA write. This de
back-to-back DMA transaction.

0. A DMA read miss transaction is in ;
Section 5.2.2.2.2. If not already in th
beDataA<4> are deasserted.
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Figure 5-22 Switch From DMA Read Hit to DMA Write
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Figure 5-23 DMA Write Hit To DMA White
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DMACY3 DMACY4 DMACYS

cki [

ck2 __/ \ : / \
ioRequest 2 ouéom .
cpuHoldReq
cpuHoldAck

ioGrant

ioCmd

cpuAdr

cpuData
drvSysData

sysDOE
cpuDOE_|

cpuDWSel

sysEarlyOEEn

sysTagOEEn

beTagCEOE_|

sysTagV
bcTagCtWE _|
sysCmd
* Tag Turnaround - Tag Inval . Waitfor ACK :  DMA Write
: i . BUS Turnaround
Note:
cpuCReq and cpuCWMask are not important during this transaction. LJ-03152-Ti0
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5.2.3.2 Transitions

5.2.3.2.1 CPU to DMA When the arbiter decides tha
be granted to DMA, several signals must change the
preparation for the DMA transaction. This is shown:i

0. A CPU read block cacheable with vi
described in cycle 5 of Section 5.2.1.2.1.
ioRequest<1:0> signals for a request or ator
represents the earliest possible sampling; two
acknowledged on i0CAck<1:0> or

1. The arbiter decides that the 2107
the read is ﬁnishing, cpuHoldRes;

transactlon to its space,

3. The 21071-CA
fastest case, cpaHol

4. It happens
cycle.
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Figure 5-24 Switch from CPU read to DMA write

clkt

clk2
ioRequest
cpuHoldReq
cpuHoldAck
ioGrant
ioCmd
cpuCReq
cpuCWMask
cpuAdr
cpuData
drvSysData
sysDQE
cpuDOE _}
cpuDWSel
cpuCAck
cpuDRAck
ioDataRdy
ioCAck
sysEarlyOEEn
sysTagOEEn
bcTagCEOE_|
sysTagVDP
sysDataOEEn

md

CYs3

idle :

N ! stroaa not wrapped

S G PN O N N N R N

CPU Read

CPU Read

CPU ignored

N e T o X ios W Con — WX ios W resst )

CPU Ignored  CPU Write

CPU Ignored
Wait for ACK

Wait for ACK
LJ-03146-TI0
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5.2.3.2.2 DMA to CPU, Cache not Released When the 21071-DA
the sysBus and cache, and the arbiter is ready to gran
CPU, the cache and CPU controls must switch back tg
Figure 5-25 shows a DMA read hit followed by a C
shows a DMA write hit followed by a CPU write
to any back-to-back DMA transaction.

“have additional DMA transaction
ioRequest<1:0>. (Or the CPU has
cpuCReq<2:0>.)

1. One cycle before the cycle io€
deasserts ioGrant and sys

is cycle, which is the earliest case.
/OEEn, changes ioCAck<1:0> to idle,
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Figure 5-25 Switch From DMA Write Hit to CPU Write

CY1 Cy2

CYO CY3
DMACY3 DMACY4 DMACYSs CPUCYO

axt [ \

a2 L\

I SR e
”

BF 1 TR, Vs
”

ioRequest

cpuHoidReq

cpuHoldAck
ioGrant

ioCmd

cpuCReq

cpuCWMask

CcpuAdr

cpuData
drvSysData

sysDOE

cpuDOE_|
cpuDWSel

cpuCAck

CcpUDRACK

ioDataRdy

ioCAck

sysEarlyOEEn

sysTagOEEn

beTagCEOE _|
sysTagVDP

sysDataOEEn

beDataCEOE_}

P (N [P RIS PR

TAG Turnaround  TAG Inval Wait for ACK

5 tissasss LTI SRy I R G S AT S O S MITTIe

DMA Terminate
Bus Turnaround

CPU Adr Late CPU Write CPU Write

LJ-03149-T10
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Figure 5-26 Switch From DMA Read to CPU Write

CYO0 CY1 cY2
) RD CY3 ' RD CY4 )
okt [ - (- \
cka :__f ./ /"
ioRequest ;

cpuHoldReq
cpuHoldAck
ioGrant

ioCmd
cpuCReq
cpuCWMask

CPUAdr
cpuData
drvSysData
sysDOE
cpuDOE_)
cpuDWSel
cpuCAck
cpuDRAck

ioDataRdy

ioCAck

sysEarlyOEEn

sysTagOEENn

beTagCEOE_|

TagCWE_| . ' . N T N

syscmd DT Gon XTI Tos X Cre XX on X et )

DMA Read DMA Read 8us CPU ADR Late  CPU Write
i i Turnaround
Hit Hit urnaroun LJ-03150-TI0
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5.2.3.2.3 DMA to CPU, Cache Previously Released If the arb1
cache releases, the 21071-CA chip may have released
after a DMA read or write. This is indicated by ioGr:
being deasserted during a DMA transaction. To grant
additional signals must be changed. This is show1

0. A DMA read miss transaction is in progre
Section 5.2.2.2.2. One cycle before ioCAck
decides that the CPU has won arbitration

1. After the cycle i0CAck<1:0> asser
OEEn, and may begin processing

2. The CPU transaction is procegs
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Figure 5-27 Switch From CPU Released to CPU Write, and to DMA Write

CYo CY1 CcY2 CY3
DMA CY6/CPUCY0 CPUCY1 CPUCY2 CPUCY3

w N\
k2 |/ "N -/ AN
ioRequest . :
cpuHoldﬂoqE . .
cpuHoldAck : : :
ioGrant * : :

toCmd

cpuCReq
cpuCWMask
CpuAdr

cpuData
drvSysData
sysDOE
cpubDOE_}
cpuDWSel
cpuCAck
cpuDRAck
ioDataRdy
ioCAck

sysEarlyOEEn
sysTagOEEn

bcTagCEOE_I
sysTagvVOP
sysDataOEEn
beDataCEOE_|

3
\
. .

by sesppiin WL S MTTIID S GRS SR ML

DMA Read CPU Write CPU Write

Tag Probe
Note:
ioRequest is not important during this transaction. LJ-03162-Tl0
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5.2.3.24 DMA to DMA, Cache Previously Released To grant the

cache. Thls is shown in Figure 5-28.

0. A DMA read miss transaction is in progress,
Section 5.2.2.2.2. The 21071-CA chip decides
won arbitration and asserts cpuHold] and i

The DMA read miss completes.

2. The 21071-DA chip sees ioGrant asserted and~
fastest case, cpuHoldAck asserts thig:es

3. The 21071-CA chip asserts sysD
chip sees cpuHoldAck asserted an
chip may start the cache probe:

cpuHoldAck. In the

ysTagOEEn, The 21071-DA
A write. The 21071-CA
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Figure 5-28 Switch From CPU Released To DMA Write

cYo CY1 cY2 cY3

RDCYé RDCY7/ RDCY8/ WRCY2
) ' WR CY0 ] WR CY1
LR e N ¢ \ 7 .

che 1/ i/ i/
ioRequest ] 3
cpuHoldReqg
cpuHoidAck
ioGrant

ioCmd = D'M'A‘rﬁg
cpuCReq T :
cpuCWMask
CPuUAdr
cpuData
drySysData
sysDOE
epuDdE_l
cpuDWSel
cpuCAck
cpuDRAck

ioDataRdy

ioCAck

sysEarlyOEEn
sysTagOEENn
beTagCEOE_

DMA Read DMA Read DMA Write DMA Write DMA Terminate
Holdreq to CPU Cache Grant

LJ-03163-TI0
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5.2.3.3 Preemption

Reads and writes to I/O space, and all barriers may he
the 21071-DA chip. A preemption causes the current
to be suspended, and DMA transactions to be perforn
transactions are complete, the suspended CPU tra

5.2.3.3.1 1/O Write Preempted for DMA Writé
block transaction to remote I/O space that requi
is concerned with the details of the preemption. For:d
block to I/0 space, see Section 5.2.1.3.5; ils ab
Figure 5-14.

0. The bus is idle, and is owne
The CPU requests a read,

The 21071-CA chip detects a cache hit, and loads the DMA read and I/O
write buffer with the data.

The 21071-CA chip loads the second octaword of data and acknowledges
he DMA transaction on i0CAck<1:0>. It samples ioRequest<1:0> and finds
t the preempt no longer exists, and deasserts ioGrant.
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9. The 21071-DA chip sees the deassertion of ioGrant an
It also sees i0CAck<1:0> and knows that the DMA
The 21071-CA chip deasserts cpuHoldAck and dis
enables.

The 21071-DA chip sees that the DMA, transaeti
and that no more preemption is requi 8o it m
i0Cmd<2:0> in this cycle. As the sysData d¥ivers haw
yet, a cpuDRAck<2:0> request on ioCmd<:
next cycle.

10. CpuHoldAck deasserts, the 21071
deasserts sysDataOEEn.

The 21071-CA chip enables it
preempted. The 21071-DA ch,
deasserted and continues th

est a cpuCAck on

I/O read was

nd cpuHoldAck both
PU transaction. The remaining
mpted transaction, resuming
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Figure 5-29 Timing of CPU Write Block to /O Space, Preempted by a DMA

ioRequest

.

cpuHoldReq

cpuboloack VTR

.

ioGrant

ioCmd

drvSysData

sysDOE

cpuDRACck

ioDataRdy

ioCAck

sysEarlyOEEn

sysTagOEEn

beTagCEQE_|

sysTagVDOP

sysDataOEEn

beDataCEOE |

.
.
»

cpuDinvReq

fRequest Cache Wait for ACK DMA has Cache
Issue Grant

CPU Write
Preempt ARB

CPU Write

idie

LJ-03168-T10
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clk1

dk2

ioRequest

cpuHoldReq
cpuHoldAck
ioGrant

ioCmd

cpuCReq
cpuCWMask

CcpuAdr

cpuData
drvSysData

sysDOE
cpuDOE_|
cpuDWSet
cpuCAck
cpuDRAck

ioDataRdy

ioCAck
Y {yOEEN
sysTagOEEn

beTagCEOE_|

sysTagvDP

sysDataOEEn

-
g

oo N Toad XN aoma N raarmas WX p

DMA Address Tag Resuit DMA Read Hit  BUS Turnaround CPU ADR Late
Cache Read CPU

LJ-03169-TI0
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5.2.4 Write Speed

The 21071-CA chip supports two different speeds for
system must determine which is required based on ¢
pulse width constraints.

Different PAL equations are required for

The normal speed allows one octaword.s
the default, and indicated by the bec_
being clear. Figure 5-30 shows the
mode is also used as the base fo
previous section.

Figure 5-30 Timing of Regular Writ

clki
clk2

cpuData

sysDataALEn

sysDataAHENn

bcDataA<d>
sysDataWEEn ' % : :
boDataWE

LJ-03287-TI0
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Long writes allow one octaword of data to be written in
indicated by the bc_LongWr bit in the general control xe

Figure 5-31 Timing of Long Writes

okt [ \. / \
ok 1S L/

cpudsta ®

sysDataALEn :

sysDataAHEn

beDataA<4>

sysDatalLongWE .

bcDataWE_}

LJ-03288-T10
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5.3 Memory Transactions

This section describes the transaction timing on the

5.3.1 Memory Read Followed by a Page Mode Me
Figure 5-32 shows a memory read followe:

0. The transaction starts when memeclkR coir
- address is sent out on memAdr<11:0

1. The appropriate memRAS_1<8:0>
address setup. The programmed v;
memData because the current trar

Wait for row address hold.

Row address hold wait ¢
value of RowHold.i

the 21071-BA chip to turn on the memData drivers. The reset command
indicates to the 21071-BA chip that all counters and pointers should be
reset. The state machine waits for a cycle before going to idle. Address
ointer is switched to row.
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12. The next transaction is a page mode read.

13. Switch to column address, and turn off the memD;
extra cycle.

14. Wait to assert memCAS_1<3:0> until column s
15. memCAS_1<3:0> is asserted. :
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Figure 5-32 Memory Read Followed by a Page Mode Memory Re

ck2

memClk

memAdr
memRAS_L<0>
memRAS_L<1> -
memCAS_L :
memCAS_L<3>
memWE_1 :

ca_drvmd

memData I

ca_s

latched_data :

dk2

memCIk

memAdr

memRAAS_L<0>
memRAS_L<1>
memCAS_t
memCAS_L<3> \
memwWE_1

ca_drvmd :

memData %

ca_t

latched _data 33

ata are drawn at DECchip 21071-CA driver pin with 2ero delay. .
0 followed by page mode Read to Bank 0 LJ-03172-T10
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5.3.2 Memory Read Followed by a Non-Pagemode M

Cycles 0-5 are the same as in Section 5.3.1. In cycle
RDDly, because the read data has to be latched afte

Figure 5-33 shows a memory read followed by a |
write. :
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Figure 5-33 Memory Read Followed by a Non-Pagemode Memory Write

clk2 /

memClk

: idle .
memAdr -X___Row Address 1
memRAS_L<0> \_

memRAS Let> - [
memCAS_L - 1111

X 1111 X

memCAS_L<3> .
memWE_! '

ca_drvmd

memData

CY11 CY12

clk2

memCk

memAdr

memRAS_L<0>

memRAS_L<1>
memCAS_L
memCAS_L<3>

memWE_|

ca_drvmd

memData

ca_

latched_data

re drawn at DECchip 21071-CA driver pin with zero delay.
ank O followed by Write to Bank 1. LJ-03173-TI0
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0.

Figure 5-34 shows a memory write followed by a pa

The default address sent out on memAdr is for
the write is taken in this cycle.

Wait for the address muxes to switc
21071-BA chip is already driving the fir
lines.

memWE_l<1:0> asserts and is held
transaction.

The appropriate memRAS_1<8:0> - waiting for the row
address setup. The programmed is 0.

Wait for row address hold.

Row address hold wait comj . 655 changes to column. Programmed
value of RowHo :
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of WTCas is 1.

memCmd<3:1> changes from NOP to WRIMM, i
BA chip that memData can be switched to poi
Programmed value of WHoldORow is &

memCAS_1<3:0> remains asserted wi

memCAS_1<3:0> is deasserted, and kept
duration. The programmed value of TCP is

switches to point to write column.

14. Write column.addres

erts after allowing for appropriate column setup time.

at the pins.
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Figure 5-34 Memory Write Followed by a Page Mode Memory Write

ey,
memClk

memAdr

memRAS_L<0>

memRAS_L<1> _

memCAS L _

memCAS_L<3> .

memRAS_L<1>

memCAS_L X 133

/
memCAS_L<0> /
memWE_1
ca_drvmd :

a X
X

, CY15 .

oy . , ‘ : ;

memCk /[ \ / \ / \ V4 \ / \ :

wfcp wicashi : : wicaslo wicashi

memAdr w : : :
memRAS_L<0> 5 5 3
—

X000
memCAS_t<3> /
memCAS_L<0> /[ —\ e
x‘ TGP,
e 00
drawn at DECchip 21071-CA driver pin with zero delay.
@ Memory: 9 with LW7 masked followad by a page hit writa. 1LJ-03176-Ti0

ory Write Followed by a Non-Pagemode Memory Read

write portion of the transaction is the same as in Section 5.3.3. The
ifference is in cycle 12 when the write is completed. Because the default
ddress sent out on memAdr<11:0> is the read address, no extra cycles are
uired to switch the address mux, when a read is selected. The memRAS_
> for the read can assert as early as cycle 13. Figure 5-35 shows a
mory write followed by a non-page mode memory read.
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Figure 5-35 Memory Write Followed by a Non-Page Mode Memo Read

clk2 /

memClk

memAdr X Read VoD

memRAS_L<0> . : \

memRAS_L<1> : : N /

memCAS_L _ 1111

memCAS_L<3>

memCAS_L<0> | ) .
memWE_1

ca_dvmd

X

4

ca_J

e
wr_imm .

memData

50

cYi1 cY12

clk2 /

CY13

memCik

memAdr _

memRAS_L<0>

memRAS_L<1>

memCAS_L X 111

memCAS_L<3>

memCAS_L<O>

memWE_1 ..

ca_drvmd

a are drawn at DECchip 21071-CA driver pin with zero delay.
nk 0 with LWO masked followed by a Read.
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5.3.5 Memory Refresh
Figure 5-36shows a memory refresh
0. The address is a don’t care during a CAS-before-,
1. Al memCAS _1<3:0> signals are asserted. Waa

Waiting to
Width is 1.

Wait to deassert memRAS_1<8:0>..
Wait to deassert memRAS_1<8:0.

memRAS_L<8:0> signals ar
start next transaction untll.
value is 3.

7. memCAS_l<3:0z
Address mux points

.are precharged. Programmed
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Figure 5-36 Memory Refresh

ctk2 /
memClk /' \

memAdre11:0> Ex invaiid R
Address not relevant for CAS-RAS refresh

memRAS_L<8:0> all 1 —
memRASB_L<8:0> - all1 X : ) GEI}
memCAS_L<3:0> 1111

memWE_1

drvmemData

memData

clk2
memClk

memAdr<11:0> Row nbxt transaction ;

memRAS_L<8:0> - T )(: Some HAS
memRASB_L<8:0> i ail 1 :
memCAS_L<3:0> 1111
memWE_1
drvmemData
‘memData
Cchip 21071-CA driver pin with zero delay.
LJ-03174-T10
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DECchip 2107

6.1 Introduction
This chapter includes the following i
* DC Electrical Data
¢ AC Electrical Data

6.2 DC Electrical Da

:the DECchip 21071-CA:

or the DECchip 21071-CA.

he DECchip 21071-CA.

Table 6-2 lists the DC p ic values of the DECchip 21071-CA.
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Table 6-1 DECchip 21071-CA Maximum Ratings

Characteristics Minimum Maximum
Storage temperature .55°C (-67°F)  125°C (257°F)
Operating ambient — 40°C (104°F) #
temperature

Air flow> 0 LFM! —

Junction temperature — 85°C (185°F )

Supply voltage with respect -0.5V
to Vss

Voltage on any pin with -0.5V
respect to Vss

Maximum power:

@Vdd =525V
@sysClk = 33 MHz

1LFM = Linear feet per minute

Table 6-2 DC Para

Symbol - Minimum Maximum Units  Test Conditions
Vih 2.0 - -
Vil 0.8 -
Voh 2.4 - -
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6.3 AC Electrical Data

This section contains the AC characteristics for the.
Note

The following AC electrical data is relative t
rate. All outputs have a 50pf load.

with a 1 ns edge

6.3.1 Clocks

The DECchip 21071-AA and DE
(running at twice the nominal
reference signal to '
Table 6-3

AA chipsets all use one clock

Figure 6-1 DEC

sysCIkOut!

* Internally generated clocks.

LJ-03455-Tio
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Table 6-3 DECchip 21071-CA Clock AC Characteristics

Parameter Minimum Maximum
clk1x2 period 30

clk1x2 frequency —_

clk1x2 high time TBD

clk1x2 low time TBD

clk1x2 rise time TBD

clk1x2 fall time TBD

clk2ref setup to clk1x2 rising 0.74

clk2ref hold from clk1x2 rising 1.70
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6.3.2 Signals
See Figure 62, Figure 6-3 along with Table 6—4 and ’

Figure 6-2 DECchip 21071-CA Output Delay Mez

-

15V

Output 1 Delay_A

Output 2 Delay_B ..

Figure 6-3 DECch A Setup and Hold Time Measurement

LJ-03562-TI0
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Table 6-4 DECchip 21071-CA AC Characteristics (Valid |

Signal Minimum Maximum

Unit

sysData<15:0> 6.8 19.2

tagAdr<31:17>,P, 7.0 20
tagCtIVDP.

cpuCAck<2:0>,
cpuDRAck<2:0>,
cpuDWSel<1>,
cpuDInvReq,
cpuHoldReq

sysDOE
sysEarlyOEEn
sysTagOEEn
sysDataOEEn
sysDataWEEn
sysDataLongWE
sysTagWE
sysDataALEn
sysDataAHEn

ioGrant,

i0CAck<1:0>;

ioDataRdy
54 ns
12.1 ns
12.8 ns
13.0 ns

ckiR
clk1F
clk1F
clk2F
TBS
TBS
TBS
TBS
TBS

ckiR

memClkR
memClkR
memCIlkR
memClkR

TBS

TBS

TBS
TBS
TBS

Two cycles are allocated for returning CSR read data.
For CPU transactions only.
or DMA transactions only.
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Table 6-4 (Cont.) DECchip 21071-CA AC Characteristics.(Valid Dela

Signal Minimum Maximum Uq!t

memPDClk,
memPFLoad_}1

memDTOE_]
memDSF
sysCmd<2:0>
subCmdAB<1:0>
subCmdCommon
sysIORead
sysReadOW
drvSysData
drvSysData
drvSysCSR
drvMemData

memCmd<3:1>

ing CSR read data.

3. For DMA tr
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Signal

sysData<15:0>
sysAdr<33:5>
sysAdr<33:5>

tagAdr<31:17>,
tagAdrP,
tagCtIVDP

cpuCWMask<7:0>
cpuCReq<2:0>
cpuHoldAck

ioRequest<1:0>,
ioCmd<2:0>

memPDDIn, Setup“tiz

ns

clk2R

Note 2
Note 3

1. Two cycles are al
2. For CPU
3. For DMA

R read data.
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DECchip 2107 Up and

lization

1-CA chip on power-up
el requirements and
et_l is deasserted.

This chapter describes the behavior o
and assertion of reset_l. It also de
the various registers that have t¢

7.1 Power-up

On power-up, the
asserted. It should b
running for 20 ¢

hip 21071-CA chip should be
he system clocks are up and

to the DECchi
which asserts:

the deasserted state as long as reset is asserted.
Al output only signals are deasserted.
All bidirectional signals are tristated.
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The exceptions to these rules are as follows:

¢ sysDataOEEn and sysTagOeEn are asserted syncl
assertion of reset_l, and are deasserted as soon as
(without waiting for the deassertion of synchron
signals keep sysData<127:0>, sysCheck<7:0>,
control signals driven during reset. .

¢ The presence detect logic activates on th
details of the operation, refer to section Se

¢ drvMemData is asserted by the DE
memData<127:0> are driven by th

overrides the assertion of
g reset, all the outputs of

In all cases, the assertion o
reset_l. That is, if tristate

7.4 Configuration aftet

Software must

ng registers A and B, to determine the programmed values of
's refer to Section 4.6.

lobal timing register.

Refresh timing register.
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The deassertion of internal reset causes the DECchip 21071

any write or read transactions are addressed to the
does not guarantee this. Software has to ensure tha
are not performed until the eight refreshes are cor
be increased using two mechanisms:

CA 0 C

1. Software can use the force_Ref bit m
back-to-back refreshes. In this case, softwar
bit, wait 10 cycles for it to be cleared (indicating one refresh has been
completed), and then set it again for. xt rel ‘

2. Software can also choose to set ref : sh timing register
at its minimum value of 64 m terval = 1). This will
cause refreshes to happen ev ycles.

After initialization of the regis and memory must be written

with good parity or ECC, othe
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Part II contains information about the






DECchip

The 21071-DA chip has three major bus
¢ sysBus
* Peripheral Component Interc

¢ epiBus interface

Buffer

Function

Address bus
Cycle request
Cycle write mask
Hold acknowledge

Command for DMA
transactions

Acknowledgment from
the 21071-CA chip on
DMA transactions

(continued on next page)
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Table 8-1 (Cont.) DECchip 21071-DA Pin List
Number In/Out Buffer

sysBus Signals

(50 Total)
ioDataRdy 1 1 that the
7 d:data is loaded
into the 21071-BA chips
and can be extracted
ioLineSel<1:0> 2 o
ioRequest 2 Request for DMA
transactions on sysBus
ioGrant 1 Indicates that the sysBus

has been granted to the
21071-DA chip

(continued on next page)
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Table 8-1 (Cont.) DECchip 21071-DA Pin List

Number In/Out Butfer
PCI Pins (47 Total)
© AD<31:0> 32 V0

CBEl<3:0> 4 /0

Par 1 /0

FrameL 1 /0

TrdyL 1 (0]

IrdyL 1 1/ “Initiator ready

StopL 1 Stop the current
transaction

PerrL Parity error

LockL Indicates an atomic
transaction that
may take multiple
transactions to complete

DevselL, 12/16 ma Device select

ReqL 12/16 ma Bus request

GntL — Bus grant

pClk — PCI clock

PCI Sideba

(2 Total)

— Clear path from PCI to
memory
12/16 ma Acknowledgment that
path for PCI to memory
has been cleared by the
21071-DA chip
(continued on next page)
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Table 8-1 (Cont.) DECchip 21071-DA Pin List
Number In/Out Buffer

epiBus Pins (48 Total)
epiData<31:0> 32 1/0
epiBEnErr<3:0> 4 /0
epiOWSel 1 0
e cache line will
ransferred on the
iData bus
epiLineSel<1:0> 2 Selects which cache line
will be transferred on
the epiData bus
epiSelDMA 1 Selects which buffer
: (I/0 or DMA) will
be transferred on the
epiData bus
epiFromIOB Selects the next epiData
transfer from the 21071-
DA chip to the 21071-BA
chips
epiEnable<3:0> 4 ma Qualifies epiData control

signals and enables
output drivers

4 ma Clears all byte valid bits
in the current line of the
DMA write buffer

(continued on next page)

epiLinelnval
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Table 8-1 (Cont.) DECchip 21071-DA Pin List
Number In/Out Buffer

Miscsllaneous/Clock

Signals (4 Total)
intHwO 1 o pt to the DECchip
icroprocessor
that the
071-DA chip has
ted an abnormal
resetL 1 I 1-DA chip reset
ctk1x2 1 I Clock input
clk2ref 1 Phase reference for
clk1x2
Test Signals(4 Total)
PTestOut Parametric NAND tree

output

Tristate_1 Tristates all output
/bidirectional pins for
chip and module testing

testMode Test mode select

Scan Enable for chip
testing
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8.2.1 sysAdr<33:5>

Signal Type: 21071-CA Input, CPU Output, 210
Input Sampling Clock Edge:
Output Clock Edge: clkiR

sysAdr<33:5> signals contain the cache
bits <33:32> of sysAdr<33:5> indicates t

sysAdr<33:5> are driven by the CPU on CPU-mi
21071-DA chip on DMA transactions.

¢  On CPU-initiated transactions, t
on the bus from the comman
cycle.

* On DMA transactions, th
time cpuHoldAc d io

ction type code onto cpuCReq<2:0>. Table 8-2
ifferent transaction types.

fated Transaction Encodings
Transaction

Idle
Barrier
Fetch
FetchM
Read block
Write block
LDx_L
STx C
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is granted to 21071-DA chlp, that is, from the cycl
to the cycle after cpuHoldAck and ioGrant.deasser
transaction.

8.2.3 cpuCWMask<7:0>

Signal Type: 21071-DA Input
Signal Source: CPU
Input Sampling Clock Edge;c

itiated read block and write
nformation on both read and

cpuCWMask<7:0> signals are u
block transactions. These signg
write block transacti

the longword m sk or
indicates tha
should be wri

quadword
space.

8.2.4 cpuHal

hip drives’ sysAdr<33 5> in the followmg cycle and may send out a valid
command on ioCmd<2:0>.
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8.2.5 ioCmd<2:0>

8.2.6 ioCAck<1 :0:

Signal Type: 21071-DA Output
Signal Destination: 21071-CA
Input Sampling Clock Edge: clk1F
Output Clock Edge: clk1R

The 21071-DA chip asserts ioCmd<2:0> to'req;
chip. When the 21071-DA chip owns the sysBus
to request a bus transaction. When the CPU owri
to request assertion of the cpuCAck and epu

e 21071-CA
: als are used
ioCmd<2:0> is used

ioCmd<2:0> CPU Owns sysBus 1071-DA Chip Owns sysBus

000

001 fush

010 Trite

011 Write masked
100 Read

101 Read burst
110 Read wrapped
111

Read burst wrapped

indicates that the DMA transaction has been completed. If any
iring the transaction, an error response will be sent.
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Table 8-4 l0CAck<1:0> Encodings

ioCAck<1:0> Function

00 Idle

01 Reserved/unused

10 DMA cycle acknowledge
11 DMA cycle error

8.2.7 ioDataRdy

Signal Type: 21071-DA Input
Signal Source: 21071-CA

Input Sampling Clock Edge:;..
Output Clock Edge: clklR :

When ioDataRdy is sampled as:

;ng DMA wnte transactions, ioLineSel<1:0> indicates
ite buﬂ'er line that has to be written to memory.
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8.2.9 ioRequest<1:0>

Signal Type: 21071-DA Output
Signal Destination: 21071-CA
Input Sampling Clock Edge: clk1F
Output Clock Edge: clk1R

The 21071-DA chip asserts ioRequest<1
sysAdr<33:5> to perform a DMA transaction
by the 21071-CA using ioGrant. When a DMA
ioRequest<1:0> is returned to idle in the:cs
DMA transactions are required.

The 21071-DA chip uses the DMA re
write transactions except in the fo

‘Signal Type: 21071-DA Input
Signal Source: 21071-CA

Output Clock Edge: clk1R

Input Sampling Clock Edge: clk1F
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The assertxon of ioGrant indicates to the 21071 DA chip that 1t

transactions unless both ioGrant and cpuHoldAck a
DA chip samples ioGrant deasserted in any cycle, it.
in the next clk1R.

The 21071-DA chip uses the ioGrant in

Specification 2.0. Table 8—6 provi
pin names and PCI specification

21071-DA Pin Name =

AD<31:0>
CBE1<3:0>
Par
FrameL
TrdyL
IrdyL
StopL
LockL LOCK#
DEVSEL#
REQ#
GNT#
CLK

:Signal Type: Input
Input Sampling Clock Edge: pCIkR

i mgnal is asserted by ISA/EISA bridge chips to indicate that an ISA/EISA

tion 9.4.3 for details. This is a PCI sideband signal.

8 requires guaranteed access time (2.1 us) to main memory. Refer to
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8.3.0.2 MemAckl

Signal Type: Output
Input Clock Edge: pClkR

This signal is asserted by the 21071-DA chi
access time can be achieved on each su
toward main memory which is not retriec
sideband signal.

8.4 Detailed epiBus Signal Descripti

8.4.1 epiData<31:0>

epiData<31:0> is :
21071-BA chips. epiData:

with epiData<31:0>. During epiBus transfers to the
dicates which bytes of the longword on the epiData
EnErr bit is asserted, the corresponding byte is
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Table 8-7 epiBEnErr Functions

Signal Transfers to 21071-BA

epiBEnErr<0> epiData<7:0> byte enable
epiBEnErr<1> epiData<15:8> byte enabls

epiBEnErr<2> epiData<23:16> byte enable
epiBEnErr<3> epiData<31:24> byte enabl

8.4.3 epiAdr Signals

epiOWSel, epiLineSel<1:0>, epiSelDN
collectively referred to as the ep
prior to each epiData transfer
21071-BA chip. A detailed des

8.4.3.1 epiOWSel

icular longword within the

read or written using the epiData bus.

Table 8-8 | selection.

Note

le<3:0>, epiOWSel, epilineSel, epiFromIOB, and epiSelDMA
ely address the contents of the 21071-BA chips. In a

gnals are set up one cycle
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Table 8-8 Longword Selection

Longword 21071-BA

Desired Chip Number epiOWSel
1wo 0 0

w1 1 0

Lw 2 0(2)* 0

LW 3 13 0

LW 4 0 1

W5 1 1

LW 6 02)! 1

LW 7 13!

IThe number in parenthesis mdlcates
in the system.

when four 21071-BA chips are used

8.4.3.2 epilLineSel<1:0>

8-14 Digital Confidential

cache line is sent from the DMA read and
chip, or from the 21071-DA chip to the DMA

: epiSelDMA signal is asserted by the 21071-DA chip to indicate to the
71-BA chips that the 21071-DA chip is performing a DMA transfer (to

e DMA write buffer). When epiSelDMA is driven low, the 21071-DA chip is
erforming an I/O transfer (to the I/O read buffer). epiSelIDMA is used to select
A4ransfer as shown in Table 8-9.



8.4.3.4 epiFromiOB

Signal Type: 21071-DA Output
Signal Destination: 21071-BA
Output Clock Edge: clk1R

Input Sampling Clock Edge: clk2F:

The eplFromIOB signal is asserted by

epiFromIOB is used to select the tran
8.4.3.5 epiEnable<1:0>

Signal Type: 21071-DA Ou
Signal Destination: 21071
Output Clock Edge: clk;

Function

No action except for possible line
invalidate; epiData tristated.

The DMA read and I/O write buffer is
driven onto epiData.

epiData is loaded into the /O read
buffer.

epiData is loaded into the DMA write
buffer.

inelnval

Signal Type: 21071-DA Output
Signal Destination: 21071-BA
Input Sampling Clock Edge: clk2F
utput Clock Edge: clk1R
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that line will be cleared. For the invalidate to take
asserted, but epiEnable is ignored. epiLinelnval i
21071-DA chip when the first longword of data is |
from epiData.

8.4.4 Miscellaneous Pin Descriptions

8.4.4.1 intHwO

The intHwO interrupt pin is an outpu
connected to one of the six irq<5:0>
via the interrupt control/configurati
21071-DA chip detects certain e
is kept asserted until all such
and deasserted asynchronousl

8.4.4.2 resetl
Assertion of resetL se
chip to their initiali
8.4.4.3 clkix2
clk1x2 is a clock input: ,
DECchip 21064 sysClk th a minimum period of 15 ns, and a 50% duty
cycle.
8.4.4.4 clk2ref
clk2ref is

1-.DA chip, and is
ip 21064 microprocessor
il is asserted when the

iode places the chip into a mode for chip testing. testMode
d to be used during chip testing, and must be tied low during
al system operation.

tMode has a weak internal pull down and a Schmitt trigger input.
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- 8.4.5.2 scanEnable

Assertion of scanEnable places all internal flops in th
scanEnable is only intended to be used during chlp té
tied low during normal system operation.

8.4.5.3 tristate_|

Assertion of this signal tristates all output
is intended for use only during chip testing and -

8.4.5.4 pTestout

The pTestout signal contains th

required for testability. The test. ust be ‘asserted for pTestout to

g chip test.

21071-DA. ;I'a
this section.

Table 8-10 DECchip
Signal Type

shows the pinout locations.
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Figure 8-1 DECchip 21071-DA Pinout Diagram

oulvss

outvoD

Irdyt, 1
cpuCWMask<3>
cpuCWMask<4>
cpuCWMask<5>
cpuCWMask<6>
cpuCWMaske7>
Trdyt. |
Devsel_|
outvss

AD<8>
epiEnable<1>
CBE_l<0>
epiEnable<2>
AD<6>
epiEnable<3>

g =& 8 8 8 s 8
A A AAAQAAD AAAAAAAAAQUNAAAAAAAANAAAAANAAAAAAADOQ®
$49494549984928440834948288842084°8220824454845884258888
Sioaiiiesissdiiaaiiaaastianias ey insIn gt
Tt bR DA LEL LR R EEEERE AP FEREEREREE R
"3993°%e 59553535 BETEEEEE BRREERESSSS

able 8~11 lists the DECchip 21071-BA.pins in alphabetical order.
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125

120

115

110

105

AURREERRRRURRNRERNENORUNENANNRUANARRNAREURNRERNRERNE

inpVSS
inpVDO
iofequest<l>
ioRequest<)>
outvoD
cpuCReqe2>
cpuCReget>
cpuCReq«0>
ioDataRdy
ioCAckel>
i0CACk<0>
ioGrant
SysAdr<33>
sysAdr<32>
sysAdr<31>
outvss

SysAdr<30>
sysAdr<29>
SysAdr<28>
sysAdr<27>
scan_En
clk2ret
tristate_}
testMode
cik1x2
oulvDD
outvss
SysAdr<26>
SysAdr<25>
SysAdr<24>
SysAdr<23>
sysAdr<22>
sysAdr<21>
SysAdr<20>
sysAdr<19>
SysAdr<18>
oulvVSs
sysAdr<17>
sysAdr<16>
sysAdr<15>
sysAdr<14>
SysAdr<13>
SysAdr<12>
sysAdr<tl>
sysAdr<10>
sysAdr<9>
sysAdr<8>
SysAdr<7>
SysAOr<6>
sysAdr<5>
outvDD
outvss

L-03445-TiD



Table 8~11 Alphabetical Pin Assignment List

Pin Name*

Pin

Number Type Pin Name

AD<0>
AD<1>
AD<2>
AD<3>
AD<4>
AD<5>
AD<6>
AD<7>
AD<8>
AD<9>
AD<10>
AD<11>
AD<12>
AD<13>
AD<14>
AD<15>
AD<16>
AD<17>
AD<18>
AD<19>
AD<20>
AD<21>
AD<22>
AD<23>
AD<24>
AD<25>

69 o
o
/(0]
/0
0]
/0
0
170
Vo
7¢)
/o

67
64
50
4
42
40
38
34
32

31
28
26
23
21
19
196

- cpuCWMask<4>
cpuCWMask<5>
cpuCWMask<6>
cpuCWMask<7>
cpuHoldAck
Devselll
epiBEnErr<0>

182
132 I
135
149
150
151
178
194
201

W -3 B O
Pt bt b bt bt et bl bt et et b e

164
10
57

58

*ne—Dg.not
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Pin

Pin Name Number Type Pin Name

epiBEnErr<1> 58 1/0 epiData<26>

epiBEnErr<2> 59 /0 epiData<27>

epiBEnErr<3> 0

epiData<0>
epiData<l>
epiData<2>
epiData<3>
epiData<4>
epiData<5>
epiData<6>
epiData<7>
epiData<8>
epiData<9>
epiData<10>
epiData<il>
epiData<12>
epiData<13>
epiData<14>
epiData<15>
epiData<16>
epiData<17>
epiData<18>
epiData<19>
epiData<20>
epiData<21>

ioCAck<0>
/0 ioCAck<l>

200
166
51

103
155
207
104
52

156
208
203
146
147

SOOOOOOOOOO

Ll e N B e B v v ils o Bl v e v Bis e B
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Pin

Pin Name Number Type Pin Name
ioCmd<0> 160 (0] outVss
ioCmd<1> 161 (0]
ioCmd<2> 162 0
ioDataRdy 148 1 P
ioGrant 145 1 P
ioLineSel<0> 24 0 P
ioLineSel<1> 22 0 P
ioRequest<0> 153 0 P
ioRequest<1> 154 0 P
IrdyL 3 /0o P
LockL 13 /0 P
MemAckl 159 0 177 P
MemReql 163 I 120 P
outVdd 45 P 186 P
outVdd 183 105 P
outVdd 141 P
outVdd 53 P
outVdd 37 P
outVdd 16 P
outVdd 1 P
outVdd 25 P
outVdd 20 P
outVdd 68 P
outVdd 157 P
outVdd 33 P
outVdd 175 P
outVdd outVss 130 P
outVdd outVss 205 P
Par 17 1/0
pClk 206 1
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Pin Name

Pin Name

PerrL
pTestOut
ReqgL
resetL
scanEn
StopL
sysAdr<5>
sysAdr<6>
sysAdr<7>
sysAdr<8>
sysAdr<9>
sysAdr<10>
sysAdr<11>
sysAdr<12>
sysAdr<13>
sysAdr<14>
sysAdr<15>
sysAdr<16>
sysAdr<17>
sysAdr<18>
sysAdr<18>
sysAdr<19>
sysAdr<20>
sysAdr<21>
sysAdr<22>
sysAdr<23>
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8.5.2 Numerical DECchip 21071-DA Pin Assignment List
Table 8-12 lists the DECchip 21071-DA pins in numerié

Table 8-12 DECchip 21071-DA Numerical Pin A

Pin
Pin Name* Number Type
outVss 1 P AD<1
outVdd 2 P outVdd P
IrdyL 3 AD: /0
cpuCWMask<3> 4 0
cpuCWMask<4> 5 P
cpuCWMask<5> 6 /0
cpuCWMask<6> 7 I/0
cpuCWMask<7> 8 P
TrdyL 9 170
DevSelLl 35 (0]
outVss 36 1/0
StopL 37 P
LockL 38 I/0
outVdd 39 0
PerrL 40 170
outVss epiEnable<3> 41 (0]
Par AD<5> 42 1/0
CBE<«1> outVss 43 P
AD<15> AD<4> 44 /0
outVss outVdd 45 P
epiLineSel<0> 46 (8]
epiSelDMA 47 0
epiLinelnval 48 0
epiFromIOB 49 (o)
AD<3> 50 /0
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Pin

Pin Name* Number Pin Name

=
3

inpVdd
inpVss
outVss
outVdd
epiLineSel<1>
epiOWSel
epiBEnErr<0>
epiBEnErr<1>
epiBEnErr<2>
epiBEnErr<3>
epiData<0>
epiData<1>
epiData<2>
AD<2>
outVdd
epiData<3>
AD<1>
outVss
AD<0>
epiData<4>
epiData<5>
epiData<6>
epiData<7>
epiData<8>
epiData<9>
epiData<10> :

outVdd

SooOovwruUT

o

epiData<30> 99 /0
“epiData<31> 100 1/0
outVdd 101
outVss 102
inpvdd 103
inpVss 104
outVss 105
outVdd 106

wotuut g
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Pin

Pin Name* Number Type Pin Name
sysAdr<5> 107

sysAdr<6> 108

sysAdr<7> 109

sysAdr<8> 110

sysAdr<9> 111

sysAdr<10> 112

sysAdr<11> 113

sysAdr<12> 114

sysAdr<13> 115

sysAdr<14> 116

sysAdr<15> 117

sysAdr<16> 118

sysAdr<17> 119

outVss 120

sysAdr<18> 121

sysAdr<19> 122

sysAdr<20>

sysAdr<21>

sysAdr<22>

sysAdr<23>

sysAdr<24 outVdd
sysAdr<25> " MemAckl
sysAdr<26> ioCmd<0>
outVss ioCmd<1>

outVdd ioCmd<2>
clk1x2 MemReql
testMode cpuHoldAck

tristate_l ReqgL
GntL
AD<31>

outVss

I
I
I
I
I
I
I
P
o
0
P
P
P
158 P
159 0
160 0
161 o}
162 0
163 I
164 I
165 0
166 0
167 o
168 P

_connect these pins on board.
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Pin

Pin Name* Number Type Pin Name

AD<30> 169 /0 AD<16>

AD<29> 170 /0 outVdd

outVdd 171 ]
outVss 172 P
AD<28> 173 170
AD<27> 174 1
outVss 175 0
AD<26> 176 (0]
outVss 177 I
cpuCWMask<0> 178 P
AD<25> 179 I
outVss 180 P
AD<24> 181 P
CBE<3> 182

outVdd 183

AD<23> 184 .

AD<22>

outVss

AD<21>

outVss

outVdd

AD<20>

AD<19>

AD<18>

outVss
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Figure 8-2 DECchip 21071-DA Packaging Dimension lnformatibn :

0.009

0.0197 BS

0.018 | 0.024

0.136 | 0.162

0.005 { 0.009

0.010 ] 0.012

1.004 REF

1.004 REF
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. The 21071-
DA chip is a bridge between the PCI
microprocessor, its Becache and me
control functions of the bridge as
path functions reside within th

A.chip contains all the
functions. Other data

- sections—the sysBus
ce. The following sections
eatures of the sysBus and PCI

provide an overvie
interfaces.

Figure 9-1 shg ]:]Cchip 21071-DA.
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Figure 9-1 DECchip 21071-DA Block Diagram

sysAdr «33:5> epiData <31:0>

? 0

/ \ Lw
3 S

[
ev’f“‘ N CSR Data Bufter 3

MUX & M 49 Beag
arge C”Sdﬁs

al
£ [T
8 Entry
1

4 Emm
DMA Write
ADR FIFO

1

- f_gnly‘

!

PCI_CBE <3:0>

LJ-03078-Ti0

the control and status registers of the 21071-DA chip.
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9.1.1 Address Decode

9.1.2 Buffering for /O Write Transactions

The 21071-DA chip provides logic for translating and
21064’s 34-bit physical address space into 32-bit PC
versa. The address decode in the 21071-DA chip us;

CPU-initiated transactions. All systems
to follow this address mapping scheme. ~

The 21071-DA chip supports write-and-ry
implements a one-entry deep write buf]
mechanism is in the 21071-DA chip;
21071-BA chip.

the sysBus. Subsequent I/O v
until the previous
directed towards t!

The 21071-DA
subsequent wr
/O write to the
captured from the

holding buffer to store write data for a
write buffer is occupied, and another
n the sysBus, the data of that write is
“into the holding buffer. Even though the
buffer, the sysBus transaction is stalled until
dmg buffer is required 50 that all the write

the I/0 write
data can b
resolution.

;ntrolled by the 21071 DA chip. The I/O read buffer is only a temporary
lding buffer, and is invalidated at the end of every I/O read transaction. The
O read buffer is loaded with data received from the PCI or the 21071-DA
SRs depending on whether the transaction is addressed to the PCI or the
Rs. The /O read buffer is required to make the sysBus interface and PCI
tfaces independent of each other. It is possible that the I/O read completes
PCI, but the sysBus interface is busy flushing DMA writes to memory.

s is done by suspending the I/O read transaction using a preempt DMA
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request to the sysBus arbiter; refer to Section 9.4.2 and Sectlon A4
- details.) The I/O read buffer allows the PCI transacti .
waiting for the read data to be returned to the CPU

9.1.4 Wrapping

The 21071-DA chip supports wrapped m
the DECchip 21064 microprocessor. The re
that is returned on I/O read transactions. Th
wrap mode for I/O reads to function correctly.

9.2 PCI Interface Architecture

The PCI interface of the 21071-DA ch:
behaves as a master on the PCI o
on memory space transactions i
features of the PCI interface

9.2.1 DMA Address Tr

The PCI interface suppo
PCI address to the 34-bif

space. It provides two windows
PCI address space. Each address
ed to be direct mapped or scatter/gather

‘the 21071-DA chip.

r/gather mapped, the PCI address indicates the
which contains the physical address of that page.
address) to physical translation involved. The

e 21071-DA chip. If there is a miss, then the 21071-DA

p reads memory (via the sysBus) to obtain the required page table entry.
is is loaded into the TLB; a round-robin replacement scheme is used. The
ranslation is done by the 21071-DA chip and the transaction is completed on
sysBus.

tails about the actual mapping scheme, and the page table entry format,
r to Chapter 10 and Section 10.1.
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9.2.2 DMA Write Buffer

Note

The slave machine of the DECchip 21071-DA PC
respond to a cpu-initiated address that has b
by the master machine of the PCI in
programmed PCI DMA window. Tha
does not support loopback mode on t

The PCI interface has a write buffer for buff
write buffer is made up of four
address, 8 longwords of data, th

MA write data. The DMA
ch entry tains the cache line
correspondmg to each longword

The address and valid bits are stored
in the 21071-DA chi r.data and byte enables are stored in

the 21071-BA chlp

will consume a separate write buffer entry.
rt merging of write transactions.

to. bypass the writes in the DMA write buffer
e of the dByp<1:0> bits from the DCSR. This improves
onsiderably, because most DMA reads are not
in the write buffer. When the dByp<1:0> mode

. ' is no match, the read is serviced ahead of the writes.
:v.dByp<1 0> mode indicates partial bypass, read bypass only happens
jage offset does not match the write page offset; only address

blems In the No_Bypass mode, DMA reads are stalled until all the DMA
tes have been flushed out of the write buffer.

ere are two situations when read bypassing is disabled independent of the
grammed value of dByp<1:0>:

e 21071-DA chip does not allow DMA reads to bypass buffered DMA
writes if any of the buffered writes were locked by a PCI master.
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* The DMA write buffer has to be flushed to memory on memory
from the DECchip 21064 microprocessor to ensure
Section 9.4.1.

If the DMA write buﬂ'er is full, and a DMA write

9.2.3 DMA Read Buffer

The 21071-DA chip controls the DMA read
The buffer stores up to 16 longwords :
valid bit is implemented along with e:
sysBus (memory or cache) is load

interface, and the corresponding .set. The'data is unloaded by the
PCI interface.

“two cache lines. A
ta received from the

contents of the bu
transaction. There

9.2.4 PCIl Burst Len

The PCI interface n. burst length of 16 longwords on PCI
write transactions 1 memory. If the PCI write transaction
starts on an even cache’h undary with PCI Address<5> = 0 and PCI

Address<4:2> :
will be term"" g a PCI disconnect after the s1xteenth longword

her cases, the actual burst will be less than 16

er than linear incrementing is specified by
tion length is kept to one transfer. Refer to

When the transaction starts on an odd cache line boundary, PCI address
'<5> = 1. The burst length is this case is < 8 longwords.

If there is only one cache line entry available in the DMA write buffer,

the burst is terminated after < 8 longwords of data have been transferred,
ven if the transfer started on an even cache line boundary. This is because
er that cache line has been loaded into the write buffer, the buffer is full.
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burst length of 16 longwords is supported if DMA
in the 21071-DA chip, or a PCI read multiple com
requesting device. The following describ
transactions, and indicates the burst lengt

¢ When a burst order other than linear in
master. The burst length is kept to 1 longw
prefetching is performed.

¢ When prefetching is not enabled a;
read multiple, and the PCI tran
the PCI interface disconnects |
transferred on the PCI. No p

command is not a
CI address<4:2> = 0,
longwords have been

ed or a read multiple command is specified on
saction starts on an even cache line boundary with
:address<4:2>, the PCI interface Disconnects the

nd the transaction starts on an odd cache line boundary, the
e disconnects the transaction after < 8 longwords have been

PU-initiated read transactions, when the 21071-DA chip is a master on
CI, a maximum burst length of 2 is supported.

n CPU-initiated write transactions, when the 21071-DA chip is a master on
e PCI, a maximum burst length of 2 is supported in sparse memory and I/O
ces, and a maximum burst length of 8 is supported in dense memory space.
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9.2.5 PCI Burst Order

Bits <1:0> of the PCI address are used to specify the
by the master during memory transactions. When th
the PCI it will always indicate a linear incrementin;
on read and write transactions.

On DMA transactions, the 21071-DA supports.b
linear incrementing burst order is specified. |
order other than that (AD<1:0> is non-zero),
the transaction after one data transfer.

9.2.6 PCI Parity Support

All PCI devices are required to gener
address lines) and C/BE#<3:0> (
complies with this specification

p
LockL signal. A locked
interface to lock:gut:all non-
i dlsconnectmg the PCI transaction without completing
the Lock is cleared on the PCI, only the PCI master

held cleared until all locked DMA reads and locked DMA writes to
sve been completed on the sysBus, and the Lock is cleared on the
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9.2.8 PCI Bus Parking

When no devices are requesting bus mastership, it is
system arbiter grant default bus ownership to the 21Q

pending is referred to as parking in-the
21071-DA chip is granted the bus when it
drive the AD<31:0>, C_BE_L<3:0>, and PAR

DA chlp during reset), the 21071-DA
~ and (one clock cycle later) PAR. When
tristates these signals.

9.2.9 PCI Retry Timeout
The 21071-DA ch1p 1mplem

9.2.10

anism to limit the duration of a master’s
‘requires a PCI master to implement a latency
mber of cycles since the assertlon of FRAME#. If

guration cycles. Because AD<31:11> are not used during configuration
s, they are connected to the IDSEL# pins of the various PCI devices.
hese devices can then uniquely be selected during configuration cycles by
sing addresses which assert only one of AD<31:11> at a time. By doing this
added load is presented to those address lines that are connected to the
L# pins of PCI devices. This load can be reduced by resistively coupling

Digital Confidential 9-9



9.3 Transactions

9.3.1 sysBus Transactions

the IDSEL# pin is increased.
In order to provide flexibility and reduce design comp]
feature, the 21071-DA chip performs address steppis
and write transactions. For these transactions, th
the PCI bus for two clock cycles during ‘
IDSEL# pins of all the PCI devices to re

The 21071-DA chip does not perform address’
case.

This section describes the transaction

The 21071-DA chip is a maste
it performs DMA tr ion

e sysBus interface monitors the
:the CPU. If the addresses are within

the 21071-DA chip
chip responds to the
CPU directly. Acknowled'

ose to preempt this transaction if a DMA read transaction
v on the PCI, and needs to get on to the sysBus (deadlock

The 21071-DA chip supports longword or quadword reads in PCI space.

Read Block to Local (CSR) Space

‘his is treated similarly to the read block to remote space. The only
‘difference is in the conditions for preemption. This transaction is
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preempted only if it is stalled on the sysBus, and qu
write transaction which cannot be completed until
the PCI can access the sysBus (deadlock resolutio

The 21071-DA chip supports only longword re
boundaries in CSR space.

ine

Write Block to Remote or Local Space

The 21071-DA chip acknowledges the all previous I/O
writes have been completed on the ] is tran:
if it is stalled on the sysBus, and _ : write transaction
which cannot be completed until
onto the sysBus (deadlock resol

The 21071-DA chip support
quadword writes in sparse

5lack to /O space.
te block to I/0 space.

es the barrier command to ensure synchronization
JPUiand DMA devices on the PCI. It does not acknowledge
mand until the /O write buffer has been flushed, and any writes
.present in the DMA write buffer when the barrier command was
ve been flushed to memory.

etch, FetchM to 21071-DA Space
The 21071-DA chip does not do anything special on a fetch, fetchM

transaction to its address space. It sends an acknowledgment to the
071-CA chip as soon as it sees the command on the bus.
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9.3.1.2 PCl-Initiated Transactions

Transactions from PCI devices to main memory cause

DMA transactions on the sysBus always start wit
the 21071-DA chip asserts one of the three:possi

is common to the CPU, the Bceache, the 2107
is transferred between the 21071 CA and th

The sysBus interface uses the atomic
data or when it needs to perform a scz
memory read transactions during su

up. It does at most two
s the preempt request,

it, in order to let a DMA transa
times it uses the normal DMA:

The following is a li

the sysBus.

¢ PCI DMA
On a PCI:
sysBus DMA
— DMA read

ipped
used to indicate whether the lower octaword of

a that can be prefetched is a cache line; a memory read on
he PCI can be at most 16 longwords (Section 9.2.4). The 21071-DA chip
" uses DMA read burst on the first cache line read indicating that it is going
to follow it up with another read. The second read uses the DMA read
command because that cache line is the end of the burst.

catter/Gather Read
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9.3.2 PCI Transactions
The 21071-DA chip supports the folk

PCI DMA Write

A PCI DMA write transaction causes a DMA
masked command on the sysBus. A DMA writ
the whole cache line is to be written:
command is used when the cache line
masks for the data are transferred to the
data.

Interrupt acknowledge: PCI
Special cycle: PCI master;
I/O read: PCI o y
/O write: PCI mast;

Memory rea
device accessing
address in PCI

Memory
device ace

ni:the transaction is initiated by another PCI
ry. A master when the CPU is accessing an
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9.4 Miscellaneous Architectural Issues
9.4.1 Data Coherency

There are generally two agents in the system whose
to be synchronized:

- The CPU
= A remote PCI device

The 21071-DA chip maintains data coher
these two agents using the following ms

* The 21071-DA chip preserves stri
PCL

* DMA reads can bypass write;
cache line). Strict ordering is
same address.

s need

lso‘nﬂushes the I/O write buffer to the PCI before
rriér command. This preserves the order between CPU

uring data transfers: the sysBus and the PCI. Some data
re the use of both of these buses to complete. In particular, CPU
transfers to or from the PCI require ownership of the sysBus followed by
ership of the PCI. Similarly, PCI DMA transfers to or from the memory
ubsystem require ownership of the PCI followed by ownership of the sysBus.
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Because of the non-pended nature of these buses, during read transf
DMA), both buses must be held at the same time for th t
Generally during write transfers (I/O or DMA), becau
features write-and-run style buffering, only one bus:n
However, when a write buffer is full, both buses 1
time so that some data from the write buffér, can
accepted.

For any transfer requ.lrmg the use of both

Deadlock occurs when the CPU and a
transfers (acquiring the first level bus.:

unable to acquire the second le
The 21071-DA chip resolves d

priority to the PCI
flexibility in choice
PCI disconnect in th

ISA/ISA bridges (EIB) provide three
echanisms for flushing system write buffers and
time of 2.1 us to a master on the ISA/EISA bus.

2'outputs from the EIB and the last one is an input to the EIB.

The EIB asserts MEMREQ# and FLUSHREQ# when it requires
guaranteed access from memory. It expects the host bridge to assert
MEMACK# when it has cleared the path to memory. This is accomplished
by flushing any posted writes and disabling the posting of any further
rites, thereby guaranteeing an access time of 2.1 us on the bus.
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* The EIB keeps MEMREQ# deasserted and asserts FLUSHREQ#‘
requires that posted writes from the CPU to the P
the CPU be flushed to prevent deadlocks betwee
ISA master and an ISA bus access from the hos

flushed.

The 21071-DA chip provides its own m gyention,
by preempting CPU transactions to allow D

1ent FLUSHREQ#, external
o the EIB upon the
r MEMACK# going to the

Because the 21071-DA chip d

logic must force the assertioh o
assertion of FLUSHREQ
EIB should be

AND (NOT FLUSHREQ#) ) OR
MACK#))

The following is a de
sees MEMREQ#

ion taken by the 21071-DA chip when it

its DMA write-and-run buffering capacity
eight longwords. Any PCI write transaction
1-DA chip will be retried by the 21071-DA chip
ffer is empty. Read-bypass-write flows remain

p requests the sysBus (ioRequest = regular or preempt).

ted the sysBus, the 21071-DA chip holds the sysBus grant
tomic) until MEMREQ# is deasserted.

‘With the sysBus grant, the 21071-DA chip flushes all DMA write buffers

f non-empty) and then performs a flush transaction (ioCmd = Flush) to
ensure that posted writes in the 21071-CA chip have completed. At the end
of the flush transaction, the 21071-DA chip asserts MEMACK#.
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5. While MEMREQ# continues to be asserted, the 21071-DA chlp
continue to service PCI transactions with write-an i
set to a single hexaword. The 21071-DA chip perfo

chip is holding the sysBus grant. (D
sysBus before a DMA read is far en
DMA write.)

6. Upon deassertion of MEMREQ#, the 21071-]
returns DMA write-and-run buffering:é&pacity
the sysBus grant (ioRequest = re ;
performs flush transactions follow:

9.5 Interrupts

The 21071-DA chip interru
has errors to report

:intHwO signal when it

distinguish between hard
pt SIgnal However, the software
1 on soft (correctable) errors by

functionality is exp to the CPU by some other device in the
system. In addition, i from other PCI devices or from a PCI interrupt
controller must, be.sent :

n the interrupt acknowledge process by
ck commands directly to the interrupt acknowledge
the 21071-DA chip to perform an Interrupt

tion describes how errors are handled by the 21071-DA chip.
R error bits and the locking of the relevant error address
that another error that locks that error address register is not
f another error occurs, then only the lost error bit is set and intHwO is
erted to interrupt the processor when necessary.

tHwO is kept asserted as long as the corresponding error bit is set.
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The PCI error address register (PEAR) logs addresses sen ,ut or re;

sent out or received on the sysBus. The error loggm
further detail in Chapter 10.

9.6.1 CPU-Initiated Transactions

field on I/O
his case, since
the microprocessor has been notified that the r
does the 21071-DA chip assert SOFT_ERROR on
it would be interpreted by the microprgi
during the transaction, but the failure

I/O writes are always acknowledg
because of the write and run feati
transaction is always acknowled
the PCI. An interrupt (intH
error occurs on the B

the 21071-DA chip, the
sBus before it is even initiated on

: A chip assumes that no PCI device is
. The following action is taken:

he DCSR. The pci_Cmd field is set to the
ding upon the transaction.

ddress register (PEAR) contains the address sent out at the
ning of the PCI transaction, and is locked.

intHwO signal is asserted to interrupt the processor.

t ' 21071-DA chip forces the value 101 (cpuCAck HARD_
RROR) on ioCmd<2:0> to end the sysBus transaction.

"To clear the error, 1 must be written to the nDev bit in the DCSR.
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9.6.1.2 Target Abort Errors

On an I/O transaction initiated by the 21071-DA chip, i
terminates the PCI transaction using the target-abort;
action is taken:

1. The 21071-DA chip, as master, termi
accordance with the target-abort pr

2. The tAbt bit is set in the DCSR, and th
appropriate value depending upon the tra

beginning of the PCI transaction,
On writes, intHwO signal is asse

5. On reads, the 21071-DA ch
ERROR) on ioCmd<2:0> to

address parity erro
action.

9.6.1.4 Read Data Pa

On an /O
ta sampled from the PCI AD lines (data) and the
071-DA chip are different from the value sampled

7is set in the DCSR, and the pci_Cmd field is set to the
alue depending upon the transaction.

“The PCI error address register (PEAR) contains the address sent out at the
beginning of the PCI transaction, and is locked. (Note: If an error occurs
on both longwords of a quadword transaction then the lost bit will be set.)

he 21071-DA chip forces the value 101 (cpuCAck HARD_ERROR) on
Cmd<2:0> to end the sysBus transaction. '
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6. To clear the error, a 1 must be written to iOPE bit in the DCSR.

9.6.1.5 Write Data Parity Errors

On an I/O write transaction initiated by the 21071
asserted by the slave device for any longword of d

The PCI error address register (P
beginning of the PCI transaction
“more than 1 longword of a sing]

4.
5.

r (PEAR) contains the address sent out at the
saction, and is locked.

to interrupt the processor.

DA chip forces the value 101 (cpuCAck HARD_
:0> to end the sysBus transaction.

the error, a 1 must be written to the iORT bit in the DCSR.

ons

MA transaction errors will be flagged by interrupting the processor
itHwO asserted) when the error occurs.
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9.6.2.1 Address Parity Errors

On any DMA (PCl-initiated) transaction address phase;:
of the mcommg address and command sampled from

(PERR# is not asserted because it is only mtende& , a parity errors on the

PCI).

9.6.2.2 Read Data Parity Errors

On a DMA read transaction data
detected by the PCI master devi
21071-DA chip takes no action
the error condition.

9.6.2.3 Write Data Parity E

On any DMA write aq the generéted parity of the
incoming data and byte the PCI AD and C/BE# lines is
, a data parity error condition has

i rity error it might be
this device asserts PERR#, the
aster’s responsibility to handle

1
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9.6.2.4 Memory Errors

On a DMA transaction, if the 21071-CA chip detects
memory address, tag address parity error, or tag cont;
will log the address and the specific error bit, and
transaction by driving 10 (DMA cycle error) on io
action is taken if data was to be transferred:

unused prefetched cache line, the
chip, but the CPU will not be inte

1.
2.

target-abort p
5. On writes, the 2

line). Note

st be written to the mErr bit in the DCSR.

y Data Error On a DMA read transaction, if

in memory (or cache) and the 21071-BA chips are
mode, the 21071-BA chips will correct the longword with

it error before sending it to the 21071-DA chip. If and when this
1t to the 21071-DA chip, along with the data on the epiData

1> will contain information whether this longword had a

or or not. The following action is taken if the longword was

to be transferred on the PCI. (Note: In some cases not all longwords of a
he-line will be transferred)

intHwO signal is asserted to interrupt the microprocessor.
error occurs on the PCI and the transaction completes normally.
e cMRD bit is set in the DCSR.
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4. The sysBus error address register (SEAR) contains the address ¢
the correctable error, and is locked.

If the Disable Correctable Error Interrupt bit (dC

1f there is an uncorrectable error (parity error or de
memory (or cache), the 21071 BA chlps wilkiinform

the epiData bus, epiBEnErr<0>
had an uncorrectable error or n
was going to be transferred o
of a cache-line will be transfe;

DMA transactions, the scatter/gather entry being
1e actual data to be written to or read from memory

ntHwO signal is asserted to interrupt the processor.

On reads, the transaction will terminate on the PCI with the target-abort
protocol.

o clear the error, a 1 must be written to the iPTL bit in the DCSR.
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9.6.2.6 Write Correctable and Uncorrectable Data Errors

If a DMA write is not a full hexaword, the 21071- CA
modify-write. If an error is detected on the read fro
is done, the 21071-DA chip does not perform any act

9.6.2.7 Scatter/Gather Read Correctable and Uncorrectab

Just as in DMA read data transactions,’
a scatter/gather read transaction, the cMRD ¢
in SEAR, and interrupt is asserted exactly lik
correctable data error occur.

If an uncorrectable data error occurs

intHwO is asserted.

9.6.2.8 Scatter/Gather Errors

On a DMA transaction, 1f the
address, tag addres
/gather read transat

the sysBus transaction. The 21071-
r bit, and terminate the sysBus

1.
2. ( egxster (SEAR) contains the address that

nterrupt the processor.

was for a DMA read, the 21071-DA terminates
g the target abort protocol.

d was for a DMA write, the 21071-DA dismisses
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10.1 Address Translation

This section describes the mapp
space to 32-bit PCI address spa

it processor physical address
lation of the 32-bit PCI

10.1.1

¢ Local I/O space
21071-DA chips)

¢ PCI space...

rate PCI interrupt acknowledge cycles and PCI special cycles.
;- the sysBus address mapping required to generate these
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Table 10-1 sysBus Address Map

SysAdr<33:32> sysAdr<31:28> Address Space

00 XXX Cacheable memory
space

01 0XXX Noncacheable memor;'
space :

01 100X

01 1010

01

01

01 CI configuration space

10-2 Digital Confidential

space:

The 21071-DA chip does not

The 21071-DA chip will
respond to all addresses in
this space. Dstream access
only.

A read causes a PCI
interrupt acknowledge cycle
a write causes a special
cycle. Dstream access only.

16 MB of PCI space. Lower
256 KB of this space must
be used for addressing PCI,
EISA, and ISA devices.
The rest of the space can
be used for other devices.
Dstream access only.

Refer to Section 10.1.1.6
for details. Dstream access
only.

(continued on next page)



Table 10-1 (Cont.) sysBus Address Map
SySAdr<33:32> sysAdr<31:28> Address Space

10 XXXX PCI sparse memory
’ space

reduced toa
/ . sparse space. Must

r word access granularity
equired. Read or write

than the requested data is
harmful. Prefetching read
data is prohibited. Dstream
access only.

4 GB of PCI space. Used
for devices with access
granularity greater than
a longword. Reads do
not have side effects;
prefetching of data from
PCI devices is allowed.
Typically used for data
buffers. Dstream access
only.

11

: - 2 0000 0000 .. 2 FFFF FFFF
\ave byte, word, or tribyte, longword, or quadword
‘ AXP architecture does not provide byte, word, tribyte
y, which the PCI requires. Therefore to provide this granularity, the
nd byte length information are encoded in the lower address bits
:Address bits <7:3> are used for this purpose. Bits <31:8> are
quadword addresses on the PCI, thus resulting in a sparse 4
) aps to 128 MB of address space on the PCI. An access to this
e causes a memory read or memory write access on the PCL

The mapping is as follows:

Digital Confidential 10-3



Address <33:32> are used to identify the various address spaces on ¢

correspond to the quadword PCI addresses and ar
during the address phase on the PCI. AD<31:27>

two host address extension registers, HAX] :
hard coded as 0) is used for sysBus add

FFFF, that is, when sysBus address <31:29>:

sysBus addresses between 2 2000 0000 .. 2 FF'
address <31:29> is non-zero, anywhere i
a CSR in the 21071-DA chip and is fulk
/ISA devices that require memory to
with other devices that do not have t

anywhere in PCI space.
Figure 10-1 illustrates the sys
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Table 10-2 PCI Sparse Memory Space Byte Enable Ge

CPU CPU
Address Address PCI Byte
Length <6:5> <4:3> Enable’
Byte 00 00
01 00
10 00
11 00 1) Address<7>, 00
Word 00 01 Address<7>, 00
01 01 Address<7>, 00
10 01 PU Address<7>, 00
11 01

Tribyte 00 10 CPU Address<7>, 00
01 CPU Address<7>, 00
10 —

11

Longword CPU Address<7>, 00
Longword Nlegal® —

Longword Ilegal® —

Quadword 0000 000

at byte ane carries meaningful data.
. Address <1:0> are always 00

arally illegal. If there is an access with this combination
JA will respond to the transactions but the results are

1Byte enable se
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Figure 10-1 PCl Memory Space Address Translatlon

p- Length in Bytes
» Byte Offset

]
‘—) Length in Bytes

3 Byte Offset

Longword Address
(Reter to Table for Translation)

HAXR1<31:27>

Y

31 30 29 28

Transiation for Remaining 112 MB of PCI Memory Space
LJ-03123-Tio

mportant point to note is that sysBus address<33:5> are directly available
the DECchip 21064 microprocessor. sysBus address<4:3> have to be
erived from the longword masks, cpuCWMask<7:0>. On read transactions,
he DECchip 21064 sends out address bits <4:3> on cpuCWMask<1:0>. On
ite transactions, the relationship between cpuCWMask<7:0> and address
<4:3> is as follows:
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If cpuCWMask<1:0> is non-zero, then address <4:3> is 00
If cpuCWMask<3:2> is non-zero, then address <4:3
If cpuCWMask<5:4> is non-zero, then address <
If cpuCWMask<7:6> is non-zero, then address <:

Note

Accesses in this space are no more thar
ensure that the processor does not merge'e
buffers by using memory barriers after each
if a byte, word, tribyte or longword h: .

an STL instruction must be done
corresponding quadword address.:
to the upper longword is not
cpuCWMask<1:0>, <3:2>, and

is 01. Similarly,

;. software must do an STQ

-only legal value on

y given access only one
> , <7:6> should be non zero.

be read from the PCI,
lower longword in the
JAn LDL instruction to the upper

, software must use an LDQ instruction.
n wrong data.

has to be read f'ro
An LDL instruction

0000 0000 .. 3 FFFF FFFF
typically used for data buffers on the PCI and has

.dense space (as opposed to PCI sparse memory space).

accesses are not allowed in this space. Minimum access

y
‘the 21071-AA and 21072-AA chipsets is a cache line (32 bytes) on writes,
and a quadword on reads.

-tocone mapping between CPU addresses and PCI addresses.
ord address from the CPU maps to a longword on the PCI. Hence

a longword. The maximum transfer length implemented by
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¢ Read prefetching is allowed in this space; extra reads have no s

The DECchip 21064 processor does not specify a long addr
transactions; it only specifies a quadword addres
space will always be done as a quadword read
on the PCI.

transactions, PCI address <4:3> is g
address <2> is always 0.

generated from cpuCWMask<7:0>.
dress <2> is 0; if the lower

rd is to be written, PCI Address
itten on the PCI is directly obtained

On write transactions, PCI addr
If the lower longword is to be
longword is masked out and

from cpuCWMask<7:05. A
the 21071-AA or 21072-

ith completely disabled byte enables on
ansactions.

000 0000 .. 1 DFFF FFFF

parse I/O space is sparse and has similar characteristics as the PCI
ory space. This 512 MB sysBus address space maps to 16 MB of
s space. A read or write to this space causes a PCI I/O read or
imand respectively. The address generation is as follows:

Iress <33:295> are used to identify the various address spaces on the sysBus.
ress <7:3> are used to generate the length of the PCI transaction in

ytes, the byte enables, and address <2:0> on the PCI. Refer to Table 10-3.
ddress <28:8> correspond to the quadword PCI addresses and are sent out on
D<23:3> during the address phase on the PCI. AD<31:24> are obtained from
f two Host Address Extension Registers; HAXR0 and HAXR2. HAXR0
which is hard coded as 0) is used for sysBus addresses between 1 C000 0000
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.. 1 COTF FFFF, that is, when sysBus address <28:23> is

when sysBus address <28:23> is non-zero, anywhere i
HAXR?2 is a CSR in the 21071-DA chip and is fully pr

be programmed anywhere in PCI space. Figui
PCI I/O address translation. Table 10-3 deser
enables, and the PCI address<2:0> from

CPU CPU
Address Address .
Length  <6:5> <4:3> PCl Address <2:0>

'PU Address<7>, 00
" CPU Address<7>, 01
CPU Address<7>, 10
CPU Address<7>, 11
CPU Address<7>, 00
CPU Address<7>, 01
CPU Address<7>, 10
CPU Address<7>, 00
CPU Address<7>, 01

Byte

CPU Address<7>, 00

000

enable set to O indicates that byte lane carries meaningful data.

ese combinations are architecturally illegal. If there is an access with this combination of
address<6:3>, the 21071-DA will respond to the transactions but the results are unpredictable.
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Warning

Quadword accesses’ to this PCI sparse I/O space v
longword burst on the PCI. PCI devices cannot suj
space.

Figure 10-2 PCI /O Space Address Translation

33 32 31 3 20 28 27 26 25 24 23 22 04 03
i 1 ! 1 t | L 1
0 1 1 t 0 0 0 0 4]
i i ] 1 l 1 1 | L
L——> Length in Bytes
I.'ong:mvd Addrass
HAXRO {Refer to Table for Translation)

[

8 of PCI /O Space

08 07 06 05 04 03

c a1

L—> Length in Bytes

Longword Address
l(ﬂem to Table for Transiation)

03 02 o0t 00

ing 16 MB to 64 KB of PCI I/0 Space
L-03124-TI0

Cchip 21 A CSR Space - 1 A000 0000 .. 1 AFFF FFFF

the 21071-DA CSRs are mapped in the DECchip 21071-DA CSR space. The
071-DA chip responds to all accesses in this space.
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10.1.1.5 PClI Interrupt Acknowledge/Special Cycle Space - 1 B000 0000 .
FFFF
A read access to this space causes an interrupt acknow

Software must use an STL instru¢
An STQ instruction will result. i
which is illegal.

10.1.1.6 PCI Configuration

A read or write accé
on the PCI. sysBus

transferred (r
address phase.

5 that are accessed via bridge chips. The
i PCI configuration cycles varies depending on
nfiguration cycle.

ng a PCI configuration cycle if their IDSEL# pin
mand indicates a configuration read or write, and
. Address bits <7:2> select a longword register in
ral’s 256-byte conﬁguratlon address space. Accesses can use byte
rals that integrate multlple functional units (for example, SCSI

iress bits <31:11> are used to generate IDSEL#s. Typically, the IDSEL#
‘of each PCI peripheral is connected to a unique address line. This requires
at only one bit of AD<31:11> is asserted in a given cycle. The 21071-DA chip
rces 0’s on AD<31:24> during configuration cycles; therefore, only AD<23:11>
in.be used to send out IDSEL#s.
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If the PCI cycle is a conﬁguratlon read or wnte cycle but addres bi

bridge chlp This cycle will be accepted by a PCI/PC
its secondary PCI interface. During this cycle, AD<

bridge to generate IDSEL#s), and AD<7
conﬁguratlon reglster space.

of bus numbers that may exist hiera

If the bus number of the configurati
bridge chips secondary PCI inte
cycle, decode it, and generate a
00 on its secondary PCI interf:

Bus Hierarchy

Local Forced to 0 by the 21071-DA chip.

Can be used for IDSEL# or don’t cares. Typically,
the IDSEL# pin of each device is connected to a
different address line. This requires that only
one bit of this field is asserted in a given cycle.

Function select (1 of 8).
Register select.
00

Don’t cares will be forced to 0 by the 21071-DA
chip.

d to go <23:16> Bus number.
ough a PCI-
PCI bridge)

(continued on next page)
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10.1.2

Table 10-4 (Cont.) PCI Configuration Space Definition

Bus Hierarchy AD bits Definition
<15:11> Device number.
<10:8> i

<T7:2>
<L:0>

PCI To Physical Memory Addressi

Incoming 32-bit PCI memory address
physical memory addresses. The 210’
memory space to be mapped to
address windows. The mapping
can be direct (physical mapping,

:two regions in PCI
0 programmable
ddress to the physical address

les a mask corresponding to bits <31:20> of an
ach window can be programmed to be from
: of two, by masking bits of the incoming PCI address
istér as shown in Table 10-5.

incoming PCI
1 MB to 4 GB
using the
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Table 10-5 PClkTarget Window Enables

pci_Mask<31:20>' Size of Window
0000 0000 0000 1 Megabyte
0000 0000 0001 2 Megabytes
0000 0000 0011 4 Megabytes
0000 0000 0111 8 Megabytes
0000 0000 1111 16 Megabytes
0000 0001 1111 32 Megabytes

0000 0011 1111

64 Megabytes

0000 0111 1111
0000 1111 1111
0001 1111 1111
0011 1111 1111
0111 1111 1111
1111 1111 1111

128 Megabytes

1Combinations of bi

2D)epending upon
with bits <31:n> of

Table 10-5 are not supported.

e incoming address bits <31:n> are compared
own in Figure 10-3 (n = 20 to 32). If n=32, no

3When this combination is chosi
otherwise the two windaws will

dow. A window enable bit, wEnb, is provided in each
PCI base register to allow windows to be independently enabled or

‘a. window’s wEnb bit is set, then the window is enabled. The PCI
)ust be programmed so that the PCI address ranges that each
o not overlap. The compare scheme between the incoming
-address and the PCI base register (along with the PCI mask register)
scribed previously, is shown in Figure 10-3.

Note

The window base addresses should be on naturally aligned address
;aoundaries depending on the size of the window.
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Figure 10-3 PCI Target Window Compare

| 31 n ln1 201 19 13 |

PCl Address Peripheral Page Number

|

PCl Base
Register

PCl Mask
Register

dress to a 34-bit processor byte address (actually
The translated address is generated in one of two
scatter/gather bit of the window’s PCI base register.

ressis generated by concatenating bits from the matching
ranslated base register with bits from the incoming PCI address.
k register determines which bits of the translated base register
are used to generate the translated address as show in

Note

The unused bits of the translated base register as indicated in
Table 10—6 must be cleared for proper operation. Because system
emory is located in the lower half of the CPU address space, address
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<33> is always 0. Address <32:5> is obtained from the translate:
register.

Table 10-6 PCI Target Address Translgti’

Mapping Disabled)
pci_Mask<31:20> Translated Address<32:55"
0000 0000 0000 t_Base<32:20> :pci_Address

0000 0000 0001
0000 0000 0011
0000 0000 0111
0000 0000 1111
0000 0001 1111
0000 0011 1111
0000 0111 1111
0000 1111 1111
0001 1111 111
0011 1111 1111
0111 1111 1111
1111 1111 1111

t_Base<32:21> :pc

1g PCI address is used to index a table stored
le is referred to as a scatter/gather map. The

i, The map entry provides the physical address of the page.
ather map entry maps an 8 KB page of PCI address space into

bit position 1 of the map entry. Because the DECchip 21071-AA and

ng PCI address are used as an offset from the base of

ach entry has an valid bit in bit position 0. Address bit <13>

ECchip 21072-AA chipsets implement only valid memory addresses up to 6

GB, bits <63:21> of the scatter/gather map entry should be programmed to 0.

its <20:1> of the scatter/gather entry are used to generate the physical page
dress. This is appended to the bits<12:5> of the incoming PCI address to
ate the memory address that needs to go out on the sysBus. Figure 104

shows the scatter/gather map entry.
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The size of the scatter/gather map table is determined by the size
target window as defined by the PCI mask register as
Since the scatter/gather map is located in system meni
<33> is always 0. Address<32:3> are obtained from.
and the PCI address as shown in Table 10-7.

Table 107 Scatter/Gather Map Address

pei_Mask<31:20> Scatter/ Sca
Gather Map
Table Size

<32:3>

0000 0000 0000 1KB Address<19:13>
0000 0000 0001 2 KB > :pci_Address<20:13>
0000 0000 0011 4 KB :pci_Address<21:13>

0000 0000 0111
0000 0000 1111
0000 0001 1111
0000 0011 111
0000 0111 1111
0000 1111 1111

:pci_Address<22:13>
14> :pci_Address<23:13>

ase€32:16> :pci_Address<25:13>
ase<32:17> :pci_Address<26:13>
é__Base<32:18> :pci_Address<27:13>
t_Base<32:19> :pci_Address<28:13>
t_Base<32:20> :pci_Address<29:13>
t_Base<32:21> :pci_Address<30:13>
t_Base<32:22> :pci_Address<31:13>
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Figure 104 Scatter/Gather Map Page Table Entry in Memory

3130292827 26 2524 2322 2120

L
1 |

ojojojojojojojoiojojo

. : /

~

Reserved

LJ-03290-T10

PCI address to physical address

the

n the size of the window) are used to generate
oather map.

Pp.

ended to the map offset to generate the address of the
sponding scatter/gather entry.

» of the map entry are used to generate the physical page
¢h is appended to the page offset to generate the PCI address.
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Figure 10-5 Scatter/Gather Map Translation of PCl to sysBus Address\

| 31 n | 13 | 12

05

PCl Address Peripheral Page Number
r* b il
Compare
| 33 10 I n-1%
sysBus
Base Address 0 B
(Translated -5ase
Base Register)
Scatter/Gather
Map Address
Driven on
sysBus
........ \
Scatter/Gather Magi .
(in Main Memo catter/Gather Entry
(]
>
Ll X »l 'L >
a3 | a2 13| 12 05 |
0 sysBus Page Number ::: ::: Offset
LJ-03127-Ti0
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10.2 DECchip 21071-DA Internal Registers

10.2.1 Register Overview

The Control and Status Registers (CSRs) addresses:
All registers are longword, and are addressed on c:

<4:2> must be 0). Writes to read-only registi
acknowledged as normal. Only 0’s should"
a register. Registers are initialized as speclﬂ ‘
this chapter. Addresses in CSR space which a
be read or written.

Address (hex)

1 A000 0000
1 A000 0020
1 A00C 0040
1 A000 0060
1 A000 0080
1 A000 00A0
1 A000 00CO
1 A000 00EO
1 A000 0100

Pl mask 1 register

mask 2 register

address extension register 0 (HAXRO0)
“Host address extension register 1 (HAXR1)
Host address extension register 2 (HAXR2)
PCI master latency timer (PMLT)

TLB tag 0 register

TLB tag 1 register

TLB tag 2 register

TLB tag 3 register

10-20 Digital Confidential

(continued on next page)



Table 10-8 (Cont.) DECchip 21071-DA Register Summar;

Address (hex) Name

1 A000 0280 TLB tag 4 register
1 A000 02A0 TLB tag 5 register
1 A000 02C0 TLB tag 6 register
1 A000 02E0 TLB tag 7 register
1 A000 0300 TLB data 0 register
1 A000 0320 TLB data 1 register
1 A000 0340

1 A000 0360

1 A000 0380

1 A000 03A0

1 A000 03CO

1 A000 03E0

1 A000 0400 yalidate all register (TBIA)

ave no side effects on writes, and return 0’s
'can be used to pack the DECchip 21064

between writes if this mechanism is used.

us Register (DCSR) - 1 A000 0000 (HEX)
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Figure 10-6 Diagnostic Control and Status Register (DCSR)

3130 29 28 27 26 25 24 23 22 21 18 17 16 15 14 13 12 11 10 09 08 07 06
T 1 T ;

ololo]o]o]ofolo]o

L tEnb
Reserved
pEnb
dCEl
Reserved
ioRT

lost
Reserved
dDPE
iOPE
tAbt
nDev
cMRD
uMRD
iPTL
mErr
dByp
pCmd
Reserved
pass2

- J

LJ-03084-Ti0

Table 10-9 and Status Register

Description

Chip version reads low on passl, and high on
pass2

The pCmd field indicates the PCI cycle type
when a PCl-initiated error is logged in the
DCSR. This field is only valid when iPTL,
nDev, tAbt or iOPE errors are set

(continued on next page)
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- Table 10-9 (Cont.) Diagnostic Control and Status Register

Type,
Field Extent Reset Description

dByp<1:0> <17:16> RW, 0

tiated memory reads
will bypass buffered DMA
writes if the double-
hexaword address of the
read does not match that
of the buffered writes.
The address comparison
is done across address
bits <31:6>.

In this mode, DMA reads
will bypass buffered
memory writes if the
address within the page
does not match that

of the buffered DMA
writes. The address
comparison is done across
bits <12:6>.

In this mode, DMA read
bypassing is completely
disabled. DMA reads
will be ordered with
respect to DMA writes
originating on the PCL

(continued on next page)
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Table 10-9 (Cont.) Diagnostic Control and Status Register

Type,
Field Extent Reset Description
mErr <15> RWC,0

iPTL <l4> RWC, :
te longword scatter/gather
_ ng accessed is invalid. (See

are 10-4). AD<31:0> is logged in the the
ror address register, if it is not already

_If the iPTL bit and any of the ioRT, iOPE,
Dev, tAbt and dDPE bits are set, this
cates that the address for the iPTL is
ost.

The Uncorrectable Memory Read Data
(uMRD) bit is set when an uncorrectable
error is encountered by the 21071-DA chip in
the data read from the DMA read buffer

in the 21071-BA chip to the 21071-DA

chip on a DMA read or a scatter/gather
read transaction. sysAdr<33:6> for this
transaction is logged in the sysBus error
address register<31:4> if the SEAR is not
locked.

(continued on next page)

10-24 Digital Confidential



Table 10-9 (Cont.) Diagnostic Control and Status Regis

Fleld

Extent

Type,
Reset Description

cMRD

nDev

tAbt

<12>

<11>

RWC,0

logging of this error
setting the dCEI (Disable
in this register.

RWC,0 Device (nDev) bit is set when

write transaction initiated on
v 21071-DA chip. AD<31:0> for

transaction is logged in the PCI error

ess register<31:0>.

get Abort (tAbt) bit is set when a PCI
slave ‘device ends an /O read or write trans-
tion using the PCI target abort protocol.
<31:0> for this transaction is logged in the
PCI error address register<31:0>.

The /O Parity Error (iIOPE) bit is set when
a parity error occurs in the data phase of an
I/O read or I/O write transaction. AD<31:0>
for this transaction is logged in the PCI error
address register<31:0>.

The DMA Data Parity Error (dDPE) bit is set
when a parity error occurs in the data phase
of a DMA transaction. AD<31:0> for this
transaction is logged in the PCI error address
register<31:0>.

(continued on next page)
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Table 10-9 (Cont.) Diagnostic Control and Status Register.

Field

Type, .
Extent Reset Description

lost

ioRT

Reserved
dCEI

<6> RWC,0

error address register still
initial error condition

<5> RWC, 0 is set when a retry timeout error

U-initiated write or read

f ie Disable Correctable Error Interrupt
(dCED) bit is set, correctable errors on DMA
ead data are not logged in the cMRD bit
)CSR12) and the address is not updated in
e sysBus error address register. This bit
only determines whether the error is logged
and if the processor is interrupted.

If the prefetch enable (pEnb) bit is set,

the sysBus master machine will enable
prefetching on DMA reads. This bit should be
self cleared following system reset and should
not be changed while DMA operations are
going on.

When the TLB enable (tEnb) bit is set, the
entire translation buffer (TLB) is enabled.
When this bit is cleared, the TLB will be
turned off and subsequent scatter/gather
reads will not result in allocation of TLB
entries. Entries that were valid when the
tEnb bit was cleared will remain valid. To

_ invalidate valid entries, software must write
to the TBIA register.

10-26 Digital Confidential




10.2.2.3 PCI Error Address Register - 1 A000 0020 (HEX)

Figure 10-7 PCI Error Address Register

rrrrrrr iy r e vt
peci_Emr <31:0>
| N N N SO N T Ny Y A |

LJ-03086-Ti0

Table 10-10 PCI Error Address Reg

Ty
Field Extent Ress
peci_Err<31:0> <31:0>

s sent out on the PCI

.. bus (AD<31: 0>) as a result of an /O
fransaction is stored here. This field logs
ddress of the errors indicated by the

~ , tAbt, iOPE, dDPE, iPTL, and iORT
bits in the DCSR. This register is valid
only when one of these six error bits is set.
" If one of these six error bits is set, then a
subsequent nDeyv, tAbt, iOPE, dDPE, iPTL,
or iORT error will not update the address
logged in this register, and the lost bit in
DCSR is set.

pci_Err<31:0> are valid for nDev and
iPTL. Only pci_Err<31:5> are valid

for ioRT, tAbt, and iOPE errors that
occur during dense memory writes. For
ioRT, tAbt and iOPE errors on any other
transaction pci_Err<31:3> are valid. pei_
Err<31:6> are valid for dDPE errors.
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10.2.2.4 sysBus Error Address Register - 1 A000 0040 (HEX)

Figure 10-8 sysBus Error Address Register

31

T T TT T ]
Sys_t1r <33
IR s i D S A

Reserved

;" LJ-03085-Tto

Table 10-11 sysBus Error Addre

Type
Field Extent Re

sys_Err<33:5> <31:4> RO ess sent out on the sysBus.
sysAdr<33:6> as a result of a DMA
ansaction is stored here.) This field

the address of the errors indicated

mErr, uMRD, or cMRD error will not
and the lost bit in DCSR is set.

Reserved

the mErr, uMRD, or cMRD bits in the
DCSR. This register is valid only when one
f these three error bits is set. If one of
these three error bits is set, a subsequent

update the address logged in this register,
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10.2.2.5 Translated Base Registers 1-2 - 1 A000 00CO, 1 A000 00

Figure 10-9 Translated Base Registers 1-2
31

LU L | LR
t B 110>
| S I Y O A O |

Table 10-12 Translated Base Regi

Fieid

t_Base<32:10> . ‘gather mapping is disabled t

P
he translated PCI address for the PCI
t window. If scatter/gather mapping
snabled t_Base specifies the base CPU
address for the scatter/gather map table
for the PCI target window. ’
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10.2.2.6 PCI Base Registers 1-2 - 1 A000 0100 and 1 A000 0120 (HEX)

Figure 10-10 PCIl Base Registers 1-2

31 2019181716 15 14 13 12 11 10 09 G8 07 08 05 0403

LR R R A L
pci_Base <31:20> olofojojojojojo
T Y T T O T v |
.

Table 10-13 PCI Base Registers 1

Type,
Field Extent  Rese

pci_Base<31:20> <31:20> R ’ ::‘et':iﬁes the base address of the

wEnb hen the Window Enable (wEnb) bit is

d, this PCI target window is disabled
id will not respond to PCI initiated
transfers. When wEnb is set, this PCI
target window is enabled and will respond
to PCI initiated transfers that hit in the
address range of the target window. This
bit should be disabled by the processor
(software) when modifying any of the PCI
target window registers (base, mask, or
translated base).

When the scatter/gather Enable (sGEn)
bit is cleared, the PCI target window uses
direct mapping to translate a PCI address
to a CPU address. When this bit is set,
the PCI target window uses scatter/gather
mapping to translate a PCI address to a
CPU address.
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10.2.2.7 PCIl Mask Registers 1-2 - 1 A000 0140 and 1 A000 0160

Figure 10-11 PCl Mask Registers 1-2

31 2019 18 17 16 15 14 1312 11 10

IR
Mask <31:20>
l L1

LI
Ll

Reserved

LJ-03089-THO

Field

pei_Mask<31:20>

Reserved

targ
translation of the PCI address to the
PU address.

¢ k specifies the size of the PCI
t window and is also used in the

Digital Confidential 10-31



10.2.2.8 Host Address Extension Register 0 (HAXRO) - 1 AG0O 0180 (HEX)

This register is hard coded to 0. A read from this registi
does nothing.

10.2.2.9 Host Address Extension Register 1 (HAXR1) - 1 |

This register is used to generate AD<31:
addressing PCI memory space.

Figure 10-12 Host Address Extension Register 1(HAX

31 2827 26252423222120191817 161514131211 10 06 05 0
LR

Reserved
eAddr <4:0>

LJ-03080-T0

Table 10-15 Host Ad

Field escription

eAddr<4:0> For CPU-initiated transactions to PCI
‘memory, eAddr<4:0> are used as the upper
5 PCI address bits (AD<31:27>).

Reserved —

egister 2 (HAXR2) - 1 A000 01CO0 (HEX)

srate AD<31:24> on CPU-initiated transactions
t is also used to generate AD<1:0> during PCI

]
ojojojojojojojofojojojojojo

|
Jj .
Y, conf_Addr<1:0>

Y Reserved

LJ-03091-TI0
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Table 1016 Host Address Extension Register 2

Type,
Field Extent Reset Description
eAddr<7:0> <31:24> RW,0 For CPU-ini
Spag
Reserved <23:2> MBZ

conf_Addr<1:0> <1:0> transactions to PCI
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10.2.2.11 PCIl Master Latency Timer Register - 1 A0000 01E0Q

Figure 10-14 Master Latency Timer Register

313020282726252423222120191817 1615141312 11100908 07

ojojojojojojojotojojolojojojojofotojojofo

~

Reserved

LJ-03429-T10

Table 10-17 PCIl Master Latgﬁ

Field Description
Reserved :
pMLC<7:0> pMLC<7:0> is loaded into the master

atency timer register at the start of a
PCI master transaction initiated by the
21071-DA chip.!

IThis value shoul, n-zero during system configuration.
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10.2.2.12 TLB Tag Registers 0-7 - 1 A000 0200 - 1 AC00 02EQ (HEX)
These registers are read only.

Figure 10-15 TLB Tag Registers 0-7

a1 1312 11

T T T T T T T T T T T T T T I,
age <31

I I I i s 0 i o B N B O

1 I
| 1

.

LJ-03082- TR0

Table 10-18 TLB Tag Registers:{

Field

The pci_Page bit field specifies the PCI
. address (TAG) corresponding to

‘the translated CPU page address in the
asSociated TLB data register.

pci_Page<31:13> <3

eVal :The Entry Valid (eVal) bit can be read
and written through this bit position.
Normally, the invalid bit contains the
value read during a page table entry read.
Reserved —_
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10.2.2.13 TLB Data Registers 0-7 - 1 A000 0300 - 1 A000 03EO (HI

Figure 10-16 TLB Data Registers 0-7

10.2.2.14 Translation |

These registers are read only.

31 2120

ojojojojojojojogogojo

- J

-

Table 1019 TLB Data Registe

Field

Reserved

7232:13> of the translated CPU -
ess can be read or written through
this bit field.

Reserved

TBIA) - 1 A000 0400 (HEX)
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1111 Remq_te

level transactxons,
consists of a PCI

The 21071-DA chi
space or the 21071-DA
barrier, fetch,
immediately
taken.

e. In addition to this, it also responds to
d fetchM transactions are acknowledged

d (P CI memory read, PCI I/O read, PCI configuration read, and
acknowledge), and notifies the PCI master state machine.

The PCf master state machine asserts the ReqL pin on the PCI, and waits
for the bus to be granted to it. If the bus is parked with the 21071-DA

chip, that is, GntL already asserted, then the 21071-DA chip does not
assert ReqL.
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If a read to system memory happens on the PCI bef
machine has gained ownership of the PCI, the I/O
preempted by the 21071-DA chip. This is done to
occurring.

When a grant is received on the PCI, the addres
out on the PCI, and a request is se i
direction of the epiBus from the 2107
epiBus arbiter is described in Section 11.3

The PCI master state machine waits 1
device.

When the target responds, the tra

rror, or a parity error is
‘data, then the PCI master

tion, gives up the request for the
tries the transaction after the PCI bus

m the PCI device, the epiBus has been granted
ine, data is sent across the epiBus into the I/O read
the epiBus is cleared. If the epiBus has not been
r state machine, data cannot be sent to the I/O
71-BA chip and is temporarily held in the 21071-DA
A subsequent PCI transaction addressed to the 21071-DA chip may
dyL until the I/O read data has been moved.

ion completes when the read data has been returned to the
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11.1.2 Remote (PCI) Space 1/O Write

When an I/O write to PCI space is detected on the¢ sys
loaded into the I/O write buffer by the 21071-
always has room to accommodate the data for,
One transaction is queued to go out '
the sysBus until the first is completé
loaded into the second entry of the I/O
buffer).

The address is loaded into the /O
request is posted to the PCI maste
acknowledged on the sysBus. A se
until the first one completes he

The PCI master state machi
for the bus to be granted to

cqnd write is
's as a holding

. PCI master machine gets
ite, CSR write, I/O read, or a

to allow DMA:
write buffer is fi

When the
: tput latches (temporary holding latches only).
eng before the I/O write has been able to get out on the
holding latches is lost and the arbitration has to

ceives the grant on the PCI, it drives the address,

‘ rts FrameL on the PCI if the I/O write data is ready to
on the PCI in the following cycle (if the epiBus has been granted to
-master for transferring I/O write data).

31:0>, CBEl<3:0> and asserts FrameL. This allows the device
decode it:and acknowledge (assert DevselL). Data should be ready to be
driven on the PCI by that time.

As write data is sent out on PCI, subsequent longwords are unloaded from
the I/O write buffer into the PCI output latches through the epiData bus,
until the transaction is terminated.
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11.1.3 CSR Space I/O Read

1.1.4

1115

¢ It is possible that the target of the I/O transaction r
the transaction before all the data has been trans
chip waits for the PCI to become idle, and perform:
transaction with the unwritten data.

e If the entire data transfer completes, the tran
PCI.

that the transaction does not go out on
the 21071-DA CSRs.

Because CSR reads complete with
transaction is not preempted unl
the PCI which cannot complete 5
directed toward DA. No error

CSR Space /0

‘those entnes of the: DMA write buﬁ'er that were valid when the
_talled on the sysBus It preempts the memory bamer in order

ing to unload its I/O write buffer on the PCI.
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11.2 PCl-Initiated Transactions

The 21071-DA chip supports PCI-initiated transacti
system memory only. System memory can be mappe

PCI memory read commands are treated t
start of prefetch sequence).

PCI command and for a hit i
command is a hit, it asserts
the address or command is

that matches the 1e3
turned off,
are comp

een retned on the sysBus. If Bypass mode is
ot proceed until all buffered DMA writes

Note

translated PCI addresses, not on physical

e time, the sysBus master does a lookup in the TLB in order to
A scatter/gather map read is necessary. A scatter/gather map
ead is performed if the PCI window bemg addressed had scatter/gather
mapping enabled, and there was a miss in the TLB.

The scatter/gather read is performed (described later) or the TLB is read,
and a translated physical memory address is generated.
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When grant is received on the sysBus, the sysBus magter w111 P

the DCSR, and the transaction is addressed to t
the PCI command is a read multiple, and the tr;

is posted on ioRequest<1:0>. The sy
so that the direction of the epiBus i:
21071-DA chip.

The address and command are sent out on t
master is prefetching, two DMA rea

5. If the sysBus
one one after the

éommand is used on
the prefetched read. If the requested. econd octaword in the
‘prefetching is enabled,

then the first command us st wrapped, but the second

command is always DMA

The read data
read buffer of

If the sysBus transaction completes before the PCI transaction (this will
" usually happen on a long burst), the sysBus is released.
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¢ If the PCI transaction completes before the sysBus transac on
usually happen on a short burst when prefetching is :
remaining in the DMA read buffer is discarded.
completes before the prefetch has started on the.
transaction will not happen.

11.2.2 PCl Memory Write/Write and Inva

¢ The PCI slave machine requests
path of the epiBus is in the di
machine has the epiBus, the
chips. If the epiBus is busy
/gather read, then the PCI

e The followm
transactions.

buffer entry was available at the beginning of the
iche line boundary crossing is attempted.

ull at the beginning of the transaction, or the

ut any data transfers.

che line boundary is crossed, and there were no data parity

i the valid bit is not set and data is not written to memory. The
PCI burst continues normally.

The sysBus master is always monitoring the state of the DMA write buffer.
When it sees a valid write, it performs the address translation (doing a
scatter/gather read if necessary), and requests the sysBus using DMA
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11.2.3 PCI Exclusive Access to System

The address of the transaction is sent out on the sy
write full or DMA write masked command dependi
cache line has valid data.

The transaction completes when the 21071-C
i0CAck<1:0> to the 21071-DA chip.

The PCI slave machine monitors the
It uses the value of LockL in the
cycle following the assertion of Fr:
locked or not.

If LockL is asserted during
does not accept the transac
(retry, no data transfers).

sertion, and in the
ine whether the access is

rameL, the PCI slave machine
inates it with a target disconnect

rrors (uncorrectable data errors, memory errors, and invalid scatter/gather
try errors) are found on a scatter/gather read, then the transaction that
used the scatter/gather read is not performed. On PCI read transactions, the
saction is aborted by the 21071-DA chip; on writes an interrupt is posted.
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11.3 epiBus Arbitration

At any given time, the 21071-DA chip could be servici;
(CPU-initiated and PCl-initiated), all of which have

Table 11-1 lists the priority of the variou
epiBus.

Table 11-1 epiBus Arbitration Priorit
Priority Transaction

PCI I/O reads

tg:21071-BA
DA to 21071-BA -

A to 21071-DA

21071-BA to 21071-DA

071-BA to 21071-DA

1-DA to 21071-BA

21071-BA to 21071-DA

N D O W =

Digital Conﬁdential' 11-9






DECchip 2107

12.1 Introduction
This chapter includes the following i
* DC Electrical Data :
¢ AC Electrical Data

e DECchip 21071-DA:

12.2 DC Electrical Da a

This section contai for the DECchip 21071-DA.

Table 12-1 lists t -atings for the DECchip 21071-DA.
Table 12-2 lists the DC netric values of the DECchip 21071-DA.
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Table 12-1 DECchip 21071-DA Maximum Ratings

Characteristics Minimum Maximum
Storage temperature -55°C (-67°F ) 125°C (257°F)
Operating ambient — 40°C (104°F)

temperature
Air flow

Junction temperature

Supply voltage with respect
to Vss

Voltage on any pin with
respect to Vss

Maximum power:

@Vdd =525V
@sysClk = 33 MHz

100 LFM! —
- 85°C (185°F )

05V

05V

ILFM = Linear feet per minute

Table 12-2 DECchi‘.

tric Values

 Minimum Maximum Units  Test Conditions

Symbol
Yih 2.0 - \' -
Vil - 0.8 v -
Voh 24 - \ -
- 0.4 A -
-5 5 A -
20 -120 pA -
; 40 24 HA -
ﬁtput leakage cur- -10 10 HA -

-ent(tristated)

3For scanEn, testMode.

12-2 Digital Confidential
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12.3 AC Electrical Data

This section contains the AC characteristics for th

12.3.1 Clocks

The DECchip 21071-AA and 21072
twice the nominal system frequen
to generate four or five intern

ne clock (running at
ynchronous phase reference signal
¢e Figure 12-1 and Table 12-3.

sysClkOut1

ckix2 /
clk2ref

*clki

LJ-03456-TI0
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Table 12-3 DECchip 21071-DA Clock AC Characteristics

Parameter Minimum Maximum
clk1x2 period 30

clk1x2 frequency —

clk1x2 high time TBD

clk1x2 low time TBD

clk1x2 rise time TBD

clk1x2 fall time TBD

clk2ref setup to clk1x2 rising
clk2ref hold from clk1x2 rising

0.6
2.0
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12.3.2 Signals
See Figure 12-2, Figure 12-3 along with Table 124 a;

Figure 12-2 DECchip 21071-DA Output Delay M

-

15V,

Output 1

Output 2

Digital Confidential 12-5




Figure 12-3 DECchip 21071-DA Setup and Hold Time Measur

1.5V,
Set-up Hold
Valid Signgl
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Table 12-4 DECchip 21071-DA AC Characteristics (Valid:Relay)

Signal

Uni

sysAdr<33:5>

ioRequest<1:0>,
ioCmd<2:0>

AD<31:0>,
CBEI1<31:0>,

LockL,
DevsellL

MemAckl
ReqL

epiData<31:0>,
epiBEnErr<3:0>

epiSelDMA,
epiFromIOB,
epiOWSel,

ioLineSel<1:
epiLineInval

4.8
4.3

12.6

12.0

184

ns

ns

pClk —
pClk —
clkk1R —_

ck1R —

cklF —

Cchip 21071-DA AC Characteristics (Setup/Hold Time)

Reference
Setup Hold Unit Edge Notes
3 171 3.8 ns cklR —
uCWMask<7:0> 7.5 2.6 ns cdk1R .

(continued on next page)
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Signal

Setup

cpuCReq<2:0>
cpuCReq<2:0>
cpuHoldAck

ioGrant
i0CAck<1:0>
ioDataRdy

AD<31:0>
CBEI1<31:0>
Par
FrameL
TrdyL
IrdyL
StopL
PerrL
LockL
DevselL

0.2
19.2
-0.2

ns clk2F —
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13.1 Power-Up
On power-up, the

‘Sync i'onous deassertion of the internal reset, the
that no external transaction should start until 10
deassertion of reset_l.

he deasserted state as long as reset is asserted.
All output only signals are deasserted.
All bidirectional signals are tristated.
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The exceptions to these rules are as follows:-

sysAdr<33:5$ are driven synchronously with the a
tristated as soon as reset_l deasserts (without w
of synchronous internal reset).

epiData<31:0> and epiBEnErr<3:0>
and continue to be driven after reset

ReqL is tristated on the assertion of reset”
deassertion of reset_l.

If the PCI is not parked (that is, Gn!
DECchip 21071-DA, AD<31:0>, the
on the assertion of reset_l, and
is parked with the DECchip 2; is asserted during

are driven to 0.

that is, if
chip go to their:
deasserts, then th
above.

e initialized by software in the DECchip 21071-DA
set_l.

tic control and status register (DCSR)

Translated base address registers
Host address extension registers

CI master latency timer register
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Part III contains information about th






DECchip 21071-BA

14.1 Introduction
The 21071-BA chip interfaces to thre
¢ gsysBus

¢ Memory data bus

In/Out Buffer Function

/0 4 ma sysBus Data.
In ECC mode,
sysCheck<6:0> appears
on sysData<39:32> and
memCheck<6:0> appears
on sysData<57:63>.

I/0 4 ma Parity pins for sysBus
data.

(continued on next page)
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Table 14-1 (Cont.) DECchip 21071-BA Pin List

Memory Signals

(33 Total)

memData<31:0>

memPar

Cache/Memory
Control Interface
Signais (13 Total)

sysCmd<2:0>

subCmd<1:0>

sysIORead
drvSysData
drvSysCSR

drvMemData

14-2 Digital Confidential

side of the 21071-BA.

Sub-commands for
sysBus side of the
21071-BA.

Selects I/O read buffer to
sysBus.

Turns on 21071-BA
sysData<63:16> drivers.

Turns off 21071-BA
sysData<15:0> drivers.

Turns on 21071-BA
memData and memPar
drivers.

Commands for memory
side of chip.

Selects octaword to be
read.

(continued on next page)



Table 14-1 (Cont.) DECchip 21071-BA Pin List
Number In/Out Buffer

epiBus Signals
(46 Total)
epiData<31:0> 32 o data for both
/O operations.
epiBEnErr<3:0> 4 1/0 4 yte enables
for epiBus from the
1-DA operations and
/corrected status
for’epiBus to 21071-DA
operations.
epiOWSel 1 Selects which octaword
of the cache line will
be transferred on the
epiData bus.
epiLineSel<1:0> Selects which cache line

will be transferred on
the epiData bus.

epiSelDMA Selects which buffer
(I/0 or DMA) will
be transferred on the
epiData bus.
epiFromIOB — Selects the next epiBus

transfer from the 21071-
DA to the data chip.

I — Qualifies epiData control
signals and enables
output drivers.

I —_ Selects which cache line
should be read or written
from the sysBus.

I —_ Clears all byte valid bits
in the current line of the
DMA write buffer.

(continued on next page)

epiEnable<
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Table 14-1 (Cont.) DECchip 21071-BA Pin List

Number In/Out Buffer

Miscellaneous/Clock

Signals (8 Total)

eccMode 1 I ndicates ECC

wideMem 1 I

cdk1x2 1 I input.

clk2ref 1 I ase reference for
clk1x2.

reset_l Reset.

testMode Test mode select.

tristate_] Tristate.

pTestout Parametric NAND tree
output.

Total Signal Ping:

Total Power an
Ground Pins:

Total Pins:

criptions

descriptions of the 21071-BA data chip, the clock
change, and rules about their usage during various

sClkOut1_h is treated as clk1R.

Note

The DECchip 21064 microprocessor does not use clk1R, but uses
sysClkOut1_h to generate and sample signals.
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14.3.1 CPU/Bcache Interface Signals

14.3.1.1

See Section 2.2.4 for 21071-CA signal descriptions whigl
data chip functions.

sysData<63:0>, sysPar<1:0>

Signal Type: Bidirectional (21071-
Input Sampling Clock Edge: clk2F
Output Clock Edge: clk1R

sysData<63:0> is a bidirectional bus which: rov1
the 21071-CA chip and the CPU. sysP;
sysData<63:0>.

The CPU is the default driver of
When the system is conﬁgured_

o and from
y bits for

¢ sysPar<0> is the even pa;

e sysPar<1> is parity a Data<63:32>, and is connected to
check<7> of:the pr
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14.3.2.2 drvSysCSR

Signal Type: 21071-BA Input
Signal Source: 21071-CA
Input Sampling Clock Edge: clk1R

When drvSysCSR is sampled asserted,

ill not dz;ive
sysData<15:0> on next clk1R.

14.3.2.3 drvMembData

Signal Type: 21071-BA Input
Signal Source: 21071-CA
Input Clock Edge: Flow thrgi

drvMemData directly controls the r
When drvMemData is asserted. e
deasserted, memData.is tris

14.3.2.4 syslORead

en; when drvMemData is

ubCmd<1:0> in conjunction with sysCmd<2:0> are used by the 21071-BA
ps as commands for operations on the sysBus data buffers.
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14.3.2.6 sysCmd<2:0>

Signal Type: 21071-BA Input
Signal Source: 21071-CA
Input Sampling Clock Edge: clk2F

sysCmd subCmd
000 (1).4 The merge bits in the merge buffer
are cleared. All sysBus counters
 reset. The data in the pad
hes is held (to save power).
000 The data in the pad latches is held

in the latches, and new data will
not be clocked into them. Used
during reads, or to hold the first
transfer of write data due to a full
write buffer.

No write action is performed. Sent
when waiting for write data to be

ready. Data from the sysData bus
is loaded into the pad flops.

Data in the sysData pad latches
is loaded into the DMA read
buffer, which also serves as the
1/O write buffer. A counter is
incremented so that the next
RDDMAS will load data into the
next sub-cache-line of the buffer.

Data in the memory read buffer is
loaded into the DMA read buffer.
A counter is incremented so that
the next RDDMAM will load data
into the next sub-cache-line of the
buffer.

(continued on next page)
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sysCmd

100

100

14-8 Digital Confidential

sing MERGE (that is,
01), and once with the

ta using MERGE with
invertéd enables, called an overlay
hat is, OVLY10).

n MERGEO00, but longword 0’s
ta in the sysData pad latches is
loaded into the read/merge buffer
and longword 0’s merge bit is set.

As in MERGEO00, but longword 1’s
data in the sysData pad latches is
loaded into the read/merge buffer
and longword 1’s merge bit is set.

As in MERGEO00, but longword 0
and 1’s data in the sysData pad
latches is loaded into the read
/merge buffer and longword 0 and
I’s merge bits are set.

Data in the sysData pad latches

is loaded into the memory write
buffer representing cache line 0. A
counter is incremented so that the
next WRSYSO0 will load data into
the next sub-cache-line of cache
line 0.

As in WRSYS0, but cache line 1.
As in WRSYSO0, but cache line 2.
As in WRSYSO0, but cache line 3.

(continued on next page)



Table 14-2 (Cont.) sysCmd<2:0> and subCmd<1:0> En¢
sysCmd subCmd Mnemonic Functigi

110 00 WRDMASO0

load data into the
ine of cache line 0.

110 01 WRDMAS

110 10 WRD MASO, but cache line

110 11 in WRDMASO, but cache line

111 00 ata in the memory read buffer

is merged with the DMA write
buffers and loaded into the
memory write buffer representing
cache line 0. A counter is
incremented so that the next
WRDMAMO will load data into the

next sub-cache-line of cache line 0.

As in WRDMAMO, but cache line
1.

As in WRDMAMO, but cache line
2.

As in WRDMAMO, but cache line
3.

ing Clock Edge: clk1R

memCmd<3:1> signals indicate to the 21071-BA chips the action to take
on the memData bus. For the encodings of memCmd<3:1>, see Table 14-3.
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Table 14-3 memCmd<3:1> Encodings
memCmd Mnemonic Function

000 RDIMM Read data is loade
the next memCIkR;

001 RDDLY
ext memClkR A counter
xt RDxxx will load
ub-cache-line of the

010
011
100
101
drive the next sub-cache-line to memory.
110 from the memory write buffer is driven to

memory on the next memCIkR. After the write,

he quadword pointer is reset to 0, and the cache
“line pointer is incremented so that the next WRxxx
will drive the first sub-cache-line of the next line
to memory.

Data from the memory write buffer is driven to
memory on the memClkR after the next memCIkR.
After the write, the quadword pointer is reset to 0,
and the cache line pointer is incremented so that
the next WRxxx will drive the first sub-cache-line
of the next line to memory.

Descriptions
Data<31:0>

Signal Type: Bidirectional (21071-BA, 21071-DA)
Output Clock Edge: clk1R
nput Sampling Clock Edge: clk2F
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14.3.3.2

epiData is a 32-bit bidirectional bus which connects the 21071-
21071-BA chips. ! :

epiBEnErr<3.0>

Signal Type: Bidirectional (21071-BA, 21071+
Output Clock Edge: clk1R '
Input Sampling Clock Edge: clk2

epiBEnErr<3:0> is timed with epiData. Du

(high), the corresponding byte is valid;
transfers and ignored on I/O read tran

During epiBus transfers from th
epiBEnErr<0> is asserted if th
a parity error or uncorrectab
the longword being
Table 14—4.

s to the 21071-DA chip,
sent on epiData contains
EnErr<1> is asserted if

Table 14-4 epiBENErr
Signal i

Transfers from 21071-BA

epiBEnErr<0> DMA Read /O Write

Uncorrectable Error (this
Lw)

yte enable DMA Read I/O Write
Corrected Error (this LW)

}3:16> byte enable Reserved
1:24> byte enable Reserved

21071-BA Input
e: 21071-DA
ing Clock Edge: clk2F

FromlIOB indicates the direction of epiData to the 21071-BA chips. When
FromIOB is deasserted, only the 21071-BA chip selected with epiEnable
rive epiData<31:0> and epiBEnErr<3:0>. When epiFromIOB is asserted, the
1071-BA chips receives data on epiData<31:0> and epiBEnErr<3:0>.
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14.3.3.4 epiSelDMA

Signal Type: 21071-BA Input
Signal Source: 21071-DA

Input Sampling Clock Edge: clk2F
Output Clock Edge: clklR

epiSelDMA is used by the 21071-BA ch

14.3.3.5 epiEnable<1:0>

Signal Type: 21071-BA Input
Signal Source: 21071-DA

Input Sampling Clock Ed,
Output Clock Edge: clk

BA chip to indicate that 07 is performing an epiBus transfer. When
epiEnable is driven‘low, t iDz epiBus control signals are ignored.

Function

No action except for possible Line
Invalidate; epiData tristated.

The DMA read or I/0 write buffer is
driven onto epiData.

epiData is loaded into the I/O read
buffer.

epiData is loaded into the DMA write
buffer.
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14.3.3.6 epiOWSel

Signal Type: 21071-BA Input
Signal Source: 21071-DA

Input Sampling Clock Edge: c1k2F
Output Clock Edge: clk1R

epiOWSel is used by the 21071-BA chips-to
cache line that has to be written or read usin ::
epiOWSel is 0, the lower octaword is selected. Wh

octaword is selected.

14.3.3.7 epiLineSel<1:0>

Signal Type: 21071-BA Input
Signal Source: 21071-DA
Input Sampling Clock E
Output Clock Edge: clk

iOWSel“is 1 the upper

ache line of the DMA read or /O write
the epiBus.

Input Samplmg Clo dge: clk2F
Output

ioLineSel<
buffer, tha

gelect the cache line of the DMA read or /O write
| from the sysBus.

mory Signal Descriptions
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14.3.4.1 membData<31:0>, memPar<0>

14.3.5 Miscellaneous Signals
14.3.5.1 Clk1x2

14.3.5.2 Clk2ref

Signal Type: Bidirectional (21071-BA, Memory)
Input Sampling Clock Edge: memClkR
Output Clock Edge: memClkR

memData<31:0> is a bidirectional bus which provi
21071-BA chip and memory, memPar<(>

The 21071-BA chip is the default driver of mem
is driven during all transactions except memory re
memData<31:0> is tristated on memCIkR: "
turn-on and turn-off of the memData
driving out write data or latching i in
chip using memCmd<3:1>.

10 and from the

. The timing for
lled by the 21071-CA

Clk1x2 is a clock i
DECchip 21064 sys€ik
cycle.

twice the frequency of the
um period of 15 ns, and a 50% duty

/hen the assertion of clk1x2 corresponds
to the assertion of sys¢ ceived signal must be setup to the

assertion of clk

¢ aces the chip into a mode for chip testing. testMode
led to be used only during chip testing, and must be tied low during
tem operation.

sertion of this signal tristates all output and bidirectional drivers. tristate_l
intended for use only during chip testing and power-up.

tate has a weak internal pull up and a Schmitt trigger input.
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14.3.5.6 pTestout

The pTestout signal contains the output from the Parami
required for testability. The testMode signal must b
be valid. pTestout is intended for use only during

14.3.5.7 eccMode

Signal Type: 21071-BA
Input Clock Edge: Static

The eccMode signal is an input to the 210
of error-checking used on the module. ¢
ECC code used by the DECchip 2106
parity checking. See Section 15.3.6 f
21071-BA chip performs data check;

eccMode should be used only i
(using four 21071-BA chips

indicates the type
icates the 7-bit
icates longword
how and when the

: dge: Static

-wideMem signal is an input to the 21071-BA chip that indicates the width
e memory data bus. wideMem tied high indicates a 128-bit wide memory
bus (DECchip 21071-AA); wideMem tied low indicates a 64-bit wide
emory data bus (DECchip 21072-AA).
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wideMem has a weak internal pulldown and a Schmitt-tri

Note

Changing wideMem after reset is deasserted ma
behavior.
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14.4 DECchip 21071-BA Pin Connection Table

With

Parity
21071-BA 21071-BA 21071-BA 21071-BA
Pin Name Chip #3 Chip #2 Chip #0
eccMode vss vss vss
wideMem vee vee vece

epiBEnErr{3..0]
epiData[31..0]
epiEnable[1]
epiEnable{0]

memData[31..0]
memPar{0]

drvSysCSR
drvSysData
subCmd[1]
subCmd{0]
sysData[63..

sysDat 0]

epiBEnErr(3..0}
epiData(31..0]
vss
epiEnghle(3]

epiData[31..0]
vss
% epiEnable[1]

memData[63..32]

memPar{1]
vss
SysData drvSysData
:subCmdCommon subCmdCommion
subCmdA[1] subCmdB[0]

Tie off to vce or vss with resistor
.96] sysData[95..64] sysData[63..32]
Tie off to vcc or vss with resistor

sysCheck([21] sysCheck[14] sysCheck[7]

epiBEnErr{3..0]
epiData[31..0]
vss
epiEnable{0]

memData[31..0]
memPar{0]

drvSysCSR
drvSysData
subCmdCommon
subCmdA[0]

sysData[31..0]

sysCheck([0]
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Table 14-7 DECchip Pin Assignments for DECchip 21072-AA With E

Module Trace Na
21071-BA 21071-BA 21071-BA 210’
Pin Name Chip #3 Chip #2
eccMode vce vce
wideMem vce vce

epiBEnErr{3..0]  epiBEnErr{3..0]
epiData[31..0] epiData[31..0]
epiEnable[1] vss
epiEnable{0] epiEnable[3]

memData[31..0] memData{127..9§
memPar{0] N/C

drvSysCSR

drvSysData drvSysData
subCmd[1] subCmdCommon
subCmd[0] subCmdB[0]

sysData[63..57] memCheck][7..13]
Tte off to vce or vss with resistor
sysCheck({20..14] sysCheck[13..7]
sysData[95..64] sysData(63..32]

Tie off to vce or vss with resistor

sysData[38..
sysData[31..

epiBEnErr{3..0]
epiData[31..0]
vss
epiEnable[0]

memData{31..0]
N/C

drvSysCSR
drvSysData
subCindCommon
subCmdA[0]
memCheck(0..6]

sysCheck[6..01
sysData[31..0]
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Table 14-8 DECchip 21071-BA Pin Assignments for DECchip 210

Parity!
Module Trace Name
21071-BA 21071-BA 21071-BA
Pin Name Chip #1 Chipi#0
eccMode ~ vss Vss
wideMem vss VSS

epiBEnErr{3..0]  epiBEnErr(3..0]
epiData[31..0] epiData[31..0]
epiEnable[1] epiEnable[3]
epiEnable[0] epiEnable[1]

memData{31..0]
memPar[0]

drvSysCSR
drvSysData
subCmd[1]
subCmd[0]
sysData[63..32F

‘_sumedA[O]
sysData[95..64]

sysData[31 sysData{31..0]
sysPar[1] sysCheck[14]
sysParf sysCheck[0].

Digital Confidential 14-19




14.5.1 Signal Types

Table 14-9 describes DECchip 21071-BA signal type
section.

Table 14-9 DECchip 21071-BA Signal Typ

Signal Type Description

1 Standard input only.
(0] Standard output only.
o Bidirectional.
P Power

Figure 14-1 shows the chip signals.
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Figure 14-1

ouvss
outvDD
epiEnable<t>
epiEnable<t>
pTestOul
tristate_|
testMode
reset_|
eccMode
wideMem
inpVvss
memData<0>
memData<i>
memData<2>
memData<3>

memData<d>
memData<5>
memData<é>
memData<?>
memData<8>
memData<9>
memData<i0>
memData<i1>
memData<12>
ouVSS
outVDD
memData<t3>
memData<14>
memData<it>
memData<16>
memData<i7>
memData<18>
membData<19>
memData<20>
memData<21>
outvss
memData<22>
memData<23>
memData<24>
memData<25>
memData<26>
memData<27>
memDala<28>
memData<29>
memData<30>
memData<31>

20

25

sys Data<62>
sysData<61>

sysData<60>

sysData<59>

sysDala<68>

sysData<67>

divMemData

epiBEnEm<2>

75

drvBysCSR

subCmd<0>
subCmd<1>

ioLineSel<t>

oulVSS
oulVDD
ioLineSei<0>
sysDala<56>

epiData<10>
epiDala<tii>

80

epiDataci2>

sysDala<55>

epiDala<13>

sysData<64>

sysDala<53>

DECchip 21071-BA Pinout Diagram

epiDatac<id>

85

sysDalacbd>
sysData<51>

sysDala<50>
sysData<49>

ouvss

sysData<48>

920

g 8
28844424440838
IIIITIITI9NSSS
3323823533538
CEEEEELLELE
EEEFEEEEREH
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150

145

130

125

120

115

110

105

inpVSs
inpvVDO
ouVvSs
ouvDD
sysData<O>
sysDataci>
sysDatac<2>
sysData<3>
sysDatac<d>
sysData<S>
sysData<é>
sysData<7>
sysData<>
sysData<d>
sysData<tO>
oulvsS
sysDatacit>
sysDala<id>
sysData<13>
sysData<14>
sysData<16>
clk2ref
inpVDD
clk1x2
inpVes
ouVDD
oulvss
sysData<16>
sysData<17>
sysData<18>
sysData<1%>
sysData<20>
sysData<21>
sysData<22>
sysData<23>
sysData<24>
outVSS
sysData<25>
sysData<26>
sysData<27>
sysDala<28>
sysData<29>
sysDala<30>
sysData<31>
sysPar<0>
sysData<32>
sysData<33>
sysData<34>
sysData<36>
sysData<36>
outVDD
oulvss

L03443-Tio
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14.5.2 Alphabetical 21071-BA Assignment List

Table 14-10 lists the DECchip 21071-BA pins in alph

Table 14-10 Alphabetical Pin Assignment List
Pin
Pin Name* Number Type Type
clk1x2 133 1 1/0
clk2ref 135 I 1/0
drvMemData 63 I 1/0
drvSysCSR I o
drvSysData 1 1/0
eccMode 1 10
epiBEnErr<0> 1/0
epiBEnErr<1> 1’0
epiBEnErr<2> D j7/0]
epiBEnErr<3> ep 5> 165 o
epiData<0> epiData<26> 164 1’0
epiData<1> epiData<27> 163 0
epiData<2> iData<28> 162 o
epiData<3> ) 161 /0
epiData<4> 160 170
epiData<5> 159 I/0
epiData<6> " epiEnable<0> 3 I
epiData<7> epiEnable<1> 4 I
epiData<8> epiFromIOB 204 I
epiData<9> epiLinelnval 203 I
epiLineSel<0> 201 I
epiLineSel<1> 200 1
epiOWSel 199 I
epiSelDMA 202 I
inpVdd 51 P
inpVdd 103 P

t.connect these pins on board.
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Pin

Pin Name Number Type Pin Name
inpVdd 134 P
inpvdd 155 P
inpVdd 207 P
inpVss 1 P
inpVss 49 P
inpVss 52 P
inpVss 104 P
inpVss 132 P
inpVss 156 P
inpVss 208 P
ioLineSel<0> 80 1
ioLineSel<1> Vi 1
memCmd<i> 64 I
memCmd<2> 65 I
memCmd<3>

memData<0>

memData<1>

memData<2>

memData<3> 48 10

memData<4> 2 P

memData<5> outVdd 27 P

memData<6> outVdd 50 P

memData<7> outVdd 54 P

memData<8> outVdd 79 P

memData<9> outVdd 102 P

memData<10x outVdd : 106 P
outVdd 131 P
outVdd 153 P
outVdd 158 P
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Pin Name

Pin
Number Type Pin Name

outVdd
outVdd
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
outVss
pTestout
reset_l
sysCmd<0>
sysCmd<1>
sysCmd<2>
sysData<0>
sysData<1>
sysData<2>
sysData<3>

183
205

16
26
37
53
68
78
105
89
120
130
141

fa~Ba =~ B~ e v Bt ~ B - B~ Mg v B - Mg - e v e ~ o v

sysData<24>
sysData<25>
" sysData<26>
sysData<27>
sysData<28>
sysData<29>
sysData<30>
sysData<31>
sysData<32>
sysData<33>
sysData<34>

sysData<g>

126
125
124
123
122
121

119.

118
117
116
115
114
113
11
110
109
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Pin Name

Pin
Number

Type

Pin Name

sysData<35>
sysData<36>
sysData<37>
sysData<38>
sysData<39>
sysData<40>
sysData<41>
sysData<42>
sysData<43>
sysData<44>
sysData<45>
sysData<46>
sysData<d7>
sysData<48>
sysData<49>
sysData<30>
sysData<51>
sysData<52>
sysData<53>
sysData<54>
sysData<55>
sysData<56>
sysData<567>
sysData<58>
sysData<59>

108
107
101

o
o
o

sysData<60>
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Pin Name*

Number

Type

outVss
outVdd
epiEnable<0>
epiEnable<1>
pTestout
triState_]
testMode
reset_l
eccMode
wideMem
inpVss
memData<0>
memData<1>
memData<2>
memData<3>
outVss
memData<4>
memData<5>
memData<6>
memData<7>
memData<8

W3 Utk N

memData<27>
memData<28>
memData<29>
memData<30>
memData<31>
memPar<0>
inpVss
outVdd




Pin

Pin Name* Number Type Pin Name
inpVdd 51 P outVdd P
inpVss 52 P ioLineSel«
outVss 63 P
outVdd 54 P
sysPar<1> 55 o
sysData<63> 56 /0
sysData<62> 57 /0 o
sysData<61> 58 0
sysData<60> 59 /o
sysData<59> 60 o
sysData<58> 61 P
sysData<87> 62 o
drvMemData 63 10
memCmd<1> /0
memCmd<2> /0
memCmd<3> I[8)
sysIORead /0
outVss 1/0
sysCmd<0> T 1/0
sysCmd<1> sysData<40> 98 /0
- sysCmd<2> sysData<39> 99 /o
sysReadOW "sysData<38> 100 /0
drvSysData sysData<37> 101 I/0
drvSysCSR outVdd 102 P
subCmd<0> inpVdd 103 P
subCmd<1> inpVss 104 P
ioLineSel<1 outVss 105 P
outVss outVdd 106 P
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Pin Name* Number Type Pin Name

sysData<36> sysData<13>

sysData<35>

sysData<34>

sysData<33>

sysData<32>

sysPar<0>

sysData<31>

sysData<30> /0
sysData<29> 1/0
sysData<28> 1/0
sysData<27> 148 170
sysData<26> 149 vo
sysData<26> 150 /0
outVss 151 /0
sysData<24> 152 o
sysData<23> 153 P
sysData<22> 154 P
sysData<21> 155 P
sysData<20> 156 P
sysData<19> 157 P
sysData<18> outVdd 158 P
sysData<17> epiData<31> 159 o
sysData<16> epiData<30> 160 /0
outVss epiData<29> 161 1/0
outVdd epiData<28> 162 0
inpVss epiData<27> 163 e
clkix2 epiData<26> 164 /0
inpVdd epiData<25> 165 /0
clk2Ref epiData<24> 166 10
sysDat epiData<23> 167 170
sysDat epiData<22> 168 /0

connect these pins on board.
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Pin

epiData<0> .

Pin Name* Number Type Pin Name
epiData<21> 169
epiData<20> 170
epiData<19> 171 :
outVss 172 1
epiData<18> 173 1
epiData<17> 174 1
epiData<16> 175 1
epiData<15> 176 I
epiData<l14> 177 I
epiData<13> 178 P
epiData<12> 179 P
epiData<11> 180 P
epiData<10> 181 P
outVss 182

‘outVdd 183
epiData<9>
epiData<8>
epiData<7>
epiData<6>
epiData<5>
epiData<4>
epiData<3>
epiData<2>
epiData<1>
outVss
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1.088:
0.009 [

0.018 | 0.024
0.136 | 0.152
0.005 | 0.009
0.01040.012
1.004 REF
1.004 REF

LJ-03666-Ti0
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Figure 15-1 DECchip 21071-BA Block Diagram

a2 memData

—
<31:0>

<95:64>
<31:0>

opiData

<31:0>
NOTE:

LWS = Longwords (32 Bits)

LJ-03080-TI0

15.2 Bus Widt
15.2.1 sys

1-BA data chip has 64 pins for the sysData bus. The DECchip
ECchip 21072-AA configured systems support only a 128-bit
sysD: a 64-bit wide sysBus is not supported.

' DECchip 21071-AA configuration, sysData pins on each 21071-BA chip are
ected to the sysBus:

The lower 21071-BA data chip (#0) connects to sysData<31:0> (longword 0)
and sysData<95:64> (longword 2).

e upper 21071-BA data chip (#1) connects to sysData<63:32> (longword
, and sysData<127:96> (longword 3).
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15.2.2

In a DECchip 21072-AA configuration, only the lower 32-bits of th
bus are used: ’

¢ 21071-BA data chip #0 connects to longword 0
* 21071-BA data chip #1 connects to longword 1,
e 21071-BA data chip #2 connects to lonpw

¢ 21071-BA data chip #3 connects to longwg;

membData

The number of 21071-BA data chips us¢
the memData bus. If the width of the
data chips are required (DECchip 210
is 128-bits, four 21071-BA chips

Each 21071-BA data chip conn
configured system:

f data is achieved by appropriately connecting the
mand signals (see Section 14.4).

BA data chip has 32 epiData pins.

f all the 21071-BA data chips are tied together to form a
bus.
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15.3.1 Memory Read Buffer

The memory read buffer is also used to store data tha
before it is returned to the CPU on the sysBus, or to I
buffer.

Each 21071-BA data chip stores four lon
corresponding check bits in the memory-ti

¢ In a two 21071-BA data chip designed
longwords or a cache line.

e A four 21071-BA data chip designe
longwords of storage; however, thi

15.3.2 1/O Read Buffer and Merge Bu

functions described in Section
to or through the 2107 l-DA ;

15.3.3

four longwords of each entry, but the extra storage is not accessible.

loading of each entry can be controlled separately, thus allowing maximum
exibility in allocating the buffer entries to the 21071-DA.

. Joading of this buffer is handled by the 21071-CA chip, with the address
ed by the 21071-DA on ioLineSel<1:0>. The 21071-DA chip ‘controls
unioading of this buffer.
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15.3.4

15.3.5

15.3.6

“transaction (DM

DMA Write Buffer
The DMA write buffer has four entries. Each entry ¢

accessible.
The DMA write buffer is loaded by the 2

Bcache or memory.

Memory Write Buffer

The memory write buffer has fou
of data per 21071-BA, and corres
is loaded by the 21071-CA sysB
memory controller.

ry contains 4 longwords
'k bits. The memory write buffer
d-unloaded by the 21071-CA

Error Checking/Cc¢

The 21071-BA
transactions. .

ecking/correction on DMA
data is read because of a DMA
masked), the data is checked for

parity/ECC errors.

rrectable error (dual-bit ECC error or any parity
notified (for a DMA read), or bad ECC/parity is
(for a DMA write).

DMA write masked, parity/ECC is calculated for the ﬁlerged data
emory write buffer.

‘ ta chip uses the same ECC code as the DECchip 21064
processor:* Refer to the DECchip 21064 Hardware Reference Manual for
8.
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15.4 Data Path Logic

15.4.1

15.4.2

epiBus

The epiBus may be used to load the I/O read buffer;
In addition to write data, byte masks are stored i

as the I/O write buffer).

sysBus Output Selectors

Two levels of muxes select the output f
selects the source for each longword

Buffer

Memory read
Merge
Merge and mem;

I/O read
The lower # ata bus are controlled by a special signal to enable
the 210 he lower 16 bits on CSR reads from the 21071-CA

ata chips drive the remaining data lines.
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The sysbus controll
must switch to the hi

16.1.2 CPU Mem
The victim ¢ g {
through a . the write buffer is full, then the data is held in the
holding lat room for it in the write buffer (the control for this

ugh the holding pad latch. The merge buffer can never be full, so this
ing does not stall. If the write is partial, then read data from memory is
ed into the memory read buffer. If there is a victim, then the victim data
written into the memory write buffer through the holding pad latch.

hen all the data is in place (memory read data, CPU write data, and victim
the appropriate longwords of the memory read buffer and the merge
buffer are merged and sent out on sysData.
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16.1.4

16.1.5

16.1.6

16.1.7

16.1.8

16.1.9

16.1.10

CPU Memory Write Noncacheable/Noallocate

The data from the sysBus is loaded into the memory
holding latch. If the memory write buffer is full, the d

STx_C Hit

The write data from the CPU is loaded into the
a hit in the cache, then the remaining da
into the unwritten longwords of the m
is then sent out on the sysBus.

STx_C Miss
This is exactly like a CPU memo

LDx_L Hit

Data is read from th
the sysBus from the

uffer. If the address is
he. cache and loaded

nto the merge buffer. It is sent out on

n of the data. When the I/O read data is available,
buffer. The I/O read buffer has already been

ate entry of the I/O write buffer. The loading of the data is
trolled by the 21071-CA chip.

e 21071-DA chip sets the direction of the epiData to point from the 21071-
A chip to the 21071-DA chip, and extracts the data as needed by controlling
he longword select bits and enabling the appropriate 21071-BA chips using
1able<3:0>.
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16.2 PCI (or Any Other /O Bus) Transactions .

16.2.1 PCI Read from System Memory

The 21071-DA chip performs a DMA read transacti
up the controls of the DMA read buffer to point t
DMA read buffer.

the data is loaded into the D
chip.

16.2.2 PCI Write to System N

21071-BA chip
correct write buffe
masks are loaded
the write is not valld
using the epiLin

e DMA write buffer contains completely unmasked
lie DMA write buffer is moved to the memory write
r bits have been generated.

write is partially masked, then a read-modify-write is performed.
.from memory (cache miss) into the memory read buffer or from

If there is no error or a correctable error (error is corrected in this case),
n error bits are generated for the merged data and written to the memory
te buffer. If there is an uncorrectable error in the read data, then the merge

performed but incorrect check bits are written into the memory write buffer.
i:read from this location will result in a hard error later.
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16.3 epiBus Transactions
16.3.1 DMA Read Buffer to The 21071-DA

An epiBus transaction which transfers data from the,
21071-DA is shown in Figure 16-1.

0. The 21071-DA chip may read data
data has been loaded by the 21071 C.

1
gwaord of read data by deasserting
- i0WSel (with first octaword), and
st octaword). If the 21071-DA was
nstate he bus by clk2F.
2. The 21071- us control signals, and begins driving

epiData with the rd of data. The 21071-BA also drives error

se epiEnable<3:0> = 0010 = 2.)
sceives and latches epiData<31:0> on clk2F. The

the EPI control lmes
DA chip requests LW 3, 21071-BA chip drives LW 2.

The 21071-DA chip requests LW 4, 21071-BA chip drives LW 3. Since LW
is in the second octaword, epiOWSel asserts and epiEnable<0> is used.

The read continues. There is no constraint on the order or number of times
that a longword may be read out (as long as the LW is ready, as described
«in cycle 0.)
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Figure 16-1 Timing of DMA Read Butfer to the 21071-DA Transfe

ki
oik2

epiData
@piBEnErr !
epiFromiOB
epiLineSel
apiowsel
epiEnable

ioCmd -

and
ioDataRdy
or

' FetchLWO - FetchLW1

' DMARead

. inProgress : VO Data Ready ; ReceiveLWO
. + or ioCAck last - .
Cycle

CYs

clki

ck2
epiData
epiBEnErr

6piFromiOB

epiLinaSsl :
epiOWSel {

epiEnable
{oCmd
and
ioDataRdy
or

ioCAck

FetchLW? | RecevalW? :
Receive LW6 :

LJ-03177-TI0
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16.3.2 1/O Write Buffer to 21071-DA

An epiBus transaction which transfers data from the
21071-DA chip is identical to the previous case shown
the same buffer is used for both DMA reads and I/
is that a different buffer line will be requ
line that was present on ioLineSel<1:0>

16.3.3 21071-DA to DMA Write Buffer

An epiBus transaction which transfers data from"
DMA write buffer is shown in Figure 1

0. The 21071-DA chip places a requ
write data by asserting epiFromI,

1. because

e 21071-BA), asserting
want first octaword)

3:0> with the byte enables for the 4
nErr<3'O> is on if the byte is valid.)

the 21071-BA chip latches LW 1. epiData<31:0> and
nlrr<3:0> are always one cycle behind the epiBus control lines.

DA chip requests storing LW 3; 21071-DA drives LW 2.

e 21071:DA chip requests storing LW 4; 21071-DA drives LW 3. Because
W 4 is in the second octaword, epiOWSel asserts and epiEnable<0> is
used.

The 21071-DA chip requests storing LW 5; the 21071-DA drives LW 4.
he 21071-DA chip requests storing LW 6; the 21071-DA drives LW 5.
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the DMA Write Buffer.

The stores continue. There is no cons
times that a longword may be stored;
entire cache line be loaded, because t
enables that were not loaded to off. (Th
chip aggregate writes.)

ll of the byte
s an 21071-DA
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Figure 16-2 Timing of 21071-DA to DMA Write Buffer Transfer

~ CYo - con B A £ . Cvy3
N\
cke ___/ ./ T\ /
epiData SR ; .
epiBEnErr Z
opiSeiDMA
epiFromiOB

epiLineSel
opiOWSal

epiEnable

opiLineinv

ioCmd %

Set-up LW O Set-up LW 1

Set-up LW 4
Send LWO

Send LW 3

cYs

clk1 / S\ l

cke 1/ ./
epiData 3 .
epiBENErr
opiSelDMA

epiFromiOB
epiLineSel
epiOWSel
epiEnable

epiLineinv

SetupLW?7 @  SendLW7
Send LW 6

W is not important during this transaction. LJ-03186-TI0
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16.3.4 21071-DA to I/0O Read Buffer

An epiBus transaction which transfers data from the
CPU I/O read buffer is shown in Figure 16-3.

0.

N

It is presumed that a CPU read to I/O space
the 21071-DA chip recognizes that the
21071-DA chip places a request to
asserting epiFromIOB (a write into the 2.
(I/O transfer), deasserting epiOWSel (want
epiEnable<0> (LW 0 within first octa
driving epiData<31:0>, then it will
chip asserts sysIORead to select

The 21071-DA chip sends the
21071-DA chip drives epiBE
bus from floating.

data for LW
epiBEnErr<3:

oring LW 3; 21071-DA drives LW 2.

oring LW 4; 21071-DA drives LW 3. Because
taword, epiOWSel asserts and epiEnable<0> is

d of data will be stored in the 21071-BA chip by
'21071-DA chip may send a cpuDRAck<2:0> OK_
request through the 21071-BA chip to the CPU.

DA chip requests storing LW 5; 21071-DA drives LW 4.

chip receives the cpuDRAck<2:0> OK_NCACHE_NCHK
ends the OK on cpuDRAck<2:0>. The 21071-BA chip sends
e first octaword on sysData<31:0> to the CPU.

The stores continue. There is no constraint on the order or number of times
that a longword may be stored. There is also no constraint that an entire
ctaword be sent on epiData<31:0> before requesting a cpuDRAck<2:0>.

)f course, a cpuDRAck<2:0> cannot be requested before all of the data

at needs to be sent has been transferred.)
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Figure 16-3 Timing of 21071-DA to I/O Read Buffer Transfer

clk1

clk2
epiData
epiSelDMA

epiFromlOB
epiOWSel

epiEnable :
ioCmd

Set-up LW 3
Send LW 2

Set-up LW O

clk1

clk2
epiData
epiSelDMA

epiFromiOB

epiOWSel
epiEnable

ioCmd dack_cpu

X

Set-up LW 6 . SetuplW7 . Sendlw7?7 .
Send LW S  SendLW6 . Request DACK

BENErr,epiLineSel,epiLinelnv and ioDataRdy
re not important during this transaction.
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17.1 Introduction
This chapter includes the following i
¢ DC Electrical Data
¢ AC Electrical Data

DECchip 21071-BA:

17.2 DC Electrical

This section cor}tains the

17.2.1 Absolute Ma
Table 17-1 lists

for the DECchip 21071-BA.

or the DECchip 21071-BA.

Digital Confidential 17-1



Table 17-1 DECchip 21071-BA Maximum Ratings

Characteristics Minimum Maximum
Storage temperature -55°C (-67°F ) 125°C (257°F)
Operating ambient —_ 40°C (104°F)
temperature

Air flow 100 LFM? —

Junction temperature

Supply voltage with respect
to Vss

Voltage on any pin with
respect to Vss

Maximum power:

@Vdd =5.25 V
@sysClk = 33 MHz

90°C (185°F )

05V

05V

ILFM = Linear feet per minute

Table 17-2 DECchi

tric Values

Minimum Maximum Units Test Conditions

tristated)

20 . - \'s -
- 0.8 v -
24 - v -
- 04 A -
-5 5 uA -
-20 -120 uA -
40 24 uA -
tput leakage current -10 10 uA -
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17.3 AC Electrical Data

This section contains the ac characteristics for the D

17.3.1 Clocks

The DECchip 21071-AA and 21072-AA chipse
twice the nominal system frequency) plus a s

sysClkOut1

ckkix2 /

clk2ref
*clkir /

“clker

*clkif

LJ-03455-TI0
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Table 17-3 DECchip 21071-BA Clock AC Characteristics

Parameter Min Max Unit
clk1x2 period 30 —

clk1x2 frequency — 33

clk1x2 high time TBS TBS

clk1x2 low time TBS TBS

clk1x2 rise time TBS TBS

clk1x2 fall time TBS TB

clk2ref setup to clk1x2 rising 0.8

clk2ref hold from clk1x2 rising 1.7
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17.3.2 Signals
See Figure 17-2,Figure 17-3 along with Table 174 and

Figure 17-2 Output Delay Measurement

Input /

1.5V,

Output 1 |«

Qutput 2
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Figure 17-3 Setup and Hold Time Measurement

1.5V,
Set-up Hold
Valid Signa

15V
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Table 17-4 DECchip 21071-BA AC Characteristics (Valld.: lay)

Parameter Minimum Maximum

sysData<63:0>, TBS 196
sysPar<1:0>,
sysCheck<6:0>

memData<31:0>, TBS 17.0

memPar<0>,
memCheck<6:0>

epiData<31:0>, TBS
epiBEnErr<3:0>

"~ clk1R —_

Table 17-5 DECch eristics (Setup/Hold Time)

Reference
Parameter Edge Notes
sysData<63:0>, ns clk2F —
sysPar<1:0>,
sysCheck<6:0>
ns memClkR —
ns clk2F —

iming for dvrSysData asserting.
iming for dvrSysData deasserting.

3 'fll'he?le signals pass through a transparent latch (closing on clk2F) before reaching a clk1R
ip-flop.

(continued on next page)
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Table 17-5 (Cont.) DECchip 21071-BA AC Characteristic

Parameter Setup Hold Unit
sysCmd<2:0>, 0.7 TBS ns
subCmd<1:0>,

sysIORead,
sysReadOW

drvSysData, 0.7
drvSysCSR

drvSysData 0.4
memCmd<3:1> -0.1

epiFromIOB, -14
epiSelDMA

ioLineSel,
epiLinelnval

epiOWSel,
epiLineSel<1:0>

clk2F Note 3

epiOWSel,

ns clk2R Note 3
epiLineSel<l:

TBS ns clk2F Note 3
TBS ns clk2R Note 3

BysData deasserting.
through a transparent latch (closing on clk2F) before reaching a clk1R
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This chapter describes the behavior
assertion of reset_l.

18.1 Power-Up

On power-up, the reset,

The assertion aﬁd de
to the DECchip 2107
which asserts as:

id state as long as reset is asserted.
ly signals are deasserted.
All bidirectional signals are tristated.

wideMem and eccMode should be stable before reset_l deasserts and should
never change thereafter.
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The exceptions to these rules are listed below.

¢ The value of memData<31:0> is unpredictable; th
the state of the drvMemData input.

¢ drvMembData is asserted by the 21071-CA duri,
are driven by the 21071-BA.

Note

In all cases, the assertion of tristate_l overr
that is, if tristate_} is asserted during:re:
go to their High-Z state. If reset_]
deasserts, the signals return to th
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See Table A-1 for cache data write en:
data output equations and Table A-3 f

able A-2 for tag and
d NOR"gate equations.
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Table A-1 Equations for Cache Data Write Enables

bcDataWE3! = (sysDataLongWE & long
# (sysDataWEEn & lelk

bcDataWE3.OE = 1))

bcDataWE2! = (sysDataLongWE &
# (sysDataWEEn & !c
# cpuDataWE2;

bcDataWE2.0E = 1)y

beDataWE1! =

bcDataWE1.0E =
bcDataWE 0 1 =

becDataWEQ.OE
lbcDataA4_312%=

beDataA4_3.0E

( sysDataAHEn & clk2 )
( sysDataALEn & sysDataAHEn )
cpuDataAd4;

1)

( sysDataALEn & !clk2 )

# ( sysDataAHEn & clk2 )

# ( sysDataALEn & sysDataAHEn )
# cpuDataA4;

(1))

( sysDataALEn & !clk2 )

# ( sysDataAHEn & clk2 )

# ( sysDataALEn & sysDataAHEn )
# cpuDataA4;

1)

R, & = AND, ! = NOT
e address bit 4, these are 4 identical copies
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Table A-2 Equations for the Tag and Data Output Enab

bcTagCEOE! = (sysEarlyOEEn & cpuCReg

# sysTegOEEn
beTagCEOE.OE = NS’
beDataCEOEO! =

beDataCEOEOQ.OE =
beDataCEOE1L! =

bcDataCEOE1.0]

YOEEn & !cpuCReq2 &'cpuCRer
aOEEn );

sysEarlyOEEn & !cpuCReq2 & cpuCReql
sysEarlyOEEn & cpuCReq2 & !cpuCReq0
sysEarlyOEEn & !cpuCReq2 & cpuCReq0
“# cpuDataCEOE
# sysDataOEEn );

1))

(sysEarlyOEEn & cpuCReq2 & cpuCReq0
# sysDOE );
tsenseDis;

‘OR, & = AND, ! = NOT
output enable, must be tristated when 3.3V is not stable.
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Note

" In addition to the two PALs, the DECchip 21071-
21071-AA chipsets also requires two NOR gates
These may be implemented using NORs, or u
PALs.

Table A-3 Equations for Bcache and NOR Gate

tagCtIWE_1! =
tagAdrWE_1! =

14 = OR, & = AND, | = NOT
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